Doc# OMA-COM-XDM-2010-0241R03-CR_XDM2_1_Core_C080_XDCP_structure
Change Request

Doc# OMA-COM-XDM-2010-0241R03-CR_XDM2_1_Core_C080_XDCP_structure
Change Request



Change Request

	Title:
	XDM2_1_Core_C080_XDCP_structure schema
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-COM/XDM WA

	Doc to Change:
	OMA-TS-XDM_Core-V2_1-20100610-D

	Submission Date:
	22 June 2010

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com

	Replaces:
	 n/a


1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comments.
	C080
	2010.02.25
	T
	5.4.2.3
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: Clarification of the structure of an XDCP document is  missing
Proposed Change: Add text and remove Editor’s note.
	Status: CLOSED

By OMA-COM-XDM-2010-0241R01


All element names using upper case letters have been changed to use lower case letters.
The <shared-document> element has changed name to <reference> element.
R01:

The structure in section 5.4.2.2 is aligned with the latest XDM-Core TS version 2010-06-17-D
1. The Etag element is removed from the Diff-write element.

2. The <filter-set-not-allowed> response child element is added
The forward-remote procedure in 6.1.2.2.2 has been updated to contain two missing element from the forward request.
The first diff read error procedure in 6.2.6.3 has been removed as the etag element no long is mandatory in the diff-read request.
The parent element to <wap-application-id> element in 6.1.1.3.4 has been changed to <push> to align with the structure in 5.4.2.2
R02:

The <display-text> element is added to the <response> element.

The typo “a <element>” is corrected to “an element”.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.4.2.2 as described below.
1. XML Schema

The XDCP Document SHALL conform to the XML schema described in [XSD_xdcp] , the “urn:ietf:params:xml:ns:patch-ops-error” XML schema described in [RFC5261] and the “urn:ietf:params:xml:ns:xcap-error” described in [RFC4825].
Change 2:  Modify section 5.4.2.3 as described below.

1. Structure

The XDCP Document SHALL conform to the XML schema described in section 5.4.2.2 “XML Schema”, with the clarifications given in this section.


The XDCP Document SHALL include an <xdcp-document> root element.

The <xdcp-document> element SHALL include either a <request> element or a <response> element.

The <request> element SHALL include one of the following elements:

a) a <diff-read> element;

b) a <diff-write> element;

c) a <forward> element;

d) a <forward-accept> element;

e) a <forward-delivery-report> element;

f) a <forward-reject> element;

g) a <forward-remote> element;

h) a <remove-doc-ref> element;

i) a <restore> element;

j) a <retrieve-doc-ref> element;

k) a <set-doc-ref> element;

l) a <subscribe> element; or,

m) an element from other namespace for the purpose of extensibility.

The <diff-read> element:

a) MAY include an <etag> element; and,

b) MAY include a <filter-set> element as described in [RFC4661].

The <diff-write> element:

a) 
b) MAY include a <filter-set> element as described in [RFC4661].

The <forward> element:

a) SHALL include a < recipients-list> element that:
1) SHALL include a <list> element as described in [RFC4826].
b) MAY include a <note> element;

c) MAY include an <expiration-time> element;

d) MAY include a <filter-set> element as described in [RFC4661];

e) MAY include a <display-name> element;

f) MAY include a <delivery-report> element; and,

g) MAY include a <request-id> element.

The <forward-accept> element:

a) SHALL include a <document-uri> element.

The <forward-delivery-report> element:

a) SHALL include a <request-id> element;

b) SHALL include a <recipient-uri> element; and, 

c) SHALL include a <status> element.

The <forward-reject> element:

a) SHALL include a <document-uri> element.

The <forward-remote> element:

a) SHALL include a <document-uri> element;

b) MAY include a <note> element;

c) MAY include a <size> element;

d) SHALL include a <sender-identity> element;

e) MAY include a <display-name> element;

f) MAY include an <expiration-time> element;

g) SHALL include an <content-type> element;

h) SHALL include a < recipients-list> element that:
1) SHALL include a <list> element as described in [RFC4826].
i) MAY include a <delivery-report> element; and,

j) MAY include a <request-id> element.

The <restore> element:

a) SHALL include an <back-to-etag> element; and,

b) MAY include a <current-etag> element.

The <set-doc-ref> element:

a) SHALL included a <reference> element; and,

b) MAY include a <display-name> element.

The <subscribe> element:

a) SHALL include a <subscription> element that:
1) SHALL include a <target-documents> element;

2) SHALL include a <duration> element; and,

3) MAY include other elements from other namespaces for the purpose of extensibility.

b) SHALL include a <notification> element that either:
1) SHALL include either a <push> element; or,

2) SHALL include an element from other namespace for the purpose of extensibility.

The <target-documents> element:

a) MAY include a <resource-uri> element that:
1) SHALL include on or more <uri> elements; and,

2) MAY include a <filter-set> element as described in [RFC4661].
b) MAY include a <resource-list> element that:

1) SHALL includes one or more <list> elements as described in [RFC4826]; and,
2) MAY include a <filter-set> element as described in [RFC4661].
c) MAY include a <list-uri> element that:

1) SHALL included one or more <uri> elements; and,
2) MAY include a <filter-set> element as described in [RFC4661].

The <push> element:

a) SHALL include a <push-address> element;

b) SHALL include a <wap-application-id> element;

c) SHALL include a <user-interaction-level> element;

d) MAY include a <preferred-notification-type> element; and,

e) MAY include an element from other namespace for the purpose of extensibility.

The <response> element:

a) SHALL include one of the following elements:

1) a <done> element;
2) a <done-new-etag> element;
3) a <forward-result> element that:

a) MAY include a <not-found-recipients-list> element that:
1) MAY include an <list> element as described in [RFC4826].

4) a <remote-forward-result> element that:

a) MAY include a <not-found-recipients-list> element that:
1) MAY include one or more <list> elements as described in [RFC4826].

5) a <retrieve-doc-ref-result> element that:
a) SHALL include a <reference> element; and,

b) MAY include a <display-name> element.

6) a <new-etag-value> element;

7) an <application-usage-defined-conflict> element that:

a) SHALL include a “phrase” attribute; and,
b) MAY include an element from other namespace. 

8) a <constraint-failure> element;

9) a <doc-ref-active> element;

10) an <etag-missing> element;
11) a <filter-set-not-allowed> element;
12) an <invalid-recipient> element;
13) an <invalid-request> element;
14) a <no-diff-document> element;

15) a <not-found> element;

16) a <not-latest-etag-value> element;

17) a <not-supported-request> element;

18) a <restore-version-not-found> element;

19) an <unknown-etag-value> element;

20) a <diff-write-conflict> element that

a) MAY include a <patch-ops-error> element as described in [RFC5261];

b) MAY include an <xcap-error> element as described in [RFC4825]; or,

c) MAY include an element from other namespace for the purpose of extensibility.

21) an <xcdp-document-structure-not-ok> element;

22) an <other-conflict> element that includes one or more elements from other namespaces; or,

23) an element from other namespace for the purpose of extensibility.
b) MAY include a <display-text> element.
Change 3:  Modify section 6.1.1.3.1 as described below.

5.2.1.1.1 Document Reference Operations.

When setting or modifying Document Reference information, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include <set-doc-ref> element as child element of the <request> element;

2. The <reference> element SHALL contain the Document Selector pointing to the XDM Document to be shared; and 

3. The <display-name> element MAY contain a descriptive text of the reference used e.g. “Alice’s document”.

When removing all Document Reference information, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <remove-doc-ref> element as child element of the <request> element.

When retrieving Document Reference information, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <retrieve-doc-ref> element as child element of the <request> element.

As part of a Document Reference Operation, the XDMC or XDM Agent SHALL set the HTTP Request-URI of the XDCP Request to the URI of the XDM Document containing the reference.
Change 4:  Modify section 6.2.6.1 as described below.

5.2.1.2 Document Reference 

Upon receiving an XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body. 

If the child element is the < set-doc-ref > element and the XDMS supports Document Reference Operations, the XDMS:

1. SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a <not-found> child element and not continue with the following steps, if the referenced XDM Document in the <reference> element does not exist or is not retrievable by the requesting Principal;
2. SHALL create the XDM Document reference and maintain it until the reference is deleted or replaced;
3. SHALL delete any XDM Document associated with the Primary Principal having the same name as the XDM Document addressed in the XDCP Request;
4. SHALL maintain the display name, if received in the request, until it is deleted or replaced;
5. SHALL generate an HTTP 201 “Created” response to the requestor with an XDCP Document containing a <response> element with a <done> element if the XDM Document addressed in the XDCP Request did not exist before the XDCP Request and therefore is created; and
6. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <done> element if the XDM Document addressed in the XDCP Request did exist before the XDCP Request.
If the child element is the < remove-doc-ref > element and the XDMS supports Document Reference Operations, the XDMS:

1. SHALL remove the XDM Document reference and any information related to it; and

2. SHALL generate an HTTP 200 “OK” to the requestor with XDCP Document containing a <response> element with a <done> child element.
If the child element is the < retrieve-doc-ref > element and the XDMS supports Document Reference Operations, the XDMS:

1. SHALL generate an HTTP 200 “OK” to the requestor with XDCP Document containing a <response> element with a < retrieve-doc-ref-result > child element that includes the XDM Document reference if such exists.
If the XDMS receives any other XDM requests targeting an XDM Document than Document Reference XDCP Requests described in this section and the XDM Document is referencing another XDM Document, the XDMS: 

1. SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a < doc-ref-active > child element and not continue with the following steps, if the XDM request is a Forward XDCP Request or a Restore XDCP Request;

2. SHALL generate an HTTP 403 “Forbidden” or a SIP 403 “Forbidden” response and not continue the following steps, if the requesting Principal is not permitted as described in section 5.1.5 to request execution of the XDM request.

3. SHALL act as an XDM Agent of behalf of the Primary Principal of the addressed XDM Document and propagate the XDM request to the XDMS handling the referenced XDM Document; and

4. SHALL propagate the response, when received, back to the requestor; and

5. SHALL NOT update a Modification History Information Document if such exists.

Change 5:  Modify section 6.6.1 as described below.

7.1.1 Handling of the XDCP Subscribe Command 
Upon receiving an XDCP request, the Subscription Proxy SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body.

If the child element is the <subscribe> element, the Subscription Proxy:

1. SHALL act as an XDMS and execute the steps 1, 2, 4, 5, 6, 7 and 8 described in section 6.2.6;

2. SHALL extract XDM Resource URIs from the <resource-uri> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

3. SHALL extract the resource list from the <resource-lists> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

4. SHALL save the extracted resource list and provide in the response the URI of the created resource list as specified in [RFC5367];

5. SHALL extract the URIs of the existing resource lists from the <list-uri> element of the <target-documents> element if it is present in the request and then retrieve those lists and generate back-end subscriptions as described in the section 6.6.2 with the following clarification:

a) SIP “Expires” header SHALL be set to the value of the <duration> element of the XDCP Document included in the body of the XDCP Request;

b) SIP “P-Asserted-Identity” header SHALL be set to the value of the “X-XCAP-Asserted-Identity” header or “X-3GPP-Asserted-Identity” or “X-3GPP-Intended-Identity”from the HTTP POST request forwarded by the Aggregation Proxy.

Editor’s Note: The relationship and priority of different Identity headers are FFS
Change 6:  Modify section 6.1.1.3.4 as described below.

5.2.1.2.1 Subscription to Changes in XDM Resources

When subscribing to changes in XDM Resources, the XDMC SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <subscribe > element as child element of the <request> element;

2. The <target-documents> element of  the <subscription> element SHALL contain a <resource-uri> element containing XCAP URIs of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661]  and/or, a <resource-lists> element as specified in [RFC4826] containing a list of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661], and/or a <list-uri> element containing URIs of already existing resource lists containing XDM Resources of interest. Note that the <uri> attribute SHALL be set  to the Document Selector that selects the  XDM Document to which the filter applies
The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.
3. The <duration> element of the <subscription> element SHALL contain the duration of the subscription in seconds;

4. The <push-address> element of the <push> element SHALL contain the tel URI to which the notification of changes will be sent;

5. The <wap-application-id> element of the <push> element SHALL contain the OMNA registered application identifier of the application acting as an XDMC;

6. The <user-interaction-level> element of the <push> element SHALL contain the level of user interaction required for processing notifications.  If the value is set to “none”, the notifications will be processed in the background without user interaction.  If the value is set to “low”, “medium” or “high” the user will be prompted with corresponding degrees of urgency (i.e. low, medium, or high). The values of this element correspond to the values of the “action” attribute associated with the <indication> element of the “Service Indication” type of the Push Message as specified in [Push_ERELD-V2_2]; and

7. The <preferred-notification-type> element of the <push> element SHALL specify the preferred contents of the Push notifications. If this element is set to “push”, the XDMC expects notifications containing XDM Document changes in the format of “xcap-diff” MIME type as part of its payload. If this element is set to “pull”, the XDMC expects notifications containing as part of its payload the XCAP URI which refers to a document containing the changes in the xcap-diff format. If this element is set to “none”, the XDMC expects notifications containing as part of its payload the XCAP URI of the changed XDM Document.

Change 7:  Modify section 6.1.2.2.2 as described below.

5.2.1.2.2 Generation of a Forward XDCP Request to Remote Recipients

The XDMS SHALL create the Forward XDCP Request as explained in this section to forward the XDM Resource to the Users residing in the remote domains. When creating this Forward XDCP Request, the XDMS SHALL act as an XDM Agent as described in section 6.1 “Procedures at the XDMC and the XDM Agent”.

The recipients of the forwarded XDM Resource could reside in several remote domains. To each of the remote domain the XDMS SHALL make an XDCP Request containing the XDCP Document with the following clarifications: 

1. SHALL set the <request> element to “forward-remote”;

2. SHALL include the <document-uri> element and set its value to the URI of the document to be forwarded residing  in the temporary storage as described in the section 6.2.6.2.1 “Creation of an XDM Document to be forwarded”;

3. SHALL include the <note> element if the <note> element is present in the received Forward XDCP Request and set its value with the content of the <note> element present in the received Forward XDCP Request;

4. MAY include the <size> element which carries the size of the XDM Resource in bytes;

5. SHALL include the <sender-identity> element whose value is set to the Identity of the Principal forwarding the XDM Resource;

6. MAY include the <display-name> element if the <display-name> element is present in the received Forward XDCP Request and set its value with the content of the <display-name> element present in the received Forward XDCP Request;

7. SHALL include the <expiration-time> element which carries the expiration time of the XDM Resource being forwarded;

8. SHALL include the <content-type> element which carries the MIME type of the XDM Resource being forwarded; and

9. SHALL include the <list> element as child element of <recipients-list> element which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a. The “name” attribute of the <list> element is not included; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a Tel URI (as defined in [RFC3966]);
10. SHALL include <delivery-report> element if the <delivery-report> element is present in the received Forward XDCP Request and set its value equal to the content of the <delivery-element> element present in the received Forward XDCP Request; and
11. SHALL include the <request-id> element if the <request-id> element is present in the received Forward XDCP Request and set its value equal to the content of the <request-id> element present in the received Forward XDCP Request.
NOTE: The procedure of XDMS for determining and grouping the recipients belonging to same domain is outside the scope of this specification. If grouping of recipients is not possible the implementation may choose to make individual XDCP Requests to each of the recipients.
Change 8:  Modify section 6.2.6.3 as described below.

5.2.1.3 XDM Differential Read

 The XDMS MAY support Differential Read. Upon receiving a XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body.

If the child element is the <diff-read> element and the XDMS supports Differential Read, the XDMS:
1. 
2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <unknown-etag-value> child element, and do not continue with the following steps, if the E-Tag value contained in the <etag> element of the XDCP Document does not correspond to a known version of the XDM Document;

3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <constraint-failure> child element, and do not continue with the following steps, if a <filter-set> element included in the XDCP Document is invalid;

4. SHALL generate an HTTP 304 "Not Modified" response with an empty body and do not continue with the following steps, if the E-Tag value supplied in the XDCP Document matches with the E-Tag value of the latest version of the XDM Document;

5. SHALL generate an HTTP 200 "OK" response with content-type header set to “multipart/mixed” ; and

6. SHALL include XDCP Document and XCAP Diff document (see [RFC5874]) in the body of the response with the following clarifications:

a. The XDCP Document SHALL contain the <response> element with the child element <done>;
b. The XCAP Diff document (see [RFC5874]) SHALL contain a single <document> element with the new and previous E-Tag values and the document change information between the two XDM Documents versions, based on the <filter> element, if one had been included in the request. The “previous-etag” attribute of the <document> element SHALL contain the E-Tag value received in the XDCP Document and the “new-etag” attribute SHALL contain the latest E-Tag value of the XDM Document; and,

c. If the <etag> element of the XDCP Document is not present, the XCAP Diff document (see [RFC5874]) SHALL contain a <document> element with document change information that replaces the root element of the XDM Document.
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