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1 Reason for Change

To update the structure of the XDM Preferences Document.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-XDM is kindly asked to review and agree with this CR.
6 Detailed Change Proposal

Change 1:  Section 5.8
5.8 XDM Preferences Document

5.8.1 Structure

The structure of the XDM Preferences Document SHALL be as follows:

The XDM Preferences SHALL include the root element <preferences>. The <preferences> element 

a) MAY include <history-prefs> element as described in section 5.8.7;

b) MAY include <forward-prefs> element as described in section 5.8.7;

c) MAY include any other elements from any other namespaces for the purposes of extensibility; and

d) MAY include any other attributes from any other namespaces for the purposes of extensibility.

The <history-prefs> element:

a) SHALL include <history-info> element as described in section 5.8.7; and

b) MAY include one or more <filter> elements as described in section 5.8.7.

The <history-info> element:

a) SHALL include an attribute “state” as described in section 5.8.7; and

b) MAY include <except> element as described in section 5.8.7.

The <except> element MAY include one or more <document> element.

The <document> element SHALL include an attribute “path” which carries a User Directory Document Selector, a User Directory Folder Selector or a “/” character as its string value.

The <filter> element:

a) SHALL include <conditions> element as described in section 5.8.7;

b) SHALL include <actions> element as described in section 5.8.7; 

c) SHALL include an attribute “state” as described in section 5.8.7; and

d) SHALL include an attribute “id” as described in section 5.8.7.

The <conditions> element SHALL include any of the following child elements:

a) <operation-type> element as described in section 5.8.7;

b) < operation-result> element as described in section 5.8.7;

c) <identity> element as described in section 5.8.7;

d) <external-list> element as described in section 5.2.2.2;

e) <other-identity> element as described in section 5.2.2.2;

f) <validity> element as described in section 5.8.7; and

g) <document> element as described in section 5.8.7.

The <operation-type> element SHALL include any of the following child elements:

a) <modify> element as described in section 5.8.7; and

b) <retrieve> element as described in section 5.8.7.

The <operation-result> element SHALL include any of the following child elements:

a) <authorized> element as described in section 5.8.7; and

b) <un-authorized> element as described in section 5.8.7.

The <actions> element SHALL include any of the following child elements:

a) <store-changelog> element as described in section 5.8.7;

b) <store-request-log> element as described in section 5.8.7.

Editor’s Note. Need for <actions> element and re-using elements from Common Extensions (See section 5.2) are FFS.

The <forward-prefs> element: 

a) MAY include 
b) one or more <rule> element as described in section 5.8.7
The <conditions> child element of <rule> element:

a) MAY include <identity> element as described in section 5.8.7;

b) MAY include <content-type> element as described in section 5.8.7; and

c) MAY include <max-size> element as described in section 5.8.7.
The <actions> child element of <rule> element:

a) MAY include <accept> element as described in section 5.8.7;

b) MAY include <reject> element as described in section 5.8.7; and
c) MAY include <confirm> element as described in section 5.8.7.
Change 2:  Section 5.8.7.2

5.8.7.2   Forward-Prefs Elements

The <rule> element SHALL be the child element of <forward-prefs> element which includes the conditions and actions set by the User for handling the Forward XDCP Request received from other users. It SHALL conform to the structure of <rule> element as described in [RFC4745] and SHALL NOT include <transformations> element.
The <identity> element SHALL be the child element of <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request when it is received from the users matching its value. It SHALL conform to the structure of the <identity> element as described in [RFC4745].

The <content-type> element SHALL be the child element of the <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request when the MIME type of the received content matches with the value of this element.

The <max-size> element SHALL be the child element of the <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request if the size of the received content exceeds the size specified by the value of this element. The value specified is in bytes.

The <actions> element SHALL be the child element of the <forward-prefs> element which specifies the action to be taken by the XDMS on receiving the Forward XDCP Request from other user. The <actions> element MAY include any of the following child elements:

<accept>
instructs the XDMS to behave as if it had received aForward XDCP Accept Request from the receiving Principal  automatically.
<confirm>
instructs the XDMS to notify the user about the received Forward XDCP Requestand await user’s disposition.
<reject> 
instructs the XDMS to behave as if it had received a Forward XDCP Reject Request from the receiving Principal automatically . 
Handling of XDCP ForwardAccept and ForwardReject requests is specified in section 6.2.6.2.6 “Handling of XDCP ForwardAccept and ForwardReject Requests” and handling of received XDM Forward Request based on recipient’s preferences is specified in section 6.2.6.2.3 “Handling of Received XDM Forward Request Based on Recipient Preferences”.
Change 3:  Section 6.1.1.3.3
6.1.1.3.3. Handling of XDM Resource Forwarding Notifications

When the child element of <actions> element of the <forward-prefs> element of the XDM Preferences Document defined in section 5.8 is set to <confirm>, the XDMS sets the <status> element of the <request> element in the Forwarding Notification List Document to “pending” before notifying the XDMC or XDM Agent about the received XDCP Forward Request. Upon receiving that notification, the XDMC or XDM Agent SHALL obtain receiving Principal’s disposition for the Forward Request and act as follows:

If the disposition is “accept”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;

2. SHALL include a < forward-accept > element as child element of the <request> element; and

3. SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 6.2.6.2.4 “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.

If the disposition is “reject”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document,

2. SHALL include a < forward-reject > element as child element of the <request> element; and

SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 6.2.6.2.4 “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.
Change 4:  Section 6.2.6.2.3
6.2.6.2.3 Handling of Received Forward XDCP Request Based on Recipients Preferences 

The XDMS SHALL apply the preferences related to handling of Forwarding Operation, if any, as described in the section 5.8 “XDM Preferences Document” as follows:

The XDMS SHALL behave as if it had received an XDCP ForwardAccept request and follow the procedure described in section 6.2.6.2.6 “Handling of XDCP ForwardAccept and ForwardReject Requests”, 
if the child element of the <actions> element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to <accept>; or,

The XDMS SHALL behave as if it had received an XDCP ForwardReject request and follow the procedure described in section 6.2.6.2.6 “Handling of XDCP ForwardAccept and ForwardReject Requests” if the child element of the <actions> element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to <reject>; or,

The XDMS, 
if the forwarded XDM Resource is not delivered to the recipient within the time period specified to keep the forwarded XDM Resource alive, SHALL:

a) Update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to all the Principals that have neither accepted nor rejected the forwarded XDM Resource to “expired” if the forwarded XDM Resource resides in the local XDMS; or

b) Generate the XDM Forward Delivery Report Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” on behalf of all the Principals that have neither accepted nor rejected the forwarded XDM Resource and set the <status> element to “expired” if the forwarded XDM Resource resides in a remote XDMS.
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