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1 Reason for Change

Following new structure is proposed for the ETR specification in order to make it more readable.
1. Test cases are written for the following entities as separate chapters:

a. Aggregation Proxy(Mandatory and Optional)

b. Search Proxy(Mandatory and Optional)

c. Subscription Proxy(Mandatory and Optional)

d. Cross-Network Proxy ((Mandatory and Optional))

2. Also separate chapters for each Application Usage capturing the test cases for XDMC and XDMS (Mandatory and Optional)
3. All the optional Application Usages are listed under “Optional Test Requirements” and structured as follows:

a. Mandatory Test Requirements for X Application Usage if supported
b. Optional Test Requirements for X Application Usage.

Once we have the structure in place t would be helpful to members to prepare contributions to fill the empty chapters.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-XDM is kindly asked to review and agree with the changes proposed in the attached document.
6 Detailed Change Proposal

Change 1:  Whole Document (Note to Editor : Adjust the Chapter numbers properly and update contents table)
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1. Scope


The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.


The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.


2. References


2.1 Normative References


		[Dict]

		“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7,                                                                                                                   URL: http://www.openmobilealliance.org/



		[IOP_Proc]

		“OMA Interoperability Policy and Process”, Version 1.9, Open Mobile Alliance™, OMA-ORG-IOP_Process-V1_9,                                                                                                                                         URL: http://www.openmobilealliance.org/



		

		



		

		



		[RFC2119]

		IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt



		[XDM_AD]

		“XML Document Management Architecture”, Draft Version 2.1, Open Mobile Alliance(, OMA-AD-XDM-V2_1,                                                                                                                                                    URL: http://www.openmobilealliance.org/



		

		



		[XDM_Core]

		“XML Document Management (XDM) Specification”, Draft Version 2.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_1,                                                                                                                                        URL: http://www.openmobilealliance.org/



		

		



		[XDM_ERELD-V1_0]

		 “Enabler Release Document for XDM”, Version 1.0, Open Mobile Alliance™, OMA-ERELD-XDM-V1_0,                                                                                                                                                                URL: http://www.openmobilealliance.org/



		[XDM_ERELD-V1_1]

		 “Enabler Release Document for XDM”, Version 1.1, Open Mobile Alliance™, OMA-ERELD-XDM-V1_1,                                                                                                                                                                URL: http://www.openmobilealliance.org/



		[XDM_ERELD-V2_0]

		 “Enabler Release Document for XDM”, Draft Version 2.0, Open Mobile Alliance™, OMA-ERELD-XDM-V2_0,                                                                                                                                                    URL: http://www.openmobilealliance.org/



		[XDM_ERELD-V2_1]

		 “Enabler Release Document for XDM”, Draft Version 2.1, Open Mobile Alliance™, OMA-ERELD-XDM-V2_1,                                                                                                                                                    URL: http://www.openmobilealliance.org/



		[XDM_Group]

		“Group XDM Specification”, Draft Version 1.1, Open Mobile Alliance™, OMA-TS-XDM_Group-V1_1,                                                                                                                           URL: http://www.openmobilealliance.org/



		

		



		[XDM_List]

		“List XDM Specification”, Draft Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_List-V2_1,                                                                                                                               URL: http://www.openmobilealliance.org/



		[XDM_List]

		“Shared List XDM Specification”, Draft Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_List-V2_0,                                                                                                                               URL: http://www.openmobilealliance.org/



		[XDM_Policy]

		“Policy XDM Specification”, Draft Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Policy-V1_1,                                                                                                                            URL: http://www.openmobilealliance.org/



		[XDM_Policy]

		“Shared Policy XDM Specification”, Draft Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Policy-V1_0,                                                                                                                            URL: http://www.openmobilealliance.org/



		[XDM_Profile]

		“Profile XDM Specification”, Draft Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Profile-V1_1,                                                                                                                            URL: http://www.openmobilealliance.org/



		[XDM_Profile]

		“Shared Profile XDM Specification”, Draft Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Profile-V1_0,                                                                                                                            URL: http://www.openmobilealliance.org/



		[XDM_RD]

		“XML Document Management Requirements”, Draft Version 2.0. Open Mobile Alliance(, OMA-RD-XDM-V2_0,                                                                                                                                                    URL: http://www.openmobilealliance.org/



		[XDM_RD]

		“XML Document Management Requirements”, Draft Version 2.0. Open Mobile Alliance(, OMA-RD-XDM-V2_0,                                                                                                                                                    URL: http://www.openmobilealliance.org/



		[XDM_UPPDir ]

		“XML Document Management Requirements”, Draft Version 1.0. Open Mobile Alliance(, OMA-TS-XDM_UPP_Directory-V1_0,
URL: http://www.openmobilealliance.org/





2.2  Informative References

		[Dict]

		“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/



		[DM-V1_2]

		“OMA Device Management”, Version 1.2, Open Mobile Alliance™, OMA-ERP-DM-V1_2,                   URL: http://www.openmobilealliance.org/



		[PoC_XDM-V1_0]

		“OMA PoC XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_PoC-V1_0, URL: http://www.openmobilealliance.org/



		[RFC4825]

		IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 2007,                                                                                                                                URL: http://www.ietf.org/rfc/rfc4825.txt





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


. 


		Aggregation Proxy

		The contact point for the XDMC to access XML documents stored in any XDMS.



		Application Unique ID

		A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [RFC4825])



		Application Usage

		Detailed information on the interaction of an application with an XCAP server. (Source: [RFC4825])



		Group

		A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI



		Group Usage List

		A list of group names or service URIs that are known by an XCAP Client



		Search Proxy

		The contact point for the XDMC to search information from XML documents stored in any XDMS



		TestFest

		Multi-lateral interoperability testing event



		URI List

		A list of URIs



		User Profile

		A set of user information that can be used by a number of different services for storing and searching user information



		XDM Client

		An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825].



		XDM Server

		An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]



		

		





3.3 Abbreviations

		AD

		Architecture Document



		AUID

		Application Unique ID



		ERELD

		Enabler Release Definition



		ETR

		Enabler Test Requirements



		GAA

		Generic Authentication Architecture



		HTTP

		Hyper Text Transfer Protocol



		OMA

		Open Mobile Alliance



		PoC

		Push‑to‑Talk Over Cellular



		RD

		Requirements Document



		TLS

		Transport Layer Security



		TWG

		Technical Working Group



		URI

		Uniform Resource Identifier



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMC

		XDM Client



		XDMS

		XDM Server



		XML

		Extensible Markup Language



		XUI

		XCAP User Identifier





4. Introduction


The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler XDM-V2_1, documenting those areas where testing is most important to ensure interoperability of implementations.


The Enabler under consideration comprises the following specifications:


· OMA-TS-XDM_Core-V2_1 [XDM_Core]: Specifies common protocols, data access conventions, common data Application Usages and functional entities that are needed to provide XDM services to other enablers.

· OMA-TS-XDM_List-V2_1 [XDM_List]: Specifies the data format and  Application Usage for the documents: URI List, Group Usage List, Forwarding Notification List, Access Permissions List and Alias Principals List, which can be used by other OMA enablers.

· OMA-TS-XDM_Group-V1_1 [XDM_Group]: Specifies the data format and Application Usage for the Group document that can be used other all OMA enablers (e.g. PoC and IM). It also defines data format and procedures relating to the Extended Group Advertisement.

· OMA-TS-XDM_Profile-V1_1 [XDM_Profile]: Specifies the data format and  Application Usage for the document, User Profile, which can be used other OMA enablers (e.g. IM).

· OMA-TS-XDM_Policy-V1_1 [XDM_Policy]: Specifies the data format and Application Usage for the User Access Policy document, which is a common user access policy definition that can be used by other OMA enablers (e.g. PoC and IM).

· OMA-TS-XDM_UPP_Directory-V1_0 [XDM_UPPDir]: Specifies the data format and  Application Usage for the document, User Preferences Profile Directory, which can be used other OMA enablers (e.g. CPM).

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for XDM-V2_1.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler XDM-V2_1.

5. Test Requirements


5.1 Enabler Test Requirements


The test requirements collected in this section are related to the Enabler XDM-V2_1.

The tables for the mandatory and optional test requirements include the following columns:


FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.


FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.


FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature.


The following tags are used to indicate the XDMv2.0 relationship to XDMv1.0 testing requirements:


· XDMv1.0 – Requirement that is the same in XDMv2.0 as it is in XDMv1.0. The existing XDMv1.0 test case(s) can be reused to test this requirement.

· XDMv2.0 – Requirement that is new in XDMv2.0. New XDMv2.0 test case(s) need to be created for this requirement.

· XDMv1.0mod – Requirement that exists in XDMv1.0, but is modified in XDMv2.0. The existing XDMv1.0 test case(s) can be reused to test this requirement after the appropriate modifications to XDMv2.0 are applied.

Editor´s Note:  How to instruct the ETS developer what is new in XDM -V2_0 should be investigated 


Editor´s Note:  All references in section 5 to sections in specifications must be checked

5.1.1 Mandatory Test Requirements


Mandatory test requirements are covering features/functions of a XDM V2_1 Enabler which are mandated by XDM V2_1 to be implemented in the XDMS and may optionally be implemented in the XDMC.


If an optional requirement of the XDM V2_1 Enabler is implemented in the XDMC, this requirement must be tested.


NOTE: It is possible that a mandatory test requirement that is optional for the XDMC cannot be verified, if none of the XDMCs involved in the OMA verification supports it during the OMA verification period. 


5.1.1.1 Aggregation Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		SEC-001

		HTTP Digest authentication
[XDM_Core] 6.1,  6.3, 5.1.1
(XDMv1.0)

		Verify that both an XDMC and an Aggregation Proxy support HTTP Digest mechanism for client authentication, and interoperate.



		

		SEC-002

		HTTP over TLS
[XDM_Core] 6.1, 6.3.1.1, 6.4,  5.1.4
(XDMv1.0)

		Verify that both an XDMC and an Aggregation Proxy and a Search Proxy support HTTP over TLS for server authentication, integrity and confidentiality protection, and interoperate.



		

		SEC-004

		XDM Client identity assertion
[XDM_Core] 6.1, 6.3, 5.1.2
(XDMv1.0)

		Verify that an XDMC asserts authenticated identity; and an Aggregation Proxy checks if the right identity is asserted, if not asserts the right identity.



		

		Dir-001a

		XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”)
[XDM_Core] 6.3.1.4,  5.3.2
(XDMv1.0) 
Whole document for all Application Usages.

		Verify that different entities interoperate when they support the Application Usage; so that 


· an XDMC sends a request for fetching a list of documents for all Application Usages corresponding to an XUI.

· an Aggregation Proxy forwards any request for directory retrieval to all XDMSs that it has knowledge about, and sends back an aggregated response to the XDMC


· an XDMS maintains a list of documents as required, and provides it full to an XDMC on demand


NOTE 1: Support for the Application Usage “org.openmobilealliance.xcap-directory” by an XDMC is optional

NOTE 2: This may require the support for another enabler using XDM, if the requested list of documents corresponds to the AUID belonging to that enabler



		

		Dir-001b

		XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”)
[XDM_Core] 6.3.1.4,  5.3.2
(XDMv1.0)

An XML node conataining only one Applications Usage

		Verify that different entities interoperate when they support the Application Usage; so that 


· an XDMC sends a request for fetching a list of documents for given AUID corresponding to an XUI


· an Aggregation Proxy forwards the request for directory retrieval to correct XDMS, and sends back the corresponding response to the XDMC


· an XDMS maintains a list of documents as required, and provides partially to an XDMC on demand


NOTE 1: Support for the Application Usage “org.openmobilealliance.xcap-directory” by an XDMC is optional

NOTE 2: This may require the support for another enabler using XDM, if the requested list of documents corresponds to the AUID belonging to that enabler



		

		

		XCAP Capabilites Document Retrieval

		



		

		XCAP

		XCAP Routing

		



		

		XDCP-001

		XDCP routing

		Verfify that the AP can route XDCP requests to the correct entity ( local XDMS, Cross Network Proxy and Subscription Proxy



		

		Search-10

		Search Routing

		Verify that the AP can route Search requests to the correct entity (Search Proxy).



		Error Flow

		N/A

		

		





Table 1: Mandatory Test Requirements for Aggregation Proxy

5.1.1.2 Search Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		Search request routing

		

· 

· 

· 







		

		

		Search request aggregation.

		



		Error Flow

		N/A

		

		





Table 2: Mandatory Test Requirements for Search Proxy

5.1.1.3 Subscription Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		

		

		Multi Application Usages subscribe via SIP

		

· 

· 





		

		

		XDCP Subscribe 

		

· 

· 





		

		

		

		

· 

· 





		

		

		

		

· 

· 





		Error Flow

		N/A

		

		





Table 3: Mandatory Test Requirements for Subscription Proxy

5.1.1.4 Cross-Network Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		Protect the traffic between two domains.

		· 



		

		

		

		· 



		

		

		XCAP outbound requests

		· 



		

		

		Search outbound requests

		· 



		

		

		XDCP outbound requests

		



		

		

		XCAP inbound requests

		



		

		

		Search inbound requests

		



		

		

		XDCP inbound requests

		



		Error Flow

		

		

		





Table 4: Mandatory Test Requirements for Cross-Network Proxy

5.1.1.5 URI List Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”)

		



		

		SEC-003

		Authorization ( Default Policy)
[XDM_Core] 6.2, 5.1.5
(XDMv1.0)

		Verify that an XDMS allows only authorized XDMC to access an XML document, while an unauthorized XDMC is denied access.



		

		XOP-001

		URI List creation
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.1
(XDMv1.0)

		Verify that an XDMC requests for creating a new list, and a List XDMS creates a new list successfully upon receiving such a request from the XDMC



		

		XOP-002

		URI List modification
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.1
(XDMv1.0)

		Verify that an XDMC requests for modifying a URI list, and a List XDMS modifies a list successfully upon receiving such request from an XDMC



		

		XOP-003

		URI List retrieval
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.1
(XDMv1.0)

		Verify that an XDMC requests for retrieving a URI list, and a List XDMS provides the list upon receiving such a request from an XDMC



		

		XOP-004

		URI List deletion
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.1
(XDMv1.0)

		Verify that an XDMC requests for deleting a URI list, and a List XDMS deletes the list upon receiving such a request from an XDMC



		

		SUB-001

		Subscribe to changes in URI List documents
[XDM_Core] 6.1.2, 6.2.2
[XDM_List] 6
(XDMv1.0)

		Verify that 


· an XDMC sends initial subscription and handles the corresponding notification; and 


· a List XDMS handles the subscription request, and sends the corresponding notification, as required


NOTE: Support for the subscription is optional for an XDMC



		Error Flow

		N/A

		

		





Table5: Mandatory Test Requirements for URI List Application Usage

5.1.1.6 

		

		

		

		



		

		

		

		· 



		

		

		

		· 



		

		

		

		



		

		

		

		







5.1.1.7 User Profile Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 6: Mandatory Test Requirements for User Profile Application Usage

5.1.1.8 Group Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 7: Mandatory Test Requirements for Group Application Usage

5.1.1.9 Policy Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 8: Mandatory Test Requirements for Policy Application Usage

5.1.1.10 UPP Directory Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 9: Mandatory Test Requirements for UPP Directory Application Usage

5.1.2 Optional Test Requirements


Optional test requirements are covering optional features/functions of an Enabler.


If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.


.


5.1.2.1 Aggregation Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		HCOM-001

		HTTP Compression 
[XDM_Core] 6.1.1.2, 6.3.2
(XDMv1.0)

		6. If  HTTP compression is supported, verify that an XDMC an Aggregation Proxy interoperate, as required



		

		SEC-004

		GAA 
[XDM_Core] 6.1, 6.3, 5.1.1
(XDMv1.0)

		· If GAA is supported for client authentication, verify that an XDMC and an Aggregation Proxy interoperate, as required

· 

· 



		Error Flow

		

		

		





Table10: Optional Test Requirements for Aggregation Proxy

6.1.1.1 Search Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		



		Error Flow

		

		

		





Table11: Optional Test Requirements for Search Proxy

6.1.1.2 Subscription Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		



		Error Flow

		N/A

		

		





Table12: Optional Test Requirements for Subscription Proxy

6.1.1.3 Cross-Network Proxy

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		Error Flow

		

		

		





Table13: Optional Test Requirements for Cross-Network Proxy

6.1.1.4 URI List Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		SEC-003

		Authorization (Access Permission Document)
[XDM_Core] 6.2, 5.1.5
(XDMv1.0)

		Verify that an XDMS allows only authorized XDMC to access an XML document, while an unauthorized XDMC is denied access when an Access Permissions Document exists



		

		SEC-xx

		Authorization (Alias Principal)

		Verify that an XDMS allows an Authenticated Alias Principal access an XML document.



		

		LSU-002

		Subscribe to changes in Group Usage List documents
[XDM_Core] 6.1.2, 6.2.2
[XDM_List] 6
(XDMv1.0)

		Verify that 


· an XDMC sends initial subscription and handles the corresponding notification request; and 


a List XDMS handles the subscription request, and sends notification, as required



		

		

		Document Reference

		



		

		

		Forward

		



		

		

		Restore

		



		

		

		Diff-read

		



		

		

		Diff-write

		



		

		

		Request history

		



		

		

		Modification history

		



		

		

		XDM Preferences

		



		Error Flow

		

		

		





Table 9: Optional Test Requirements for URI List Application Usage

6.1.1.5 Group Usage List

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		XOP-021

		Group Usage List creation
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.2
(XDMv1.0)

		Verify that an XDMC sends a request for creating a new list, and a List XDMS creates the new list upon receiving such a request from an XDMC

· 

· 

· 

· 





		

		XOP-022

		Group Usage List modification
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.2
(XDMv1.0)

		Verify that an XDMC sends a request for modifying a list, and a List XDMS modifies the list upon receiving such a request from an XDMC



		

		XOP-023

		Group Usage List retrieval
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.2
(XDMv1.0)

		Verify that an XDMC sends a request for retrieving a list, and a List XDMS provides the list upon receiving such a request from an XDMC



		

		XOP-024

		Group Usage List deletion
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.2
(XDMv1.0)

		Verify that an XDMC sends a request for deleting a list, and a List XDMS deletes the list upon receiving such a request from an XDMC



		

		XOP-021

		Group Usage List creation
[XDM_Core] 6.1.1, 6.2.1
[XDM_List] 5.2
(XDMv1.0)

		Verify that an XDMC sends a request for creating a new list, and a List XDMS creates the new list upon receiving such a request from an XDMC



		Error Flow

		

		

		





Table 14: Mandatory Test Requirements for Group Usage List Application Usage if supported. 

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		SEC-003

		Authorization (Access Permission Document)
[XDM_Core] 6.2, 5.1.5
(XDMv1.0)

		Verify that an XDMS allows only authorized XDMC to access an XML document, while an unauthorized XDMC is denied access when an Access Permissions Document exists



		

		SEC-xx

		Authorization (Alias Principal)

		Verify that an XDMS allows an Authenticated Alias Principal access an XML document.



		

		

		Document Reference

		



		

		

		Forward

		



		

		

		Restore

		



		

		

		Diff-read

		



		

		

		Diff-write

		



		

		

		Request history

		



		

		

		Modification history

		



		

		SEC-003

		Authorization (Access Permission Document)
[XDM_Core] 6.2, 5.1.5
(XDMv1.0)

		Verify that an XDMS allows only authorized XDMC to access an XML document, while an unauthorized XDMC is denied access when an Access Permissions Document exists



		Error Flow

		

		

		





Table 15: Optional Test Requirements for Group Usage List Application Usage 

6.1.1.6 Forwarding Notification List Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 16: Mandatory Test Requirements for Forwarding Notification List Application Usage if supported

6.1.1.7 Forwarding Notification List Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 17: Optional Test Requirements for Forwarding Notification List Application Usage

6.1.1.8 Access Permissions List Application Usage


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 18: Mandatory Test Requirements for Access Permission List Application Usage if supported

6.1.1.9 Access Permissions List Application Usage


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 19: Optional Test Requirements for Access Permission List Application Usage

6.1.1.10 Alias Principal List Application Usage


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 20: Mandatory Test Requirements for Alias Principal List Application Usage if supported

6.1.1.11 Alias Principal List Application Usage


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 21: Optional Test Requirements for Alias Principal List Application Usage

6.1.1.12 User Profile Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 22: Optional Test Requirements for User Profile Application Usage

6.1.1.13 Group Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 23: Optional Test Requirements for Group Application Usage

6.1.1.14 Policy Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 24: Optional Test Requirements for Policy Application Usage

6.1.1.15 UPP Directory Application Usage

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		

		

		· 



		

		

		

		· 



		

		

		

		



		Error Flow

		

		

		





Table 25: Optional Test Requirements for UPP Directory Application Usage

6.2 Backwards Compatibility


Editor´s Note: Backward compatibility testing details needs further checking


This Enabler (i.e. XDM-V2_0) is backward compatible with the Enabler XDM-V1_0 [XDM_ERELD-V1_0]. So, compliance with the Enabler XDM-V1_0 is required for the Enabler XDM-V2_0.


This clause (the first and the second requirements in Table 11) specifies the requirements for XDM 2.0 entities that need to be backwards compatible with XDM 1.0 entities. The subset of tests used for regular testing should be applied to backwards compatibility testing. 


The first two requirements in this clause should be tested if the implementations compliant with the earlier version of XDM are available.

This clause (the third and the fourth requirements in Table 11) also specifies the requirements for XDM 2.0 entities that need to be backward compatible with both PoC Group Application Usage and PoC User Access Policy Application Usage.

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		BC-001

		XDMC backwards compatibility with earlier version of XDMS
(XDMv2.0)

		Verify that an XDMC is backwards compatible with the XDMS that is compliant with earlier version of XDM



		

		BC-002

		XDMS backwards compatibility with earlier version of XDMC
(XDMv2.0)

		Verify that an XDMS is backwards compatible with the XDMC that is compliant with earlier version of XDM



		

		BC-003

		Backward compatibility towards the PoC Group Application Usage
[XDM_Group] 8.1, 8.2
(XDMv2.0)

		Verify that both Group XDMS and Aggregation Proxy are backward compatible towards PoC Group Application Usage as required.



		

		BC-004

		Backward compatibility towards the PoC User Access Policy Application Usage
[XDM_Policy] 7.1, 7.2
(XDMv2.0)

		Verify that both Policy XDMS and Aggregation Proxy are backward compatible towards PoC User Access Policy Application Usage as required.



		Error Flow

		N/A

		

		





Table 11: Backwards Compatibility Test Requirements


6.3 Enabler Dependencies


This section should outline what dependencies (if any) Enabler <Enabler>-<version> has on other Enablers (e.g. underlying protocols needed to support the Enabler)


Appendix A. Change History
(Informative)
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		Date
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