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1 Reason for Change
An XDMC may have an up-to-date copy because the document has not changed or the XDMC is caught-up either by having recently fetched the document or having executed a differential read.  However, even if the XDMC has an up-to-date locally stored copy, the initial SIP NOTIFY Request, as well as ones associated with subscription refresh, will contain the entire XDM Document. This is spectrally wasteful.  
Push OTA Message maximum message lengths are often quite limited, and furthermore, the spectral resources allocated to Push OTA service must be configured to meet demand usage. Both represent important reasons to avoid entire documents being sent over-the-air using the PUSH mechanism. 

In summary, this CR adds support for the RFC 5839 "Suppress-If-Match" SIP header to achieve this goal. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt proposed revisions. 
6 Detailed Change Proposal

Change 1:  Adding RFC 5839 to the list of Normative References
1.4 Normative References

	OMA
	

	[CP_ProvCont]
	“Client Provisioning ProvBoot”, Version 1.1, Open Mobile Alliance(, OMA-WAP-TS-ProvCont-V1_1, URL: http://www.openmobilealliance.org/

	[Dict]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_7,                                                                                                                                                              URL: http://www.openmobilealliance.org/

	[DM_ERELD]
	“Device Management (based on SyncML DM)”, Version 1.2, Open Mobile Alliance(, OMA-DM-V1_2, Open Mobile Alliance(,                                                                                                                                 URL: http://www.openmobilealliance.org/

	[DMStdObj]
	“OMA Device Management Standardized Objects”, Version 1.2, Open Mobile Alliance(, OMA-TS-DM_StdObj-V1_2,                                                                                                                                             URL: http://www.openmobilealliance.org/

	[IM_TS]
	“Instant Messaging using SIMPLE”, Version 1.0, Open Mobile Alliance(, OMA-TS-SIMPLE_IM-V1_0, URL: http://www.openmobilealliance.org/

	[PoC_CP]
	“Push to talk Over Cellular (PoC) – Control Plane Specification”, Version 2.1, Open Mobile Alliance(, OMA-TS-PoC-ControlPlane-V2_1,                                                                                                             URL: http://www.openmobilealliance.org/

	[Push_ERELD-V2_2]
	“Enabler Release Definition for Push”, Version 2.2, Open Mobile Alliance(,
OMA-ERELD-Push-V2_2,                                                                                                                           URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures “,Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0,                                                                                                               URL: http://www.openmobilealliance.org/

	[W3C-XQUERY]
	W3C Recommendation “XQuery 1.0: An XML Query Language”, Scott Boag et al, January 23 2007, World Wide Web Consortium (W3C),                                                                                                             URL: http://www.w3.org/TR/xquery/

	[W3C-XQUERY_FullText]
	W3C Candidate Recommendation  “XQuery and XPath Full Text 1.0”,  Sihem Amer-Yahia et al, 28 January 2010, World Wide Web Consortium (W3C),                                                                                  URL: http://www.w3.org/TR/xpath-full-text-10/  
Note: Work in progress                                                                                                         

	[XDM_AC]
	“XDM Application Characteristics file of XDM V2.0”, Version 1.0, Open Mobile Alliance(, OMA-SUP-AC_ap0007_xdm-v1_0,                                                                                                                                  URL: http://www.openmobilealliance.org/

	[XDM_AD]
	“XML Document Management Architecture”, Version 2.1, Open Mobile Alliance(, OMA-AD-XDM-V2_1,                                                                                                                                                               URL: http://www.openmobilealliance.org/

	[XDM_ERELD-V1_1]
	“Enabler Release Document for XDM”, Version 1.1, Open Mobile Alliance(,
OMA-ERELD-XDM-V1_1,                                                                                                                            URL: http://www.openmobilealliance.org/

	[XDM_ERELD-V2_0]
	“Enabler Release Document for XDM”, Version 2.0, Open Mobile Alliance(,
OMA-ERELD-XDM-V2_0,                                                                                                                           URL: http://www.openmobilealliance.org/

	[XDM_ERELD-V2_1]
	“Enabler Release Document for XDM”, Version 2.1, Open Mobile Alliance(,
OMA-ERELD-XDM-V2_1,                                                                                                                           URL: http://www.openmobilealliance.org/

	[XDM_Group]
	“Group XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Group-V1_1,                                                                                                                          URL: http://www.openmobilealliance.org/

	[XDM_List]
	“List XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_List-V2_1,                                                                                                                                                               URL: http://www.openmobilealliance.org/

	[XDM_MO]
	“OMA Management Object for XML Document Management”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_MO-V2_0,                                                                                                                           URL: http://www.openmobilealliance.org/

	[XDM_RD]
	“XML Document Management Requirements”, Version 2.1, Open Mobile Alliance(, OMA-RD-XDM-V2_1,                                                                                                                                                               URL: http://www.openmobilealliance.org/

	[XDM_UPPD]
	“UPP Directory XDM Specification”, Version 1.0, Open Mobile Alliance(, OMA-TS-XDM_UPP_Directory-V1_0,                                                                                                                          URL: http://www.openmobilealliance.org/

	[XSD_ap]
	“XML Schema Definition : XDM Access Permissions”, Version 1.0, Open Mobile Alliance(,            OMA-SUP-XSD_xdm_access_permissions-V1_0,                                                                                                    URL: http://www.openmobilealliance.org/

	[XSD_commPol]
	“XML Schema Definition: “XDM – Common Policy”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_commonPolicy-V1_0,                                                                                              URL: http://www.openmobilealliance.org/

	[XSD_ext]
	“XML Schema Definition: XDM Extensions”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_extensions-V1_0,                                                                                                                          URL: http://www.openmobilealliance.org/

	[XSD_ext_2_1]
	“XML Schema Definition: “XDM 2.1 – Extensions”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm2_1_extensions-V1_0,                                                                                              URL: http://www.openmobilealliance.org/

	[XSD_search]
	“XML Schema Definition: “XDM – Search”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_search-V2_0,                                                                                                            URL: http://www.openmobilealliance.org/

	[XSD_modHist]
	“XML Schema Definition: XDM – Modification History”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_modification_history-V1_0,                                                                                                                          URL: http://www.openmobilealliance.org/

	[XSD_xcapDir]
	“XML Schema Definition: “XDM – XCAP Directory”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xcapDirectory-V2_0,                                                                                                   URL: http://www.openmobilealliance.org/

	[XSD_xcapErr]
	“XML Schema Definition: “XDM – XCAP Error”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xcapError-V1_0,                                                                                                        URL: http://www.openmobilealliance.org/

	[XSD_xdcp]
	“XML Schema Definition : XDM – XDCP Commands”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xdcp-V1_0,                                                                                                          URL: http://www.openmobilealliance.org/

	[XSD_reqHist]
	“XML Schema Definition: “XDM – Request History”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_request_history-V1_0,                                                                                                              URL: http://www.openmobilealliance.org/

	IETF
	

	[RFC1952]
	IETF RFC 1952 “GZIP file format specification version 4.3”, P. Deutsch, May 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt

	[RFC2046]
	IETF RFC 2046 “Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, N. Borenstein, November 1996,
URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	IETF RFC 2234 “Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997,                                                                                                                                              URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC2246]
	IETF RFC 2246 “The TLS Protocol”, T.Dierks at al, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt

	[RFC2616]
	IETF RFC 2616 “Hypertext Transfer Protocol – HTTP/1.1”, R. Fielding, June 1999,                                URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC2617]
	IETF RFC 2617 “HTTP Authentication: Basic and Digest Access Authentication”, Franks, J., Hallam-Baker, P., Hostetler, J., Lawrence, S., Leach, P., Luotonen, A. and L. Stewart, June 1999,                         URL: http://www.ietf.org/rfc/rfc2617.txt

	[RFC2818]
	IETF RFC 2818 “HTTP Over TLS”, Rescorla, E., May 2000, 
URL: http://www.ietf.org/rfc/rfc2818.txt

	[RFC3040]
	IETF RFC 3040 “Internet Web Replication and Caching Taxonomy”, I. Cooper, I. Melve, G. Tomlinson, January 2001,                                                                                                                                            URL: http://www.ietf.org/rfc/rfc3040.txt

	[RFC3261]
	IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002,                                           URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265 “Session Initiation Protocol (SIP)-Specific Event Notification”, A. B. Roach, June 2002, URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3428]
	IETF RFC 3428 “Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell, J. Rosenberg, H. Schulzrinne, C. Huitema, D. Gurle, December 2002,                                                            URL: http://www.ietf.org/rfc/rfc3428.txt

	[RFC3840]
	IETF RFC 3840 “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, J. Rosenberg, H. Schulzrinne, P. Kyzivat, August 2004,                                                                                  URL: http://www.ietf.org/rfc/rfc3840.txt

	[RFC3966]
	IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004,                                  URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC3986]
	IETF RFC 3986 “Uniform Resource Identifier (URI): Generic Syntax”, T. Berners-Lee, R. Fielding, L. Masinter, January 2005,                                                                                                                                    URL: http://www.ietf.org/rfc/rfc3986.txt

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005,                                           URL: http://www.ietf.org/rfc/rfc4119.txt

	[RFC4480]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H. Schulzrinne et al., July 2006,                                                                                                                                                        URL: http://www.ietf.org/rfc/rfc4480.txt

	[RFC4661]
	IETF RFC 4661 “An Extensible Markup Language (XML)-Based Format for Event Notification Filtering”, H. Khartabil   et al,, September 2006 
URL: http://www.ietf.org/rfc/rfc4661.txt

	[RFC4662]
	IETF RFC 4662 “A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach, B. Campbell, J. Rosenberg, August 2006,                                                                                      URL: http://www.ietf.org/rfc/rfc4662.txt

	[RFC4745]
	IETF RFC 4745 “Common Policy: A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, February 2007,                           URL: http://www.ietf.org/rfc/rfc4745.txt

	[RFC4825]
	IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 2007,                                                                                                                                    URL: http://www.ietf.org/rfc/rfc4825.txt

	[RFC4826]
	IETF RFC 4826 “Extensible Markup Language (XML) Formats for Representing Resource Lists”, J. Rosenberg, May 2007,                                                                                                                                        URL: http://www.ietf.org/rfc/rfc4826.txt

	[RFC4975]
	IETF RFC 4975 “The Message Session Relay Protocol (MSRP)”, B. Campbell, R. Mahy, C. Jennings, September 2007,                                                                                                                                                URL: http://www.ietf.org/rfc/rfc4975.txt

	[RFC5261]
	IETF RFC 5261 “An Extensible Markup Language (XML) Patch Operations Framework Utilizing XML Path Language (XPath) Selectors”, J. Urpalainen, August 2008,                                                                                                                                                URL: http://www.ietf.org/rfc/rfc5261.txt

	[RFC5367]
	IETF RFC 5367 “Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo, A.B. Roach, O. Levin, October 2008,                                                                      URL: http://www.ietf.org/rfc/rfc5367.txt

	[RFC5874]
	IETF RFC 5874 "An Extensible Markup Language (XML) Document Format for Indicating a Change in XML Configuration Access Protocol (XCAP) Resources", J. Rosenberg, J. Urpalainen, May 2010,           URL: http://tools.ietf.org/rfc/rfc5874.txt

	[RFC5875]
	IETF RFC 5875 "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package", J. Urpalainen,  D. Willis, May 2010,                                                                                    URL: http://tools.ietf.org/rfc/rfc5875.txt

	[RFC5839]
	IETF RFC 5839 "An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification, A. Niemi  D. Willis, May 2010,                                                                                          URL: http://tools.ietf.org/rfc/rfc5839.txt

	3GPP/3GPP2
	

	[3GPP2-S.S0086]
	3GPP2 S.S0068-B “IMS Security Framework”,                                                                                            URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.P0027-002]
	3GPP2 X.P0027-002 “Presence Security”,                                                                                                     URL: http://3gpp2.org/Public_html/specs/index.cfm
Note: Work in progress, awaiting IETF drafts

	[3GPP2-X.S0013-002]
	3GPP2 X.S0013-002 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Stage 2”, URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0013-004]
	3GPP2 X.S0013-004 “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP, Stage 3”,                                                                                                                   URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP-TS_23.003] 
	3GPP TS 23.003 “Numbering, addressing and identification”,                                                                     URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.003/

	[3GPP-TS_23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”,                                                                        URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP-TS_24.109]
	3GPP TS 24.109 “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details”,                                                                                                                                                           URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.109/

	[3GPP-TS_24.229]
	3GPP TS 24.229 “IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) ”; Stage 3”,                                                                                             URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/

	[3GPP-TS_33.141]
	3GPP TS 33.141 “Presence service; Security”,                                                                                                URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.141/

	[3GPP-TS_33.210]
	3GPP TS 33 210 “Network Domain Security; IP network layer security”,                                                   URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.210/

	[3GPP-TS_33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)”,                                              URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/

	[3GPP-TR_33.978]
	3GPP TR 33.978 “Security aspects of early IP Multimedia Subsystem (Release 6)”,                                    URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.978/



Change 2:  Adding Suppress-If-Match to XDM Agent.  Also, there was a missing note after the subclause on filters that appears in the XDMC section.  References have been updated.
6.1.2.1.1. XDM Agent

An XDM Agent SHALL subscribe for the notification of changes in XDM Resources either via the Subscription Proxy, when XDM Resources from different AUIDs or different users are to be subscribed for, or directly to the XDMS, when XDM  Resources from a single AUID and user are to be subscribed for.

When the XDM Agent subscribes for the notification of changes in the XDM Resources from multiple AUIDs or users, the XDM Agent:

1. SHALL set the Request-URI to the preconfigured SIP URI identifying the Subscription Proxy;

2. SHALL include in the body of the SIP SUBSCRIBE request a list of XCAP URIs pointing to all XDM Resources it is subscribing to. The format of the list is specified in [IETF-XCAP_Diff_Event], and MAY include a <filter-set> element contained in the MIME type "application/simple-filter+xml" per [RFC4660] and [RFC4661]. The <uri> attribute of a <filter> element in the <filter-set> element SHALL be set to the Document Selector that selects the XDM Document to which the filter applies

The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of [RFC 4661] section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality. 
e) NOTE: 
The mechanism used by the XDM Agent to retrieve the Document Selector, Node Selector or part of the Document Selector used to identify the collection as described in [RFC5875] of the XDM Resources to be watched is out of scope of the present specification. 
3. SHALL include Accept header fields with the following values:

a) “application/xcap-diff+xml” to indicate the support for partial XML updates as described in [IETF-XCAP_Diff];

b) “multipart/related”; and

c) “application/rlmi+xml” to indicate the support for the event notification extension for resource list as described in [RFC4662].

4. MAY indicate that it supports that the body of a SIP NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value “gzip” in the SIP SUBSCRIBE request; 
5. SHOULD include a Suppress-If-Match [RFC5839] SIP header with the E-Tag value of the XDM Resource, if the XDMC locally stores the XDM Resource, and if the XDM Agent supports the Suppress-If-Match SIP header; and,
6. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the XDM Agent subscribes for the notification of changes in the XDM Resource(s) from a single AUID and user or a single service instance, the XDM Agent:

1. SHALL set the Request-URI to either the XUI part of the XCAP URI pointing to the XDM Resource(s) or to the SIP or Tel URI identifying the service instance (e.g. Group URI), and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the requested XDM Resource(s);

2. SHALL include all relevant XDM Resources in the body of the SIP SUBSCRIBE request as described in [IETF-XCAP_Diff_Event];

3. SHALL include an Accept header field with the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff]; 
4. SHOULD include a Suppress-If-Match [RFC5839] SIP header with the E-Tag value of the XDM Resource, if the XDMC locally stores the XDM Resource, and if the XDM Agent supports the Suppress-If-Match SIP header; and,
5. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the XDM Agent that included a Suppress-If-Match SIP header in the SIP SUBSCRIBE Request receives a SIP NOTIFY Request that possesses a SIP- ETag SIP header containing the current E-Tag of the XDM Resource, and that does not contain a body, the XDM Agent SHALL consider that the XDM Resource has not changed.  

When the XDM Agent that included a Suppress-If-Match SIP header in the SIP SUBSCRIBE Request receives a SIP 204 "No Notification" Response with an Expires SIP header indicating the new expiry time of the subscription, the XDM Agent SHALL consider that the XDM Resource has not changed, and, accordingly, SHALL accept the new expiration time of the subscription. 

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD an XDM Agent SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in section 5.7.3 [3GPP-TS_24.229] /[3GPP2-X.S0013-004] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDM Agent SHALL apply the mechanisms of the “Application Server acting as originating User Agent” as defined in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] section 5.7.3 and the XDM Agent SHALL set its Public User Identity or the Public User Identity of the user on which the XDM Agent is acting on behalf of in the P-Asserted-Identity header.
Change 3:  Adding Suppress-If-Match to XDM Agent.  Also, there was an actual step buried into a Noted that is corrected below.   References have been updated.  
6.1.2.1.2 XDMC

The XDMC:

1. SHALL set the Request-URI to the SIP URI of the Subscription Proxy if that SIP URI was provisioned to the XDMC as described in Appendix D “XDMC Provisioning”; or

2. SHALL set the Request-URI to the XUI part of the XCAP URI pointing to the XDM Resource(s)  to be subscribed for and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the requested XDM Resouce(s), if the SIP URI of the Subscription Proxy was not provisioned to the XDMC;

3. SHALL include in the body of the SIP SUBSCRIBE request a list of XCAP URIs pointing to all XDM Resources it is subscribing to. The format of the list is specified in [IETF-XCAP_Diff_Event], and MAY include a <filter-set> element contained in the MIME type "application/simple-filter+xml" per [RFC4660] and [RFC4661]; Note that the <uri> attribute SHALL be set  to the Document Selector that selects the  XDM Document to which the filter applies. In case that the SIP URI of the Subscription Proxy was not provisioned to the XDMC, the XDM Resources subscribed in a single subscription SHALL be from a single AUID and single user;

Furthermore: The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of [RFC 4661] section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.
NOTE: 
The mechanism used by the XDMC to retrieve the Document Selector, Node Selector or part of the Document Selector used to identify the collection as described in [RFC5875] of the XDM Resources to be watched is out of scope of the present specification. 
4. SHALL include an Accept header field with the value “application/xcap-diff+xml” to indicate the support for partial XML updates as described in [RFC5874];

5. SHALL include Accept header fields with the following values if the SIP URI of the Subscription Proxy was provisioned to the XDMC as described in Appendix D “XDMC Provisioning”:

a.  “multipart/related” and

b. “application/rlmi+xml” to indicate support for the event notification extension for resource lists described in [RFC4662].

6. MAY indicate that it supports that the body of a SIP NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value “gzip” in the SIP SUBSCRIBE request; 
7. SHOULD include a Suppress-If-Match [RFC5839] SIP header with the E-Tag value of the XDM Resource, if the XDMC locally stores XDM Resource, and if the XDMC supports the Suppress-If-Match SIP header; and, 
8. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When an XDMC that included a Suppress-If-Match SIP header in the SIP SUBSCRIBE Request receives a SIP NOTIFY Request that possesses a SIP- ETag SIP header containing the current E-Tag of the XDM Resource, and that does not contain a body, the XDMC SHALL consider that the XDM Resource has not changed.  

When the XDMC that included a Suppress-If-Match SIP header in the SIP SUBSCRIBE Request receives a SIP 204 "No Notification" Response with an Expires SIP header indicating the new expiry time of the subscription, the XDMC SHALL consider that the XDM Resource has not changed, and, accordingly, SHALL accept the new expiration time of the subscription.  
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, a UE acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in section 5.1 in [3GPP-TS_24.229]  / [3GPP2-X.S0013-004].

Change 4:  Adding Suppress-If-Match to the XDMS.  References have been updated.
6.6.2 Subscriptions to Changes in the XML Documents

The XDMS MAY support subscription to changes in XDM Resources as described in this subsection. If subscription to changes is not supported the XDMS SHALL return appropriate error response upon reception of a SIP SUBSCRIBE request for the “xcap-diff” event defined in [RFC5875].

6.6.2.1 Initial Subscription

Upon receiving a SIP SUBSCRIBE request for the “xcap-diff” event defined in [RFC5875] the XDMS:

1. SHALL perform necessary checks on the XCAP resources listed in the body of the SUBSCRIBE request. In case that any resource is not recognized as resource from appropriate Application Usage, the XDMS SHALL return the SIP “404 Not found” error response;

2. SHALL perform the necessary authorization checks on the originator. When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD the XDMS SHALL use the "P-Asserted-Identity" as defined in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] to ensure that this particular XDMC is authorized to track the XDM Document changes. If the authorization check fails, the XDMS SHALL return the SIP "403 Forbidden" error response;

a. For XDM Documents in the Users tree, by default the Primary Principal and an associated Alias Principal of the XDM Document SHALL be authorized to subscribe to the “xcap-diff” event package;

b. For XDM Documents in the Global Tree, other principals (e.g. XDMCs and XDM Agents) MAY be authorised to subscribe based on local policy or other Enabler-specific policy;

c. Additional authorization policy MAY be defined for an Application Usage in the respective application-specific XDM Technical Specifications.

3. SHALL create a subscription to changes of XDM Documents listed in the body of the SIP SUBSCRIBE request as described in [IETF-XCAP_Diff_Event] with the following clarification: 

a. For the collection “/[AUID]/users/[XUI]/” the XDMS SHALL create a subscription to all XDM Documents in the User Directory excluding Supporting XDM Documents;

4. SHALL send a SIP “200 OK” in accordance with [RFC3265], [RFC5875], and the procedures of the SIP/IP Core;

5. SHALL perform document change notification processing, as specified in sub-clause 6.2.2.2 “Generating a SIP NOTIFY request”.
When a change in the subscribed XDM Document occurs, the XDMS SHALL perform document change notification processing, as specified in sub-clause 6.2.2.2 “Generating a SIP NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMS SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this sub-clause.

6.6.2.2 Generating a SIP NOTIFY Request

If the “xcap-diff” event is supported, and this is an initial subscription, and there is a Suppress-If-Match [RFC5839] SIP header with the E-Tag value that matches the E-Tag of the XDM Document, then the XDMS SHALL generate a SIP NOTIFY Request with a SIP- ETag SIP header containing the current E-Tag of the XDM Resource;
If the “xcap-diff” event is supported, and this is not an initial subscription, and there is a Suppress-If-Match [RFC5839] SIP header with the E-Tag value that matches the E-Tag of the XDM Document, then the XDMS SHALL generate a SIP 204 "No Notification" Response with an Expires SIP header indicating the new expiry time of the subscription;
If the “xcap-diff” event is supported, and this is not an initial subscription, and there is no Suppress-If-Match [RFC5839] SIP header or the Suppress-If-Match SIP header E-Tag value does not match the E-Tag of the XDM Document, then the XDMS SHALL generate a SIP NOTIFY request as described in the [RFC3265] and [RFC5875] with clarifications as follows:
The XDMS

1. SHALL if the SIP Subscribe contained a body with a MIME Type apply the filter to the patches of the XDM Document and only keep patches that relates to the, by the filter defined ,XDM Document;

2. SHALL include an “application/xcap-diff+xml” body as defined in [RFC5874];

3. SHALL check if a <rule> element that granted access to the subscribe operation also included a <filter-set> element. If a <filter-set> element is included, the XDMS SHALL apply the filter and remove all information from the body of the SIP NOTIFY, that the filter prevents the requesting Principal to monitor before continuing the next step; 
4. SHALL include an SIP- ETag SIP header containing the current E-Tag of the XDM Resource, if the XDMS supports the Suppress-If-Match SIP header; and, 
5. SHALL send the SIP NOTIFY request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

The responses to the SIP NOTIFY request SHALL be handled in accordance with [RFC3265], [RFC5874], and the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMS SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004] with the clarifications given in this sub-clause.
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