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1 Reason for Change
This CR addresses the following items:
· The current XDCP Subscription mechanism does not suppress entire document from being sent in notifications when the XDMC has an up-to-date locally stored copy.  In addition, it should be possible to use GZIP in the notifications.  

· Based on edits in differential read/write, we are conveying E-Tags within XCAP-Diff. 
· The following comment is open, and needs to be closed:

	C0329
	2010.02.25
	T
	6.1.2
	Source: <Alcatel-Lucent>

Form: <Review Commentl>

Comment: There needs to be a notify processing section for the non SIP case. For example, it should be mentioned that if the device loses track of the patching state, it needs to command the XDM Subscription Proxy to restart the backend subscription(s). 

Proposed Change: Proposed edit will close the comment
	Status: CLOSED

<provide response>


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes.
6 Detailed Change Proposal

· A failed delivery of a push message requires the back-end subscription to be cancelled; otherwise, the SIP Subscription will continue until it expires.  The way the Subscription Proxy requests the Push Enabler to confirm delivery (or not) is as follows:

Section 5.1 "Push Submission" of [OMA-TS-PAP-V2_2-20090609-C] states: 

If the Push Initiator desires information related to the final outcome of the delivery, then it MUST request a result notification information in the push submission and provide a return address (e.g. URL).

· E-Tags are conveyed inside of "XCAP-Diff".
· A "no patching" mode is added.  Also, the same order of the enumerations of <preferred-notification-type> is adopted (to make it easier to read).  The Subscription Proxy use of the Event header field is specified. 
· A way for the XDMC to request GZIP is added
· RFC 5839 is incorporated to suppress XDM Documents from being sent over-the-air via Push when the E-Tag of the XDM Resource has not changed.  Also, see companion CR for more discussion. 
· Text to specify notification processing at the XDMC is added.  

· The term Push Message is used between Push Initiator and PPG; the term Push OTA Message is used between PPG and XDMC. The abbreviation "OTA" is added to abbreviations. The term Push OTA Message is added to definitions.  

· References are updated.
Change 1:   Correcting cross-reference;  suppressing document change notifications 
6.1.2.3  Initial XDCP Subscription

If the XDMC subscribes to changes in XDM Resources using XDCP, then it SHALL be carried out by sending an XDCP Request as specified in section 6.1.1.3 with the following clarifications:

1. The XDMC SHALL set the HTTP Request-URI to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp.sp”.

2. The XDMC SHALL provide as the payload of the request the XDCP Document as specified in 6.1.1.3.4.
Due to scarce spectrum and potential Push Over-The-Air Message size limitations, the XDMC SHOULD retrieve XDM Resources prior to creating an XDCP Subscription to those resources, and SHOULD suppress XDCP Subscription based notifications by including  a <suppress-if-match> element in the <subscription> element of the XDCP Document of the XDCP Request, as specified in Section 6.1.1.3.4.  
Change 2:  Adding request for "no patching" type xcap-diff in XDCP Subscriptions; adding minor clarifications and corrections; indicating support for gzip; suppressing notifications when E-Tags are up-to-date
6.1.1.3.4 Subscription to Changes in XDM Resources
When subscribing to changes in XDM Resources, the XDMC SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <subscribe> element as child element of the <request> element;

2. The <target-documents> element of  the <subscription> element SHALL contain a <resource-URI> element containing XCAP URIs of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661]  and/or, a <resource-lists> element as specified in [RFC4826] containing a list of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661], and/or a <list-URI> element containing URIs of already existing resource lists containing XDM Resources of interest. Note that the <uri> attribute SHALL be set  to the Document Selector that selects the  XDM Document to which the filter applies
The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element, and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute, but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute, nor a “remove” attribute.
c) The <what> element MAY include one or more <include> elements, and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present, they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of [RFC 4661] section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.
e) NOTE: 
The mechanism used by the XDC to retrieve the Document Selector, Node Selector or part of the Document Selector used to identify the collection as described in [RFC5875] of the XDM Resources to be watched is out of scope of the present specification. 
3. The <duration> element of the <subscription> element SHALL contain the duration of the subscription in seconds;
4. The <suppress-if-match> element of the <subscription> element SHALL contain the current E-Tag value of the locally stored XDM Resource, if the XDMC wishes to use suppress notification if the E-Tag of the XDM Resource matches the value of the E-Tag;
5. The <gzip> element of the <subscription> element SHOUD be included if the XDMC supports the GZIP algorithm [RFC1952] processing of push document change notifications;
6. The <notification> element of the <subscription> element SHALL contain a <push> element;
7. The <push-address> element of the <push> element SHALL contain the Tel URI to which the notification of changes will be sent;

8. The <wap-application-id> element of the <push> element SHALL contain the OMNA registered application identifier of the application acting as an XDMC;

9. The <user-interaction-level> element of the <push> element SHALL contain the level of user interaction required for processing notifications.  If the value is set to “none”, which is defined to be the default value of this element, the notifications will be processed in the background without user interaction.  If the value is set to “low”, “medium” or “high” the user will be prompted with corresponding degrees of urgency (i.e., low, medium, or high). The values of this element correspond to the values of the “action” attribute associated with the <indication> element of the “Service Indication” type of the Push OTA Message as specified in [Push_ERELD-V2_2]; and,
10. The <preferred-notification-type> element of the <push> element SHALL specify the preferred contents of the Push OTA Message notifications.  
a. If this element is set to “push”, the XDMC expects notifications containing XDM Document changes in the format of “XCAP-Diff” MIME type [RFC5874] as part of the Push OTA Message  payload. 
b. If this element is set to “pull”, the XDMC expects notifications containing as part of the Push OTA Message  payload the XCAP URI of another document that contains document changes in XCAP-Diff  format.  
c. If this element is set to “push-no-patching”, the XDMC expects notifications containing the previous- and new-etags only (no patching operations) within the format of an “XCAP-Diff” MIME type as part of the Push OTA Message payload. 
d. If this element is set to “none”, the XDMC expects notifications containing as part of the Push OTA Message payload the XCAP URI of the changed XDM Document.
Change 3:  Adding Event and Suppress-if-match headers to back-end subscriptions
6.6.1 Handling of the XDCP Subscribe Command 
Upon receiving an XDCP request, the Subscription Proxy SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body.

If the child element is the <subscribe> element, the Subscription Proxy:

1. SHALL act as an XDMS and execute the steps 1, 2, 4, 5, 6, 7 and 8 described in section 6.2.6;

2. SHALL extract XDM Resource URIs from the <resource-URI> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

3. SHALL extract the resource list from the <resource-lists> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

4. SHALL save the extracted resource list and provide in the response the URI of the created resource list as specified in [RFC5367] (refer to Section 6.6.3 "Establishing the Mapping between XDCP Subscribe and SIP Back-end SUBSCRIBE");

5. SHALL extract the URIs of the existing resource lists from the <list-URI> element of the <target-documents> element if it is present in the request and then retrieve those lists and generate back-end subscriptions as described in the section 6.6.2 with the following clarifications:

a) SIP “Expires” header SHALL be set to the value of the <duration> element of the XDCP Document included in the body of the XDCP Request;

b) SIP “P-Asserted-Identity” header SHALL be set to the value of the “X-XCAP-Asserted-Identity” header or “X-3GPP-Asserted-Identity” or “X-3GPP-Intended-Identity”from the HTTP POST request forwarded by the Aggregation Proxy.
a) If the <preferred-notification-type> element is set to "push", the Subscription Proxy SHALL use the "diff-processing" Event header field parameter set to "aggregate" in the back-end subscription; 
b) If the <preferred-notification-type> element is set to "pull", the Subscription Proxy SHALL use the diff-processing" Event header field parameter set to "aggregate" in the back-end subscription; 
c) If the <preferred-notification-type> element is set to "push-no-patching", the Subscription Proxy SHALL use the diff-processing" Event header field parameter set to "no-patching" in the back-end subscription; 
d) If the <preferred-notification-type> element is set to "none", the Subscription Proxy SHALL use the diff-processing" Event header field parameter set to "no-patching" in the back-end subscription; and 
e) If a <suppress-if-match> was included with a non null value, the Subscription Proxy SHALL include a  Suppress-If-Match header [RFC5839] with the value of the <suppress-if-match> element in the back-end subscription. 
Change 4:  Adding SIP 204 "No Notification" associated with Suppress-If-Match to Subscription proxy section 6.6.3 
6.6.3 Establishing the Mapping between XDCP Subscribe and SIP Back-end SUBSCRIBE

Upon receiving the XDCP “Subscribe” request and generating the back-end subscriptions, the Subscription Proxy SHALL wait for the initial back-end SIP NOTIFY, SIP 204 "No Notification" Response, or SIP 4xx Client Failure response before sending the response to the XDMC.

If the SIP 4xx Client Failure response is received and the response code is in the range 400-415 inclusive, the Subscription Proxy SHALL forward the response to the XDMC as an HTTP response and terminate the processing of the XDCP Subscribe request.

If the SIP 4xx Client Failure response code is greater than 415, the Subscription Proxy SHALL send the HTTP 400 “Bad Request” response to the XDMC with an XDCP document containing a <response> element with an <other-conflict> child element containing the details of the received SIP 4xx Client Failure response and terminate the processing of the XDCP Subscribe request.

If the SIP 5xx Server Failure response is received and the response code is in the range 500-504 inclusive, the Subscription Proxy SHALL forward the response to the XDMC as an HTTP response and terminate the processing of the XDCP Subscribe request.

If the SIP 5xx Server Failure response code is greater than 504, the Subscription Proxy SHALL send the HTTP 500 “Internal Server Error” response to the XDMC with an XDCP document containing a <response> element with an <other-conflict> child element containing the details of the received SIP 5xx Server Failure response and terminate the processing of the XDCP Subscribe request.
Upon receiving a SIP 204 "Notification" Response, the Subscription Proxy SHALL store the data contained in the <push> element of the <notification> element contained in the XDCP Request and associate the stored data with the SIP dialogue used for the back-end subscription in order to be able to forward subsequent SIP NOTIFY messages to the appropriate XDMC. The Subscription Proxy SHALL then send the HTTP 200 “OK” response to the XDMC with an XDCP document containing a <response> element containing a  <subscription-duration> child element.
If the initial SIP NOTIFY or SIP 204 "No Notification" Response is not received within the predefined period of time, the Subscription Proxy SHALL send the HTTP 504 “Gateway Timeout” response to the XDMC and terminate the processing of the XDCP Subscribe request.

Upon receiving the initial SIP NOTIFY, the Subscription Proxy SHALL store the data contained in the <push> element of the <notification> element contained in the XDCP Request and associate the stored data with the SIP dialogue used for the back-end subscription in order to be able to forward subsequent SIP NOTIFY messages to the appropriate XDMC. Then, the Subscription Proxy SHALL send the HTTP 200 “OK” response to the XDMC. If the XDCP “Subscribe” request contained a resource list for which a URI needs to be created, the HTTP 200 "OK response SHALL contain an XDCP Document  <response> element containing a <resource-list-uri> element with the value of the URI of the created resource list as described in section 6.6.1“Handling of the XDCP Subscribe Command”.
Change 5:  Adding:  Non delivery error leg,   e-tag only form of xcap-diff, and gzip, and wording touch-up
6.6.5 Handling of the Back-end SIP NOTIFY for XDCP Subscriptions

Upon receiving the SIP NOTIFY from the back-end subscription created with an XDCP Subscribe command, the Subscription Proxy:

1. SHALL retrieve the subscription related data stored after the successful XDCP Subscribe request was processed based on the SIP dialog id and,

2. SHALL NOT send a Push Message Request to the Push Initiator, if the <xcap-diff> element received in the body of the SIP NOTIFY Request contains an empty body;
3. SHALL send a Push Message Request to the Push Proxy Gateway acting as a Push Initiator as described in [Push_ERELD-V2_2] with following clarifications:

a) If the <xcap-diff> element received in the body of the SIP NOTIFY Request contains changes for multiple XDM Documents, each XDM Document change SHALL be sent in a separate Push Message Request;

b) The X-Wap-Application-Id header of the Push Message Request SHALL be set to the value <wap-application-id> element contained in the <push> element of the <notification> element;

c) The control entity carried in the body SHALL contain one <pap> element and the Content-Type set to “application/xml”;

d) The <address> element of the <push-message> element of the <pap> element SHALL be set to the value of <push-address> element contained in the <push> element of the <notification> element supplied with the XDCP Subscribe request;

e) The content entity carried in the body of the Push Message Request SHALL be of the type “Service Indication”, i.e., it SHALL contain one <si> element and the Content-Type set to “text/vnd.wap.si”;

f) The “action” attribute of the <indication> element of the <si> element SHALL be set to the value of the <user-interaction-level> element contained in the <push> element of the <notification> element supplied with the XDCP Subscribe request;

g) The “href” attribute of the <indication> element of the <si> element SHALL contain the XCAP URI of the changed XDM Resource;

· 
i) The <quality-of-service> element of the <push-message> element SHALL contain an attribute "delivery-method" value of "confirmed" indicating the Subscription Proxy requests a successful delivery indication of delivery to the (untrusted) XDMC. 
h) The <item> element of the <info> element of the <si> element:

i) 
ii) 
iii) SHALL contain XCAP-Diff based documents changes for one document according to the <xcap-diff> element contained in the body of the SIP NOTIFY request, if the <preferred-notification-type> element contained in the <push> element of the <notification> element is set to “push”. The “class” attribute of the <item> element SHALL be set to “xcap-diff”.
iv) SHALL contain an XCAP URI pointing to an XDM Document that contains XCAP-Diff based documents changes for one document according to the <xcap-diff> element contained in the body of the SIP NOTIFY Request, if the <preferred-notification-type> element contained in the <push> element of the <notification> element is set to “pull”. The creation of this indirect XDM Document of XCAP-Diff document changes is outside the scope.  The “class” attribute of the  <item> element SHALL be set to “document-uri”;
v) SHALL contain new and previous etags in XCAP-Diff based form changes for one document according to the <xcap-diff> element contained in the body of the SIP NOTIFY Request, if the <preferred-notification-type> element contained in the <push-no-patching> element of the <notification> element is set to “push”. The “class” attribute of the <item> element SHALL be set to “xcap-diff”.
vi) SHALL be empty if the <preferred-notification-type> element contained in the <push> element of the <notification> element is set to “none”. The “class” attribute of the <item> element SHALL be set to “none”.
i) MAY according to local policy compress the body using the GZIP algorithm [RFC1952] and include an Accept-Encoding header field with the value “gzip”, if the XDMC included a <gzip> element in the <subscription> element of the XDCP Document of the initial XDCP Request.
If the Subscription Proxy receives a Push Message Response from the Push Proxy Gateway with a <response-result> element that possesses a "response-result" attribute code-type value other than 100x, the Subscription Proxy SHALL cancel the associated back-end subscription by sending a SIP SUBSCRIBE Request to the associated XDMS on the associated dialog with an expiration time set to zero. 
Change 6:  XDMC Push OTA Message processing (new section)
6.1.2.4 PUSH OTA Message Processing

Upon receiving an incoming Push OTA Message, the XDMC:

1. SHALL determine the XDM Resource to which the Push OTA Message applies. 
2. If the <preferred-notification-type> element is set to "push", then: 
a. If the E-Tag of the locally stored XDM Resource matches the previous-etag value contained within the received <xcap-diff> element,  the XDMC SHOULD update the locally stored XDM Resource based on patching elements contained in the <xcap-diff> element;  
b. If the new-etag value of the <xcap-diff> element matches the current E-Tag value of the XDM Resource, the XDMC SHALL not apply patching elements contained the <xcap-diff> element;  
c. If the E-Tag of the locally stored XDM Resource matches neither the previous-etag nor new-etag values contained in the <xcap-diff> element, and the XDMC desires to track document changes, the XDMC SHOULD fetch the XDM Resource via XCAP or catch-up to the XDM Resource via Differential Read Operation, and then restart the XDCP subscription (see Section 6.1.2.3 "Initial XDCP Subscription").
3. If the <preferred-notification-type> element is set to "pull", then: 
a. The XDMC SHOULD retrieve the XCAP-Diff document of changes identified.  The XDMC SHALL then follow the processing steps of the previous bullet with respect to the retrieved <xcap-diff> element for the applicable XDM Resource. 
4. If the <preferred-notification-type> element is set to "push-no-patching", then: 
a. If the E-Tag of the locally stored XDM Resource does not match the new-etag of the XCAP-Diff document, and the XDMC desires an up-to-date locally stored XDM Resource, the XDMC SHOULD fetch the XDM Resource via XCAP, or catch-up to the XDM Resource via Differential Read operation.
5. If the <preferred-notification-type> element is set to "none", then:
a. If the XDMC desires an up-to-date locally stored copy, the XDMC SHOULD fetch the XDM Resource via XCAP, or catch-up to the XDM Resource via Differential Read operation.
Note: The structure of the information in the body request is defined [RFC5874] and Section 6.6.5.
If an XDMC indicates support for GZIP compression in the <gzip> element of the <subscription> element of the XDCP Documents of the initial XDCP Subscription Request, the XDMC SHALL, when receiving a Push OTA Message with a Content-Encoding header field of value “gzip”, decompress the received body as defined by the GZIP algorithm [RFC1952] before performing processing of the Push OTA Message.
Change 7:  Adding "OTA" abbreviation
3.3. Abbreviations
	ABNF
	Augmented Backus-Naur Form

	APD
	Access Permissions Document

	AS
	Application Server

	AUID
	Application Unique ID

	GAA
	Generic Authentication Architecture

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extension

	MMD
	MultiMedia Domain

	OMA
	Open Mobile Alliance

	OMNA
	OMA Naming Authority

	OTA
	Over-The-Air

	SCR
	Static Conformance Requirement

	SIP
	Session Initiation Protocol

	TLS
	Transport Layer Security

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDCP
	XDM Command Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


Change 8:  Adding a definition for Push OTA Message. In addition, commas are added after "i.e."
3.2. Definitions

	Access Permissions
	Use definition from [XDM_RD]

	Access Permissions Document
	An XDM Document that contains a set of rules that defines which Principals have rights to perform document management operation on User Documents related to a particular Application Usage.

	Active User Preferences Profile
	Use definition from [XDM_RD].

	Alias Principal
	Use definition from [XDM_RD]

	Application Server
	A functional entity that implements the service logic for SIP sessions (e.g. PoC Server or IM Server).

	Application Unique ID 
	A unique identifier within the namespace of Application Unique IDs that differentiates XDM Resources accessed by one application from XDM Resources accessed by another. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Document Reference
	A function to access content in an XDM Document by a reference.

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XDM Document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document Share by Reference
	Use definition from [XDM_AD].

	Document Share by Reference Operation
	An XDCP operation as described in sections 6.1.1.3.1 and  6.2.6.1 

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific XDM Document. (Source: [RFC4825])

	Enabler
	Use definition from [Dict].

	Forward XDCP Request
	An XDCP request to perform an XDM Forward operation.

	Forwarding Notification List Document
	Use definition from [XDM_List].

	Global Document
	An XDM Document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Group
	Use definition from [XDM_RD].

	Group Document
	Use definition from [XDM_RD].

	Group Identity
	Use definition from [XDM_RD].

	Group Usage List
	Use definition from [XDM_RD].

	History Information 
	Use definition from [XDM_AD]

	HTTP URI
	An HTTP Request-URI as defined by [RFC2616].

	Modification History Information
	A subset of History Information containing information about XDM operations that has modified an XDM Document (i.e., successful create, modify and delete operations)

	Modification History Information Document
	An XDM Document containing Modification History Information.

	Node Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML node (element or attribute) being selected within an XDM Document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters “~~” that is used to separate the Document Selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Primary Principal
	Use definition from [XDM_RD].

	Principal
	Use definition from [Dict].

	Public User Identity
	Use definition from [3GPP-TS_23.003] section 3.14 “Public User Identity”.

	Push OTA Message 
	Any of the over-the-air messages of OMA "Push Over The Air" [Push_ERELD-V2_2]

	Quality of Experience
	Use definition from [XDM_RD].

	Reference Point
	Use definition from [Dict].

	Remote Network
	Use definition from [XDM_AD].

	Request History Information
	A subset of History Information containing information about requests to perform XDM operations related to an XDM Document.

	Request History Information Document
	An XDM Document containing Request History Information.

	Request-URI
	A part of the start line of a request using the SIP protocol as defined by [RFC3261].

	Restore XDCP Request
	An XDCP request to perform an XDM Restore operation.

	Reverse Proxy
	A web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the Reverse Proxy. (Source: [3GPP-TS_33.222])

	Search Document
	An XML document include as part of a Search Request or as part of the response to a Search Request.

	Search Request
	A request to perform a search operation towards one or more XDM Resources.

	Service Provider
	Use definition from [Dict].

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265].

	SIP SUBSCRIBE
	The SIP method SUBSCRIBE as defined by [RFC3265].

	SIP URI
	A communication resource as defined by [RFC3261].

	Subscription Proxy
	Use definition from [XDM_AD].

	Supporting XDM Document
	An XDM Document that contains the supporting metadata necessary to manage the User Directory and its content (e.g. Access Permissions Document, Modification History Information Document, Request History Information Document or  XDM Preferences Document).

	Tel URI
	A globally unique identifier used to describe a resource identified by a telephone number as defined by [RFC3966].

	Trusted Network
	Use definition from [XDM_AD].

	URI
	A Uniform Resource Identifier as defined by [RFC3986].

	URI List
	Use definition from [XDM_RD].

	URI List Document
	Use definition from [XDM_RD].

	User
	Use definition from [Dict].

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users. If the SIP/IP Core is 3GPP IMS or 3GPP2 MMD realization, the User Address is a Public User Identity.

	User Directory
	A directory that represents all User Documents that belongs to a particular XCAP User Identity of a particular Users Tree.

	User Directory Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular User Document within a particular User Directory(i.e., a User Directory Document Selector can be derived by removing the Users Tree and the XCAP User Identifier parts of a Document URI).

	User Directory Folder Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular folder within  a particular User Directory (i.e., a User Directory Folder Selector can be derived by removing the XDM Document name part of a User Directory Document Selector).

	User Document
	An XDM Document that belongs to a particular User identified by an XCAP User Identifier.

	User Preferences Profile
	Use definition from [XDM_RD].

	User Profile 
	Use definition from [XDM_RD].

	User Profile Document
	Use definition from [XDM_RD].

	Users Tree
	A URI that represents the parent for all User Documents for a particular Application Usage within a particular XCAP Root.

	
	

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825]) 

	XCAP Root
	A context that includes all of the XDM Documents across all Application Usages and users that are managed by a server. (Source: [RFC4825]) In this specification, the XCAP Root means all XDM Documents in all XDMSs accessible via the Aggregation Proxy.

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source:[RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825])

	XCAP URI
	An HTTP URI that represents an XDM Resource.

	XCAP User Identifier 
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])

	XDCP Document
	An XML document included as part of an XDCP Request or as part of an XDCP Response.

	XDCP Response
	A response to an XDCP Request.

	XDCP Request
	A request to perform an XDCP operation.

	XDM Agent
	Use definition from [XDM_AD].

	XDM Capabilities Document
	An XDM Document as described by the Application Usage in section 5.3.1 “XCAP Server Capabilities”.

	XDM Directory Document
	An XDM Document containing meta data about the XDM Documents in a User Directory.

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Preferences
	A set of preferences that a User can set per Application Usage as described in section 5.8.

	XDM Preferences Document
	An XDM Document containing XDM Preferences.

	XDM Resource
	Use definition from [XDM_RD].

	XDMC
	Use definition from [XDM_AD].

	XDMS
	Use definition from [XDM_AD].
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