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1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comment partly.
	F008
	2010.02.25
	T
	3.2
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: A number of definitions are missing, incorrect or not reusing definitions from XDM _Core, XDM_AD or XDM_RD E.g User Access Policy Document.
Proposed Change: Update the list of definitions 
	Status: OPEN / Partly CLOSED by OMA-COM-XDM-2010-0281R01



The authorization chapter is also updated to include the Access Permissions Document.
The <upp-list> element is added as a <conditions> child element ti support User Preference Profiles,

R01: Updated after feedback from the group.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 2.1

a. Normative References
	OMA
	

	[Dict]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4,                                                                                                                                                         URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0,                                                                                                            URL: http://www.openmobilealliance.org/

	[XDM_Core]
	“XML Document Management (XDM) Specification”, Version 2.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_1,                                                                                                                                             URL: http://www.openmobilealliance.org/

	[XSD_commPol]
	“XML Schema Definition: XDM – Common Policy”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_commonPolicy-V1_0,                                                                                                                  URL: http://www.openmobilealliance.org/

	[XSD_ext]
	“XML Schema Definition: XDM2 Extensions ”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_extensions-V1_0,                                                                                                                         URL: http://www.openmobilealliance.org/

	[XSD_ext_2_1]
	“XML Schema Definition: “XDM 2.1 – Extensions”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm2_1extensions-V1_0,                                                                                              URL: http://www.openmobilealliance.org/

	IETF
	

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,                                                                                                                                  URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC4745]
	IETF RFC 4745 “Common Policy: A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, February 2007,                        URL: http://www.ietf.org/rfc/rfc4745.txt

	[RFC4825]
	IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 2007,                                                                                                                                        URL: http://www.ietf.org/rfc/rfc4825.txt


Change 2:  Modify section 3.2
a. Definitions

	Access Permissions
	Use definition from [XDM_RD].

	Access Permissions Document
	Use definition from [XDM_Core].

	Aggregation Proxy
	Use definition from [XDM_AD].

	Alias Principal
	Use definition from [XDM_RD].

	Application Server
	Use definition from [XDM_Core].

	Application Unique ID
	Use definition from [XDM_Core].

	Application Usage
	Use definition from [XDM_Core].

	Automatic Answer Mode
	A mode of operation in which the client accepts a communication request without manual intervention from the User; Media is immediately played when received.

	Document Reference
	Use definition from [XDM_AD].

	
	

	Document URI
	Use definition from [XDM_Core].

	Enabler
	Use definition from [Dict].

	Global Document
	Use definition from [XDM_Core].

	History Information 
	Use definition from [XDM_AD].

	
	

	Manual Answer Mode
	A mode of operation in which the client requires the User to manually accept the communication request before the communication session is established.

	Modification History Information Document
	Use definition from [XDM_Core].

	Node URI
	Use definition from [XDM_Core].

	
	

	
	

	
	

	Offline Communication Storage
	A data storage where communication sessions can be stored when User is offline e.g. User has not registered to the communication service.

	Principal
	Use definition from [Dict].

	Request History Information Document
	Use definition from [XDM_Core].

	Subscriber
	Use definition from [Dict].

	URI List
	Use definition from [XDM_RD].

	User
	A User is any entity that uses the described features through the User Equipment.

	User Access Policy
	Use definition from [XDM_RD].

	User Access Policy Document
	An XDM Document containing User Access Policy information.

	XCAP Resource
	Use definition from [XDM_Core].

	XCAP Root
	Use definition from [XDM_Core].

	XCAP Server
	Use definition from [XDM_Core].

	XCAP User Identifier
	Use definition from [XDM_Core].

	XDM Agent
	Use definition from [XDM_AD].

	XDMC
	Use definition from [XDM_AD].

	XDM Document
	Use definition from [XDM_RD].

	XDM Preferences
	Use definition from [XDM_Core].

	XDM Preferences Document
	Use definition from [XDM_Core].

	XDMS
	Use definition from [XDM_AD].


Change 3:  Modify section 5.1.1

7.1.1 Structure

The User Access Policy Document SHALL conform to the structure of the “ruleset” document described in [RFC4745], with the extensions and constraints given in this section.

The User Access Policy Document makes use of the following two elements defined for the <rule> element in [RFC4745]:

· <conditions>

· <actions>

The <transformations> child element defined for the <rule> element in [RFC4745] SHALL be ignored, if present.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element, as defined in [RFC4745], except the sub-elements that are ignored as defined in [XDM_Core] “Common Extensions”;

b) MAY include the <external-list> element, as defined in [XDM_Core]  “Common Extensions”;

c) MAY include the <other-identity> element, as defined in [XDM_Core]   “Common Extensions”;
d) MAY include the <sphere> element, as defined in [RFC4745];
e) MAY include the <anonymous-request> element, as defined in [XDM_Core] “Common Extensions”;
f) MAY include the <media-list> element, as defined in [XDM_Core]  “Common Extensions”;
g) MAY include the <service-list> element, as defined in [XDM_Core] “Common Extensions”;

h) MAY include the <validity> element, as defined in [RFC4745];
i) MAY include the <invited-identities> element, as defined in [XDM_Core]  “Common Extensions”;
j) MAY include the <activities> element, as defined in [XDM_Core]  “Common Extensions”;
k) MAY include the <qoe-list> element, as defined in [XDM_Core]  “Common Extensions”;
l) MAY include the <country-region-list> element, as defined in [XDM_Core]  “Common Extensions”;
m) MAY include the <location-list> element, as defined in [XDM_Core]  “Common Extensions”;
n) MAY include the <upp-list> element, as defined in [XDM_Core] “Common Extensions”;  and

o) MAY include other elements from other namespaces for the purposes of extensibility.
The <actions> child element of any <rule> element:

a) MAY include the <allow-reject-invite> element;

b) MAY include the <allow-offline-storage> element;

c) MAY include the <allow-auto-answermode> element;

d) MAY include the <allow-manual-answer-override> element;

e) MAY include the <allow-barring-media-content> element;

f) MAY include the <allow-barring-media-stream> element;

g) MAY include the <allow-remove-text-content> element;
h) MAY include the <allow-remove-reference-content> element;
i) MAY include the <allow-add-text-content> element;
j) MAY include the  <allow-add-reference-content> element;
k) MAY include the <allow-reject-outgoing-invite> element; and
l) MAY include other elements from other namespaces for the purposes of extensibility.

Change 4:  Modify section 5.1.3

i. XML Schema

The User Access Policy Document SHALL conform to the XML schema described in [RFC4745], with extensions described in [XSD_commPol], [XSD_ext_2_1] and [XSD_ext] and with extensions described in enabler defined XML schemas.

Change 5:  Modify section 5.1.6

i. Validation Constraints

The User Access Policy Document SHALL conform to the XML Schema described in section 5.1.3 “XML Schema”, with the additional validation constraints described below.

The “id” attribute of the <one> element SHALL contain a SIP URI or a tel URI.

If present, the “id” attribute of the <except> element SHALL contain a SIP URI or a tel URI.

If the AUID value of the Document URI or Node URI proposed in an <external-list> element is other than “resource-lists”, the Policy XDMS SHALL return an HTTP “409 Conflict” response which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Wrong type of list”.

If the XUI value of the Document URI or Node URI proposed in an <external-list> element does not match the XUI of the User Access Policy Document URI and if the Policy XDMS determines that the Primary Principal or an associated Alias Principal is not allowed to retrieve the referenced XDM Resource, the Policy XDMS SHALL return an HTTP “409 Conflict” response, which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Access denied to list”.

Change 6:  Modify section 5.1.11

7.1.2 Authorization Policies

The authorization policies SHALL conform to the default authorization policy as described in [XDM_Core] section “Authorization”.

The User Access Application Usage MAY support an Access Permissions Document as described in [XDM_Core] sections “Authorization” and “Access Permissions Document”  with the following clarifications:

a) An <allow-operation-own-data> element SHALL NOT be included in an <actions> element; and

b) An <external-list> element SHALL, if such element is included in a <conditions> element, reference a URI List in List XDMS.
Change 7:  Modify section 5.1.14

i. XDM Preferences Document

The User Access Policy Application Usage SHALL support an XDM Preferences Document as described in [XDM_Core] section “XDM Preferences Document” if it supports History Information XDM Documents as described in section 5.1.15 or Forwarding as described in section 5.1.16.

Change 8:  Modify section 5.1.15

i. History Information Documents

The User Access Policy Application Usage MAY support Modification History Information Document as described in [XDM_Core] section “Modification History Information Document”.

The User Access Policy Application Usage MAY support a Request History Information Document as described in [XDM_Core] section “Request History Information Document”.

Change 9:  Modify section 5.1.19 
i. Differential Read and Write
User Access Policy Application Usage MAY support Differential Read as described in [XDM_Core] section “ Differential Read”. A Differential Read request including a <filter-set> element is not supported.

User Access Policy Application Usage MAY support Differential Write as described in [XDM_Core] section “ Differential Write”. A Differential Write request including a <filter-set> element is not supported.

Change 10:  Modify section 5.2.3

i. XML Schema

The Subscriber defined User Access Policy Document SHALL conform to the XML schema described in [RFC4745], with extensions described in [XSD_commPol], [XSD_ext_2_1]  and [XSD_ext] and with extensions described in enabler defined XML schemas.

Change 11:  Modify section  5.2.6

i. Validation Constraints

The Subscriber defined User Access Policy Document SHALL conform to the XML Schema described in section 5.1.3 “XML Schema”, with the additional validation constraints described below.

The “id” attribute of the <one> element SHALL contain a SIP URI or a tel URI.

If present, the “id” attribute of the <except> element SHALL contain a SIP URI or a tel URI.

If the AUID value of the Document URI or Node URI proposed in an <external-list> element is other than “resource-lists”, the Policy XDMS SHALL return an HTTP “409 Conflict” response which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Wrong type of list”. 
If the XUI value of the Document URI or Node URI proposed in an <external-list> element does not match the XUI of the Subscriber defined User Access Policy Document URI and if the Policy XDMS determines that the Primary Principal or an associated Alias Principal is not allowed to retrieve the referenced XDM Resource, the Policy XDMS SHALL return an HTTP “409 Conflict” response, which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Access denied to list”.

Change 12:  Modify section 5.2.11

7.1.3 Authorization Policies

The authorization policies SHALL conform to the default authorization policy as described in [XDM_Core] section “Authorization”.

The Subscriber defined User Access Application Usage SHALL support an Access Permissions Document as described in [XDM_Core] sections “Authorization” and “Access Permissions Document” with the following clarifications:

a) An <allow-operation-own-data> element SHALL NOT be included in an <actions> element; and
b) An <external-list> element SHALL, if such element is included in a <conditions> element, reference a URI List in List XDMS.
Change 13:  Modify section 5.2.14

i. XDM Preferences Document

The Subscriber defined User Access Policy Application Usage SHALL support an XDM Preferences Document as described in [XDM_Core] section “XDM Preferences Document” if it supports History Information XDM Documents as described in section 5.1.15 or Forwarding as described in section 5.1.16.

Change 14:  Modify section 5.2.15

i. History Information Documents

The Subscriber defined User Access Policy Application Usage MAY support Modification History Information Document as described in [XDM_Core] section “Modification History Information Document”.

The Subscriber defined User Access Policy Application Usage MAY support a Request History Information Document as described in [XDM_Core] section “Request History Information Document”.

Change 15:  Modify section 5.2.19

i. Differential Read and Write
The Subscriber defined User Policy Application Usage MAY support Differential Read as described in [XDM_Core] section “ Differential Read”. A Differential Read request including a <filter-set> element is not supported.

The Subscriber defined User Access Policy Application Usage MAY support Differential Write as described in [XDM_Core] section “ Differential Write”. A Differential Write request including a <filter-set> element is not supported.
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