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1 Reason for Change

This CR proposes to resolve the following CONRR comments:
	D013
	2010.03.21
	T
	5.1.9
	Source: Wenjie Zhu, Huawei

Form: INP doc

Comment: Based on the discussion of how to handle the user joined group list, the possible way is adding a new global document with filter to present.

Proposed Change: add corresponding global document.
	Status: OPEN / CLOSED

<provide response>


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 Group TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.1.9
5.1.9 Global Documents
5.1.9.1 Index Document

The Group XDMS SHALL support a document in the Global Tree named “index” representing the union of all of the <list-service> elements across all Group Documents created by all Users within the same XCAP Root.

The uniqueness constraint on the “uri” attribute in the <list-service> element (see section 5.1.6 “Validation Constraints”) will ensure that no two <list-service> elements in the Global Document have the same value of that attribute. This allows an Application Server to retrieve a specific <list-service> element in the “index” document using the Group Identity.

As an example, an XCAP GET request targeted at the resource identified by the URI 

http://[XCAP Root URI]/org.openmobilealliance.groups/global/index/~~/group/list-service[@uri=“canonicalised value of the Group Identity”]

returns the <list-service> element of the Group Document.

NOTE: 
Canonicalization is defined in [RFC4826].

5.1.9.2 Joined Groups Document

The Group XDMS MAY support a document in the Global Tree named “joined-groups”. The Joined Groups Document SHALL be consisted of <group> elements with “xui” attribute for all Principals, which contains all of the <list-service> elements only with “uri” attribute and child element <display-name> across all Group Documents created by all Users within the same XCAP Root where the Principal is the member of the group and the Boolean value of <automatic-group-advertisement> element is “true”. The value of “xui” attribute SHALL be the XUI of the Principal.
As an example, an XCAP GET request targeted at the resource identified by the URI 

http://[XCAP Root URI]/org.openmobilealliance.groups/global/joined-groups/~~/group[@xui=”user1@example.com”]/
returns the <list-service> elements with “uri” attribute and child element <display-name>.
Change 2:  Modify section 5.1.11
5.1.11 Authorization policies

The authorization policies for GroupDocuments in the Users Tree SHALL conform to the default authorization policy as described in [XDM_Core] “Authorization”.

The Group Application Usage MAY support an Access Permissions Document as described in [XDM_Core] sections “Authorization” and “Access Permissions Document”  with the following clarifications:

1) An <external-list> element MAY contain a Node URI that selects the <list> child element of the <list-service> element in a Group Document. This can e.g. be used to give all Group Members Access Permissions to the Group Document;

2) An <external-list> element MAY contain a Node URI that selects a URI List in List XDMS;

3) An <allow-any-operation-own-data> element in a <document-rule> element SHALL be used to allow operations targeting an <entry> child element of a <list> element containing the requesting Principal’s identity in the “uri” attribute This can e.g. be used to give a Group Member the possibility to remove itself from the list of Group Members or to change its display names; and,

4) An<allow-retrieve-own-data> element in a <document-rule> element SHALL be used to allow retrieve operations targeting an <entry> child element of a <list> element containing the requesting Principal’s identity in the “uri” attribute. 

The authorization policies for documents in the Global Tree are as follows:

1) Global Documents SHALL be “read-only”.

2) Access to Global Documents SHALL be restricted based on local policy.

The authorization policies for “joined-groups” document in the Global Tree are as follows:
1) XDMS SHALL reject the access request to <group> element when the identity of XDMC or XDM Agent is not the same as the value of the attribute “xui” of the <group> element.
NOTE: 
It is expected that only an Application Server will access “index” document in the Global Tree. There is no reason why users should need to access.

The authorization policy for a search operation towards Group Documents in the Users Tree is as follows:

1) Principals SHALL have permission to perform search.
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