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1 Reason for Change

CR OMA-COM-XDM-2010-0264R02-CR_filter_abnf added a new Appendix to the XDM Core TS. This appendix contains a definition the ABNF for  the <include> and <exclude> elements in the filters used in a number of places in the TS . This CR adds text to reference this appendix when a <filter-set> element from RFC 4661 is use in the text.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.6 as below
7.1.1 Structure

The structure of an Access Permissions Document SHALL be as follows:

The Access Permissions Document SHALL include one root element <ap-rules>.

The <ap-rules> element

a) MAY include one <access-permissions-document-rule> element as described in section 5.6.7;

b) MAY include one <directory-rule> element as described in section 5.6.7; and

c) MAY include one or more <document-rule> elements as described in section 5.6.7.

The <access-permissions-document-rule> element SHALL include one <rule-set> element conforming to [RFC4745].

The <rule-set> element SHALL consist of one or more <rule> elements conforming to [RFC4745].

The <rule> element SHALL contain one <conditions> and one <actions> element but NOT a <transformations> element. 

The <conditions> element:

a) SHALL include either one <identity> element as described in [RFC4745] or one <external-list> element as described in section 5.2.2.1.

The <actions> element:

a) SHALL include either one <allow-any-operation> element as described in section 5.6.7 or

b) one <allow-retrieve-own-data> element as described in section 5.6.7.

The <directory-rule> element SHALL include one <rule-set> element conforming to [RFC4745].

The <rule-set> element SHALL consist of one or more <rule> elements conforming to [RFC4745].

The <rule> element SHALL contain one <conditions> and one <action> element but NOT a <transformations> element.

The <conditions> element in the <rule> element:

SHALL include either one <identity> element as described in [RFC4745] or

one <external-list> element as defined in section 5.2.2.1.

The <actions> element in the <rule> element SHALL include either one <allow-any-operation> element as described in section 5.6.7 or one or more of the following elements:

a) the <allow-retrieve> element as described in this section 5.6.7;

b) the <allow-modify> element as described in section 5.6.7;

c) the <allow-create> element as described in section 5.6.7; and

d) the <allow-delete> element as described in section 5.6.7.

The <document-rule> element SHALL include an attribute named “path” specifying the User Directory Document Selector of the XDM Document for which the rule applies to and it SHALL include a <rule-set> element conforming to [RFC4745].

The <rule-set> element SHALL contain one or more <rule> elements conforming to [RFC4745].

The <conditions> child element of the <rule> element SHALL include one of the following child elements:

a) the <identity> element as described in [RFC4745] and in section 5.2.2.2. 

b) the <external-list> element as defined in section 5.2.2.1; and

c) the <other-identity> element as defined in section 5.2.2.1.

The <actions> child element of the <rule> element SHALL include one <allow-any-operation> element as described in section ‎5.6.7, SHALL include one <allow-any-operation-own-data> element as described in section 5.6.7 or SHALL include one or more of the following elements;

a) the <allow-retrieve> element as described in section 5.6.7;

b) the <allow-modify> element as described in section 5.6.7;

c) the <allow-create> element as described in section 5.6.7;

d) the <allow-delete> element as described in section 5.6.7;

e) the <allow-forwarding> element as described in section 5.6.7; and

f) the <allow-restore> element as described in section 5.6.7.

The <allow-forwarding> element MAY include the <recipients-list> element as defined in section 5.6.7.

The <recipients-list> element SHALL include any one of the following child elements or both:

a) the <black-list> element as defined in section 5.6.7; or/and, 

b) the <white-list> element as defined in section 5.6.7.

The <black-list> and <white-list> elements SHALL 

a) include one or more <one> element(s) as described in [RFC4745]; or/and

b) include one <external-list> element as described in 5.2.2.2.
The <transformations> element MAY be included. If included it SHALL include one of the following elements

a) the <filter-set> element as described in [RFC 4661], Appendix I “Filter ABNF” and section 5.6.7; and 

b) elements from a namespace defined by a particular Application Usage.

The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications.

a) The <filter-set> element SHALLhave a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
Change 2:  Modify section 6.1.1.3.2 as below
5.2.1.1.1 XDM Resource Forwarding Operations
When forwarding an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <forward> element as child element of the <request> element;

2. SHALL include the <list> element as child element of <recipients-list> which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a. The “name” attribute of the <list> element is not needed and is ignored by the XDMS even if present; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a Tel URI (as defined in [RFC3966]);

3. MAY include <note> element which carries the information set by the Principal forwarding the XDM Resource wants to send to the recipients;

4. MAY include <expiration-time> element which can be used to indicate the time period of keeping the XDCP Forward request active. The maximum and default time periods for keeping a Forward Request active SHALL be determined by the Service Providers local policy;
5. MAY include a <filter-set> element containing information about filters to be applied to the XDM Resource before forwarding it to the recipients. The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a. The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b.  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c. The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d. The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.
and;

6. MAY include <display-name> element which carries the name suggested by the Principal forwarding the XDM Resource to send to the recipients;

7. MAY include <delivery-report> element to indicate whether the Principal forwarding the XDM Resource wants to receive delivery report of the Forward XDCP Request from each of the recipients. The <delivery-report> SHALL contain one of the following values :

“true”           if the Principal forwarding the XDM Resource wants to receive the delivery report from each of the recipients.

“false”         if the Principal forwarding the XDM Resource does not want to receive the delivery report from each of the recipients. This is the default value taken in the absence of <delivery-report> element.

8. SHALL include <request-id> element which carries an unique identifier for a particular Forward XDCP Request if <delivery-report> element value is set to “true”.

Change 3:  Modify section 6.1.1.3.4 as below
5.2.1.1.2 Subscription to Changes in XDM Resources

When subscribing to changes in XDM Resources, the XDMC SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <subscribe> element as child element of the <request> element;

2. The <target-documents> element of  the <subscription> element SHALL contain a <resource-URI> element containing XCAP URIs of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661]  and/or, a <resource-lists> element as specified in [RFC4826] containing a list of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661], and/or a <list-URI> element containing URIs of already existing resource lists containing XDM Resources of interest. Note that the <uri> attribute SHALL be set  to the Document Selector that selects the  XDM Document to which the filter applies
The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.
3. The <duration> element of the <subscription> element SHALL contain the duration of the subscription in seconds;

4. The <push-address> element of the <push> element SHALL contain the Tel URI to which the notification of changes will be sent;

5. The <wap-application-id> element of the <notification> element SHALL contain the OMNA registered application identifier of the application acting as an XDMC;

6. The <user-interaction-level> element of the <push> element SHALL contain the level of user interaction required for processing notifications.  If the value is set to “none”, the notifications will be processed in the background without user interaction.  If the value is set to “low”, “medium” or “high” the user will be prompted with corresponding degrees of urgency (i.e. low, medium, or high). The values of this element correspond to the values of the “action” attribute associated with the <indication> element of the “Service Indication” type of the Push Message as specified in [Push_ERELD-V2_2]; and

7. The <preferred-notification-type> element of the <push> element SHALL specify the preferred contents of the Push notifications. If this element is set to “push”, the XDMC expects notifications containing XDM Document changes in the format of “xcap-diff” MIME type as part of its payload. If this element is set to “pull”, the XDMC expects notifications containing as part of its payload the XCAP URI which refers to a document containing the changes in the xcap-diff format. If this element is set to “none”, the XDMC expects notifications containing as part of its payload the XCAP URI of the changed XDM Document.

Change 4:  Modify section 6.1.1.3.5 as below

5.2.1.1.3 Differential Read

The XDMC or XDM Agent MAY issue a Differential Read XDCP Request to retrieve the difference between the current (i.e. latest version in XDMS) and the version of the XDM Document identified by the supplied E-Tag.

When performing the Differential Read, the XDMC or XDM Agent SHALL create and send an XDCP Request as follows: 

1. SHALL include the XDCP Document with the following clarifications:

a. SHALL include a <diff-read> element as child element of the <request> element;

b. SHALL either 

i. include the <etag> element containing the E-Tag value of the XDM Document that the XDMC or XDM Agent currently possesses, if the XDMC or XDM Agent seeks the difference between the version of the E-Tag and the current version on the XDMS; or, 

ii. omit the <etag> element, if the XDMC or XDM Agent seeks to read the entire XDM Document according to an included <filter-set>;
c. MAY include a <filter-set> element with the structure as described in [RFC 4661] to perform Differential Read on a subset of the target XDM Document with the following clarifications:

i. The <filter-set> element SHALL have a structure that include one or more <filter> elements, and MAY include a <ns-bindings> element, but SHALL NOT include a “package” attribute;

ii. The <filter> element SHALL include one <what> element and a “id” attribute, but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute, nor a “remove” attribute;

iii. The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> element is also present then the <include> element SHALL include a “type” attribute with the value set to “namespace”; and

iv. The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.
Once an XDMC or XDM Agent uses a filter-set to read an XDM Document, the XDMC or XDM Agent SHALL use the same filter-set until the XDMC or XDM Agent refreshes the entire XDM Document or a new subset of the XDM Document.
Change 5:  Modify section 6.1.1.5.6 as below
5.2.1.1.4 Differential Write 

The XDMC or XDM Agent MAY use the Differential Write XDCP Request to specify changes that need to be applied to the XDM Document identified in the Request URI of the XDCP Request.

When performing the Differential Write, the XDMC or XDM Agent SHALL create and send an XDCP Request as follows:

1. SHALL include the XDCP Document as the first part of a multipart MIME body with the following clarifications:

a. SHALL include a <diff-write> element as child element of the <request> element;

b. MAY include a <filter-set> element with the structure as described in [RFC 4661] to perform Differential Write on a subset of the target XDM Document with the following clarification:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element, and MAY include a <ns-bindings> element, but SHALL NOT include a “package” attribute;

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute, nor a “remove” attribute;

c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> element is also present then the <include> element SHALL include a “type” attribute with the value set to “namespace”; and

d) The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”..

2. SHALL include an XCAP Diff document as described in [RFC 5874] as the second part of a multipart MIME body with the following clarification:

a. SHALL include a “previous-etag” attribute in a single XCAP Diff documen t <document> element.

Once an XDMC or XDM Agent uses a filter-set, the XDMC or XDM Agent SHALL use the same <filter-set> element until the XDMC or XDM Agent entirely refreshes the entire XDM Document.  Furthermore the XDMC or XDM Agent SHALL perform a Differential Read XDCP Request with a filter before performing any Differential Write XDCP Request with the same filter. 

Change 6:  Modify section 6.1,2.1.1 as below

5.2.1.1.5 XDM Agent

An XDM Agent SHALL subscribe for the notification of changes in XDM Resources either via the Subscription Proxy, when XDM Resources from different AUIDs or different users are to be subscribed for, or directly to the XDMS, when XDM  Resources from a single AUID and user are to be subscribed for.

When the XDM Agent subscribes for the notification of changes in the XDM Resources from multiple AUIDs or users, the XDM Agent:

1. SHALL set the Request-URI to the preconfigured SIP URI identifying the Subscription Proxy;

2. SHALL include in the body of the SIP SUBSCRIBE request a list of XCAP URIs pointing to all XDM Resources it is subscribing to. The format of the list is specified in [IETF-XCAP_Diff_Event], and MAY include a <filter-set> element contained in the MIME type "application/simple-filter+xml" per [RFC4660] and [RFC4661]. The <uri> attribute of a <filter> element in the <filter-set> element SHALL be set to the Document Selector that selects the XDM Document to which the filter applies

The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.. 

3. SHALL include Accept header fields with the following values:

a) “application/xcap-diff+xml” to indicate the support for partial XML updates as described in [IETF-XCAP_Diff];

b) “multipart/related”; and

c) “application/rlmi+xml” to indicate the support for the event notification extension for resource list as described in [RFC4662].

4. MAY indicate that it supports that the body of a SIP NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value “gzip” in the SIP SUBSCRIBE request; and

5. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the XDM Agent subscribes for the notification of changes in the XDM Resource(s) from a single AUID and user or a single service instance, the XDM Agent:

1. SHALL set the Request-URI to either the XUI part of the XCAP URI pointing to the XDM Resource(s) or to the SIP or Tel URI identifying the service instance (e.g. Group URI), and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the requested XDM Resource(s);

2. SHALL include all relevant XDM Resources in the body of the SIP SUBSCRIBE request as described in [IETF-XCAP_Diff_Event];

3. SHALL include an Accept header field with the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [IETF-XCAP_Diff]; and

4. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD an XDM Agent SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in section 5.7.3 [3GPP-TS_24.229] /[3GPP2-X.S0013-004] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDM Agent SHALL apply the mechanisms of the “Application Server acting as originating User Agent” as defined in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] section 5.7.3 and the XDM Agent SHALL set its Public User Identity or the Public User Identity of the user on which the XDM Agent is acting on behalf of in the P-Asserted-Identity header.

Change 7:  Modify section 6.1.2.1.2 as below

5.2.1.1.6 XDMC

The XDMC:

1. SHALL set the Request-URI to the SIP URI of the Subscription Proxy if that SIP URI was provisioned to the XDMC as described in Appendix D “XDMC Provisioning”; or

2. SHALL set the Request-URI to the XUI part of the XCAP URI pointing to the XDM Resource(s)  to be subscribed for and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the requested XDM Resouce(s), if the SIP URI of the Subscription Proxy was not provisioned to the XDMC;

3. SHALL include in the body of the SIP SUBSCRIBE request a list of XCAP URIs pointing to all XDM Resources it is subscribing to. The format of the list is specified in [IETF-XCAP_Diff_Event], and MAY include a <filter-set> element contained in the MIME type "application/simple-filter+xml" per [RFC4660] and [RFC4661]; Note that the <uri> attribute SHALL be set  to the Document Selector that selects the  XDM Document to which the filter applies. In case that the SIP URI of the Subscription Proxy was not provisioned to the XDMC, the XDM Resources subscribed in a single subscription SHALL be from a single AUID and single user;

Furthermore: The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”..
NOTE: 
The mechanism used by the XDMC to retrieve the Document Selector, Node Selector or part of the Document Selector used to identify the collection as described in [IETF-XCAP_Diff_Event] of the XDM Resources to be watched is out of scope of the present specification.SHALL include an Accept header field with the value “application/xcap-diff+xml” to indicate the support for partial XML updates as described in [IETF-XCAP_Diff];

4. SHALL include Accept header fields with the following values if the SIP URI of the Subscription Proxy was provisioned to the XDMC as described in Appendix D “XDMC Provisioning”:

a.  “multipart/related” and

b. “application/rlmi+xml” to indicate support for the event notification extension for resource lists described in [RFC4662].

5. MAY indicate that it supports that the body of a SIP NOTIFY request is compressed by the GZIP algorithm [RFC1952] by including an Accept-Encoding header field with the value “gzip” in the SIP SUBSCRIBE request; and

6. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, a UE acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in section 5.1 in [3GPP-TS_24.229]  / [3GPP2-X.S0013-004].
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