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1 Reason for Change

XDM Resource Forwarding requests are not always named in the same way. This CR changes all requests to be written as “requestname XDCP Request” The used request names are:

Forward XDCP Request.

ForwardAccept XDCP Request

ForwardReject XDCP Request

ForwardDeliveryReport XDCP Request

The CR also contains some other editorial changes.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.8.7.2 as below
5.8.7.2     Forward-Prefs Elements

The <rule> element SHALL be the child element of <forward-prefs> element which includes the conditions and actions set by the User for handling the Forward XDCP Request received from other users. It SHALL conform to the structure of <rule> element as described in [RFC4745] with the following clarifications:

1) The <rule> element SHALL NOT include <transformations> element.

2) The <identity> element SHALL be the child element of <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request when it is received from the users matching its value. It SHALL conform to the structure of the <identity> element as described in [RFC4745].

3) The <content-type> element SHALL be the child element of the <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request when the MIME type of the received content matches with the value of this element.

4) The <max-size> element SHALL be the child element of the <conditions> element which is used to instruct the XDMS on how to handle the Forward XDCP Request if the size of the received content exceeds the size specified by the value of this element. The value specified is in bytes.

5) The <actions> element SHALL be the child element of the <forward-prefs> element which specifies the action to be taken by the XDMS on receiving the Forward XDCP Request from other user. 
6) The <actions> element MAY include any of the following child elements:

a) <accept>
instructs the XDMS to behave as if it had received aForwardAccept XDCP Request from the receiving Principal  automatically.

b) <confirm>
instructs the XDMS to notify the user about the received Forward XDCP Request and await user’s disposition.

c) <reject> 
instructs the XDMS to behave as if it had received a ForwardReject XDCP Request from the receiving Principal automatically . 

Handling of ForwardAccept and ForwadReject XDCP Requests is specified in section 6.2.6.7 “Handling of XDCP ForwardAccept and ForwardReject Requests” and handling of received Forward XDCP Request based on recipient’s preferences is specified in section 7.1.1.1.3 “Handling of Received Forward XDCP Request Based on Recipient Preferences”.
Change 2:  Modify section 6.1.1.3.2 as below

7.1.1.1.1 XDM Resource Forwarding Operations
When forwarding an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section Error! Reference source not found. with the following clarifications:

7) SHALL include a <forward> element as child element of the <request> element;

8) SHALL include the <list> element as child element of <recipients-list> which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a) The “name” attribute of the <list> element is not needed and is ignored by the XDMS even if present; and
b) The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a Tel URI (as defined in [RFC3966]).
9) MAY include <note> element which carries the information set by the Principal forwarding the XDM Resource wants to send to the recipients;

10) MAY include <expiration-time> element which can be used to indicate the time period of keeping the Forward XDCP Request active. The maximum and default time periods for keeping a Forward XDCP Request active SHALL be determined by the Service Providers local policy;

11) MAY include a <filter-set> element containing information about filters to be applied to the XDM Resource before forwarding it to the recipients. The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:

a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute;

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute;
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”; and
d) The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.

and;

12) MAY include <display-name> element which carries the name suggested by the Principal forwarding the XDM Resource to send to the recipients;

13) MAY include <delivery-report> element to indicate whether the Principal forwarding the XDM Resource wants to receive delivery report of the Forward XDCP Request from each of the recipients. The <delivery-report> SHALL contain one of the following values:

“true”           if the Principal forwarding the XDM Resource wants to receive the delivery report from each of the recipients.

“false”         if the Principal forwarding the XDM Resource does not want to receive the delivery report from each of the recipients. This is the default value taken in the absence of <delivery-report> element.

14) SHALL include <request-id> element which carries a unique identifier for a particular Forward XDCP Request if <delivery-report> element value is set to “true”.

Change 3:  Modify section 6.1.1.3.3 as below

7.1.1.1.2 Handling of XDM Resource Forwarding Notifications

When child element of <actions> element of the <forward-prefs> element of the XDM Preferences Document defined in section 5.8 is the <confirm> element, the XDMS sets the <status> element of the <request> element in the Forwarding Notification List Document to “pending” before notifying the XDMC or XDM Agent about the received Forward XDCP Request. Upon receiving that notification, the XDMC or XDM Agent SHALL obtain receiving Principal’s disposition for the Forward XDCP Request and act as follows:

If the disposition is “accept”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section Error! Reference source not found. with the following clarifications:

15) The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;

16) SHALL include a < forward-accept > element as child element of the <request> element; and

17) SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section Error! Reference source not found. “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.

If the disposition is “reject”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section Error! Reference source not found. with the following clarifications:

18) The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;

19) SHALL include a < forward-reject > element as child element of the <request> element; and

20) SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section Error! Reference source not found. “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.
Change 4:  Modify section 6.2.6.2.3 as below 
7.1.1.1.3 Handling of Received Forward XDCP Request Based on Recipients Preferences 

The XDMS SHALL apply the preferences related to handling of XDM Resource forwarding operation, if any, as described in the section 5.8 “XDM Preferences Document” as follows:

The XDMS SHALL behave as if it had received a ForwardAccept XDCP Request and follow the procedure described in section 6.2.6.2.76 “Handling of XDCP ForwardAccept and ForwardReject Requests”, if the child element of the <actions> element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is the <accept> element; or,

The XDMS SHALL behave as if it had received a ForwardReject XDCP Request and follow the procedure described in section 6.2.6.2.76 “Handling of XDCP ForwardAccept and ForwardReject Requests” if the child element of the <actions> element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is the <reject> element; or,

The XDMS, if the forwarded XDM Resource is not delivered to the recipient within the time period specified to keep the forwarded XDM Resource alive, SHALL:

1) Update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to all the Principals that have neither accepted nor rejected the forwarded XDM Resource to “expired” if the forwarded XDM Resource resides in the local XDMS; or
2) Generate the ForwardDeliveryReport XCDP Request as described in section 6.2.6.2.6 “Generation of XDM Forward Delivery Report Request” on behalf of all the Principals that have neither accepted nor rejected the forwarded XDM Resource and set the <status> element to “expired” if the forwarded XDM Resource resides in a remote XDMS.

Change 5:  Modify section 6.2.6.2.5 as below

7.1.1.1.4 Generation of XDM Forward Delivery Report Request

The XDMS SHALL create a ForwardDeliveryReport XDCP Request as explained in this section to send the delivery status of the received Forward XDCP Request. When creating this ForwardDeliveryReport XDCP Request, the XDMS SHALL act as an XDM Agent as described in section 6.1 “Procedures at the XDMC and the XDM Agent”. The XDMS SHALL include the XDCP Document in the ForwardDeliveryReport XDCP Request with the following clarifications:

21) SHALL include the < forward-delivery-report> child element of the <request> element;

22) SHALL include the <request-id> element and set it’s value with the value of the <request-id> element received in the Forward XDCP Request;

23) SHALL include the <recipient-uri> containing the value of the valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a Tel URI (as defined in [RFC3966]) on whose behalf the ForwardDeliveryReport XDCP Request is initiated;

24) SHALL include the <status> element with any of the following values:

a) “delivered”
If the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences  Document (see section 5.8) of the recipient is set to “accept”.

b) “rejected” 
If the value of the <actions> child element of the <forward-prefs> element in the XDM Preferences Document (see section 5.8) of the recipient is set to “reject”

c) “expired”        if the forwarded XDM Resource is not delivered to the recipient and the time to keep the forwarded XDM Resource alive is expired,

25) SHALL send the XDCP Request as described in section 6.1.1.3 to the Application Usage from where the Forward XDCP Request was received using a HTTP Request URI of the form http [XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI].

Change 6:  Modify section 6.2.6.2.7 as below

7.1.1.1.5 Handling of XDCP ForwardAccept and ForwardReject Requests

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document in the XDCP request body.

If the child element is the <forward-accept> element the XDMS:

26) SHALL fetch the XDM Resource pointed to by the <document-uri> contained in the request;

27) SHALL store the fetched document in the User Directory of the Principal that made the ForwardAccept XDCP Request.

28) SHALL update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to the Principal that made the ForwardAccept request to “delivered” if the forwarded XDM Resource resides in the local XDMS; or

29) SHALL generate the ForwardDeliveryReport XDCP Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” and set the <status> element to “delivered” if the forwarded XDM Resource resides in a remote XDMS.

If the child element is the <forward-reject> element the XDMS:

30) SHALL update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to the Principal that made the ForwardReject XDCP Request to “rejected” if the forwarded XDM Resource resides in the local XDMS; or

31) SHALL generate the ForwardDeliveryReport XDCP Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” and set the <status> element to “rejected” if the forwarded XDM Resource resides in a remote XDMS.

Change 7:  Modify section B.3 as below

a. XDMS 

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-S-001-M
	Support for XCAP  (XDMv1.1)
	Error! Reference source not found., Error! Reference source not found.
	XDM_Core-XOP-S-001-M

	XDM_Core-XOP-S-002-M
	Processing different HTTP requests (XDMv1.1)
	Error! Reference source not found.,
Error! Reference source not found.,
Error! Reference source not found.
	

	XDM_Core-SUB-S-001-O
	Support Initial Subscription when SIP SUBSCRIBE message received
(XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SUB-S-002-O

	XDM_Core-SUB-S-002-O
	Generating a SIP NOTIFY request (XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SUB-S-001-O

	XDM_Core-SEC-S-001-M
	Support  identity of the Principal access authorization (XDMv1.1) using the default Access Permissions defined.
	6.2.5.1,Error! Reference source not found. 
	

	XDM_Core-SEC-S-002-O
	Support Principal identity access authorization using an Access Permissions Document. (XDMv2.1)
	6.2.5, 6.2.5.2
	

	XDM_Core-SEC-S-003-O
	Management of an Access Permissions Document (XDMv2.1)
	6.2.4.2, 6.2.4.3
	

	XDM_Core-SEC-S-004-O
	Updating of an Access Permissions List Document (XDMv2.1)
	6.2.4.4
	

	XDM_Core-ERR-S-001-M
	Support Error Handling
(XDMv1.1)
	Error! Reference source not found., Error! Reference source not found., Error! Reference source not found., Error! Reference source not found., Error! Reference source not found., Error! Reference source not found.,
	

	XDM_Core-CAPS-S-001-M
	Support Application Usage “xcap-caps” (XDMv1.1)
	6.2.8, Error! Reference source not found.
	

	XDM_Core-CAPS-S-002-O
	XDM Capabilities Document Retrieval with XDM 2.1 extensions (XDMv2.1)
	6.2.8,  5.3.1
	

	XDM_Core-DIR-S-001-M
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.1)
	6.2.9, Error! Reference source not found.
	

	XDM_Core-DIR-S-002-O
	XCAP Directory Information Retrieval XDM 2.1 extensions (XDMv2.1)
	6.2.9, 5.3.2
	

	XDM_Core-SRC-S-001-O
	Support Search Document (XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SRC-S-002-O

	XDM_Core-SRC-S-002-O
	Searching for XDM Documents in Users Tree (XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SRC-S-001-O

	XDM_Core-SRC-S-003-O
	Search  in Global Tree (XDMv2.1)
	6.2.3
	

	XDM_Core-SRC-S-004-O
	Search in Modification History Information (XDMv2.1)
	5.7.1.13
	XDM_Core-SRC-S-002-O

	XDM_Core-SRC-S-005-O
	Search in Request History Information (XDMv2.1)
	5.7.2.13
	XDM_Core-SRC-S-002-O

	XDM_Core-XOP-S-003-O
	Including Server HTTP header with the required value in HTTP response to XDMC/XDM Agent (XDMv2.0)
	Error! Reference source not found.
	

	XDM_Core-ERR-S-002-O
	Not using other types of <error-element> than what is recommended.
(XDMv1.1)
	Error! Reference source not found.
	

	XDM_Core-XDCP-S-001-O
	Handling of XDCP operations common procedures (XDMv2.1)
	6.2.6
	

	XDM_Core-REF-S-001-O
	Document Reference (XDMv2.1)
	6.2.6.1
	

	XDM_Core-FWD-S-002-O
	XDM Resource Forwarding operations (XDMv2.1)
	6.2.6.2, 6.2.6.2.1
	

	XDM_Core-FWD-S-003-O
	Forward XDCP Request to remote recipients (XDMv2.1)
	6.2.6.2.2
	

	XDM_Core-FWD-S-004-O
	Handling of received Forward XDCP Request based on XDM Preferences (XDMv2.1)
	6.2.6.2.3
	

	XDM_Core-FWD-S-005-O
	Notifying the recipients of a Forward XDCP Request (XDMv2.1)
	6.2.6.2.4
	

	XDM_Core-FWD-S-006-O
	Forward Delivery Report generation (XDMv2.1)
	6.2.6.2.5
	

	XDM_Core-FWD-S-007-O
	Forward Delivery Report reception (XDMv2.1)
	6.2.6.2.6
	

	XDM_Core-FWD-S-008-O
	ForwardAccept and ForwardReject XDCP Requests (XDMv2.1)
	6.2.6.2.7
	

	XDM_Core-DIFF-S-001-O
	Differential Read without a filter (XDMv2.1)
	6.2.6.3
	

	XDM_Core-DIFF-S-002-O
	Differential Read with a filter (XDMv2.1)
	6.2.6.3.1
	XDM_Core-DIFF-S-001-O

	XDM_Core-DIFF-S-003-O
	Differential Write without a filter (XDMv2.1)
	6.2.6.4
	

	XDM_Core-DIFF-S-004-O
	Differential Write with a filter (XDMv2.1)
	6.2.6.4.1
	XDM_Core-DIFF-S-003-O

	XDM_Core-RES-S-001-O
	XDM Restore (XDMv2.1)
	6.2.6.5
	

	XDM_Core-MHI-S-001-O
	Modification History Information (XDMv2.1)
	6.2.7.1
	

	XDM_Core-MHI-S-001-O
	Request History Information  (XDMv2.1)
	6.2.2.7
	

	XDM_Core-PRF-S-001-O
	Management of XDM Preferences (XDMv2.1)
	6.2.10
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