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1 Reason for Change

In the response from the COM XDM/WA to an email for the CAB SWG the XDM WA indicated that the WA is willing to expand/clarify the forwarding functionality a bit to better support some CAB Contact share requirements.
The response is quoted below

To : CAB SWG
CC : XDM WA
 

Dear CAB SWG,
 

We discussed the options given for Contact Share and following is the recommendation from our side :
The flow for contact share using XDM forwarding should be the following :
     XDMC/XDM Agent -> XDMS -> XDMS->XDMC/XDM Agent
This means that PCC XDMS SHALL not address the AB XDMS and vice versa. All the conversions of PCC format to AB Format, if necessary, have to be done at the CAB Server (XDM Agent) either on the Originating or terminating side. If the Contact Share of the PCC to AB is the only requirement for contact share then XDM has every procedure in place. If CAB wants to address CAB-SHR-006 which implies that the shared contact can be either stored in the AB or delivered to the CAB Client, a small addition to the XDM Forward functionality is necessary and XDM WA is planning to provide that enhancement of XDM Forward functionality.
 

If CAB needs any more clarifications we will be happy to provide them during Budapest.
 

Thanks and Regards,
Arun (On Behalf of XDM WA)
The CR provided a proposal to enhancement of the XDM Core TS to fulfill the need.

The basic enhancement is to describe procedures to handle the ForwardAccept XDCP Request in case the XDMC/XDM Agent wants to accept the request but not store the forwarded document in the XDMS. The XDMC/XDM Agent may want to do something else with the received information.
R01: Updated after feedback at the F2F meeting.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.4.2.3 as below
7.1.1.1 Structure

The XDCP Document SHALL conform to the XML schema described in section Error! Reference source not found. “XML Schema”, with the clarifications given in this section.

The XDCP Document SHALL include an <xdcp-document> root element.

The <xdcp-document> element SHALL include either a <request> element or a <response> element.

The <request> element SHALL include one of the following elements:

a <diff-read> element;

1) a <diff-write> element;

2) a <forward> element;

3) a <forward-accept> element;

4) a <forward-delivery-report> element;

5) a <forward-reject> element;

6) a <forward-remote> element;

7) a <remove-doc-ref> element;

8) a <restore> element;

9) a <retrieve-doc-ref> element;

10) a <set-doc-ref> element;

11) a <subscribe> element; or,

12) any element from other namespaces for the purpose of extensibility.

The <diff-read> element:

13) MAY include an <etag> element; and,

14) MAY include a <filter-set> element as described in [RFC4661].

The <diff-write> element:

15) MAY include a <filter-set> element as described in [RFC4661].

The <forward> element:

16) SHALL include a < recipients-list> element that:

a) SHALL include a <list> element as described in [RFC4826].

17) MAY include a <note> element;

18) MAY include an <expiration-time> element;

19) MAY include a <filter-set> element as described in [RFC4661];

20) MAY include a <display-name> element;

21) MAY include a <delivery-report> element; and,

22) MAY include a <request-id> element.

The <forward-accept> element:

23) SHALL include a <document-uri> element;

24) MAY include either:

a)  a <do-not-store> element; or 
b) a <store> element with a “udds” attribute.
The <forward-delivery-report> element:

25) SHALL include a <request-id> element;

26) SHALL include a <recipient-uri> element; and, 

27) SHALL include a <status> element.

The <forward-reject> element:

28) SHALL include a <document-uri> element.

The <forward-remote> element:

29) SHALL include a <document-uri> element;

30) MAY include a <note> element;

31) MAY include a <size> element;

32) SHALL include a <sender-identity> element;

33) MAY include a <display-name> element;

34) MAY include an <expiration-time> element;

35) SHALL include an <content-type> element;

36) SHALL include a < recipients-list> element that:

a) SHALL include a <list> element as described in [RFC4826].

37) MAY include a <delivery-report> element; and,

38) MAY include a <request-id> element.

The <restore> element:

39) SHALL include an <back-to-etag> element; and,

40) MAY include a <current-etag> element.

The <set-doc-ref> element:

41) SHALL included a <reference> element; and,

42) MAY include a <display-name> element.

The <subscribe> element:

43) SHALL include a <subscription> element that:

a) SHALL include a <target-documents> element;

b) SHALL include a <duration> element; and,

c) MAY include other elements from other namespaces for the purpose of extensibility.

44) SHALL include a <notification> element that either:

a) SHALL include either a <push> element; or,

b) SHALL include any element from other namespaces for the purpose of extensibility.

The <target-documents> element:

45) MAY include a <resource-uri> element that:

a) SHALL include on or more <uri> elements; and,

b) MAY include a <filter-set> element as described in [RFC4661].

46) MAY include a <resource-list> element that:

a) SHALL includes one or more <list> elements as described in [RFC4826]; and,

b) MAY include a <filter-set> element as described in [RFC4661].

47) MAY include a <list-uri> element that:

a) SHALL included one or more <uri> elements; and,

b) MAY include a <filter-set> element as described in [RFC4661].

The <push> element:

48) SHALL include a <push-address> element;

49) SHALL include a <wap-application-id> element;

50) SHALL include a <user-interaction-level> element;

51) MAY include a <preferred-notification-type> element; 

52) MAY include a <gzip> element; and,

53) MAY include any elements from other namespaces for the purpose of extensibility.

The <response> element:

54) SHALL include one of the following elements:

a) a <done> element;

b) a <done-new-etag> element;

c) a <forward-result> element that:

i. MAY include a <not-found-recipients-list> element that:

· MAY include an <list> element as described in [RFC4826].

d) a <remote-forward-result> element that:

i. MAY include a <not-found-recipients-list> element that:

· MAY include one or more <list> elements as described in [RFC4826].

e) a <retrieve-doc-ref-result> element that:

i. SHALL include a <reference> element; and,

ii. MAY include a <display-name> element.

f) a <new-etag-value> element;

g) an <application-usage-defined-conflict> element that:

i. SHALL include a “phrase” attribute; and,

ii. MAY include any element from other namespaces. 

h) a <constraint-failure> element;

i) a <doc-ref-active> element;

j) an <etag-missing> element;

k) a <filter-set-not-allowed> element;

l) an <invalid-recipient> element;

m) an <invalid-request> element;

n) a <no-diff-document> element;

o) a <not-found> element;

p) a <not-latest-etag-value> element;

q) a <not-supported-request> element;

r) a <restore-version-not-found> element;

s) an <unknown-etag-value> element;

t) a <diff-write-conflict> element that

i. MAY include a <patch-ops-error> element as described in [RFC5261];

ii. MAY include an <xcap-error> element as described in [RFC4825]; or,

iii. MAY include any elements from other namespaces for the purpose of extensibility.

u) an <xcdp-document-structure-not-ok> element;

v) an <other-conflict> element that includes one or more elements from other namespaces; or,

w) any elements from other namespaces for the purpose of extensibility.

55) MAY include a <display-text> element.

Change 2:  Modify section 6.1.1.3.3 as below

7.1.1.1.1 Handling of XDM Resource Forwarding Notifications

When child element of <actions> element of the <forward-prefs> element of the XDM Preferences Document defined in section 5.8 is the <confirm> element, the XDMS sets the <status> element of the <request> element in the Forwarding Notification List Document to “pending” before notifying the XDMC or XDM Agent about the received XDCP Forward Request. Upon receiving that notification, the XDMC or XDM Agent SHALL obtain receiving Principal’s disposition for the Forward Request and act as follows:

If the disposition is “accept and store forwarded XDM Document in a default location”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section Error! Reference source not found. with the following clarifications:

56) The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;

57) SHALL include a <forward-accept> element as child element of the <request> element; and

58) SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 7.1.1.1.2 “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.
59) NOTE:
The default location is determined by local policy or by the Application Usage of the forwarded XDM Document.
If the disposition is “accept without storing forwarded XDM Document in the XDMS”, the XDMC or the XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 and SHALL perform steps 1-3 of the “accept and store forwarded XDM Document in a default location” scenario, along with the following clarifications:

60) SHALL include a <do-not-store> element.
If the disposition is “accept and store forwarded XDM Document in a location specified by the XDMC or XDM Agent”, the XDMC or the XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 and SHALL perform steps 1-3 of the “accept and store forwarded XDM Document in a default location” scenario, along with the following clarifications:
4) SHALL include a <store> element with an “udds” attribute containing the User Directory Document Selector to the location in the XDMS where the XDMC or XDM Agent requires the document to be stored.
If the disposition is “reject”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section Error! Reference source not found. with the following clarifications:

61) The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;

2) SHALL include a <forward-reject> element as child element of the <request> element; and

3) SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 7.1.1.1.2 “Notifying the Recipients about the Status of the Received  Forward XDCP Request”.
Change 3:  Modify section 6.2.6.2.4 as below

7.1.1.1.2 Notifying the Recipients about the Status of the Received Forward XDCP Request

The XDMS SHALL update the Forwarding Notification List Document of each of the recipients extracted from the XDCP Request body as explained in this section.

The XDMS SHALL update the Forwarding Notification List Document by adding a <request> element as child element of <request-notification-list> element whose “auid” attribute value matches with its AUID with the following clarifications:

62) MAY include the <timestamp> element with the value set to the time when XDCP Request was received;

2) SHALL include the <note> element if it is present in the received XDCP Request and set its value same as the value of the <note> element present in the received XDCP Request;

3) SHALL include the <status> element with values based on the receiving Principal’s XDM Preferences as described in section 5.8;

4) If the value of the <request> element received in the XDCP Request is “forward-remote”, the XDMS:

a) SHALL include the “document-uri” attribute and set it to a URI of a local temporary storage specifying the Document Reference. The Document Reference SHALL point to the XDM Document indicated by the value of the <document-uri> element received in the XDCP Request. This Document Reference allows the XDMC or XDM Agent to fetch the forwarded XDM Document before determining what to do with it and allowing the XDMS to monitor if the temporary document is fetched or not; and

b) SHALL include the following elements with the same value as received in the XDCP Request:

i. <sender-identity>

ii. <size>

iii. <content-type>

5) If the value of the <request> element received in the XDCP Request is “Forward”, the XDMS:

a) SHALL include the “document-uri” attribute whose value is set to the URI of the forwarded XDM Resource residing in the temporary storage;

b) SHALL include <sender-identity> element whose value is set to the identity of the Principal forwarding the XDM Resource;

c) SHALL include <size> element whose value is set to the size of the forwarded XDM Resource; and

d) SHALL include <content-type> element whose value is set to the MIME type of the forwarded XDM Resource.

6) SHALL include the <display-name> as child element of <sender-identity> if it is present in the received XDCP Request and set its value same as the value of the <display-name> element present in the received XDCP Request.

Change 4:  Modify section  6.2.6.2.7 as below

7.1.1.1.3 Handling of XDCP ForwardAccept and ForwardReject Requests

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document in the XDCP request body.

If the child element is the <forward-accept> element the XDMS:

1) SHALL if the request contained a <do-not-store> element proceed with step 5 below;
2) SHALL if not already fetched, fetch the XDM Resource pointed to by the <document-uri> contained in the request;
3) SHALL if the request contained a <store> element with an “udds” attribute, store the fetched document in the User Directory of the Principal that made the ForwardAccept XDCP Request in the location provided in the attribute and then proceed with step 5 below;
4) SHALL store the fetched document in the User Directory of the Principal that made the ForwardAccept request in a default location determined by the XDMS;
5) SHALL update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to the Principal that made the ForwardAccept request to “delivered” if the forwarded XDM Resource resides in the local XDMS; or

6) SHALL generate the XDM Forward Delivery Report Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” and set the <status> element to “delivered” if the forwarded XDM Resource resides in a remote XDMS.

If the child element is the <forward-reject> element the XDMS:

63) SHALL update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to the Principal that made the ForwardReject request to “rejected” if the forwarded XDM Resource resides in the local XDMS; or

2) SHALL generate the XDM Forward Delivery Report Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” and set the <status> element to “rejected” if the forwarded XDM Resource resides in a remote XDMS.
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