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1 Reason for Change

The CR contains a number of minor corrections to the XDM Core specification.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.4.2
i. XDCP Document

An XDCP Document SHALL be included both in an XDCP Request and in an XDCP Response. When included within an XDCP Request the XDCP Document SHALL contain the requested operation and data needed to perform that operation. When included within an XDCP Response the XDCP Document SHALL contain the result of the requested operation.
Change 2:  Modify section 6.1.1.3.6
7.1.1.1.1  Differential Write 

The XDMC or XDM Agent MAY use the Differential Write XDCP Request to specify changes that need to be applied to the XDM Document identified in the Request URI of the XDCP Request.

When performing the Differential Write, the XDMC or XDM Agent SHALL create and send an XDCP Request as follows:

1) SHALL include the XDCP Document as the first part of a multipart MIME body with the following clarifications:

a) SHALL include a <diff-write> element as child element of the <request> element;

b) MAY include a <filter-set> element with the structure as described in [RFC 4661] to perform Differential Write on a subset of the target XDM Document with the following clarification:

i. The <filter-set> element SHALL have a structure that includes one or more <filter> elements, and MAY include a <ns-bindings> element, but SHALL NOT include a “package” attribute;

ii.  The <filter> element SHALL include one <what> element and an “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute, nor a “remove” attribute;

iii. The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then, if any <include> element is also present then the <include> element SHALL include a “type” attribute with the value set to “namespace”; and

iv. The <include> and <exclude> element including a “type” attribute with the value “xpath” SHALL conform to what is described in Appendix I “Filter ABNF”.

2) SHALL include an XCAP Diff document as described in [RFC5874] as the second part of a multipart MIME body with the following clarification:

a) SHALL include a “previous-etag” attribute in a single XCAP Diff document <document> element.

Once an XDMC or XDM Agent uses a filter-set, the XDMC or XDM Agent SHALL use the same <filter-set> element until the XDMC or XDM Agent entirely refreshes the entire XDM Document.  Furthermore the XDMC or XDM Agent SHALL perform a Differential Read XDCP Request with a filter before performing any Differential Write XDCP Request with the same filter.
Change 3:  Modify section 6.1.4
7.1.2 Retrieval of History Information

3) An XDMC or XDM Agent MAY support retrieval of History Information XDM Documents as described in this section.
Change 4:  Modify section 6.1.4.2.1
Xxxx Reactive authorization using Request History Information

An XDMC or an XDM Agent MAY subscribe to the Request History Information Document and use notifications of unauthorized XDM Requests targeting an XDM Resource in the User Directory to implement reactive authorization.  An example of an implementation is shown in appendix G “Reactive Authorization of XDM Requests using Request History Information”
Change 5:  Modify section 6.2
x.x Procedures at the XDM Server

An XDMS is a HTTP origin server that manipulates XDM Resources according to the conventions described in [RFC4825], and processes Search Requests.

An XDMS SHALL authorize the requests as described in section Error! Reference source not found. “Authorization”.
An XDMS receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search SHALL process the request as described in section Error! Reference source not found. “Searching for Data in XML Documents”. An XDMS receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[User Directory Document Selector] or http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” SHALL process the request as described in section 6.2.6 “Handling of XDCP Operations”. The XDMS SHALL reject any other HTTP POST requests with an HTTP “405 Method not allowed” response.

An XDMS receiving an XCAP Request SHALL process the request as described in section Error! Reference source not found. “Document Management”.

When generating HTTP responses, the XDMS MAY include a Server HTTP header as defined in [RFC2616] with the value set to “XDM-serv/OMA2.1” to indicate that the XDMS is compliant with this specification.

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDMS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.
Change 6:  Modify section 6.2.4.4
Xxxxx Updating the Access Permissions List Document

When updating or deleting the Access Permissions Document as described in sections 6.2.4.2 and 6.2.4.3 the XDMS SHALL update the Access Permissions List Documents [XDM_List] associated with Principals whose Access Permissions were changed. The XDMS SHALL act on behalf of the Primary Principal of the Access Permissions Document as an XDM Agent as described in section 6.1 and use appropriate update or delete XDM operations to update the Access Permissions List Documents with <entry> elements referencing the Access Permissions Documents that correspond to the Application Usage and the Principals for which Access Permissions have been changed. The XDMS SHALL update an Access Permissions List Document with a new or modified <entry> element only if the associated Principal has Access Permissions to retrieve the referenced Access Permissions Document. The XDMS SHALL set the value of the “etag” attribute to an E-Tag value generated using an Access Permissions Document containing the same content as if retrieved by the Principal.  If a Principal’s Access Permissions to retrieve an Access Permissions Document is removed, the XDMS SHALL update the Principal’s Access Permissions List Document by removing any <entry> element containing a “reference” attribute with a reference to the Access Permissions Document.
Change 7:  Modify section 6.2.6
Xxxx Handling of XDCP Operations

The XDMS MAY support one or more XDCP operations as described in this section. The Application Usage defines which XDCP operations it requires.

Upon receiving an XDCP Request, the XDMS 

4) SHALL generate an HTTP 415 “Unsupported Media Type” response and not continue with the following steps, if the XDCP Request does not contain an XDCP Document or if the MIME type indicated in the XDCP Request is not “application/vnd.oma.xdcp+xml”;

5) SHALL check if the XUI of the XDCP Request is an identity of an Alias Principal associated with a Primary Principal, and continue to handle the XDCP Request as if it had received an XDCP Request with an XUI identifying the Primary Principal;

6) SHALL generate an HTTP 404 “Not Found” response and do not continue with the following steps, if the XDM Document addressed in the Request URI of XDCP Request does not exist;

7) SHALL generate an HTTP 409 “Conflict” response with an XDCP document containing a <response> element with an <xdcp-document-structure-not-ok> child element and not continue with the following steps, if the XDCP Document included in the body of the XDCP Request does not conform to the structure defined in section 5.4.2 “XDCP Document”;

8) SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a <not–supported-request> child element and not continue with the following steps, if the XDMS does not support the requested XDCP operation;

9) SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with an <application-usage-defined-conflict> child element with “phrase” attribute as defined by the Application Usage and not continue with the following steps, if the execution of the XDCP Request can not be fulfilled due to a reason described in the technical specification of the Application Usage;

10) SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with an <other-conflict> child element and not continue with the following step, if the XDMS applies a service provider policy resulting in a decision not to fulfil the XDCP Request; and

11) SHALL continue to handle the requested XDCP operations as described per XDCP Request in the subsections to section 6.2.

Change 8:  Modify section 6.2.6.1

Xxx Document Reference 

Upon receiving an XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body. 

If the child element is the <set-doc-ref> element and the XDMS supports Document Reference Operations, the XDMS:

12) SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a <not-found> child element and not continue with the following steps, if the referenced XDM Document in the <reference> element does not exist or is not retrievable by the requesting Principal;
13) SHALL create the XDM Document reference and maintain it until the reference is deleted or replaced;
14) SHALL delete any XDM Document associated with the Primary Principal having the same name as the XDM Document addressed in the XDCP Request;
15) SHALL maintain the display name, if received in the request, until it is deleted or replaced;
16) SHALL generate an HTTP 201 “Created” response to the requestor with an XDCP Document containing a <response> element with a <done> element if the XDM Document addressed in the XDCP Request did not exist before the XDCP Request and therefore is created; and
17) SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <done> element if the XDM Document addressed in the XDCP Request did exist before the XDCP Request.
If the child element is the <remove-doc-ref> element and the XDMS supports Document Reference operations, the XDMS:

18) SHALL remove the XDM Document reference and any information related to it; and

19) SHALL generate an HTTP 200 “OK” to the requestor with XDCP Document containing a <response> element with a <done> child element.
If the child element is the <retrieve-doc-ref> element and the XDMS supports Document Reference operations, the XDMS:

20) SHALL generate an HTTP 200 “OK” to the requestor with XDCP Document containing a <response> element with a <retrieve-doc-ref-result> child element that includes the XDM Document reference if such exists.
If the XDMS receives any other XDM requests targeting an XDM Document than Document Reference XDCP Requests described in this section and the XDM Document is referencing another XDM Document, the XDMS: 

21) SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with a <doc-ref-active> child element and not continue with the following steps, if the XDM request is a Forward XDCP Request or a Restore XDCP Request;

22) SHALL generate an HTTP 403 “Forbidden” or a SIP 403 “Forbidden” response and not continue the following steps, if the requesting Principal is not permitted as described in section 5.1.5 to request execution of the XDM request.

23) SHALL act as an XDM Agent of behalf of the Primary Principal of the addressed XDM Document and propagate the XDM request to the XDMS handling the referenced XDM Document; and

24) SHALL propagate the response, when received, back to the requestor; and

25) SHALL NOT update a Modification History Information Document if such exists.

Change 9:  Modify section 6.2.6.2 TO THE EDITOR: The change is after 10) where a) and b) is moved one tab step to the right. This is not shown with by the track changes function.
Xxxx XDM Resource Forwarding Operations

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <forward> element and the XDMS supports XDM Resource forwarding operations, the XDMS:

26) SHALL generate an HTTP 403 “Forbidden” response and not continue with the following steps, if the requesting Principal is not allowed to forward the XDM Resource as described in section 5.1.5;

27) SHALL extract the list of recipients from the XDCP Request body;

28) SHALL generate an HTTP 403 “Forbidden” response and not continue with the following steps if none of  the recipients extracted from the XDCP Request are authorized to receive the XDM Resource based on the <recipients-list> element based on the Access Permissions Document of the requestor as described in section 5.6.7;
29) SHALL generate an HTTP 404 “Not Found” response and not continue with the following steps if none of the recipients extracted from the XDCP Request are found;
30) SHALL check whether <delivery-report> element is present in the XDCP Document. If it is present and if its value is set to “true”, XDMS SHALL add a new element <delivery-notification> to the Forwarding Notification List Document of the requestor as described in the Forwarding Notification List Document (see [List_XDMS]);
NOTE: 
Recipients not authorized to receive the XDM Resource or not found are excluded from the Forwarding Notification List Document
31) SHALL fetch the XDM Resource to be forwarded specified in the Request-URI of the XDCP request and follow the procedures as described in the section 6.2.6.2.1 “Creation of the XDM Document to be forwarded”;

32) SHALL check the preferences set by all the recipients residing in the same domain as the XDMS for handling the received Forward XDCP Request as described in the section 6.2.6.2.3 “Handling of received Forward XDCP Request based on recipients preferences”; 

33) SHALL generate the Forward XDCP Request if there are any recipients not residing in its domain as described in the section 6.2.6.2.2 “Generation of a Forward XDCP Request to remote recipients“; and

34) SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of the received Forward XDCP Request” for notifying about the status of the received Forward XDCP Request to all of the recipients residing in the same domain as the XDMS; and

35) SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <forward-result> child element with the following clarifications:
a) if any recipient could not be found, the <forward-result> element SHALL contain a <not-found-recipients-list> child element containing the list of the recipients that could not be found; and

b) if any recipient was not authorized, the <forward-result> element SHALL contain a <not-authorized-recipients-list> child element containing the list of the recipients that were not authorized.
If the child element is the <forward-remote> element and the XDMS supports XDM Resource forwarding operations, the XDMS:

36) SHALL extract the list of recipients from the XDCP Request body;

37) SHALL check the recipient’s preferences for handling of the received Forward XDCP Request content as described in the section 6.2.6.2.3 “Handling of Received Forward XDCP Request based on recipients preferences”; 

38) SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of received Forward XDCP Request” for notifying the recipients about the status of the received Forward XDCP Request; and

39) SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <remote-forward-result> child element including any recipients that can not be found.

Change 10:  Modify section 6.2.6.2.7
Xxxx Handling of XDCP ForwardAccept and ForwardReject Requests

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document in the XDCP request body.

If the child element is the <forward-accept> element the XDMS:

40) SHALL if the request contained a <do-not-store> element proceed with step 5 below;

41) SHALL if not already fetched, fetch the XDM Resource pointed to by the <document-uri> contained in the request;

42) SHALL if the request contained a <store> element with an “udds” attribute, store the fetched document in the User Directory of the Principal that made the ForwardAccept XDCP Request in the location provided in the attribute and then proceed with step 5 below;

43) 
44) SHALL store the fetched document in the User Directory of the Principal that made the ForwardAccept XDCP Request in a default location determined by the XDMS.

45) SHALL update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to the Principal that made the ForwardAccept request to “delivered” if the forwarded XDM Resource resides in the local XDMS; or

46) SHALL generate the ForwardDeliveryReport XDCP Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” and set the <status> element to “delivered” if the forwarded XDM Resource resides in a remote XDMS.

If the child element is the <forward-reject> element the XDMS:

47) SHALL update the Forwarding Notification List [XDM_List] of the Principal that initiated the XDM Forward operation and set the value of the “status” attribute of the <entry> element corresponding to the Principal that made the ForwardReject XDCP Request to “rejected” if the forwarded XDM Resource resides in the local XDMS; or

48) SHALL generate the ForwardDeliveryReport XDCP Request as described in section 6.2.6.2.5 “Generation of XDM Forward Delivery Report Request” and set the <status> element to “rejected” if the forwarded XDM Resource resides in a remote XDMS.

Change 11:  Modify section 6.3.1.1
Xxx General

Upon receiving an XCAP Request targeted to the Aggregation Proxy, the Aggregation Proxy: 

49) SHALL check whether the domain of the XUI matches with the domain of the Aggregation Proxy;

50) SHALL perform one of the following:

a) If the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XCAP request to the corresponding XDMS based on the HTTP Request-URI; or

b) If the domain of the XUI does not match the domain of the Aggregation Proxy, forward the XCAP request to the Cross-Network Proxy.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search, the Aggregation Proxy SHALL forward the HTTP POST request to the Search Proxy. 

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[User Directory Document Selector] the Aggregation Proxy SHALL perform one of the following:

51) If the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XDCP Request to the corresponding XDMS based on the HTTP Request-URI; or

52) If the domain of the XUI does not match the domain of the Aggregation Proxy, forward the XDCP Request to the Cross-Network Proxy.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp.sp, the Aggregation Proxy SHALL forward the HTTP POST request to the Subscription Proxy.

Upon receiving the responses to the XCAP Request, the Aggregation Proxy SHALL aggregate and forward responses back to the XDMC or XDM Agent.

Upon receiving the responses to the HTTP POST request, the Aggregation Proxy SHALL forward the responses back to the XDMC or XDM Agent.

The Aggregation Proxy MAY, when generating HTTP responses to XDMC or XDM Agent (e.g., when challenging the XDMC for authentication), include the Server HTTP header [RFC2616] with the value set to “XDM-proxy/OMA2.1” to indicate that the Aggregation Proxy is compliant with this specification. 

NOTE: 
It is out of scope of this specification how the Aggregation Proxy to handle the received Server HTTP headers included in the received HTTP responses, when aggregating and forwarding those HTTP responses to XDMC or XDM Agent. 

The Aggregation Proxy SHALL protect the HTTP traffic between the XDMC and the Aggregation Proxy as specified in section 5.1.4 “Integrity and Confidentiality Protection”.

Change 12:  Modify section 6.6.1
Xxxx Handling of the XDCP Subscribe Command 
Upon receiving an XDCP request, the Subscription Proxy SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body.

If the child element is the <subscribe> element, the Subscription Proxy:

53) SHALL act as an XDMS and execute the steps 1, 2, 4, 5, 6 and 7 described in section 6.2.6;

54) SHALL extract XDM Resource URIs from the <resource-uri> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

55) SHALL extract the resource list from the <resource-lists> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

56) SHALL save the extracted resource list and provide in the response the URI of the created resource list as specified in [RFC5367] (refer to section 6.6.3 "Establishing the Mapping between XDCP Subscribe and SIP Back-end SUBSCRIBE");

57) SHALL extract the URIs of the existing resource lists from the <list-uri> element of the <target-documents> element if it is present in the request and then retrieve those lists and generate back-end subscriptions as described in the section 6.6.2 with the following clarifications:

a) SIP “Expires” header SHALL be set to the value of the <duration> element of the XDCP Document included in the body of the XDCP Request;

b) SIP “P-Asserted-Identity” header SHALL be set to the value of the “X-XCAP-Asserted-Identity” header or “X-3GPP-Asserted-Identity” or “X-3GPP-Intended-Identity”from the HTTP POST request forwarded by the Aggregation Proxy.

c) If the<preferred-notification-type> element is set to "push", the Subscription Proxy SHALL use the "diff-processing" Event header field parameter set to "aggregate" in the back-end subscription; 
d) If the <preferred-notification-type> element is set to "pull", the Subscription Proxy SHALL use the diff-processing" Event header field parameter set to "aggregate" in the back-end subscription; 
e) If the <preferred-notification-type> element is set to "none", the Subscription Proxy SHALL use the diff-processing" Event header field parameter set to "no-patching" in the back-end subscription.
Change 13:  Modify section 6.6.2

Xxx Handling of the SIP SUBSCRIBE Request

The Subscription Proxy SHALL act as a Resource List Server as defined in [RFC4662] with the following clarifications.

Upon receiving the subscription request for the “xcap-diff” event package, the Subscription Proxy SHALL for each entry in the resource list included in the body of the SIP SUBSCRIBE request generate a back-end subscription to the appropriate XDMS or Subscription Proxy in Remote Network. The Subscription Proxy SHALL include XDM Resources from the same AUID and user in a single back-end subscription.

Each back-end subscription SHALL be realized by sending a SIP SUBSCRIBE request according to [RFC3265] and [IETF-XCAP_Diff_Event] with the following clarifications:

58) The Subscription Proxy SHALL check whether the resource list entry indicates a collection, an XDM Document from the Global Tree, or an XDM Document from the Users Tree.

a) For XDM Documents from the Global Tree, the Subscription Proxy SHALL set the request URI to the SIP URI obtained from the P-Asserted-Identity SIP header identifying the request initiator and set the “auid” parameter defined in Appendix E.1 “AUID URI Parameter” to the value of the AUID of the XDM Document.

b) For XDM Documents from the Users Tree, the Subscription Proxy SHALL check the domain from the XUI in the Document Selector.

i. When the domain is the same as the domain of the Subscription Proxy, the Subscription Proxy SHALL set the Request URI to the XUI from the Document Selector and set the “auid” parameter defined in Appendix E.1 “AUID URI Parameter” to the value of AUID of the XDM Document. 

ii. When the domain is different from the domain of the Subscription Proxy, the Subscription Proxy SHALL set the Request URI to the preconfigured SIP URI identifying the Subscription Proxy in the Remote Network. The Subscription Proxy SHALL include all XDM Resources in the same remote domain in one back-end subscription, regardless of the AUID or XUI of the XDM Document. If no such SIP URI is preconfigured for the Subscription Proxy in Remote Network, the Subscription Proxy SHALL set the Request URI to the XUI from the Document Selector and set the parameter defined in Appendix E.1 “AUID URI Parameter” to the value of AUID of the XDM Document.

c) For the collection “/” the Subscription Proxy SHALL generate back-end subscription to each preconfigured XDMS in the same domain for each AUID that supports the subscription for notification of changes in XDM Resources and replace the value “/” with the value “/[AUID]/users/[XUI]” where the SIP URI received in the P-Asserted-Identity header is used as an XUI value. The Subscription Proxy SHALL set the Request URI for each AUID as the SIP URI from the P-Asserted-Identity SIP header identifying the request initiator and set the “auid” parameter defined in Appendix E.1 “AUID URI Parameter” to the value of the AUID as preconfigured.

d) For the collection “/[AUID]/” or ”/[AUID]/users/” the Subscription Proxy SHALL generate back-end subscription to the appropriate XDMS and replace the value “/[AUID]/” or “/[AUID]/users/” with the value “/[AUID]/users/[XUI]/” where the SIP URI received in the P-Asserted-Identity header is used as an XUI value. The Subscription Proxy SHALL set the Request URI for each AUID as the SIP URI from the P-Asserted-Identity SIP header identifying the request initiator and set the “auid” parameter defined in Appendix E.1 “AUID URI Parameter” to the value of the AUID from the collection.

59) If the SIP SUBSCRIBE contains a MIME-TYPE “application/simple-filter+xml“ body with a <filter> element relalated to an XDM Document address in the backend SIP Subscribe, the Subscription SHALL include a MIME-TYPE “application/simple-filter+xml“ body with relevant <filter> elements for the received SIP SUBSCRIBE.

NOTE: 
This is in contradiction with [IETF-XCAP_Diff_Event] but for some Application Usages, the User can have read privilege also to XDM Documents owned by other users and so using such collection can generate very long notifications.

Change 14:  Modify section C.9.1

Xxx Request History Information Document Example

This example shows a Request History Information Document for a user with XUI “sip:joe@example.com” for the URI List Application Usage where the users with the identities “sip:bob@example.com” and  “sip:alice@example.com” have made some XDM operations towards the XDM Document with the Document Selector “resource-lists/users/sip:joe@example.com/index”. “sip:bob@example.com” has tried to retrieve the whole “index” XDM Document and “sip:alice@example.com” has tried to delete a <list> element with the “name” attribute “list-c” twice. Both requests failed. The local policy states the XDMS shall not store any requests in the <request-log> element (“N”=0).

<?xml version="1.0" encoding="UTF-8"?>

<request-history xmlns="urn:oma:xml:xdm:request-history">

 <document id="index">

  <requestor id="sip:bob@example.com">

    <last-requests>


    <request type="retrieve" result="not-authorized" timestamp="2010-03-28T22:20:00Z"/>

    </last-requests>

  </requestor>

  <requestor id="sip:alice@example.com">

    <last-requests>


    <request type="delete" result="not-authorized" timestamp="2010-03-28T20:20:00Z" counter="1">

         <node-selector>/resource-lists/list%5B@name=list-c%5D</node-selector>

      </request>

   </last-requests>

  </requestor>

 </document>

</request-history>
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