Doc# OMA-MWG-XDM-2010-0091-CR_XDM2_1_RD_A01[image: image1.jpg]"sOMaQa

Open Mobile Alliance



3
Change Request

Doc# OMA-MWG-XDM-2010-0091-CR_XDM2_1_RD_A013
Change Request



Change Request

	Title:
	XDM2_1_RD_CONRR A013
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-PAG

	Doc to Change:
	OMA-RD-XDM-V2_1-20091203-D

	Submission Date:
	09 Mar 2010

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com

	Replaces:
	 n/a


1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comments: 
	A001 A004
	2010.02.25
	E
	6.3
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: The different Document Types are not described in a consistent way. User Profile and UPP Directory subsection describes an “xxx XDM Document”. The other subsection does not mention “XDM Document” in the text. In the other documents a term has been defined for every document type  (e.g. Group Document)
Proposed Change: Select one way in all subsections.  If every document is described using a defined term, the definition shall be in the RD and move from the TS/AD where they are now.
	Status:  CLOSED

By OMA-MWG-XDM-2010-0091


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 RD and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 3.2 as described below. 
3.2 Definitions

	Access Permissions
	A set of rules that defines which Principals have rights to perform which document management operations on a specific document.

	Active Session
	An ongoing session of a communications service.

	Active User Preferences Profile
	The User Preferences Profile selected by the device from a set of User Preferences Profiles of a User which has to be used by network entities when performing a procedure involving that device.

	Admin Principal
	A Principal which is authorized to modify Access Permissions associated with a document. A Principal may be both Admin Principal and Primary Principal of a particular document.

	Alias Principal
	A Principal is an alias of another Principal if the treatment of their XCAP User Identities is identical (e.g. they are logically identical).

	Automatic Answer Mode
	A mode of operation in which the client accepts a communication request without manual intervention from the User; media is immediately played when received.

	Client
	 Use definition in [Dict]

	Crisis Event
	An unplanned event having potentially significant impact on the safety or well-being of the community (local, regional or national). Examples of a Crisis Event include natural or man-made disasters.

	Default User Preferences Profile
	The User Preferences Profile to be used by network entities when the network entities have no knowledge about any Active User Preferences Profile.

	Enabler
	Use definition in [Dict]

	Group
	A set of User Addresses and/or Group Identities together with its policies and attributes, which is identified by a Group Identity.

	Group Document
	An XDM Document containing a Group.

	Group Identity
	The SIP URI of the Pre-arranged Group or Join-in Group.

	Group Usage List
	A list of group names or service URIs that are known by an XCAP Client.

	Group Usage List Document
	An XDM Document containing  Group Usage Lists.

	Join-in Group
	A persistent Group in which a User individually joins to have a Group Session with other joined Users, i.e., the establishment of a Group Session to a Join-in Group does not result in other Users being invited.  A Join-in Group optionally has an associated set of Group Members.

	Law Enforcement Agency
	A lawfully authorized organization conducting lawful interception.

	Lawful Interception
	The legal authorization, process, and associated technical capabilities and activities of Law Enforcement Agencies related to the timely interception of signalling and content of wire, oral, or electronic communications.

	Manual Answer Mode
	A mode of operation in which the client requires the User to manually accept the communication request before the communication session is established.

	Media Burst Control
	A mechanism that arbitrates requests from Clients for the right to send media in half-duplex communication.

	Offline Communication Storage
	A data storage where communication sessions can be stored when the User is offline (e.g. User has not registered to the communication service).

	Pre-arranged Group
	A persistent Group that has an associated set of Group Members.  The establishment of a Group Session to a Pre-arranged Group results in all Group Members being invited.

	Primary Principal
	The Primary Principal is the User associated with the XCAP User Identity, which defines where the document resides.

	Principal
	Use definition in [Dict]

	Quality of Experience
	A communications session property associated with a set of well-defined QoS and prioritization parameters and overload behaviors.

	Service Provider
	Use definition in [Dict]

	Session Control for Crisis Handling
	A service providing the means to enforce high enough priority in the network to serve a session for end user groups with more mission critical requirements in applications such as public safety, private safety and national security

	Subscriber
	An entity (e.g. a user) that is engaged in a Subscription with a service provider. (Source [Dict])

	UPP Directory
	A set of meta data related to a Primary Principal’s User Preferences Profile. 

	UPP Directory Document
	An XDM Document containing a UPP Directory.

	URI List
	A collection of URIs put together for convenience.  

	URI List Document
	An XDM Document containing URI Lists.

	User
	An entity which uses services. Example: a person using a device as a portable telephone. (Source [Dict])

	User Access Policy
	A set of rules that specifies how a Primary Principal’s incoming and outgoing communication requests shall handle.

	User Access Policy Document
	An XDM Document containing a User Access Policy.

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users.  (Source: [PoC_CP]).

	User Preferences Profile
	Use definition in [CPM_RD]

	User Preferences Profile Identifier
	An identifier (e.g. “work”, “home”) associated with a particular User Preferences Profile that is unique within the scope of a Primary Principal.

	User Profile
	A set of personal information provided by a User and made available to other Users for e.g. search for new contacts.
NOTE: this definition differs from the definition in [Dict].

	User Profile Document
	An XDM Document containing a User Profile.

	XDM Document
	A resource representing an XML document.

	XDM Document Part
	A resource representing an element within an XML document, or an attribute of an element within an XML document.

	XDM Resource
	A term used to refer to both XDM Document and XDM Document part.


Change 2:  Modify section 6.3.1 as described below.

6.3.1 URI List

	Label
	Description
	Release
	Functional module

	DOC-URI-001
	A URI List SHALL contain a Display name information, representing the human readable name.
	XDM 1.1
	

	DOC-URI-002
	A URI List SHALL contain zero or more URI List members.
	XDM 1.1
	

	
	The following requirements apply to URI List members:
	
	

	DOC-URI-003
	1) Every URI List member SHALL be identified by a globally unique identifier (i.e., a URI as defined in [RFC3986]).
	XDM 1.1
	

	DOC-URI-004
	2) A URI List member MAY have a human readable display name.
	XDM 1.1
	

	DOC-URI-005
	The Service Provider SHALL be able to set the maximum number of URIs in a URI List.
	XDM 1.1
	

	DOC-UIR-006
	A URI List Document SHALL be able to contain one or more URI Lists
	XDM 1.1
	


Table 1: URI List

Change 3:  Modify section 6.3.2 as described below.

6.3.2 User Profile

	Label
	Description
	Release
	Functional module

	DOC-USP-001
	A User Profile Document SHALL contain static user information that can be used by other Users and applications for means of communication i.e search for a chat partner.
	XDM 2.0
	

	DOC-USP-002
	The User Profile Document contains mandatory information and a User SHALL NOT be able to create a profile unless all the mandatory information elements are completed.
	XDM 2.0
	

	DOC-USP-003
	Modifications to the User Profile Document SHALL ensure that all mandatory information elements are also completed.
	XDM 2.0
	

	DOC-USP-004
	The User Profile Document SHALL support the assignment of permissions to multiple elements in one operation.
	Future release
	

	DOC-USP-005
	A User Profile Document element MAY belong to several groups of elements
	XDM 2.0
	

	DOC-USP-006
	Each element SHALL be uniquely identifiable to be appropriately computed and used by services
	XDM 2.0
	

	
	The User Profile Document MAY contain the following static information of the User:
	
	

	DOC-USP-007
	1) User identifier that uniquely identifies the User that the User Profile XDM Document is meant for.
	XDM 2.0
	

	DOC-USP-008
	2) Communication address(es). This field MAY contain the following information:
	XDM 2.0
	

	DOC-USP-009
	a) SIP URI as defined in [RFC3261]
	XDM 2.0
	

	DOC-USP-010
	b) E.164 number
	XDM 2.0
	

	DOC-USP-011
	c) E-mail address
	XDM 2.0
	

	DOC-USP-012
	3) Display name, which is a non-unique and not routable identification of that User that could be displayed to others.
	XDM 2.0
	

	DOC-USP-013
	4) Date of birth: if supported this information SHALL contain the following information:
	XDM 2.0
	

	DOC-USP-014
	a) Birth day-of month
	XDM 2.0
	

	DOC-USP-015
	b) Birth month
	XDM 2.0
	

	DOC-USP-016
	c) Birth year
	XDM 2.0
	

	DOC-USP-017
	5) Name, representing the civil identity of the User. This field MAY contain the following information:
	XDM 2.0
	

	DOC-USP-018
	a) Given name
	XDM 2.0
	

	DOC-USP-019
	b) Family name
	XDM 2.0
	

	DOC-USP-020
	c) Middle name
	XDM 2.0
	

	DOC-USP-021
	d) Name suffix
	XDM 2.0
	

	DOC-USP-022
	e) Name prefix
	XDM 2.0
	

	DOC-USP-023
	6) Address, representing one or several of the physical addresses of the User (e.g. home, work…). This field MAY contain the following information:
	XDM 2.0
	

	DOC-USP-024
	a) Country: the country in which the User is located (for this address)
	XDM 2.0
	

	DOC-USP-025
	b) Region: the region (i.e. state, province…) in which the User is located
	XDM 2.0
	

	DOC-USP-026
	c) Locality (i.e town, village, city…)
	XDM 2.0
	

	DOC-USP-027
	d) Area: the subdivision of the town in which the User is located (i.e. neighbourhood, suburb, district…)
	XDM 2.0
	

	DOC-USP-028
	e) Street name: the name of the street where the User is located for this address
	XDM 2.0
	

	DOC-USP-029
	f) Street number: the number in this street where the User is located for this address
	XDM 2.0
	

	DOC-USP-030
	g) Postal code: the code for postal delivery (e.g ZIP code)
	XDM 2.0
	

	DOC-USP-031
	7) Gender, indicating whether the User is male or female.
	XDM 2.0
	

	DOC-USP-032
	8) Free text description.
	XDM 2.0
	

	DOC-USP-033
	9) Communication abilities, which defines possible means to reach the User e.g. voice, message, video etc..
	XDM 2.0
	

	DOC-USP-034
	10) Hobbies.
	XDM 2.0
	

	DOC-USP-035
	11) Favourite links, in the form of a list of URLs.
	XDM 2.0
	

	DOC-USP-036
	12) QoE Profile subscribed by the User. This information is defined by the Service Provider and can not be modified by the User.
	XDM 2.0
	

	DOC-USP-037
	It SHALL exist two types of  User Profile Documents with different kinds of Date of Birth information of the User; one XDM Document that contains the real Date of Birth, set and locked by the Service Provider, and one XDM Document  that contains the Date of Birth as set by the User.
	XDM 2.0
	

	DOC-USP-038
	The authorized Principal of the User Profile Document SHALL be able to set the privacy that defines the limitation in searching or accessing the information in the User Profile Document.
	Future release
	


Table  2: User Profile

Change 4:  Modify sections 6.3.3 as described below.

6.3.3 Group

	Label
	Description
	Release
	Functional module

	DOC-GRP-001
	A Group Document SHALL include a URI attribute to represent a Group Identity.
	XDM 2.0
	

	
	A Group Document MAY have the following content:
	
	

	DOC-GRP-002
	1) Display name: This is a human readable name.
	XDM 2.0
	

	DOC-GRP-003
	2) Session Type: This identifies the nature of the Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0
	

	DOC-GRP-004
	3) Allow session initiation: This describes who may initiate a group session
	XDM 2.0
	

	DOC-GRP-005
	4) Group member list: This identifies end-users who are members of the Group. The semantics of group membership may depend on the session type, and may also be Enabler-specific.
	XDM 2.0
	

	DOC-GRP-006
	5) Allow session access: This describes who may join a group session
	XDM 2.0
	

	DOC-GRP-007
	6) Maximum number of participants: This is the maximum number of end-users who can be active in the session
	XDM 2.0
	

	DOC-GRP-008
	7) Allow anonymous access: This describes who may join a group session anonymously, if anonymous access is requested
	XDM 2.0
	

	DOC-GRP-009
	8) Allow dynamic invitation: This describes who may invite additional participants to a group session.
	XDM 2.0
	

	DOC-GRP-010
	9) Key participant: This describes who may assume the role of a “Key Participant”.  The semantics of Key Participant may depend on the session type, and may also be Enabler-specific (e.g. a  “Distinguished Participant” of a 1-many-1 PoC group session).
	XDM 2.0
	

	DOC-GRP-011
	10) Subject: This contains a topic or description of a Group.
	XDM 2.0
	

	
	11) Session participation policy: This describes conditions that limit the participation in a group session.  The session participation policy MAY be based on the following:
	
	

	DOC-GRP-012
	a) Age minimum:  This indicates the minimum allowed age of a participant.
	XDM 2.0
	

	DOC-GRP-013
	b) Age maximum:  This indicates the maximum allowed age of a participant.
	XDM 2.0
	

	
	12) Session active policy: This describes the rules for determining the existence of a group session.
The session active policy MAY be based on the following:

NOTE: How to utilize the session active policy for the actual session initiation or termination is not the scope of XDM Enabler but that of the application Enabler (e.g., IM or PoC).
	
	

	DOC-GRP-014
	a) Maximum duration:  This indicates the maximum allowed time duration (e.g., 1 hour) for the session to remain active.
	XDM 2.0
	

	DOC-GRP-015
	b) Required participant: This describes who (e.g. session initiator) must participate for the session to get or remain active.
	XDM 2.0
	

	DOC-GRP-016
	c) Minimum number of participants: This describes how many must remain participating for the session to remain active.
	XDM 2.0
	

	DOC-GRP-017
	d) Allowed range of a time: This describes the allowed range of time (e.g., from 2pm to 4pm) for the session to get or remain active.
	XDM 2.0
	

	DOC-GRP-018
	e) Maximum media inactivity timeout: This describes the maximum allowed time of media inactivity (e.g. 40 seconds) for the session to remain active.
	XDM 2.1
	

	DOC-GRP-019
	13) Allow sub-conferencing: This describes who may create sub-conferences in a group session.
	XDM 2.0
	

	DOC-GRP-020
	14) Allow private messaging: This describes who may send private messages in a group session.
	XDM 2.0
	

	DOC-GRP-021
	15) Allowed media: This identifies which media are allowed to be used in a group session e.g. audio, text, video.
	XDM 2.0
	

	DOC-GRP-022
	16) Allow conference state: This describes who can see the state of the group session (e.g. who is currently online).
	XDM 2.0
	

	DOC-GRP-023
	17) QoE Profile: This describes the Quality of Experience profile assigned to the group. The profile defines how the end-user experience should be for the group session
	XDM 2.0
	

	DOC-GRP-024
	18) Dispatcher participant: This identifies who may assume the role of dispatcher (e.g. PoC Dispatcher).
	Deleted
	

	DOC-GRP-025
	19) Allow role transfer: This describes who can request the transfer of an active role (e.g. PoC Dispatcher) to another authorized participant.
	Deleted
	

	DOC-GRP-026
	20) Allow expelling: This describes who may expel other participants from the group session.
	XDM 2.0
	

	DOC-GRP-027
	21) Allow adding media: This describes who may add a media stream to a new or existing group session.
	XDM 2.0
	

	DOC-GRP-028
	22) Allow sending media: This describes who is allowed to send media in the group session.
	XDM 2.1
	

	DOC-GRP-029
	23) Allow receiving media: This describes who is allowed to receive media in the group session.
	XDM 2.1
	

	DOC-GRP-030
	24) Allow removing media: This describes who may remove an existing media stream from a group session.
	XDM 2.0
	

	
	25) Media add/modify/remove policy: This describes conditions for adding, modifying, or removing a media stream to a particular participant:
	
	

	DOC-GRP-031
	a) Allow to use multicast bearer service: This describes if a multicast bearer service is allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-032
	b) Allowed Media Burst Control scheme: This describes what Media Burst Control schemes are allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-033
	26) Allow to use multicast bearer service: This describes if a multicast bearer service is allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-034
	27) Allowed Media Burst Control scheme: This describes what Media Burst Control schemes are allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-035
	28) Moderator: This identifies who is allowed to take the role of moderator (e.g. a PoC Moderator).
	XDM 2.1
	

	
	29) Allowed manner to render multiple media streams of same media type: This content describes the allowed manner to render media streams of same media type at in the client of application enabler user equipment (e.g. PoC Client):
	
	

	DOC-GRP-036
	a) Allow to mix media streams at a partial rate.
	XDM 2.1
	

	DOC-GRP-037
	b) Allow one media stream of multiple media streams of the same media type to be mandatory.
	XDM 2.1
	

	
	30) Allowed participating information principle:

NOTE: This content is used to send session related information to session participants (e.g. participants in a PoC session).
	
	

	DOC-GRP-038
	a) Allow subscription to limited participating information.

NOTE: Limited participant information is a subset of participating information.
	XDM 2.1
	

	DOC-GRP-039
	b) Allow subscription to participant information.
	XDM 2.1
	

	DOC-GRP-040
	31) Session control for crisis handling: This identifies that Session Control for Crisis Handling SHALL always be used for this group.
	XDM 2.1
	

	DOC-GRP-041
	32) Crisis Event handling entity address: This identifies the address of the entity handling Session Control for Crisis Handling (e.g. the address of PoC Session Control for Crisis Handling).
	XDM 2.1
	

	
	33) Group specific releasing policy: This describes the conditions under which a group session SHALL or SHALL NOT be released.
	
	

	DOC-GRP-042
	a) The group session is released or not released when the group session initiator leaves the group session.
	XDM 2.1
	

	DOC-GRP-043
	b) The group session is released or not released when the maximum media inactivity timeout expires (e.g. for PoC speech.)
	XDM 2.1
	

	DOC-GRP-044
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 1.1
	

	DOC-GRP-045
	Each URI in the Group member list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-046
	Each URI in the Group reject list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-047
	The Service Provider SHALL be able to set the maximum number of participants in a Group Document.
	XDM 1.1
	

	DOC-GRP-048
	A Principal with appropriate management permissions MAY be able to set the maximum number of participants in a Group Document to a value that does not exceed the maximum number set by the Service Provider.
	XDM 1.1
	

	DOC-GRP-049
	It SHALL be possible to create a Group Document that contains members in the Group member list or Group reject list that belong to different Service Providers.
	XDM 1.1
	

	DOC-GRP-050
	If search of Group Documents is supported (see section Error! Reference source not found.), an authorized Principal SHALL be able to search for Groups based on a given criteria (e.g. display name, session type, subject, Group Identity, etc).
	XDM 2.0
	


Table 3: Group

Change 5:  Modify section 6.3.4 as described below.

6.3.4 Group Usage List

	Label
	Description
	Release
	Functional module

	DOC-GUL-001
	A Group Usage List SHALL have a Display name:  A human readable name.
	XDM 1.1
	

	DOC-GUL-002
	A Group Usage List SHALL contain usage information about zero or more Groups.
	XDM 1.1
	

	DOC-GUL-003
	A Group defined in a Group Usage List SHALL be identified by a globally unique identifier (i.e., a URI as defined in [RFC3986]).
	XDM 1.1
	

	DOC-GUL-004
	A Group defined in a Group Usage List MAY have a Display name: A human readable name.
	XDM 1.1
	

	DOC-GUL-005
	A Group defined in a Group Usage List MAY have information about the usage of it.
	XDM 1.1
	

	DOC-GUL-006
	The Service Provider SHALL be able to set the maximum number of Groups in a Group Usage List.
	XDM 1.1
	

	DOC-GUL-007
	A Group Usage List Document SHALL be able to contain one or more Group Usage Lists.
	XDM 1.1
	


Table 4: Group Usage List

Change 6:  Modify section 6.3.5 as described below.

6.3.5 User Access Policy

	Label
	Description
	Release
	Functional module

	
	The User SHALL be able in a User Access Policy Document specify the following preferences for how an Application Server is to handle an incoming session invitation:
	
	

	DOC-UAP-001
	1) Reject the session invitation.
	XDM 2.0
	

	DOC-UAP-002
	2) Accept the session invitation and send immediately to the User.
	XDM 2.0
	

	DOC-UAP-003
	3) Store the session in a specified Communication Storage.  
	XDM 2.0
	

	
	4) Perform Automatic Answer Mode procedures, as follows:
	
	

	DOC-UAP-004
	a) Auto answer: This indicates whether the Application Server is to perform Automatic Answer Mode procedures.
	XDM 2.0
	

	DOC-UAP-005
	b) Allow manual answer override: When the session invitation contains a request to override Manual Answer Mode procedures, this indicates whether the Application Server is to perform Automatic Answer Mode procedures or reject the session invitation.
	XDM 2.0
	

	DOC-UAP-006
	5) Route the session invitation to an alternate communication service, via interworking.
	XDM 2.1
	

	DOC-UAP-007
	6) Filtering criteria for storing of the session contents in specified communication storage.
	XDM 2.1
	

	
	The User SHALL be able in a User Access Policy Document specify the following preferences for how an Application Server is to handle an incoming pager-mode message:
	
	

	DOC-UAP-008
	1) Reject the message.
	XDM 2.0
	

	DOC-UAP-009
	2) Accept the message and send immediately to the User.
	XDM 2.0
	

	DOC-UAP-010
	3) Discard the message and provide a notification to the sender based on sender’s preferences.
	XDM 2.1
	

	DOC-UAP-011
	4) Store the message in a specified Communication Storage.
	XDM 2.1
	

	DOC-UAP-012
	5) Defer the message.
	XDM 2.1
	

	DOC-UAP-013
	6) Store the media from the message in a network-based Communication Storage, and allow the User to receive the message without the media by including a link to access this media in the Communication Storage.
	XDM 2.1
	

	DOC-UAP-014
	7) Route the message to an alternate communication service, via interworking.
	XDM 2.1
	

	DOC-UAP-015
	8) Filtering criteria for storing of the message contents in specified communication storage.
	XDM 2.1
	

	
	The User SHALL be able to specify different preferences for handling incoming requests, depending on:
	
	

	DOC-UAP-016
	1) The identity of the request initiator.
	XDM 2.0
	

	DOC-UAP-017
	2) Whether the request initiator has requested anonymity.
	XDM 2.0
	

	
	3) The message-type associated with the request, which MAY be one of the following:
	
	

	DOC-UAP-018
	a) Session-based message
	XDM 2.0
	

	DOC-UAP-019
	b) Pager mode message
	XDM 2.0
	

	
	4) The media-type associated with the request, which MAY be one or more of the following:
	
	

	DOC-UAP-020
	a) File transfer
	XDM 2.0
	

	DOC-UAP-021
	b) Audio
	XDM 2.0
	

	DOC-UAP-022
	c) Video
	XDM 2.0
	

	DOC-UAP-023
	d) PoC speech
	XDM 2.0
	

	DOC-UAP-024
	e) Group advertisement
	XDM 2.0
	

	DOC-UAP-025
	f) Text
	XDM 2.1
	

	DOC-UAP-026
	g) Image
	XDM 2.1
	

	DOC-UAP-027
	h) Binary data
	XDM 2.1
	

	
	5) The service-type associated with the request, which MAY be one or more of the following:
	
	

	DOC-UAP-028
	a) A particular service Enabler defined by OMA (e.g. PoC, IM).
	XDM 2.0
	

	DOC-UAP-029
	6) The priority associated with the request (i.e. “non-urgent”, “normal”, “urgent”, and “emergency” as described in [RFC3261])
	XDM 2.1
	

	DOC-UAP-030
	7) The User Preferences Profile Identity.
	XDM 2.1
	

	DOC-UAP-031
	8) Availability of the User.
	XDM 2.1
	

	DOC-UAP-032
	9) Quality of Experience associated with the request.
	XDM 2.1
	

	
	The User MAY be able to specify the media content adding, replacement or removing preference for incoming or outgoing invitation requests:
	
	

	DOC-UAP-033
	1) Removing media content in an incoming invitation request
	XDM 2.1
	

	DOC-UAP-034
	2) The media content which adds or replaced media content in an incoming invitation request.
	XDM 2.1
	

	DOC-UAP-035
	3) Media content (reference or text based content) to be added in an outgoing invitiation request.
	XDM 2.1
	

	
	The User MAY be able to specify different preferences for handling incoming requests, depending on:
	
	

	DOC-UAP-036
	1) The current date and time.
	XDM 2.1
	

	DOC-UAP-037
	2) The identities of the invited Users.
	XDM 2.1
	

	DOC-UAP-038
	3) The User's presence activity information element.
	XDM 2.1
	

	DOC-UAP-039
	The Subscriber MAY be able to specify different preferences for handling incoming communication requests depending on the same attributes as for the User.
	XDM 2.1
	

	
	The User and the Subscriber MAY be able to specify different preferences for handling outgoing communication requests, depending on:
	
	

	
	1) The media-type associated with the request, which MAY be one or more of the following:
	
	

	DOC-UAP-040
	a) File transfer
	XDM 2.1
	

	DOC-UAP-041
	b) Audio
	XDM 2.1
	

	DOC-UAP-042
	c) Video
	XDM 2.1
	

	DOC-UAP-043
	d) PoC speech
	XDM 2.1
	

	DOC-UAP-044
	e) Group advertisement
	XDM 2.1
	

	DOC-UAP-045
	f) Text
	XDM 2.1
	

	DOC-UAP-046
	g) Image
	XDM 2.1
	

	DOC-UAP-047
	h) Binary data
	XDM 2.1
	

	DOC-UAP-048
	2) The Quality of Experience associated with the request.
	XDM 2.1
	

	DOC-UAP-049
	3) The current date and time.
	XDM 2.1
	

	DOC-UAP-050
	4) The identities of the invited Users.
	XDM 2.1
	

	DOC-UAP-051
	5) The country or region in which the invited User’s home network is located.
	XDM 2.1
	

	DOC-UAP-052
	6) The geographical location of the inviting and invited Users.
	XDM 2.1
	

	DOC-UAP-053
	7) The invited Users' presence activity information elements.
	XDM 2.1
	

	DOC-UAP-054
	It SHALL be possible to determine which preferences for handling incoming or outgoing communication requests have been specified by the User and which preferences have been specified by the Subscriber. 
	XDM 2.1
	


Table 5: User Access Policy

Change 7:  Modify section 6.3.6 as described below.

6.3.6 UPP Directory
	Label
	Description
	Release
	Functional module

	DOC-PPD-001
	The UPP Directory Document SHALL contain meta data about a Primary Principal’s User Preferences Profiles.
	XDM 2.1
	

	
	A UPP Directory Document SHALL, per User Preferences Profile, contain the following meta data:
	
	

	DOC-PPD-002
	1) A User Preferences Profile Identifier.
	XDM 2.1
	

	DOC-PPD-003
	2) A Display name representing a human readable name.
	XDM 2.1
	

	DOC-PPD-004
	The UPP Directory Document SHALL contain information about which User Preferences Profile is the Active User Preferences Profile per device.
	XDM 2.1
	

	DOC-PPD-005
	The UPP Directory Document SHALL contain information about which User Preferences Profile is the Default User Preferences Profile.
	XDM 2.1
	


Table 6: UPP Directory
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