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1 Reason for Change

This CR adds some common error procedure to the XDCP Protocol and updates the detailed procedures for the XDCP Requests to use a common writing style.
The CR also proposes a number of new XML elements in the XDCP Document to carry information back to the requesting entity about the result of the request.

R01: The changes are applied to the 2010-01-28-D version of the TS.

A number of changes are done after feedback from the WG.
The ref to the i-d for xcap-diff has been changed from the 013 to 14 version that was released 01 Feb 2010.The changes to the i-d is of the type “cleaning up the document” plus adding an extension-point to the XML schema that does not affect our TS.
R02 the Restore procedure for the Modification History Information Document updated after feedback from the WG.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 Core XDM TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section as described below. 
6.2.6 Handling of XDCP Operations

The XDMS MAY support one or more XDCP operations as described in this section. The Application Usage defines which XDCP operations it requires.

Upon receiving an XDCP Request, the XDMS 
1. SHALL generate an HTTP 415 “Unsupported Media Type” response and not continue with the following steps, if the XDCP Request does not contain  an XDCP Document or if the MIME type indicated in the XDCP Request is not “application/vnd.oma.xdcp+xml”;
2. SHALL check if the XUI of the XDCP Request is an identity of an Alias Principal associated with a Primary Principal, and continue to handle the XDCP Request as if it had received an XDCP Request with an XUI identifying the Primary Principal;
3. SHALL generate an HTTP 404 “Not Found” response and do not continue with the following steps, if the XDM Document addressed in the Request URI of XDCP Request does not exist;
4. SHALL generate an HTTP 409 “Conflict” response with an XDCP document containing a <response> element with an <xdcp-document-structure-not-ok> child element and not continue with the following steps, if  the XDCP Document included in the body of the XDCP Request does not conform to the structure defined in section 5.4.2 “XDCP Document”;
5. SHALL generate an HTTP 409  “Conflict” response  with an XDCP Document containing a <response> element with a <not–supported-request> child element and not continue with the following steps, if the XDMS does not support the requested XDCP operation;
6. SHALL generate an HTTP 403 “Forbidden” and not continue with the following steps, if the requesting Principal is not permitted as described in section 5.1.5  to request execution of the XDCP Request;
7. SHALL generate an HTTP 409 “Conflict” response with an XDCP Document containing a <response> element with an <application-usage-defined-conflict> child element with “phrase” attribute as defined by the Application Usage and not continue with the following step, if  the execution of the XDCP Request can not be fulfilled due to a reason described in the technical specification of the Application Usage;
8. SHALL generate an HTTP 409  “Conflict” response  with an XDCP Document containing a <response> element with an <other-conflict> child element and not continue with the following steps, if the XDMS applies a service provider policy resulting in a decision  not to fulfil the XDCP Request; and

9. SHALL continue to handle  the requested XDCP operations as described per XDCP Request in the subsections to section 6.2.  


Change 2:  Modify section 6.2.6.1 as described below.

6.2.6.1 Document Share by Reference 

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <SetDocumentReference> element and the XDMS supports XDM Document share XDCP operations, 
the XDMS:

1. 
2. SHALL generate  an HTTP 409 “Conflict” response  with an XDCP Document containing a <response > element with a <not-found > child element and not continue with the following steps, if the referenced XDM Document in the <shared-document> element does not exist or is not  retrievable by the requesting Principal;
3. SHALL create the XDM Document reference and maintain it until the reference is deleted;
4. SHALL delete any XDM Document associated with the Primary Principal having the same name as the XDM Document addressed in the XDCP request; and
5. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <done> element.
If the child element is the <RemoveDocumentReference> element and the XDMS supports XDM Document share XDCP operations, the XDMS:

1. 
2. SHALL remove the XDM Document reference; and

3. SHALL generate an HTTP 200 “OK to the requestor with XDCP Document containing a <response> element with a <done> child element.
If the child element is the <RetrieveDocumentReference> element and the XDMS supports XDM Document share XDCP operations, the XDMS:

1. 
2. SHALL generate an HTTP 200 “OK to the requestor with XDCP Document containing a <response> element with a <retrieve-document-reference-result > child element that includes the XDM Document reference if such exists. 
If the XDMS receives any other XDM requests targeting an XDM Document than Document Share by Reference XDCP Requests described in this section and the XDM Document is referencing another XDM Document, the XDMS: 

1. SHALL act as an XDM Agent and propagate the request to the XDMS handling the reference XDM Document; and

2. SHALL propagate the response, when received, back to the requestor.

Editor’s Note: Response, history and restore procedures are to be clarified.

Change 3:  Modify section 6.2.6.2 as described below.

6.2.6.2 XDM Resource Forwarding Operations

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <Forward> element and the XDMS supports XDM Resource forwarding operations, the XDMS:

1. 
2. 
3. SHALL fetch the XDM Resource to be forwarded specified in the Request-URI of the XDCP request and follow the procedures as described in the section 6.2.6.2.1 “Creation of an XDM Document to be forwarded”;

4. SHALL extract the list of recipients from the XDCP Request body;

5. SHALL check the preferences set by all the recipients residing in the same domain as the XDMS for handling the received XDM Forward request as described in the section 6.2.6.2.3 “Handling of received XDM Forward Request based on recipients preferences”; 

6. SHALL generate the XDM Forward request if there are any recipients not residing in its domain as described in the section 6.2.6.2.2 “Generation of an XDM Forward Request to remote recipients“; and

7. SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of the   received XDM Forward Request” for notifying about the status of the received XDM Forward request to all of the recipients residing in the same domain as the XDMS; and
8. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <forward-result> child element including any recipients that can not be found.
If the child element is the <Forward_Remote> element and the XDMS supports XDM Resource forwarding operations, the XDMS:

1. SHALL extract the list of recipients from the XDCP Request body;

2. SHALL check the recipient’s preferences for handling of the received XDM Forward content as described in the section 6.2.6.2.3 “Handling of received XDM Forward Request based on recipients preferences”; 
3. SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of received XDM Forward Request” for notifying the recipients about the status of the received XDM Forward request; and
4. SHALL generate an HTTP 200 “OK” response to the requestor with an XDCP Document containing a <response> element with a <remote-forward-result> child element including any recipients that can not be found.
Change 4:  Modify sections 6.2.6.3.1 and 6.2.3.2 as described below.

6.2.6.3.1 XDM Differential Read

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <DiffRead> element and the XDMS supports XDM differential read operations, the XDMS:
1. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element, and not continue with the following steps, if there is no <etag> element in the XDCP Document of the XDCP Request body;
2. 
3. 
4. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <unknown-etag-value> child element and not continue with the following steps, if the ETAG value contained in the <etag> element of the XDCP Request does not corresponds to a known version of the XDM Document;

5. SHALL generate an HTTP 304 "Not Modified" response with an empty body and not continue with the following steps, if the body of the XDCP Request includes the current ETAG value; and

6. SHALL generate an HTTP 200 "OK" response to the XDMC including an XDCP Document containing a <response> element with a <diff-read-result> child element containing a <document-patch> child element with the new ETAG value and the differential between the two XDM Documents. 
Note that even if there are no modifications to the XDM Document it is possible the ETAG value has changed, and so the <document-patch> element may have no patch-ops, but still has a previous and new ETAG value.

6.2.6.3.2 XDM Differential Write

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <DiffWrite> element and the XDMS supports XDM differential write operations, the XDMS: 

1. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element , and not continue with the following steps, if there is no <etag> element in the XDCP Document of the XDCP Request;
2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with <no-diff-document> child element , and not continue with the following steps, if there is no content in the <document-patch> child element of the <DiffWrite> element;


3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <diff-write-conflict> child element with an <patch-ops-error> child element as described in [RFC5261], and not continue with the following steps, if the differential document modifications included in the XDCP Request is invalid;
4. SHALL generate an HTTP 409 “Conflict” response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element with an <xcap-error> child element as described in [RFC4825], and not continue with the following steps, if the XDM document can not be modified due to a constraint described in [RFC4825] or in the technical specification for the Application Usage related to the XDM Document.
5. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element, and not continue with the following steps, if the differential document modifications included in the XDCP Request are inconsistent with the requested XDM Document; and
6. SHALL apply the patch-ops operations contained in the <document-patch> child element of the <DiffWrite> element  to the XDM Document, and generate an HTTP 200 "OK" response including an XDCP Document containing a <response> element with a <new-etag> child element that includes the new ETAG value.
Change 5:  Modify section 6.6.1 as described below.

6.6.1 Handling of the XDCP Subscribe Command 
Upon receiving an XDCP request, the Subscription Proxy SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <Subscribe> element, the Subscription Proxy:

1. SHALL act as an XDMS and execute the steps 1, 2, 4, 5, 6, 7 and 8 described in section 6.2.6;

2. SHALL extract XDM Resource URIs from the <resource-URI> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

3. SHALL extract the resource list from the <resource-lists> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;

4. SHALL save the extracted resource list and provide in the response the URI of the created resource list as specified in [RFC5367];

5. SHALL extract the URIs of the existing resource lists from the <list-URI> element of the <target-documents> element if it is present in the request and then retrieve those lists and generate back-end subscriptions as described in the section 6.6.2 with the following clarification:

a) SIP “Expires” header SHALL be set to the value of the <duration> element of the XDCP Document included in the body of the XDCP Request;

b) SIP “P-Asserted-Identity” header SHALL be set to the value of the “X-XCAP-Asserted-Identity” header or “X-3GPP-Asserted-Identity” or “X-3GPP-Intended-Identity”vfrom the  HTTP POST request forwarded by the Aggregation Proxy;

Editor’s Note: The relationship and priority of different Identity headers are FFS
Change 6:  Modify section 6.2.6.3 as described below.

6.2.6.3 XDM Restore

Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <Restore> element and the XDMS supports XDM restore XDCP operations, 
the XDMS

1. 
2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <not-latest-etag-value> child element and not continue with the following steps,, if the ETAG value contained in the <current-etag> element, if existing, does not corresponds to the latest version of the XDM Document;
3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <restore-version-not-found> child element and not continue with the following steps, if the <back-to-etag> element of the XDCP Request does not identify an XDM Document version restore candidate. ;
4. 
5. SHALL restore the XDM Document to the version identified by the <back-to-etag> element value;
6. SHALL remove all the change details stored in the Modification History Information Document newer than the ETAG value specified by the <back-to-etag> element of the XDCP Document and add an XDM restore XDCP operation as last XDM operation applied to the XDM Document ;and
7. SHALL generate an HTTP 200 "OK" response including a XDCP Document containing a <response> element with a <new-etag> child element containing the ETAG value of the restored XDM Document. 
Editor’s Note: How to restore the diff-write operation is FFS

Editor’s Note: The Procedures for restore MAY be not complete and needs to be clarified more.
Change 7:  Modify section 2.1 as described below.
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