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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.5, Open Mobile Alliance™, OMA-IOP-Process-V1_5, URL: http://www.openmobilealliance.org/

	[OMA-Presence-XDM]
	“Presence XDM Specification”, Version 1.1, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE_XDM _Specification-V1_1, URL: http://www.openmobilealliance.org/

	[OMARDPOC]
	“Push to Talk over Cellular Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD_PoC-V1_0, URL: http://www.openmobilealliance.org/

	[OMARDPRES]
	“Presence SIMPLE Requirements Document”, Version 1.1, Open Mobile Alliance™, OMA-RD_Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/

	[OMA-RLS-XDM]
	“Resource List Server (RLS) XDM Specification”, Version 1.1, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE_RLS_XDM _Specification-V1_1, 
URL: http://www.openmobilealliance.org/

	[OMATSPRES]
	“Presence SIMPLE Specification”, Version 1.1, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE-V1_1,  URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt


2.2 Informative References

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	None
	

	
	


3.3 Abbreviations

	AD
	Architecture Document

	ETR
	Enabler Test Requirements

	OMA
	Open Mobile Alliance

	PoC
	Push to Talk over Cellular

	RD
	Requirements Document

	TWG
	Technical Working Group


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler OMA Presence SIMPLE V1.1, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-Presence_SIMPLE-V1_1 [OMATSPRES]
· OMA-TS-Presence_SIMPLE_RLS_XDM-V1_1 [OMA-RLS-XDM]
· OMA-TS-Presence_SIMPLE_XDM-V1_1 [OMA-Presence-XDM]
Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for Presence SIMPLE V1.1.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested  within Enabler Presence SIMPLE V1.1.
This version of the Presence SIMPLE enabler references the XDM V1.1 enabler, due to the OMA recommendation that implementations not use the XDM V1.0 enabler.
NOTE:
The Presence SIMPLE V1.1 Enabler Release is intended to obsolete V1.0.  It is therefore recommended that implementations not use the Presence SIMPLE V1.0 Enabler Release. 

It is the PAG recommendation that no new IOP testing is required for Presence SIMPLE V1.1.

5. Test Requirements
5.1 Mandatory Enabler Test Requirements

The test requirements collected in this section are related to the Enabler Presence SIMPLE V1.1.

Following generic requirements are identified for the Enabler tests:

- The enabler functionality can be implemented in different configurations. Some functionality may exist both in server as well as in client implementations. The test cases must be able to cater for that. 

- Test cases should be defined in a way that the same or similar test case can be executed in one operator network and/or in a multi operator network.

- The test cases will require that sufficient data is at hand and configured correctly. To do so may need implicit tests of provisioning, which is not defined in this document.

- The test network needed for each test needs to be defined (like number of participating clients, servers, needed network resources etc.).

5.1.1 Test Requirements Presence

Mandatory test requirements are covering mandatory features/functions of an Enabler, which shall always be implemented.

5.1.1.1 Presence features

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Publication of presence information 
([OMARDPRES] 6.1.3.1#1, [OMATSPRES] 5.1.1)
	Verify that a presence source supports publication of at least one presence information element as defined in [OMATSPRES]

	
	[02]: Aggregation of presence information 
([OMARDPRES] 6.1.3.1#3)
	Verify that a presence server supports aggregation of multiple presence elements per user

	
	[03]: Storage of presence information ([OMARDPRES] 6.1.3.1#3)
	Verify that a presence server supports storage of multiple presence elements per user

	
	[04]: Publication of multiple presence information 
([OMARDPRES] 6.1.3.1#4)
	Verify that a presence server supports publication of multiple presence elements at the same time.

	
	[05]: Publication of presence information on multiple clients ([OMARDPRES] 6.1.3#3)
	Verify that a presence server supports publication of presence information for multiple presence sources for the same presentity.

	
	[06]: Order of Notification ([OMARDPRES] 6.1.3.3#2)
	Verify that notifications are sent in the correct consecutive order.

	
	[07] Fetch and one-time subscription ([OMARDPRES] 6.1.3.2#1,27)
	Verify that the requested presence information is sent to the watcher.

	
	[08]: Subscription to real-time notification 
([OMARDPRES] 6.1.3.2#2)
	Verify that the requested presence information is sent to the watcher, when it is newly created or modified.

	
	[09] Subscription to periodical notification  

([OMARDPRES] 6.1.3.2#3)
	Verify that the requested presence information is sent to the watcher periodically.

	
	[10]: Subscription to the full or partial presence information ([OMARDPRES] 6.1.3.2#5)
	Verify that full or partial presence information is sent to the watcher.

	
	[11]: Subscription Expiration Notification 
([OMARDPRES] 6.1.3.2#7)
	Verify that a watcher is notified when his subscription expires.

	
	[12]: Subscription Renewal ([OMARDPRES] 6.1.3.2#8)
	Verify that the presence information is sent to the watcher according to the policy (e.g., periodically, when the changes occur) during the expanded subscription duration.

	
	[13]: Subscription Expiration ([OMARDPRES] 6.1.3.2#9)
	Verify that the subscription expires after the specified duration.

	
	[14]: Subscription Cancellation ([OMARDPRES] 6.1.3.2#10,12)
	Verify that the watcher does not receive the presence information after the cancellation.

	
	[15]: Subscription Cancellation Notification 
([OMARDPRES] 6.1.3.2#11)
	Verify that the watcher is notified of the cancellation of his/her subscription.

	
	[16]: Notification to a presentity of the  request for his/her presence information  
([OMARDPRES] 6.1.3.2#21)
	Verify that a presentity is notified whenever his/her presence information is requested.

	
	[17]: Bulk operations  ([OMARDPRES] 6.1.3.2#25)
	Verify that a presentity can perform operations related to the subscription of multiple watchers in bulk.

	
	[18]: Bulk operations  ([OMARDPRES] 6.1.3.2#25)
	Verify that the watcher can perform operations related to the subscription to multiple presentities in bulk.

	
	[19]: Direct Content Size Limit ([OMATSPRES] 5.1.1.2.2)
	Verify that a presence source can publish direct content data with a size less than the defined limit.

	
	[20]: Direct Content Size Limit ([OMATSPRES] 5.1.1.2.2)
	Verify that a presence source does not publish direct content data with a size bigger than the defined limit.

	ERROR FLOW
	[01]: Publication of presence information 
([OMARDPRES] 6.1.3.1#1,4)
	Verify that error handling exists in the presence server for publication of incorrect presence information

	
	[02]: Publication of presence information
([OMARDPRES] 6.1.3.1#1)
	Verify that error handling exists in the presence source for publication of incorrect presence information

	
	[03]: Handling of multiple presence elements 
([OMARDPRES] 6.1.3.1#3,)
	Verify that error handling exists in the presence server for aggregation and storage of one or more incorrect presence elements.

	
	[04]: Retrieval of presence information 
([OMARDPRES] 6.1.3.1#5)
	Verify that error handling exists in the presence server for retrieval of incorrect presence information from presence sources.

	
	[05]: Order of Notification ([OMARDPRES] 6.1.3.3#2)
	Verify that error handling exists in the watcher for receipt of notification s in incorrect order.

	
	[06]: Request of presence information ([OMARDPRES] 6.1.3.2#1,2,3,5,27)
	Verify that error handling exists in the watcher for rejection of request for presence information.

	
	[07]: Receipt of presence information ([OMARDPRES] 6.1.3.2#1,2,3,5,10,12,27)
	Verify that error handling exists in the watcher for receipt of incorrect/unknown/not-requested presence information.

	
	[08]: Subscription Expiration Notification 
([OMARDPRES] 6.1.3.2#7,11)
	Verify that error handling exists in the watcher for non-receipt of expiration/cancellation of his/her subscription.

	
	[09]: Reception of presence information 
([OMARDPRES] 6.1.3.1#6)
	Verify that error handling exists in the presence server for reception of presence information from non-authorized presence sources.


Table 1 Mandatory Test Requirements for Presence Feature
5.1.1.2 Configuration

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Concurrent multiple presence enabled services 
([OMARDPRES] 6.1.3#2)
	Verify that one presence subscriber can subscribe to the presence information for the multiple, concurrent presence enabled services.

	
	[02]: Concurrent multiple terminals ([OMARDPRES] 6.1.3#3)
	Verify that one presence subscriber can use concurrent multiple terminal devices.

	ERROR FLOW
	
	


Table 2 Mandatory Test Requirements for Configuration
5.1.1.3 Preferences

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Control of distribution of presence information  ([OMARDPRES] 6.1.3.4#1)
	Verify that a presentity can control how his/her presence information is distributed.

	
	[02]: Distribution policy ([OMARDPRES] 6.1.3.4#2)
	Verify that it’s possible to define policies so that different presence information can be sent to individual watchers.

	
	[03]: Distribution policy ([OMARDPRES] 6.1.3.4#3, 6.1.7#3)
	Verify that a presentity can define  policies for anonymous or unauthenticated watchers.

	
	[04]: Default policy 
([OMARDPRES] 6.1.3.4#4)
	Verify that it’s possible to define a default policy which can be used for unspecified watchers.

	
	[05]: Policy applied to a particular watcher, request, or request type ([OMARDPRES] 6.1.3.4#5)
	Verify that a presentity can define a policy for 

(a) a particular watcher

(b) a particular request

(c) a particular request type

	
	[06]: Policy for revealing of all the presence information 
([OMARDPRES] 6.1.3.4#6)
	Verify that a watcher is notified of all the presence information of a presentity, if the watcher falls into a group that the presentity decides to reveal all his/her presence information to.

	
	[07]: Policy for revealing of a subset of the presence information ([OMARDPRES] 6.1.3.4#6)
	Verify that a watcher is notified of a specified subset of the presence information of a presentity, if the watcher falls into a group that the presentity decides to reveal a subset of his/her presence information to.

	
	[08]: Policy for revealing of the specified presence information ([OMARDPRES] 6.1.3.4#6)
	Verify that a said watcher is notified of the specified presence related information of a presentity, if the watcher falls into a group that the presentity decides to reveal that information to.

	
	[09]: Default policy based on presentity, watcher, group of presentities, group of watchers  ([OMARDPRES] 6.1.3.4#8)
	Verify that a Presence Service provides a mechanism which can be used by presentities and/or administrators to define default policies based on:

(a) presentity

(b) watcher

(c) group of presentities

(d) group of watchers

	ERROR FLOW
	
	


Table 3 Mandatory Test Requirements for Preferences
5.1.1.4 Authorization

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Reactive Authorization ([OMARDPRES] 6.1.3.2#13)
	Verify that a presentity can authorize a watcher to subscribe to his/her presence information when the request arrives.

	
	[02]: Proactive Authorization ([OMARDPRES] 6.1.3.2#14)
	Verify that a presentity can authorize a watcher to subscribe to his/her presence information prior to the request from that watcher arrives.

	
	[03]: Proactive Authorization during the Reactive Authorization ([OMARDPRES] 6.1.3.2#15)
	Verify that a presentity can authorize a watcher to subscribe to his/her presence information when the request arrives and also authorize the watcher to subscribe in the future.

	
	[04]: Proactive Authorization for groups of watchers 
([OMARDPRES] 6.1.3.2#16)
	Verify that a presentity can authorize a list of watchers to subscribe to his/her presence information prior to the request from that watcher arrives.

	
	[05]: Reactive Authorization for groups of watchers 
([OMARDPRES] 6.1.3.2#17)
	Verify that a presentity can authorize a list of watchers to subscribe to his/her presence information when the request from that watcher arrives.

	
	[06]: Notification of the Result of Requested Subscription ([OMARDPRES] 6.1.3.2#19)
	Verify that a watcher is notified of the result of the subscription request.

	ERROR FLOW
	
	


Table 4 Mandatory Test Requirements for Authorization

5.1.1.5 Presence Information
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Segmentation of Presence Information[OMARDPRES] 6.1.4.1#1, 
([OMATSPRES] 10.3)
	Verify that a presence information is segmented in zero or more presence elements using the “tuple”, “device” and “person”  elements 

	
	[02]: Prioritization of presence information elements [OMARDPRES] 6.1.4.1#2, 
([OMATSPRES] 10.3.5.3)
	Verify that presence information elements can be prioritized using the “priority” attribute of the “tuple” element.



	
	[03]: Expire time 
([OMARDPRES] 6.1.4.1#3, 
[OMATSPRES] 5.4.1)
	Verify that an expire time can be associated with a  presence element using the “Expires” header field of PUBLISH method as defined in [OMATSPRES] 5.4.1. 



	
	[04]: Rich Presence Information ([OMARDPRES] 6.1.4.2#1, [OMATSPRES] 10.3)
	Verify that a presence source can publish a rich set of presence information. 

	
	[05]: Standard Format of Presence Information 
([OMARDPRES] 6.1.4.2#2 [OMATSPRES] 10.3)
	Verify that a watcher understands the presence information represented in the format defined in [OMATSPRES] 10.3

	
	[06]: Standard Format of Presence Information – Network Availability ([OMARDPRES] 6.1.4.2#3-e, [OMATSPRES] 10.3.4)
	Verify that it’s possible to specify the network availability using the element of “network availability” defined in [OMATSPRES] 10.3.4) 

(a) attached in a network: open

(b) not-attached in a network:  closed

	
	[07]: Standard Format of Presence Information – Communication Address 
([OMARDPRES] 6.1.4.2#3-f, [OMATSPRES] 10.3.5)
	Verify that it’s possible to specify the communication address in the presence information using the “contact” element defined in [OMATSPRES] 10.3.5

	
	[08]: Standard Format of Presence Information – Presentity Supplied Activity  
([OMARDPRES] 6.1.4.2#3-g-i, [OMATSPRES] 10.3.6)
	Verify that a presentity can publish his/her activity using the “activities” element defined in [OMATSPRES] 10.3.6. Examples of the activities are: 

(a) in a meeting

(b) at the movies

(c) on the phone

	
	[09]: Standard Format of Presence Information –  Presentity Supplied Location 
([OMARDPRES] 6.1.4.2#3-g-ii, [OMATSPRES] 10.3.7)
	Verify that a presentity can publish his/her textual location using the “location-type” element defined in [OMATSPRES] 10.3.7. Examples of the textual location are: 

(a) at home

(b) at work

(c) at the supermarket

	
	[10]: Standard Format of Presence Information – Device / Network derived location 
([OMARDPRES] 6.1.4.2#3-h, [OMATSPRES] 10.3.8)
	Verify that it’s possible to include the location information using the “geographic location” element defined in  [OMATSPRES] 10.3.8)

	
	[11]: Standard Format of Presence Information – Time-zone ([OMARDPRES] 6.1.4.2#3-j, [OMATSPRES] 10.3.9)
	Verify that it’s possible to specify the time-zone such as GMT using the “time-zone” element defined in [OMATSPRES] 10.3.9)


	
	[12]: Standard Format of Presence Information – Personal information (Mood) 
([OMARDPRES] 6.1.4.2#3-k-i, [OMATSPRES] 10.3.10)
	Verify that a presentity can publish his/her mood using the “mood” element defined in [OMATSPRES] 10.3.10

Examples of the mood are:

(textual) happy, angry, sad etc.



	
	[13]: Standard Format of Presence Information – Personal information (Icon) 
([OMARDPRES] 6.1.4.2#3-k-iv, [OMATSPRES] 10.3.11)
	Verify that a presentity can specify an icon, such as a status icon of the presentity’s choice, using  the “icon” element .



	ERROR FLOW
	[01]:Presence Information Format ([OMARDPRES] 6.1.4) 
	Verify that error handling exists in the presence server for handling of presence information in a incorrect format.


Table 5 Mandatory Test Requirements for Presence Information
5.1.1.6 Network Interfaces
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: SIP based-network  ([OMARDPRES] 6.1.6#1)
	Verify that a Presence Server can be accessible using SIP. via Reference Point PRS-3.

	
	[02: SIP based-network  
([OMARDPRES] 6.1.6#1)
	Verify that a Presence Source and a Watcher can be accessible using SIP via Reference Point PRS-1 and PRS-2. 

	
	[03]: Simultaneous access from multiple physical location ([OMARDPRES] 6.1.6#4)
	Verify that a Presentity and/or Watcher can access to Presence Service under the same identity from multiple physical location.

	ERROR FLOW
	
	


Table 6 Mandatory Test Requirements for Network Interfaces
5.1.1.7 Security
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Service Authentication  ([OMARDPRES] 6.1.7-1)
	Verify that a Presence Service supports the secure authentication mechanism.

	
	[02: Client Authentication  ([OMARDPRES] 6.1.7#2, 6.1.8#1)
	Verify that Presentities and Watchers support the secure authentication mechanism.

	
	[03]: Authentication of Presence Source 
([OMARDPRES] 6.1.7#8, 6.1.8#1)
	Verify that Presence Sources support the secure authentication mechanism.

	
	[04]: Confidentiality 
([OMARDPRES] 6.1.7#6)
	Verify that a Presence Service provides a mechanism to protect the privacy of exchanged information.

	
	[05]: Interfering 
([OMARDPRES] 6.1.7#7)
	Verify that a Presence Service provides a mechanism to prevent third parties from interfering with the provided services.

	
	[06]: Integrity 
([OMARDPRES] 6.1.7#9)
	Verify that a Presence Service provides a mechanism to protect the integrity of exchanged messages.

	ERROR FLOW
	
	


Table 7 Mandatory Test Requirements for Security
5.1.1.8 Interworking with Other Enablers
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Standard Format of Presence Information – Application Specific Availability (PoC) 
([OMARDPRES] 6.1.4.2#3-d, 6.1.4.3#1, 6.1.4.3#3, [OMARDPOC] 6.2.6, 6.3.7, [OMATSPRES] 10.3.3,)
	Verify that a Presence Server supports an application specific availability in a standard format. The “service-description/name” with its value “org.oma:PoC” The “status/idle” element of a tuple containing the “service-description/name” with its value “org.oma:PoC” indicates “registered with the PoC Services”.

	
	[02]: Standard Format of Presence Information – Application Specific Willingness 
([OMARDPRES] 6.1.4.2#3-b, 6.1.4.3#1, 6.1.4.3#3, [OMARDPOC] 6.2.6, 6.3.7, [OMATSPRES] 10.3.1, 10.4)
	Verify that a Presence Server supports an application specific willingness in a standard format. The “status/basic” element of a tuple containing the “service-description/name” with its value “org.oma:PoC” “contact”  indicates “willingness for PoC”. 

(a) willing: open

(b) not willing: closed

Info: [OMARDPOC] 6.2.6 defines the following presence states: 
(a) DnD Incoming Session
(b) DnD Alerts
(c) Registered
(d) Accept incoming sessions
(e) Accept incoming alerts
(f) Currently in at least 1 session

	ERROR FLOW
	
	


Table 9 Mandatory Test Requirements for Interworking with Other Enablers
5.1.2 Enabler Test Requirements XDMs

The testing requirements specified in this section, are described in [OMA-Presence-XDM] and [OMA-RLS-XDM].
5.1.2.1 Test requirements Presence-XDM

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: “Group Lists” 
([OMARDPRES] 6.1.5#1) 
	Verify that presentities can manage/utilize (using XDM functions) Presence Authorisation Rules’ documents stored in the Presence XDMS.

	
	[2]: Subscription Authorization Rules ([OMA-Presence-XDM], section 5.1.1)
	a) Verify that the Presence server is able to determine the authorization of watcher based on authorization policies defined by the service provider (local policy) and the Presence Authorization Rules documents stored in the Presence XDMS that is defined by Presentity.

b) Verify that the Presentity and Presence server both are able to support the XDM structure of Subscription Authorization Rules, including the  following:

b.1) Application Unique ID

b.2) XML Schema

b.3) MIME type

b.4) Validation constraints
b.5) Data Semantics 
b.6) Naming conventions

b.7) (Global documents)

b.8) (Resource interdependency)

b.9) Authorization policies

c) Verify that the Subscription Authorisation Rules contains “conditions” and “actions”.

d) Verify that the “conditions” can support the "identity", “external-list” element and “other-identity” that include identities of the potential watchers.

e) Verify that the "actions" element contains  "sub-handling" element which supports 4 values “block”, “confirm” , “polite-block” and “allow”.

	
	[3]: Presence Content Rules 
([OMA-Presence-XDM], section 5.1.2)
	a) Verify that the Presence server is able to support the Presence Content Rules structure (conform with pres-rules), including the following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

(Global documents)

(Resource interdependency)

Authorization policies



	
	[04]: Presence Content Rules 
([OMA-Presence-XDM], section 5.1.2)
	Verify that the Presence server supports the “transformations” element that is (as described in [OMA-Presence-XDM]) able to include 


a.   the <provide-persons> element 

b. the <provide-devices> element 

c. the <provide-services> element and optionally its child elements 

d. the <provide-willingness> element] 

e. the <provide-network-availability> element 

f. the <provide-session-participation> element 

g. the <provide-activities> element 

h. the <provide-mood> element 



	
	[05]: Presence Content Rules 
([OMA-Presence-XDM], section 5.1.2)
	Verify that the Presence server supports the “transformations” element that is (as described in [OMA-Presence-XDM]) able to include 
a. the <provide-place-type> element 

b. the <provide-status-icon> element;

c. the <provide-time-offset> element 

d. the <provide-note> element 

e. the <provide-geopriv> element 

f. the <provide-all-attributes> element.

g. the <provide-place-type> element 

h. the <provide-status-icon> element 

i. the <provide-time-offset> element 

j. the <provide-note> element 

k. the <provide-geopriv> element

l. the <provide-all-attributes> element 

	ERROR FLOW
	
	


Table 9 Mandatory Test Requirements for Presence XDM

5.1.2.2 Test Requirements RLS-XDM

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: “Group Lists” 
([OMARDPRES] 6.1.5#1) 
	Verify that watchers can manage/utilize (using XDM functions) presence lists stored in the RLS XDMS.

	
	[02]: Presence List 
([OMA-RLS-XDM], section 5.1)
	Verify that the watcher and RLS XDMS both are able to support the Presence Content Rules structure, including the  following:

Application Unique ID

Default Namespace

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

	ERROR FLOW
	[01]: Validation constraints 1 
([OMA-RLS-XDM], section 5.1.6)
	Verify if the Service URI does not conform to the local policy, the RLS XDMS is able to respond with an HTTP “409 Conflict” response.

	
	[02]: Validation constraints 2, 
([OMA-RLS-XDM], section 5.1.6)
	Verify if the received HTTP “409 Conflict” response includes an “alt-value” element, the XDMC optionally supports to repeat the XCAP request using one of the Service URI provided in the received “alt-value” element.


Table 10 Mandatory Test Requirements for RLS XDM
5.2 Optional Enabler Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

5.2.1 Presence Features
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Publication of presence information with Presence Profiles ([OMARDPRES] 6.1.2)
	Verify that a presentity can use a Presence Profile to define set of presence elements

	
	[02]: Watchers information  ([OMARDPRES] 6.1.3.2#4)
	Verify that a presentity can be provided with the information related to his/her watcher..

	
	[03]: Conditional Notification ([OMARDPRES] 6.1.3.2#4)
	The presence information is sent to the watcher when the requested condition (e.g., such as specific changes in presence status, time constraint, such as buffering and throttling mechanism) is met.

	
	[04]: Subscription Expiration ([OMARDPRES] 6.1.3.2#9)
	Verify that the subscription expires after the specified duration or the overridden duration by the presentity’s preference or the configuration parameter of the service provider .

	
	[05]: Notification to a presentity of the expired subscription

([OMARDPRES] 6.1.3.2#22)
	Verify that a presentity is notified whenever one of the subscription to his/her presence information expires.

	
	[06] Subscription to a subset of presence information 
([OMARDPRES] 6.1.3.2#24)
	Verify that a subset of presence information is sent to the watcher, subject to the presentity’s preference.

	
	[07]: Direct Content Size Limit ([OMATSPRES] 5.3.1.2)
	Verify that a presence server returns the SIP response “413 Request Entity Too Large” when it receives direct content data with a size bigger than the defined limit.

	ERROR FLOW
	[01]: PoC Enabler as a Watcher – Session Establishment

 ([OMARDPOC] 6.1.4.2)
	The availability of the members of the group for a PoC session is checked to decide if the session is initiated. 


Table 12 Optional Test Requirements for Presence Features

5.2.1.1 Authorization
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Polite Blocking 
[OMARDPRES] 6.1.3.2#20)
	Verify that the subscribed watcher is notified as accepted while the request is denied.

	ERROR FLOW
	
	


Table 12 Optional Test Requirements for Authorization

5.3 Requirements not Covered with Test Requirements

	NON-COVERED RD REQUIREMENTS
	REASON

	Section
	Bullet number
	NOT TESTABLE
	CONFORMANCE TYPE
	Others

	6.1.1 General
	-
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.2 User Experience
	Partially covered
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.1 Publish
	8
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.2 Subscription
	18
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Not understandable

	6.1.3.2 Subscription
	28
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	MAY

	6.1.3.3 Notify
	1
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Not understandable

	6.1.3.3 Notify
	3,4,5
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	MAY

	6.1.3.4 Preferences
	3
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.4 Preferences
	7
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Not supported for Phase 1

	6.1.4.2 Presence Information Format
	3-d
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Only PoC example covered

	6.1.4.2 Presence Information Format
	4,5,7,8,9.10,12, 13
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.4.2 Presence Information Format
	6,11,14
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	SHOULD

	6.1.4.2
	3-c, 3-i-i, 3-i-ii, 3-k-ii, 3-k-iii, 
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Not supported for Phase 1

	6.1.4.3 Enabler specific issues
	1

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Only PoC example covered

	6.1.4.3 Enabler specific issues
	3 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Only PoC example covered

	6.1.4.3 Enabler specific issues
	2,4
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	SHOULD

	6.1.6 Network Interfaces
	5,6
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.7 Security
	
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.8 Presence Sources and Watchers
	2
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	SHOULD

	6.1.9 Collecting Accounting Information
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.10 Operational & Quality of Experience
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.11 Interoperability between Presence Service Providers & Service Entities
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	


Table 13 Requirements not covered with test requirements
5.4 Backwards Compatibility

Enabler Presence SIMPLE V1.1 has no backwards compatibility test requirements.

5.5 Enabler Dependencies

Enabler Presence SIMPLE V1.1 has the following dependencies:

	Dependencies
	Descriptions

	Enabler XML Document Management
	The Presence-SIMPLE V1.1 enabler shall be able to use the enabler XML Document Management.

	Enabler Device Management
	The Presence-SIMPLE V1.1 enabler shall be able to use the enabler Device Management.

	
	


Appendix A. Test Requirements for Features not specified in release one of Presence-SIMPLE (Informative)

This Appendix is a collection of features that are covered by [OMARDPRES], but not by [OMATSPRES] so are therefore out of scope of Release 1.1.
A.1 Mandatory features 
A.1.1 Presence

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01] Notification Frequency ([OMARDPRES] 6.1.3.2#26)
	Verify that the watcher is notified with the specified maximum frequency.

	
	[02]: Retrieval of presence information 

([OMARDPRES] 6.1.3.1#5)
	Verify that a presence server supports retrieval of presence information from presence sources such as network entities and user agents.

	ERROR FLOW
	[01]: Notification Frequency ([OMARDPRES] 6.1.3.2#26)
	Verify that error handling exists in the watcher for receipt of notification more frequently than requested.


Table 14 Mandatory Test Requirement for Presence
A.1.2 Delegation
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Delegated Watcher ([OMARDPRES] 6.1.3.2#23)
	Verify that a presentity can authorize a watcher to retrieve its presence information on behalf of another watcher

	
	[02]: Delegated Presentity  ([OMARDPRES] 6.1.3.5#1)
	Verify that an authorized presentity can publish the presence information on behalf of another presentity

	
	[03]: Delegated Presentity/Watcher  ([OMARDPRES] 6.1.3.5#2)
	Verify that a delegated presentity or watcher can perform the subscription operation on behalf of another presentity or watcher

	ERROR FLOW
	
	


Table 15 Mandatory Test Requirement for Delegation
A.2 Optional features

A.2.1 Delegation

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	[01]: Delegated Presence Source/ Presentity  
([OMARDPRES] 6.1.3.1#2, 6.1.3.1#7, 6.1.3.5#3)
	Verify that an authorized presence source/presentity can configure the preferences of other presentities on behalf of them

	
	[02]: Delegated Presentity/Watcher  ([OMARDPRES] 6.1.3.5#4)
	Verify that a Presence Service provides a mechanism to configure delegation policy to the presence service when a presentity or watcher cannot be reached.

	ERROR FLOW
	
	


Table 16 Optional Test Requirements for Delegation
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