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1 Reason for Contribution

There is a situation when we want to send an attachment file within an instant message from client A to client B. 

Currently, client A sends an instant message with attachment file to a server, although client B may not be able to handle the attached file. 

The instant message with attachment file will be rejected later by the client B when client B is notified a new message, which the client B determines useless because it cannot handle the attached file. In the long run, the client A and the server wasted their resources to transfer a message from client A to the server, without fulfilling its aim: sending a new message to the client B.

This input contribution introduces new concept, which will remove unnecessary message transfer from the sender to the server..
Following the OMA process, Samsung Electronics proposes this feature as the input to the Requirement Document for the next release of MWG IM
2 Summary of Contribution

<text describing the scope and nature of the proposed text or actions to be taken>

Refer to “Reason for Contribution”
3 Detailed Proposal
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See the attached document. 

4 Intellectual Property Rights Considerations

<Describe the status of any IPR that this contribution may affect>
None

5 Recommendation

<provide a description of the intended actions to be taken by the group>
Update relevant specification documents. 
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1. Scope


This document details the requirements about the feature of OMA-MWG-IM-2003-0015-Attachment-File-Transfer.

2. References


2.1 Normative References


		None

		



		

		





2.2 Informative References


		[Arch]

		“WV-040, System Architecture Model Version 1.2”. Open Mobile Alliance(. OMA-IMPS-WV-Arch-V1_2. URL: http://www.openmobilealliance.org/



		[FeaFun]




		“WV-041 Features and Functions Version 1.2”. Open Mobile Alliance(. OMA-IMPS-WV-Features_Functions-V1_2. URL: http://www.openmobilealliance.org/



		

		



		

		





3. Terminology and Conventions


3.1 Conventions


This is an informative document, and does not make a distinction between the mandatory and optional requirements. This document does not specify which requirements will be the subject of interoperability test suites. The word “shall” in this document means that the technical solution resulting from this document will meet the requirement as stated. 

3.2 Definitions


None.


3.3 Abbreviations


None.


4. Introduction


There is a situation when we want to send an attachment file within an instant message from client A to client B. 


Currently, client A sends an instant message with attachment file to a server, although client B may not be able to handle the attached file. 


The instant message with attachment file will be rejected later by the client B when client B is notified a new message, which the client B determines useless because it cannot handle the attached file. In the long run, the client A and the server wasted their resources to transfer a message from client A to the server, without fulfilling its aim: sending a new message to the client B.


This input contribution introduces new concept, which will remove unnecessary message transfer from the sender to the server.. 


5. Send Message Transaction
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Fig. 5‑１ Send Message Transaction

The method of sending message is as following.

First, if client A has an attachment message, it sends a RecipientCapability-Request message to a server to acquire client B's information. As described in table 5-1, the content of RecipientCapability-Request message is composed of a format and a size to the attachment. The server just forwards the message to client B as a form of  RecipientCapabilityUser-Request


Second, on receiving RecipientCapabilityUser-Request client B sends the server a RecipientCapabilityUser-Response message which contains the client B's information. As described in table 5-4, the content of a RecipientCapabilityUser-Response message is composed of the field-indicating whether client B has the capability to read the attachment or alternative capability to deal with the attachment format. The server only forwards RecipientCapabilityUser-Response to client A as a form of RecipientCapability-Response.


Third, If necessary client A appropriately manipulates the attachment file according to RecipientCapability-Response. This was depicted in the next section. Client A decides whether or not to send the attachment to client B. 


Client A sends an attachment file, using SendMessageRequest primitive, as it used to..


Table 5‑1 Information element in RecipientCapability-Request

		Information Element

		Req

		Type

		Description



		Message-Type

		M

		RecipientCapability-Request

		Message identifier



		Transaction-ID

		M

		String

		Identifies the transaction



		Session-ID

		M

		String

		Session ID for session



		Content-Info

		M

		Structure

		Content information data.





Content-Info element is composed of as following.

<!ELEMENT RecipientCapability-request ( MessageInfo ) >


<!ELEMENT ContentInfo (MessageID?, ContentType?, ContentEncoding?, ContentSize, Recipient, Sender)>


Table 5‑2 Information element in RecipientCapability-Response

		Information Element

		Req

		Type

		Description



		Message-Type

		M

		RecipientCapability-Response

		Message identifier



		Transaction-ID

		M

		String

		Identifies the transaction



		Session-ID

		M

		String

		Session ID for session



		Result

		M

		Result

		Result of the SendMessageRequest



		Message-ID

		C

		String

		Server generated message ID for this message





Result and Message-ID element are composed of as following.


<!ELEMENT RecipientCapability-Response ( Result, MessageID) >


<!ELEMENT Result (Code, Description?, DetailedResult*)>


<!ELEMENT MessageID (#PCDATA)>


Table 5‑3 Information element in RecipientCapabilityUser-Request


		Information Element

		Req

		Type

		Description



		Message-Type

		M

		RecipientCapabilityUser-Request

		Message identifier



		Transaction-ID

		M

		String

		Identifies the transaction



		Session-ID

		M

		String

		Session ID for session



		Content-Info

		M

		Structure

		Content information data.





Content-Info element is composed of as following.


<!ELEMENT RecipientCapability-request ( MessageInfo ) >


<!ELEMENT ContentInfo (MessageID?, ContentType?, ContentEncoding?, ContentSize, Recipient, Sender)>


Table 5‑4 Information element in RecipientCapabilityUser-Response

		Information Element

		Req

		Type

		Description



		Message-Type

		M

		RecipientCapabilityUser-Response

		Message identifier



		Transaction-ID

		M

		String

		Identifies the transaction



		Session-ID

		M

		String

		Session ID for session



		Result

		M

		Result

		Result of the SendMessageRequest



		Message-ID

		C

		String

		Server generated message ID for this message





Result and Message-ID element are composed of as following.


<!ELEMENT RecipientCapability-Response ( Result, MessageID) >


<!ELEMENT Result (Code, Description?, DetailedResult*)>


<!ELEMENT MessageID (#PCDATA)>


6. Use Case

Case 1:


Client A sends RecipientSendMessageRequest message to client B with the intention of sending the 640*480 64K color JPEG still image. With the response of  RecipientSendMessageResponse, client A knows whether client B has the ability to decode the attachment file or not. Client B has the ability, then client A sends the attachment file to client B.


Case 2:


Client A sends RecipientSendMessageRequest message to client C with the intention of sending the 640*480 64K JPEG still image. With the response of  RecipientSendMessageResponse, client A knows that client C does not have the ability to decode the attachment file, but client A knows that client C supports an alternative data format: 320*240 GIF 256 color. So client A converts the previous attachment file and sends the converted file..


7. Implementation

Following is an implementation example for the client A’s side.
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fig 7‑１ Block Diagram

Appendix A. Change History
(Informative)


		Type of Change

		Date

		Section

		Description



		Class 0

		31-Oct-03

		

		The initial version of this document.
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