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1. Scope

This white paper provides “Best Current Practice” type of information and a guideline for developers in order to increase application level interoperability. The target application (client or server) category is called Instant Messaging Application (IM). The goal of this white paper is to ensure homogenous user experience across different IM Application. 

The baseline specification assumed by this document is  OMA IMPS 1.1. These do not support any application category signaling. Therefore there is no guarantee that information originated by an IM application will be consumed by an IM application at the receiving end. In this document, OMA IMPS 1.1 is only refered but the same logic can be used for WV 1.1

2. References

2.1 Normative References

	None
	

	
	

	
	

	
	


2.2 Informative References

	
	

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[CSP]
	Wireless Village Client to Server Protocol specification v. 1.1

	[FF]
	Wireless Village Features and Functions v. 1.1

	[SCR]
	Wireless Village Static Conformance Requirement CSP Protocol v. 1.1

	[PA]
	Wireless Village Presence Attributes v. 1.1

	[ARCH]
	Wireless Village System Architecture Model Version 1.1

	[PEP]
	Presence Enhanced Phonebook Application 


3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions


	None
	

	
	

	
	


3.3 Abbreviations


	OMA
	Open Mobile Alliance

	HTTP
	Hyper Text Transfer Protocol

	WV
	Wireless Village

	PA
	Presence Attribute

	PEP
	Presence Enhanced Phonebook

	IOP
	Interoperability

	IMPS
	Instant Messaging and Presence Service

	


4. Introduction

The target of this document is to define Instant Messaging features that enable an IM application, to exchange instant messages and presence information with other IM applications. The IM application category requires different service elements defined in OMA IMPS 1.1 [ARCH], it is optional to physichally integrate the service elements into the IM server but support for the listed service elements is required in the service architecture. Following general requirements shall be fulfilled:

G1. The content of A party’s instant messages (what A inserts as message in UI) shall be transferred undistorted from A party’s user interface to B party’s user interface.

G2.  A conformant IM application must support presence attributes as defined in this document. The semantical meaning of presence attributes is common for all IM applications. Therefore, processing of attributes must be only according to this document including mapping to the OMA IMPS presence attribute and semantics of the combined attributes. The presence information for an IM application conforms in addition to this also to PEP G2 requirement. .

G3. The presence authorization model for an IM application shall conform to PEP presence authorization model but the actual authorization lists may be separate. In addition, presence blocking shall conform to PEP Block List model requirements.

G4. All IM applications shall conforman to OMA IMPS 1.1 


5. IM Level 1 specification 

The scope of level 1 is those features that apply end to end (IM client to IM client). On level 1 an IM client of a user publishes/accesses presence information or sends/receives instant messages.
5.1 Instant Messaging Level 1

The IM application shall support transfer of instant messges between two users as well as messages to and from joined groups. The sub chapters describe which content the IM applications shall support.

5.1.1  Instant Messaging Content

The IM application must support plain text for instant messages, the supported encodings and charsets are detailed in chapters below. The IM application may support predefined emoticons. The presentation (picture) of the emoticons is not defined in this document. The semantics and values of emoticons are listed in Table 1. Handling of content or emoticons not specified in this document is unspecified.

5.1.1.1 Text Encodings

The text parts (text/plain) shall support the character encodings:

utf-8 (IANA MIBenum 106) [Unicode]

In addition to this for incoming messages the text parts shall support

us-ascii (IANA MIBEnum 3)

In the text parts, the supported characters (glyphs) shall be at least those in ISO 8859-1. The encoding used is reflected as content type, i.e. “text/plain; utf-8”. In the capability negotiation the client needs to specify support only for “text/plain; utf-8”.

5.1.1.2 Emoticons

The following sequence of characters in text content should be translated to emoticons. 

	ASCII-string
	Value

	:-)
	HAPPY

	:)
	HAPPY

	:-(
	SAD

	:(
	SAD

	:D
	SURPRISE

	:-x
	KISS

	:-l
	INDIFFERENT

	[:]
	ROBOT

	|-l
	ASLEEP

	;-)
	WINK

	:-[
	VERY SAD

	:-]
	VERY HAPPY

	:-/
	SCEPTICAL

	:->
	WICKED SMILE


Table 1
5.1.1.3 Content Size

The IM client shall support 400 characters in an IM message. The text/plain content type shall be used.

5.2 Presence

An IM application must support the presence attributes as specified below. In addition to these an IM client may support other OMA IMPS 1.1 presence attributes. However OMA IMPS 1.1 presence attributes with a defined semantics and syntax in PEP must be followed by IM applications according to PEP [PEP]. IM_Status attribute is, mapped to OMA IMPS 1.1 OnlineStatus attribute and OMA IMPS 1.1 CommCap/IM attribute. PEP uses OMA IMPS 1.1 OnlineStatus as validater to other attributes. The IM_OnlineStatus attribute inherits PEP’s semantics and behavior of OMA IMPS 1.1_OnlineStatus and adds IM semantics and syntax. 

5.2.1 IM_Status

This attribute is used to show the status of the IM client. The OMA IMPS 1.1 OnlineStatus attribute and CommCap/IM is used to validate IM_Status. An IM client must support OMA IMPS 1.1 OnlinStatus attribute and OMA IMPS 1.1 CommCap attribute.  
IM_Status must have following values:

· IM_ONLINE: The IM client is attached to an ongoing session with the OMA IMPS server.

· IM_OFFLINE: The IM client is not attached to any session with the OMA IMPS server

· IM_AVAILABLE (In case of support of PEP)

· IM_DISCREET (In case of support of PEP)

· IM_NOT_AVAILABLE (In case of support of PEP)

5.2.2 Mapping of the IM attributes to OMA IMPS1.1 /OMA IMPS 1.1 attributes

Following table shows the mapping.

	IM Attribute
	OMA IMPS1.1 Attribute

	IM_Status=IM_ONLINE
	CommCap/IM (Status = OPEN) + OnlineStatus = T

	IM_Status= IM_OFFLINE
	CommCap/IM (Status = OPEN) + OnlineStatus = F

	IM_Status= IM_OFFLINE
	CommCap/IM (Status = CLOSED) + OnlineStatus = T

	IM_Status= IM_OFFLINE
	CommCap/IM (Status = CLOSED) + OnlineStatus = F


The following mapping table applies in case of interworking or IM application has support for PEP attributes when received. It is implementational issue whether to combine the tables in the user interface or displaying them separately.

	IM Attribute
	OMA IMPS1.1 Attribute 

	IM_Status=IM_AVAILABLE
	UserAvailability = AVAILABLE
CommCap/IM (Status = OPEN) 

OnlineStatus = T

	IM_Status=IM_DISCREET
	UserAvailability = DISCREET

CommCap/IM (Status = OPEN) 

OnlineStatus = T

	IM_Status=IM_NOT_AVAILABLE
	UserAvailability = NOT AVAILABLE

CommCap/IM (Status = OPEN) 
OnlineStatus = T

	IM_Status = IM_OFFLINE
Whatcher should be informed that publisher is not likely able to receive IMs.
	OnlineStatus= T 

CommCAP not received. (Inter working case NON IM client.

	
	


	IM_Status = IM_OFFLINE
Whatcher should be informed that publisher is not likely able to receive IMs
	OnlineStatus = F


Table 2
5.2.3 Presence Attribute Qualifier

Validity of the presence attribute is determined by its qualifier and thus an IM application must support the Qualifier field in all of the OMA IMPS presence attributes. The IM Client must supply the qualifier and its value everytime when publishing any presence attribute. Updating the qualifier of particular presence attribute to F invalidates the attribute for all presence consumers until the publishing client re-updates the qualifier to T. 

The server should assume that the default value of the qualifier is T. This applies when the publishing client updates an attribute first time without the qualifier.

The server should always include the qualifier for attributes in presence notifications and GetPresenceResponse primitives. When the qualifier is F the server must not include the value of the attribute in presence notifications and GetPresenceResponse primitives.

Actual rendering of the other attributes when the qualifier is changed from T to F individually is not defined in this document. However, the semantic of qualifier must be according to 8.1.2 in [PA], i.e. “Any previous presence value stored in the client is out-of-date” when the qualifier is F, and the presence update must be ignored until it changes the Qualifier from F to T.

When receiving OMA IMPS_OnlineStatus with Qualifier set to FALSE (F) the IM client shall render IM Status = OFFLINE.
5.3 Invisibility

Invisible is used when the IM client wishes not to reveal to any other IM client that it is logged in to the IM server. IM uses the OMA IMPS CommCap presence attribute to show or set invisibility. An IM client that has been set invisible shall appear as its IM_Status = OFFLINE. To set invisible the IM client sends OMA IMPS CommCap/IM Status=Closed. It is optional to support enabling of Invisibility (i.e publish) but it is required to understand and render invisibility (i.e as a watcher). 

5.4 Invitation to Join Group

An IM client must support receiving group invitations, an invite user request to a group. It’s not required for an IM client to accept or decline the invite user request i.e. the invite user request may be received without further handling from the user. The IM client shall handle the invite user request as specified in [SCR]. 

6. IM Level 2 specification 

This level specifies the IM client to IM server relation without impacting IM clients of other users. Simultanous access to a user account from two or more IM clients is undefined for IM applications. The scope is on OMA IMPS functions that access user data or modify the state of the user account.

6.1 Address format of User-ID and Contact-List-ID

The IM client should support and use an external address format.

6.2 Client Addressing

In OMA IMPS 1.1 [CSP], the support for client addressing is left for future versions of the specifications. Sending an empty Client ID element is valid and the IM server must not rely on this element as addressing information in case of mobile clients. An IM client should not send an MSISDN, it is an implementational issue for the server to resolve the addressing to the IM client. 

6.3 Keep Alive Time

Due to capability limitations in battery and traffic congestion limitations for mobile handsets it is recommended to suggest a rather long Time To Live. However, it is not recommended to suggest too long Time To Live since this may affect the user experience.  It is recommended to suggest a Time To Live between 20 minutes to 30 minutes.

6.4 Search 

The IM client should support the SRCH search transactions specified in [SCR]. In addition to the search values specified in [PEP], the following search values are recommended:

· USER_FIRST_NAME 

· USER_LAST_NAME 

· GROUP_NAME 

· GROUP_TOPIC 
6.5 Instant Messaging Level 2

This chapter describes the delivering of instant messages to IM clients.

6.6 Delivery of messages to an IM client

Messages to an IM client are pushed. This is indicated by the IM client in the capability list in the capability request transaction. The IM client shall indicate “Push” in the capability request transaction.

Messages to an IM client that does not have an active wv-session may be stored. If there are stored messages for an IM client, when the IM client logs in, the messages shall be pushed to the IM client, in order for the IM client to receive them

An IM client may support blocking of messages. The user may block the delivery of instant messages from particular users by using the OMA IMPS 1.1 access control transactions.

6.6.1 Instant Message Sender/Recipient

The server must ensure that the message info element is correct in regards to sender element and recipient(s) element(s), it is optional for the client to include the children (user or group element) of the sender element.

The following applies to these elements:

Message to a user, user is identified by user id: the sender is the sending user’s user id and the recipient is the receiving user’s user id.

Message to a list of users, users are identifed by user ids: When sending a message to a list of users, the sender is the sendings user user id and the recipient is a list of the user ids of the receivers.  When the recipient sees the message info, the sender is the sending user's user id and the recipient is the user id of the receiving user.  The receiver is not aware of the other recipients of the message. 

Message to a group, group is identified by group id: the sender is the screen name used in that group by the user and the recipient is the group id.

Message to a user in a group identified by screen name: the sender is the screen name used in that group by the sender and the recipient is the screen name used by the receiving user in that group.

Message to a contact list: When sending a message to a contact list, the sender is the sending user’s user id and the recipient is the contact list’s contact list id. When the recipient sees the message info, the sender is the sending user’s user id and the recipient is the user id of the receiving user.   The receiver is not aware of the other recipients of the message.

6.6.2 Contact List

An IM application shall conform to the requirement as defined in 7.1 in PEP

6.6.3 Presence Subscriptoins

The model for presence subscriptions shall conform to the requirement as defined in 7.2 in PEP. An IM application may use a separate from PEP contact list for subscriptions. The naming rule for the the locally stored Subscription Contact Listis:

wv:<User-ID>/~IM1.0_subscriptions@<domain>

The naming rule for the Subscription Contact List stored on the server used by an IM application is:

wv:<User-ID>/~IM1.0_subscriptions-x@<domain> where x is a number 1 to 99

6.6.4 Authorization

The presence authorization shall conform to the requirement as defined in 7.3 in PEP. An IM application may have a separate Private List. The naming rule of the separate Private List is:

wv:<User-ID>/~IM1.0_privatelist@<domain>

The following OMA IMPS 1.1 presence attributes must be associated with the Private List:

1. CommCap

2. OnlineStatus

If PEP attributes are supported the following must be associated:

3. UserAvailability

4. StatusText

If PEP_StatusContent is supported the following must be associated:

5. StatusContent

The naming rule of the Block List is (As defined in PEP):

wv:<User-ID>/~PEP1.0_blocklist@<domain>

6.6.5 Default Attributes List

The public attributes, that are shared with everybody unless explicitly blocked, are associated with the OMA IMPS1.1 default attributes list and must consist of the following attributes: 

· OnlineStatus

· CommCap

If PEP attributes are supported, the following must be associated:

· UserAvailability

The user is able to enable or disable the public attributes. To enable the public attributes an IM client must associate these OMA IMPS attributes with the default attribute list. To disable the public attributes the default attribute list must be cleared.

6.7 Group  

An IM client shall support joining and leaving groups. The group to join may be received through invitation, found during search or manually entered in the IM client. It is recommended that the server supports both private and public groups. 

7. IM Level 3 specification 

This level specifies optional IM application functionality that clients and servers have a choice to implement. It can also be that the IM service provider has chosen not to put these functions in operation in their network. This means that a user, a client or a server cannot trust that these functions always are there.

7.1 Group notifications

An IM client may support group change notifications. This means that a user can get information about new users joining a group or joined user leaving the group.

7.2   Open Groups, many-to-many users (The IM user owns the group).

An IM client may support open groups [CSP] [FF]. An IM user can create, administrate and delete groups that are open for everybody to join for a text chat. An open private group is persistent until deleted explicitly by its owner. Any other IM users can join the group for a text chat anytime regardless if group owner is joined, not joined or logged out on IM server.

7.3 Restricted Groups, many-to-many users (The IM user owns the group).

An IM client may support restriced group [CSP] [FF]. An IM user can create admininistrate and delete open and restricted groups. A restricted private group is persistent until deleted explicitly by its owner. Other IM users that are members can join the group for a text chat regardless if group owner is joined, not joined or logged out on IM server.

8. The feature set requirements

8.1 IM server requirements

The IM and presence server must fulfill the following CSP1.1 Static Conformance Requirements [SCR] and the requirements listed below.

	Req#
	Implementation details
	REQ

	IM-S-1
	Support of  general requirement G1-G6 in chapter 4
	M

	IM-S-2
	Support of Instant Messaging Service Element functionality, SERV-2. [SCR]
	M

	IM-S-3
	Support of Presence Service Element functionality, SERV-3. [SCR]
	M

	IM-S-3.1
	The IM server has only one service access point for the IM clients.
	M

	IM-S-4
	Support of Group Service Element functionality, SERV-4. [SCR]
	M

	IM-S-5
	Support for searching based on various user

Properties, SAP-11. [SCR]
	M

	IM-S-6
	Support for searching based on various group

Properties, SAP-12. [SCR]
	M

	IM-S-7
	Support for invitation transaction, SAP-14  [SCR] 
	M

	IM-S-8
	The delivery method for instant messages to IM clients is push (IMSE-3, IMSE-8) [SCR]
	M 

	IM-S-9
	Support for instant message content according to chapter 5.1.1 this document.
	M

	IM-S-10
	Support for the following IMSE functional requirements GLBLU, BLENT.
	M

	IM-S-11
	No invitations shall be received from blocked user.
	M

	IM-S-12
	Support for storing messages to an IM User not having an active session.
	O

	IM-S-12.1
	If IM-S-12 is supported the messages shall be pushed to the IM client at login.
	C

	IM-S-13
	Support for IM_Status, chapter 5.2.1
	M

	IM-S-14
	Support for invisibility, chapter 5.3
	M

	LEVEL 3

	IM-S-15
	Support for group notifications according chapter 7.1 this document.
	O

	IM-S-15.1
	If IM-S-15 is supported the IM application shall support GRSE-9 and –10 (SUBGCN, GRCHN) 
	C 

	IM-S-16
	Support for Open Groups, many-to-many users. The IM user owns the group according to chapter 7.2 this document.
	O

	IM-S-16.1
	If IM-S-16 is supported the IM application shall support GRSE-1, -2, -3, -4,-9,-10 – (CREAG, DELGR, GETGR, SETGR, SUBGCN, GRCHN) 
	C

	IM-S-16.2
	IF IM-S-16 is supported the server must maintain a private open group even if the owner’s client logs out.
	C

	IM-S-16.3
	If IM-S-16 is supported the server must support the search value Group_User_ID_Owner in a Search request.
	C

	IM-S-17
	Support for Restricted Groups, many-to-many users. The IM user owns the group according to chapter 7.3 this document.
	O

	IM-S-17.1
	If IM-S-17 is supported the IM application shall support GRSE-1, -2, -3, -4, -5, -6, -7,  -8 , -9,  -10, -13 (CREAG, DELGR, GETGR, SETGRSETGM, ADDGM, RMVGM, MBRAC, SUBGCN,GRCHN)
	C

	IM-S-17.2
	IF IM-S-17 is supported the server must maintain a private open/restricted group even if the owner’s client logs out.
	C

	IM-S-17.3
	If IM-S-17 is supported the server must support the search value Group_User_ID_Owner in a Search request
	C


8.2 IM client requirements

The IM client must fulfill the following CSP1.1 Static Conformance Requirements and the requirements listed below.

	Req#
	Implementation details
	REQ

	IM-C-1
	Support of  general requirement G1-G6 in chapter 4
	M

	IM-C-2
	Support of Instant Messaging Service Element functionality, SERV-2. [SCR]
	M

	IM-C-3
	Support of Presence Service Element functionality, SERV-3. [SCR]
	M

	IM-C-4
	Support of Group Service Element functionality, SERV-4. [SCR]
	M

	IM-C-5
	Support for searching based on various user

Properties, SAP-11. [SCR]
	O

	IM-C-6
	Support for searching based on various group

Properties, SAP-12. [SCR]
	O

	IM-C-7
	Support for receiving invite-type group (GR), INVIT-6. [SCR]
	M

	IM-C-8
	The IM client shall in Capability Negotiation indicate support for Push of messages.
	M

	IM-C-9
	Support for pushed messages, IMSE-3 and IMSE -8 (PUSH, NEWM) [SCR]
	M 

	IM-C-10
	Support for instant message content according to 5.1.1
	M

	IM-C-11
	Support for blocking users, instant message and invitations.
	O

	IM-C-11.1
	If IM-C-11 is supported the IM client shall support IMSE-13 and IMSE-14 (GLBLU, BLENT) [SCR]
	C 

	IM-C-12
	Support for IM_Status, chapter 5.2.1
	M

	IM-C-13
	Support for invisibility, chapter 5.3
	M

	Level 3

	IM-C-14
	Support for group notifications according chapter 7.1 this document.
	O

	IM-C-14.1
	If IM-C-14 is supported the IM client shall support GRSE-9 and –10 (SUBGCN, GRCHN) 
	C 

	IM-C-15
	Support for Open Groups, many-to-many users. The IM user owns the group according to chapter 7.2 this document.
	O

	IM-C-15.1
	If IM-C-15 is supported the IM client shall support GRSE-1, -2, -3, -4,-9,-10 - (CREAG, DELGR, GETGR, SETGR, SUBGCN, GRCHN) 
	C

	IM-C-16
	Support for Restricted Groups, many-to-many users. The IM user owns the group according to chapter 7.3 this document.
	O

	IM-C-16.1
	If IM-C-16 is supported the IM client shall support GRSE-1, -2, -3, -4, -5, -6, -7,  -8 ,-9,  -10, -13 (CREAG, DELGR, GETGR, SETGRSETGM, ADDGM, RMVGM, MBRAC,SUBGCN,GRCHN)
	C


9. 
· 
· 
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