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1 Reason for Contribution

Being able to notify end-users about the cost of using an IMPS service is an important feature for an operator deploying IMPS services.  Because there are many IMPS capable products now emerging, it is important to define a way to provide AoC utilizing the existing specifications (1.1 and 1.2).  Any major change to the existing OMA IMPS 1.2 candidate specification would significantly delay the approval as an enabler and would also further delay other new functionality planned for OMA IMPS version 1.3.  

This contribution describes how a high level Advice of Charge (AoC) feature may be implemented using the existing OMA IMPS 1.1 or 1.2 specifications.  This contribution also provides recommendations for defining requirements for OMA IMPS version 1.3.

2 Summary of Contribution

This contribution describes how AoC may be presented to an end-user using an IMPS service based on the OMA IMPS 1.1 or 1.2 specifications.  It also makes some recommendations regarding topics that need to be addressed in the delta requirement document for OMA IMPS 1.3.

3 Detailed Proposal

This input contribution is based on the requirement that minimal or no changes be made to the existing OMA IMPS 1.1 or 1.2 specifications.  Two AoC methods are described to achieve this:

a. Using the GetServiceProviderInfo transaction to notify the end-user about the cost of using the IMPS service.  Client is required to use the GetServiceProviderInfo transaction as part of the login phase, either before the Login transaction (outband) or as the first transaction following client capability negotiation.

b. Notifying end-users about the cost of using the IMPS service using a special IM message sent to the user in addition to blocking, queuing or allowing transaction messages on the server side (dependent on local server policy).

Using GetServiceProviderInfo is the easiest way of supporting AoC using existing specifications.  However it requires client support.

Using IM messages to notify end-users of AoC requires logic on the server side to block access to services (either through error codes or queuing of messages) until the end-user has replied to a special IM messages notifying him of the cost of using the IMPS service.

Each of the above methods has limitations.  The main advantage is that they require little or no change to existing specifications.  
These methods are described in more detail in the following sections:

3.1 GetServiceProviderInfo Method

Advice of Charge

Before performing a first time Login transaction to the server, the client sends an outband GetServiceProviderInfo transaction.   Alternatively, the client performs the GetServiceProviderInfo transaction following login and service negotiation transaction, providing the server with the UserId context. 

The server returns an advice of charge message to the client using the descriptive text field of the GetServiceProviderInfoResponse message.  The AoC message is displayed to the end-user by the client, along with options for accepting or rejecting the notice.  

If the end-user accepts the AoC the client continues the login process.

Outband


C->S
GetSPInfoRequest

S->C
GetSPInfoResponse ( Text => AoC message )


Client displays AoC message and prompts the end-user to Accept or Reject the notice.


The login phase continues if the end-user accepts the notice.

C->S
LoginRequest


Etc

Inband


C->S
LoginRequest


S->C
LoginResponse



May also involve 4-way login


C->S
ServiceRequest


S->C
ServiceResponse


C->S
ClientCapabilityRequest


S->C
ClientCapabilityResponse


C->S
GetSPInfoRequest


S->C
GetSPInfoResponse



Client displays AoC message and prompts the end-user to Accept or Reject the notice.



The login phase continues if the end-user accepts the notice. 

Since this method introduces an additional transaction in the login phase the client may store a flag in persistent memory indicating that AoC notice has been received.  The client would then not perform GetSPInfoRequest again for the same UserID.  This behavior would however be dependent on the operator not requiring being able to notify the end-user about changes to the AoC.

7.1 Get Service Provider Info

7.1.1 Transactions


[image: image1.wmf]Client

Server

GetSPInfoRequest

GetSPInfoResponse


Figure 1. Get Service Provider Info transaction

The Get Service Provider information retrieves information about the Service Provider. The name of the provider as well as a multimedia message MAY be used as a splash screen or "about information", or link to a web/wap page that might contain more useful information. The transaction may also be used to provide advise of charge information to clients.  This transaction can be done without login in to the server.

7.1.2 Error conditions

Generic error conditions:

Service not supported. (405)

Service unavailable. (503)

Service not agreed. (506)

Not logged in. (604)

GetSPInfoRequest error conditions:

ClientID not matching this user. (422)

7.1.3 Primitives and information elements

	Primitive
	Direction

	GetSPInfoRequest
	Client ( Server

	GetSPInfoResponse
	Client ( Server


Table 1. Primitive directions for Get Service Provider Info

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetSPInfoRequest
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	C
	String
	Session ID for session.

	Client-ID
	C
	Structure
	Identifies the requesting client.


Table 2. Information elements in Get Service Provider Info Request primitive

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetSPInfoResponse
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	C
	String
	Session ID for session.

	Client-ID
	C
	Structure
	Identifies the requesting client.

	Name
	M
	String
	Name of the service provider.

	Logo
	O
	MMS
	Service-provider specific image. (e.g., logo)

	Text
	O
	String
	Descriptive text (e.g., AoC message).

	URL
	O
	String
	Link to a web page.


Table 3. Information elements in Get Service Provider Info Response primitive

3.2 IM Message Method

Advice of Charge

The server allows the client to login to the IMPS service and perform the ClientCapabilities and ServiceNegotiation transactions.   Immediately after a successful login phase, the server sends an IM message notifying the end-user about the cost of using the service and asking the end-user to reply Yes / No to whether he accepts the charges related to the usage of the service.

The server may block or queue up all client originated transactions until the end-user has replied to the AoC.  The server policy controlling this is vendor / operator specific and is not considered here for standardization.

If the end-user accepts the charges, the server either unblocks or starts delivery of the queued messages dependent on the local server policy.  If the end-user rejects the charges, the server sends a server originated disconnect message to the client.

This method is server dependent and does not require specific support in the client, except for minimum support for the IM service.


C->S
LoginRequest


S->C
LoginResponse



May also involve 4-way login


C->S
ServiceRequest


S->C
ServiceResponse


C->S
ClientCapabilityRequest


S->C
ClientCapabilityResponse


S->C
NewMessage



The body of the message contains an operator specific AoC message instructing the end-user to reply to the message with Y or N (or other vendor / operator specific reply) to accept the notice


C->S
ListManageRequest



Or other client -> server transaction – dependent on client implementation



Note: this transaction occurs in parallel to the server originated NewMessage transaction


S->C
ListManageResponse / Status



Implementation specific or dependent on domain policy



The server may queue up, reject or allow the client originated transaction


C->S
SendMessageRequest



The body of the message contains the end-users reply to the AoC notice.  Dependent on this answer the end-user may be given full access to the IMPS service.

Other server-originated transactions are dependent on local policy.  For example, the server may allow the client to fetch the end-users contact list(s) and to subscribe to the presence attributes of his contacts.  But may report all contacts as offline until the end-user has accepted the AoC notice.

3.3 OMA IMPS 1.3 Extensions

Before specifying technical proposals for OMA IMPS 1.3 extensions for AoC, it’s important to consider the requirements for AoC.  The following is a list of recommended topics that need to be detailed in the delta requirement document for OMA IMPS version 1.3:

· Should the AoC notification be a synchronous part of the login process (which is sequential past the client capability negotiation)?

· Any AoC method must be mobile client friendly.  Care should be taken to select the right level of detail / information to send using protocol messages vs. out-of-band methods.

· Granularity – Does AoC need to cover specific features of OMA IMPS 1.x, operator service levels, is it enough that it only cover the OMA IMPS service as a whole?

· How does AoC evolve into a future SIMPLE based IMPS specification?

· AoC may be considered a enabler of it’s own, not tied to an IMPS service.  Should it be a part of the OMA MWG IM WG to specify this enabler?

4 Intellectual Property Rights Considerations

The author of this input contribution does not have knowledge of any IPR related to this contribution.

5 Recommendation

The working group should decide upon a recommended best practice solution for the OMA IMPS 1.1 / 1.2 specifications.  Two such solutions are described in this input contribution.  One is dependent upon support in clients.  The other solution is dependent on support in servers.

The working group should also decide upon a way forward for a future OMA IMPS 1.3 specification.  This input contribution recommends that detailed operator and vendor requirements be gathered for the OMA IMPS 1.3 specification.
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