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1 Reason for Change

Within IMPS v1.2 candidate specifications some features and functions are not clearly described about how to fulfil some use cases that are derived from the service deployment and its plan. The Best Common Practice (BCP) document should help to clarify this by use cases and some additional recommendation on how to develop the use case with the existing 1.2 transactions. 

This CR deals with a use case regarding Auto-Registration
2 Impact on Backward Compatibility

The current BCP document under development is the first version and therefore there is no backward compatibility issue. In addition, the BCP document is NOT a document that changes the features and functions in the IMPS 1.2 but a collection of clarification and recommendation of how to use the existing functionality.

3 Impact on Other Specifications

There is no impact on other specifications and the reason of no impact is stated in the chapter 2.

4 Intellectual Property Rights

The authors of this document do not have knowledge of any IPR related to this contribution.

5 Recommendation

Sub-Working group should review the CR and approve, please.
6 Detailed Change Proposal

Use Case Auto-Registration

 ASK  \* MERGEFORMAT Short Description

This use case describes the automated, seamless registration of a user with the IMPS service. The registration process should use the login transaction, and appear similar to login from the user perspective. On opening the application, the Server authenticates the user via the MSISDN. A User ID is generated automatically, and the user is asked for an Alias.

Actors

	Actor
	Description

	UserA
	A human user of the IMPS Service

	Server
	The IMPS Server application


Actor Specific Issues

	Actor
	Issue

	UserA
	· Wants to register with the service

· Wants to avoid unnecessary typing on a mobile phone

	Server
	· Wants to register many users, in order to increase revenue


Actor Specific Benefits

	Actor
	Benefit

	User
	· Is enabled to use the service

· Is known within the IMPS service as a friendly name of his choice

	Server
	· Quicker and easier registration implies that greater number of users will try the service


Pre-conditions

· UserA is a mobile phone subscriber

· UserA is not a registered user of the IMPS Service.

· UserA’s mobile device has appropriate pre-configuration (Client Name, Icons, Service Name, HomePage IP address, GPRS IP Access Address, WV user id, WV password, login setting, default user privacy settings) to access the IMPS Service.

· If UserA’s mobile device has a Boolean setting “Auto-Login on Phone Start-up” then this setting is OFF. This setting should not be editable by the user before registration.

Post-conditions

· UserA is registered with the IMPS Service.

· UserA has a User ID and Alias in the Server.

· If UserA’s mobile device has a Boolean setting “Auto-Login on Phone Start-up” then this setting is ON.

Normal Flow

1. UserA navigates to the Client application on his IMPS mobile device.

2. On opening the application, the Client makes a login request to the Server. The User ID and password are passed as non-blank dummy values  (these should be preconfigured on the phone).

3. The MSISDN is automatically recognised and used by the Server for authentication. The User ID and password are not used.

4. The Server checks if the MSISDN is registered in the service. In this basic use case we assume that UserA is not previously registered and thus has no data available on the Server.

5. The Server recognises that UserA is new to the IMPS Service, and generates a new, unique, IMPS User ID.

6. The MSISDN is saved on the Server as an attribute of UserA.

7. The Server logs the new user into the IMPS service.

8. In order to provide a friendly name for the user, the Client requests an Alias from UserA.

9. UserA inputs a non-unique name for himself, and this is saved on the Server as an attribute of UserA.

10. If UserA’s mobile device has a Boolean setting “Auto-Login on Phone Start-up” then this setting is switched to ON, and made visible to, and editable by, UserA.

The workflow is depicted as a UML sequence diagram in Figure 1.
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Figure 1: Sequence diagram of the Auto-Registration Use Case

Alternative Flow

· If UserA ignores the request for an alias, then the alias should default to the newly generated IMPS User ID.

Operational and Quality of Experience Requirements

· In order to enhance the user experience, it is important that users be known by a friendly name. For this reason, the Client should insist on the user entering an Alias on registration.

· For IMPS v1.2, it is not possible to update the IMPS User ID on the mobile device. This means that for creating new contact lists, adding contacts, and sending messages, the client will continue to use the pre-configured dummy value for IMPS User ID. The server must replace this dummy value with the correct IMPS User ID in thee transactions.
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