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1 Reason for Change

IMPS v1.2 candidate specifications provide insufficient flexibility for users to add contacts. More automation of adding is required to increase service usage.

This CR details a use case of adding users with known UserIDs, to either Contact List or Block List, from the Contact List UI or the Watcher List UI.

2 Impact on Backward Compatibility

The current Delta Requirement document under development is the first version and therefore there is no backward compatibility issue.
3 Impact on Other Specifications

There is no impact on other specifications and the reason of no impact is stated in the chapter 2.

4 Intellectual Property Rights

The authors of this document do not have knowledge of any IPR related to this contribution.

5 Recommendation

Sub-Working group should review the CR and approve, please.

6 Detailed Change Proposal

Use Case Add Contact By IMPS User ID

 ASK  \* MERGEFORMAT Short Description

This use case describes the addition of a known contact. The user inputs the IMPS User ID of his friend. After validity checks, the IMPS User ID, enhanced with a Nickname, is added to the Contact List. Depending on the added user’s authorisation model, the IM Status is either visible immediately, or after an authorisation request has been approved.

Actors

	Actor
	Description

	UserA
	A human user of the IMPS Service

	UserB
	A human user of the IMPS Service, whose IMPS User ID is known to UserA

	Server
	The IMPS Server application


Actor Specific Issues

	Actor
	Description

	UserA
	· Enlarge his List of Contacts.

· Be able to communicate with his Contacts.

	UserB
	· Enlarge his List of Contacts.

· Be able to communicate with his Contacts

· Protect his own privacy

	Server
	· To enable the user to communicate by listing his Contacts


Actor Specific Benefits

	Actor
	Benefit

	UserA
	· Is able to see IM status of, and communicate with UserB

	UserB
	· Is able to see IM status of, and communicate with UserA

	Server
	· The number of communicating users increases, encouraging messaging traffic, and hence revenue


Pre-conditions

· UserA is a registered user of the IMPS service

· UserB is a registered user of the IMPS service

· UserA knows the IMPS User ID of UserB

· UserB has proactively authorised the general public to see his IM Status and message him.

Post-conditions

· UserA has UserB on his Contact List.

· UserA is authorised to see UserB’s IM Status and message him.

· UserB has UserA on his Contact List.

· UserB is authorised to see UserA’s IM Status and message him.

Normal Flow

1. UserA navigates to the Contact List page on his IMPS Client, and chooses an option named “Add Contact”.

2. UserA inputs the IMPS User ID of UserB (which he knows).

3. UserA optionally inputs a Nickname for UserB

4. The Client sends a request to the Server to add the user to the Contact List, and grant authorisation for UserB to message and see status of UserA (adding user should grant authorisation automatically).

5. The Server verifies that the IMPS User-ID to be added is valid.

6. The Server grants authorisation for UserB to message and see status of UserA (adding user should grant authorisation automatically).

7. The Server adds the IMPS User-ID and the Nickname to the Server Contact List, and sends a response to the client with IMPS User-ID and the Nickname.

a. If the Nickname has not been specified by UserA, the Server sets the Nickname to UserB’s Alias.

b. If UserB has not set an Alias, the Server sets the Nickname to UserB’s User ID.

8. The client saves the IMPS User-ID and the Nickname as returned by the Server to the local (client) contact list.

9. The Server sends a notification to UserB that “UserA has added you” (unless UserB has requested not to be notified). See Use Case 5.10 for details on system notifications.

10. From this notification, UserB may add UserA reciprocally to his own Contact List.

The workflow is depicted as a UML sequence diagram in Figure 3.
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Figure 3: Sequence diagram of the Add By User ID Use Case (Proactive Authorisation with Notification)

Alternative Flow

UserB reactively authorises UserA to see his Status.

· In this case UserB has previously chosen a reactive authorisation model

· The Server requests UserB to authorise UserA to view status and send messages.

· UserB may grant or deny this authorisation.

· If the Grant option is chosen, then UserB’s client should automatically add UserA to UserB’s Contact List.

· If the Deny option is chosen, then UserB’s client should automatically add UserA to UserB’s Block List.

The workflow is depicted as a UML sequence diagram in Figure 4.
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Figure 4: Sequence diagram of Add By User ID Use Case  (Reactive Authorisation)

UserA adds UserB directly to Block List

In the event that UserA wants to proactively block UserB, he will be able to do so by adding UserB directly to the Block List (rather than adding UserB first to his Contact List, and then blocking).

· UserA navigates to the Contact List page on his IMPS device, and chooses an option named “Block Contact”.

· UserA inputs the IMPS User-ID of UserB (which he knows).

· UserB is added directly to the Block List – no authorisation or notification is sent to UserB.

UserA adds UserB to Contact List from Watcher List

The Watcher list (those users who have UserA on their Contact List) may be used as a platform for enlarging UserA’s Contact List.

· UserA views his Watcher List, and sees UserB, who is not yet on UserA’s contact list.

· UserA chooses the option “Add to Contact List” from the Watcher List Menu.

· The authorisation proceeds as in the basic workflow above.

Operational and Quality of Experience Requirements

· In order to simplify the user experience, it is recommended that from the user perspective, authorisation to view IM Status and authorisation to send messages are unified. This means that:

· Users authorised to see UserA’s status are also authorised to send messages to UserA.

· Users authorised to send messages to UserA are also authorised to see UserA’s status.

· Users blocked from seeing UserA’s status are also blocked from sending messages to UserA.

· Users blocked from sending messages to UserA  are also blocked from seeing UserA’s status.

· In order to help users to build their contact lists, it is recommended that proactive authorisation of the general public be the default authorisation model.

· The Block List must be viewable by the user: Blocked contacts should not appear on the Contact List

· When reactive authorisation is used by UserB, the action “grant authorisation” should also trigger UserB’s client to automatically add UserA to UserB’s Contact List.
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