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1 Reason for Change
It is expected that presence information details that are known to the watchers of a certain presentity, are also known to the presentity. This may seem obvious if the presentity has published the information, but this behaviour may not be achieved when:

· Presentity has delegated publication rights to a presence aware service.
· Presentity uses multiple PUAs.

· Server rules modify Presentity a publications, but the publisher may be unaware of this.

To avoid such inconsistencies, self notifications are needed – such that a presentity should get notifications on his own publications.
2 Impact on Backward Compatibility

Transactions used are backward compatible with those in IMPS candidate v1.2.

However, the behaviour is not backward compatible as the proposed functionality is completely missing from earlier versions of the protocol. 
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights Considerations

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

Sub working group to approve the change request and add it to the delta requirements document 
6 Detailed Change Proposal

{Next Page}
Use Case Self Notification

Short Description
This use case describes how an IMPS user get notified on his own Presence information changes.

Actors

· Hector  - A user enjoying Presence via an Handset and a Laptop, and using  Presence aware Services

· Mr. KnowItAll, Wong Gess – Hector’s friends, and authorized watchers 

· Miss Psycho – Hector’s watcher (but unauthorized for some information, e.g. geographical location)

· Handset – Hector’s IMPS mobile Client, which provides interface to access Presence Services

· Laptop – Hector’s laptop, with a Presence enhanced IMPS Client 

· Server – IMPS Presence server, which provides Presence Services

· Service – Presence enabled/aware Service (e.g. location), able to update information on a user

Actor Specific Issues

· Miss Psycho is an authorized watcher, but not for Hector’s geographical location information
Actor Specific Benefits

· Hector can be aware of his Presence information, as known to his authorized watchers. Hector privacy is maintained as there is no information known to others that is not acquirable to him.

· Hector is able to delegate authorization for publication on his behalf to services and applications, knowing he is able to monitor publications on his behalf. 

· Hector may use several Clients for publishing his Presence information, and each of them is able to provide Hector with the full composite Presence information.
· Hector is aware of Server modifications (e.g. applying Server and Operator rules) to his publications. This can be triggered by direct publication from Hector, or any external reason.

· Mr. KnowItAll, Miss Psycho and Wong Gess know that anything that they see on their buddy Hector, can also be accessed by Hector, thus may have better reliability due to implicit acknowledge on the information by Hector. Hector can still use privacy rules to prevent access to his Presence information (e.g. from Miss Psycho).

· Server can apply local and Operator rules for modifying publications (by Hector, Service, or externally), for various reasons, and maintain integrity of information to the publisher.

· Service publishing on behalf of a user is aware of Server modifications (applying Server and Operator rules) to his publications.

Pre-conditions

· Hector is properly registered, authenticated and logged in to the Server using his Handset and Laptop.

· Mr. KnowItAll, Miss Psycho, Wong Gess are authorized watchers of Hector.

· Server is up and running.

· Service is delegated authority to publish information on behalf of Hector, and is up and running.

Post-conditions
· Publications by Hector himself, from various devices, or by services he delegated publications to, or due to server rules or external triggers, can be aligned in all of the above entities: information is matched in the Server, Hector various devices, and authorized delegated Services.

Note: Aligned/Matched information is subject to privacy and authorisation policy, capabilities of the PUAs and Services involved, and specific Presence information support, so it is “best” represents the Server information. The Server is the reference point for the “exact” information. Specifically watchers may have local Client rules, e.g. applied by the watcher device, and the resulting information may differ from the Server information on the user.  

(1) Service Delegated Flow

1. Hector is using his Handset. Mr. KnowItAll is watching Hector’s location information, to know if Hector is in his  city.

2. Hector updates some Presence information (e.g. FreeTextLocation) to “Vacation abroad” wishing to avoid unnecessary communication.

3. Hector arrived at Mr. KnowItAll whereabouts, and the Location Service identified Hector Handset and updated the location information on behalf of Hector in the Server.

4. Self Notification - Hector is notified on the Presence information change done on his behalf. Hector can see the exact information as will be seen by all those watchers allowed to.

5. Mr. KnowItAll is notified by the Server with the geographical location of Hector.

6. Miss Psycho is not notified on that information change.

7. Hector realizes that although he may be rather busy, he should probably communicate with his friend Mr. KnowItAll, but happy that at least he can avoid a meeting with Miss Psycho (beautiful but somewhat dangerous).

Note: Privacy and authorization rules apply, such that Hector could prevent information from being visible to a certain watcher (e.g. his GeoLocation to Mr. KnowItAll). These rules are outside the current scope.

(2) Multiple Devices Flow

1. Hector is using his Handset and Laptop, while travelling on train. He was previously set to “Busy”.

2. Using the Laptop Hector publishes he is now “Available”. He communicates with his office colleagues. 

3. Rushing to catch a bus, Hector packs his laptop but continue to use his mobile Handset.

4. Self Notification - The Server notified also the Handset (although the publication was by the Laptop), previously showing “Busy”.

5. Hector is now aware that he is still considered “Available” to his colleagues.

6. Therefore they continue calling him, till he sets his availability back to “Busy”.

Note: Multiple Clients for the same user are optional. If a user login to a Client, automatically logouts from the previous Client, then this flow is irrelevant.
(3) Server Rules Flow

1. Hector is using his Handset and publishes information (e.g. FreeTextLocation field: “In vacation in China Town in Bangkok”).

2. The Server has local rules and policies amending this information (e.g. truncation rule that limits this text field to 20 characters to maintain Server storage resources, resulting in the Presence document modification for that user).

3. Self Notification - Hector is notified with the Server rules update.

4. Wong Gess, a Chinese buddy and watcher of Hector, is also notified by the Server with the amended data (e.g. the truncated data stored in the server:  “In vacation in China”). 

5. Hector, realizing the information he just published might be misleading, republished his location as “In vacation in Bangkok”.

6. Gess Wong, planning to call Hector thinking he is in his country, realized the new information, and just sends IM to invite Hector in case he can pop by.

Notes: 

Watchers or watcher proxies may have local rules and policy that may amend the published information (e.g. truncation of text due to Client text field limitations). Consequences of such rules are outside the scope for Self Notification, and in this case the watcher may have an aligned but not exact representation of the information watchers see on his behalf. 

The Server may use provisional response (1xx) and then send a final response (to accept or reject a publication). In that case Server may choose to acknowledge a publication only if it is unmodified, and reject publications that require change, hinting the client why the publication is rejected. This flow will be unnecessary in such cases.
Alternative Flow

Notes:

· Service Delegated and Server Rules flows may be combined, to allow a service to be aware of modifications done in the Server for the user the Service published information on behalf of, and also normal publications by that user.

· “Spoofing” (i.e. using privacy rules such as certain watchers see different information then other watchers for a certain presence attribute) is outside the current scope of Self Notifications.

Operational and Quality of Experience Requirements

· A user SHALL be fully aware of all the Presence information shown to his watchers.

· A user SHALL be able to receive notifications on Presence information publications done on his behalf, e.g. when there are delegations to Presence services, modifications by the Server rules, or external triggers to the Server.

· A Client MAY get notifications on publications done by other Client for the same user.

· A Client MAY subscribe to self notifications on login/registration to receive notifications on any presence information done on his behalf while using the PUA.

· The Server SHALL notify a publisher on any change done to the publication by the server rules for that publication.

· The Server SHALL notify a publisher on any change done to that Presence information by other Clients, Services, or external Server triggers.

· The Server SHALL be able to handle publications from multiple Clients on the same information element (at the same time), and be able to notify all on the value for the information element (according to the server policy, e.g. FIFO – most recent).

· The Server MAY refrain from notifying the Client on publications done directly from that Client. This is needed to prevent unnecessary resource utilizations. There is no need to multiply acknowledge the publication (first by acknowledging the publication and then by the notification and subsequent receipt indication for that notification).

· The Server SHALL notify the publisher, before notifying other watchers, to allow the publisher some grace on his recent publication possible modifications.

· The Server MAY notify all user related entities (Clients, Services on his Behalf) before notifying other watchers.
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