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1 Reason for Change

Propose text for terminology (section 3) for the SIMPLE IM AD.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

MWG IM SWG to accept the proposed CR and incorporate in into the SIMPLE IM AD.

6 Detailed Change Proposal

{Next Page}

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

Editor’s Note:

Yellow marks questionable definitions.

3.2 Definitions

	
	

	
	

	
	

	Access control
	Each user can define rules that describe who is allowed to contact him/her using the service. For IM, the IM Server implements the access control policy for instant messaging according to these defined rules.

	Access list
	Each user has two access lists: a user accept list and user reject list. Access lists are used for controlling whether the IM server is allowed or not to send IM session requests to the user when requested by other user

	Address-of-Record (AoR)
	The distinguished name, usually a URL, used to reference presentity. For example, an address-of-record might be "sip:alice@example.com"

	Alias
	A name defined by an user to describe his preferred Nickname

	Collaborative Context Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contact
	An address (expressed as a SIP URI) at which presentity can be reached. This is generally dynamically associated with an address-of-record using a SIP REGISTER request. Defined in [RFC3261].

	Contact List
	Contact information of individuals which are grouped together by an end user for his/her convenience, e.g. Friends, Family, Business, also referred to as ‘buddy list’. A contact list can exist in different ways in different applications, with the end user having some control of it. 

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	Contextual Item
	A logical entity in an architecture

	Conversation
	An ordered exchange of immediate messages in the context of a session between users.

	Diameter 
	AAA Protocol

	Domain Name Server
	Also called DNS. An Internet facility for translating between host names and service names and Internet protocol addresses

	ENUM
	An extension and practice for looking up E.164 in DNS. The result of a lookup is the address-of-record, expressed as a URL, of a service node (such as a SIP Proxy) that can be used to reach the given phone number

	Event Package
	A specification for a set of events to be used with subscription and notification. The event package defines the semantics of the notification message body and of subscriptions to that event. Event packages are defined in [RFC3265].

	Group
	A group is a nested collection of addresses or identifiers such as an address or record.  A group is identified by a single address.  

	Home Network
	Network comprising of the SIP/IP core and the IM server of the local IM client

	IM Client
	An IM Service endpoint

	IM Mobile Client
	An IM Service endpoint located on a wireless device

	IM Server
	A network entity that provides real-time messaging

	IM Service
	A system application by which a client is able to provide (near) real-time messaging capabilities

	Instant Message (IM)
	A message delivered to a user in an instant, interactive manner. Generally short, even brief. Instant Messages are often called IMs. IMs are often exchanged back-and-forth between users in a conversational fashion. Defined in [RFC2778]

	Interface
	See [OMA-DICT]

	Multimedia Encapsulation
	Also called MIME. A formatting technique for rich messages originally used for email, but now used for HTTP and many other things. MIME allows serializing one or more message elements into a simple text stream.  The message elements may be text, pictures, and many other types of data, or external references using a URI to an element actually stored elsewhere such as a web page

	Nickname
	A name assigned by an end user to an individual contact in a contact list to support that end user’s familiarity with the person

	Notification
	A message, delivered in response to a subscription, which delivers information about an associated event in the format defined by the relevant event package. Defined in [RFC3265]

	Presence
	Information about the status and reachability of a specific individual, usually a person. See "Presentity". Defined in [RFC2778]

	Presence List
	A presence list is a server-side subscription aggregation mechanism. Essentially a user defines a presence list on a server, perhaps a list of that user’s ‘buddies”. The user then subscribes to the presence list, and the server handles subscribing to each of the buddies

	Presence Server (PS)
	A node (or set of nodes, in a clustering environment) that acts as an intermediate for the user. Generally this is an always-on "network" server that is the terminal node of a search for the presentity's address-of-record. For example, every user in domain "softarmor.com" might share a presence server, or a set of servers front-ended by a common proxy or set of proxies. However, an end-user system may include presence server functionality. The address resolution rules of SIP are used to find the presence server or proxy for a given address-of-record. Defined in [RFC2778]

	Presence Tuple
	A presence "record" providing status and optionally communications addresses for a given presentity. In SIMPLE, these communications addresses are generally SIP URLs. See "Contact". Defined in [RFC2778]

	Presence User Agent (PUA)
	The software component or process, which presents presence information for a presentity to the network. This would typically be an application running in a PC, PDA, or mobile phone. In SIMPLE, it is common but not required for a PUA to push presence information to a "presence server" for distribution to "watchers". Defined in [RFC2778]. A SIMPLE PUA is essentially a SIP UA that supports several specific SIP extensions

	Presentity
	A distinguished entity or resource for which presence information may be available. A presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as " conference room #27". Presentities are generally referenced by distinguished names, such as "dean.willis@softarmor.com" or by phone numbers like "+19724735455". In SIMPLE, presentities are generally referenced using a sip: or tel: URL. Defined in [RFC2778]

	Proxy
	A SIP node that forwards messages according to the proxy rules defined in [RFC3261]. SIP requests made by nodes using SIMPLE are processed by proxies just like any other SIP request would be

	Reference Point
	See [OMA-DICT]

	Registrar
	A SIP server node that receives and responds to SIP REGISTER messages. A registrar is generally associated with an administrative domain and may be associated with a presence server. The purpose of the registrar is to store the association of a "contact with presentity". This association may also be called a "binding". Defined in [RFC3261]

	Remote Network
	Network comprising of the SIP/IP core and the IM server of the remote IM client

	Restricted group
	A group that can be joined only by predefined user(s)

	Session
	A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server

	SIMPLE
	A methodology and set of extensions to SIP supporting the Instant Messaging requirements defined by IETF

	Subscription
	A persistent relation between a subscriber and an event source (often a presence server for a presentity) by which the subscriber requests notifications of a specific even for a set duration. Defined in [RFC3265]

	System
	A functional entity 

	Unrestricted group
	A group that can be joined by any user

	User
	A human using the described features through a terminal device

	User accept list
	User accept list is a list of items each identified by its SIP URI

	User equipment
	User equipment is a hardware device (e.g. phone) with IM software used by users

	User reject list
	User reject list is a list of items each identified by its SIP URI

	User-id
	Unique identification, typically in the form of a character string, used by an information system to identify a specific user for the purpose of registrations and logging in to an application

	Watcher
	A node that requests presence information for a particular presentity. This request may be a singular fetch operation, in which case the watcher is called a "fetcher". If the fetch operation is repeated periodically, the watcher is called a "poller". If the watcher subscribes to receive notification of changes in the presence of presentity, the watcher is called a "subscriber". In order to avoid confusion with the term "subscriber" as used in mobile phone networks, 3GPP has chosen to call this role a "subscribed watcher". Defined in [RFC2778]


3.3 Abbreviations

	
	

	
	

	
	

	AAA
	Authentication, Authorization, Accounting

	CSP
	Client-to-Server Protocol

	DNS
	Domain Name Service

	ENUM
	The IETF working group that produced RFC2916 “E.164 and DNS. 

	GLMS
	Group and List Management Server

	GM
	Group Management

	GPRS
	General Packet Radio Service

	HSS
	Home Subscriber Server

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IM
	Instant / Immediate Messaging

	IMS
	IP Multimedia Subsystem

	ISC
	IMS Service Control interface

	IWF
	Inter-Working Function

	MDN
	Mobile Directory Number

	MIM
	Mobile IM

	MIME
	Multipurpose Internet Mail Extension 

	MM
	Multimedia Message

	MMD
	Multi Media Domain

	MMS
	Multimedia Messaging Service

	MSISDN
	Mobile Station international Integrated Services Digital Network number 

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	OTAP
	Over The Air Provisioning

	PDU
	Protocol Data Unit

	PoC
	Push to talk over Cellular

	PS
	Presence Server

	PUA
	Presence User Agent

	RADIUS
	Remote Authentication Dial In User Service 

	RFC
	Request for Comments

	RLS
	Resource List Server

	SIGCOMP
	Signalling Compression, an IETF compression protocol

	SIMPLE
	SIP Instant Message and Presence Leveraging  Extensions

	SIMS
	SIMPLE Instant Messaging Sessions

	SIP
	Session Initiation Protocol

	SMS
	Short Message Service

	SSP
	Server-to-Server Protocol

	UE
	User Equipment

	UMTS
	Universal Mobile Telecommunications System

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	WSI
	Web Services Interface

	WSP
	Wireless Session Protocol

	WV
	Wireless Village

	XCAP
	Extensible mark-up language (XML) Configuration Access Protocol

	XML
	Extensible Mark-up Language
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