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1 Reason for Contribution

This contribution is the first draft of the WV-SIP/SIMPLE Interworking RD collating all the accepted contributions so far.

2 Summary of Contribution

The RD draft includes five contributions giving input to the Use case and Requirements sections

3 Detailed Proposal

The draft RD is attached:
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1. Scope
(Informative)


The scope of the present Requirement Document (RD) is to define use cases and requirements for the IMPS – SIP/SIMPLE Interworking Function (IWF). The document captures the overall interworking description, primarily from the user's point of view, but it does not include the details of the human interface itself. The information is applicable to network operators, service providers and terminal and infrastructure manufacturers.


This document contains the core requirements and main use cases for Presence and Instant Messaging Interworking. By means of this, together with IMPS and SIP/SIMPLE Presence and Instant Messaging service enablers and other OMA enablers, a service provider SHALL be able to provide a complete interworking service.


2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



		

		



		

		





2.2 Informative References


		[IMPS-PA]

		“WV-049 Presence Attributes Version 1.2”, Open Mobile Alliance, OMA-IMPS-WV-PA-V1_2, URL:http://www.openmobilealliance.org/



		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>


		Term 1

		Definition



		Term 2

		Definition



		

		





3.3 Abbreviations


		IMPS

		Wireless Village Mobile Instant Messaging and Presence Services



		OMA

		Open Mobile Alliance



		SIMPLE

		SIP for Instant Messaging and Presence Leveraging Extensions



		SIP

		Session Initiation Protocol



		WV

		Wireless Village



		

		



		

		



		

		





4. Introduction
(Informative)


<< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification.  DELETE THIS COMMENT >>


<text>
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Figure 1: Example Figure


5. Use Cases
(Informative)


5.1 SIP/SIMPLE User getting IMPS User’s Presence Information


5.1.1 Short Description


This use case describes how a user who has an enabled service subscription to a SIP/SIMPLE System is able to find out the best communication means for contacting his friends. The information of his friends change irregularly, but the terminal of the user is able to show at least nearly up-to-date information. The friend whose information the user is interested in (this time) has a presence service subscription to an IMPS system.


5.1.2 Actors


IMPS Service Provider: Service Provider providing Presence Service based on the OMA IMPS technology; IMPS Presence Service


IMPS User: A user providing presence information and having subscription with IMPS Service Provider; Bill


SIP/SIMPLE System: Communication system based on SIP/SIMPLE technology


SIP/SIMPLE User: A user being a subscriber of a network operator having SIP/SIMPLE System, and having a SIP/SIMPLE capable terminal; Jack and Jack's terminal.


5.1.2.1 Actor Specific Issues


IMPS Service Provider


· Wants to provide presence information to wider target group (covering also users that have SIP/SIMPLE technology for utilizing the presence services).


IMPS User


· Wants to provide his own presence information to users regardless of their presence service technology or network operator/service provider.


SIP/SIMPLE System


· Wants to provide presence information for IMPS Users to see. 


SIP/SIMPLE User


· Wants to receive presence information from all users regardless of their presence service technology or network operator/service provider.


5.1.2.2 Actor Specific Benefits


IMPS Service Provider


· Gets wider target group for the presence service usage


· Gets longer life cycle for the presence service


· Solution for converging two systems


· Provides interworking.


IMPS User and SIP/SIMPLE User


· Presence service usage is not limited to one system (IMPS or SIP/SIMPLE)


· No need to have either several network subscriptions to different network operators or a terminal supporting several technologies


· Similar user experience regardless of the system providing presence service.


SIP/SIMPLE System


· Solution for converging two systems


· Provides interworking.


5.1.3 Pre-conditions

Bill has an IMPS Presence Service provisioned and enabled.


Bill has supplied his presence information into the system.


Bill has configured his service authorization so that Jack is authorized to access and get Bill’s presence information.


Jack has a Presence capable terminal, and an active service subscription to a SIP/SIMPLE system. 


The SIP/SIMPLE system and the IMPS system have been configured to enable interworking. Namely, the SIP/SIMPLE system has access to the Presence Service provided by the IMPS Service Provider.


5.1.4 Post-condition


Jack’s terminal is able to show presence information about Bill.


5.1.5 Normal Flow


1. Jack's terminal has made a presence subscription for getting notifications about changes in some or all of Bill's presence information.


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that Bill is currently in a meeting and is best reached by an instant message (IM). Jack sends an IM to Bill.


4. After a while Bill's meeting ends. Bill changes his status at the terminal, switching it from the meeting mode to a normal working mode, thus automatically triggering a presence information update.


5. Jack's terminal receives a notification of a presence information change and updated information from the IMPS Presence Service. If Jack so wishes, he could now also reach Bill via a voice call, since the presence information now shows availability of also this communication mean.


5.1.6 Alternative Flow


1. Jack's terminal has made a presence subscription for getting notifications about changes in some or all of Bill's presence information.


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that the Bill is currently in a meeting and is best reached by an instant message (IM). Jack does not have Bill's IM address so he chooses to get more than the basic information about Bill.


4. Jack's terminal makes a new one-time request to Bill's presence information having specific presence attributes listed.


5. The IMPS Presence Service returns the requested presence attributes to Jack's terminal and Jack is able to see them.


5.1.7 Alternative Flow


1. When Jack turns his terminal on the terminal makes presence information requests to a number of pre-defined users (including Bill).


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that the Bill is currently in a meeting so he decides to wait before calling to Bill. 


4. After a certain period Jack's terminal makes new presence information requests to the pre-defined users.  

5. The IMPS Presence Service returns the current presence information to Jack's terminal and Jack is able to see that Bill is now available for a voice call.

5.1.8 Operational and Quality of Experience Requirements


· The Interworking Function SHALL allow several concurrent presence information subscriptions for the same IMPS User from the same SIP/SIMPLE User.


· The Interworking Function SHALL enable seamless user experience of the Presence Service regardless of the system providing the Presence Service by e.g. mapping of presence attributes in an appropriate way.


· The IMPS User SHALL have full control over his presence information.


· The Interworking Function SHOULD support means for reducing the amount of data conveyed over an air interface access (and via the SIP/SIMPLE System).


· The IMPS User SHOULD be able to receive the presence information and render it in the UI of his terminal without additional delays caused by presence information processing, e.g. the Interworking Function should minimize the terminal processing needs by providing presence information in the format supported (by default) by a terminal.


· The charging of the involved users SHALL be possible to be constructed in such a way as to clearly present to the user, and behave in a predictable nature.


5.2 IMPS User Getting SIP/SIMPLE User’s Presence Information


5.2.1  ASK  \* MERGEFORMAT Short Description


This use case describes how a user who has an enabled service subscription to an IMPS System is able to find out the best communication means for contacting his friends. The information of his friends change irregularly, but the terminal of the user is able to show up-to-date information. The friend whose information the user is interested in (this time) has a presence service subscription to a SIP/SIMPLE system. 


5.2.2 Actors


SIP/SIMPLE Service Provider: Service Provider providing Presence Service based on SIP/SIMPLE technology; SIP/SIMPLE Presence Service


SIP/SIMPLE User: A user providing presence information and having subscription with SIP/SIMPLE Service Provider; Jack


IMPS System: Communication system based on the OMA IMPS technology


IMPS User: A user being a subscriber of an IMPS System and having IMPS capable terminal; Bill and Bill's Terminal


5.2.2.1 Actor Specific Issues


SIP/SIMPLE Service Provider


· Wants to provide presence information to wider target group (covering also users that have IMPS technology for utilizing the presence services).


SIP/SIMPLE User


· Wants to provide his own presence information to users regardless of their presence service technology or network operator/service provider.


IMPS System


· Wants to provide presence information for SIP/SIMPLE Users to see.


IMPS User


· Wants to receive presence information from all users regardless of their presence servcie technology or network operator/service provider.


5.2.2.2 Actor Specific Benefits


SIP/SIMPLE Service Provider


· Gets wider target group for the Presence Service usage


· Gets earlier start to the life cycle of the Presence Service


· Gets usage to the Presence Service before the SIP/SIMPLE technology support in terminals increases.


· Solution for converging two systems


· Provides interworking.


IMPS User and SIP/SIMPLE User


· Presence Service usage is not limited to one system (IMPS or SIP/SIMPLE)


· No need to have either several subscriptions to different network operators or a terminal supporting several technologies


· Similar user experience regardless of the system providing the Presence Service.


IMPS System


· Solution for converging two systems


· Provides interworking.


5.2.3 Pre-conditions


Jack has a SIP/SIMPLE Presence Service provisioned and enabled.


Jack has provided his presence information into the system.


Jack has configured his service authorization so that Bill is authorized to access and get Jack's presence information.


Bill has a Presence capable terminal, and an active service subscription to an IMPS System. 


The IMPS System and the SIP/SIMPLE System have been configured to enable interworking. Namely, the IMPS System has access to the Presence Service provided by the SIP/SIMPLE Service Provider.


5.2.4 Post-conditions


Bill's terminal is able to presence information about Jack.


5.2.5 Normal Flow

1. Bill's terminal has made a presence subscription for getting notifications about changes in some or all of Jack's presence information.


2. Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


3. Bill is able to see that Jack is currently in a meeting and is best reached by an instant message (IM). Bill sends an IM to Jack.


4. After a while Jack's meeting ends. Jack changes his status at the terminal, switching it from the meeting mode to a normal working mode, thus automatically triggering a presence information update.


5. Bill's terminal receives a notification of a presence information change, and updated information from the SIP/SIMPLE Presence Service. If Bill so wishes, he could now also reach Jack via a voice call, since the presence information now shows availability of also this communication mean.


5.2.6 Alternative Flow


1. Bill's terminal has made a presence subscription for getting notifications about changes in some or all of Jack's presence information.


2. Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


3. Bill is able to see that the Jack is currently in a meeting and is best reached by an instant message (IM). Bill does not have Jack's IM address so he chooses to get more than the basic information about Jack.


4. Bill's Terminal makes a new one-time request to Jack's presence information having specific presence attributes listed.


5. The SIP/SIMPLE Presence Service returns the requested presence attributes to Bill's terminal and Bill is able to see them.


5.2.7 Alternative Flow


1. When Bill turns his terminal on the terminal makes presence information requests to a number of pre-defined users (including Jack).


2. Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


3. Bill is able to see that the Jack is currently in a meeting and decides to wait before calling to Jack. 


4. After a certain period Bill's terminal makes new presence information requests to the pre-defined users. 


5. The SIP/SIMPLE Presence Service returns the current presence information to Bill's terminal, and Bill is able to see that Jack is now available for a voice call.

5.2.8 Operational and Quality of Experience Requirements


· The Interworking Function SHALL allow several concurrent presence information requests and/or subscriptions for the same SIP/SIMPLE User from the same IMPS User.

Editor’s Note: This requirement isn’t possible in IMPS 1.2 or earlier. This needs further consideration in IMPS 1.3 release and thus this requirement needs to be revisited.

· The Interworking Function SHALL enable seamless user experience of the Presence Service regardless of the system providing the Presence Service by e.g. mapping of presence attributes in an appropriate way.


· The SIP/SIMPLE User SHALL have full control over his presence information.


· The Interworking Function SHOULD support means for reducing the amount of data conveyed over an air interface accss (and via the IMPS System).


· The SIP/SIMPLE User SHOULD be able to receive the presence information and render it in the UI of his terminal without additional delays caused by presence information processing, e.g. the Interworking Function should minimize the terminal processing needs by providing presence information in the format supported (by default) by a terminal.


· The charging of the involved users SHALL be possible to be constructed in such a way as to clearly present to the user, and behave in a predictable nature.


5.3 Use Case 3 – IM Service between mobile buddies of different MNOs


5.3.1 Short Description


This use case aims to investigate presence based services (IM service) interoperability between users belonging to different MNOs. Users are supposed to access their home presence services both from their home networks or whilst roaming.


Within the scope of this use case, it is assumed that the buddy list management and presence information publishing are always handled by the home presence server: the analysis is focused on presence information exchange.


5.3.2 Actors


Harry.


Jane.


5.3.2.1 Actor Specific Issues


Harry belongs to Domain1 (MNO1).


 Harry is an IMPS user.


Jane belongs to Domain2 (MNO2).


Jane is a SIMPLE user.


Harry and Jane can be within their Home Network or in roaming.


Harry performs subscription to Jane’s presence information (Harry is the watcher; Jane is the presentity): the simplest case could be discover whether Jane is on-line so that Harry will send her an IM. 


Jane discloses her presence information (both user and network provided) to Harry


5.3.2.2 Actor Specific Benefits


Both Harry and Jane can exchange IM, at first instance, and then can share other Presence enabled services, even if belonging to different Domains/technologies, i.e. Harry to IMPS and Jane to SIMPLE.

5.3.3 Pre-conditions


Both Harry and Jane are under the control of their Home domain.


Both Harry’s and Jane’s terminals support Presence and IM service.


Domain1 and Domain2 supports Presence and IM services, implementing IMPS and SIMPLE technology platforms respectively.


Basic presence service interaction models valid within existing solutions are not modified in interoperability scenarios.


Jane relies on her Home PS (PS2) for each specific subset of presence information (even when roaming).


Harry relies on proxy function provided by his Home domain.

5.3.4 Post-conditions


Harry is able to see when Jane is on-line and sends her an IM. More widely, Harry has access to Jane’s presence information


5.3.5 Normal Flow


1. Harry performs subscription procedure at Jane’s presence information. The request is authenticated at PS1 and processed at Interworking Function, then it is routed to PS2. 


2. PS2 processes the request. In case Harry is in Jane’s access list, he is successfully subscribed (Proactive Authorization). 


3. Jane’s presence information are updated at her home PS (PS2): Jane is now on-line. Presence updating can be both user and network provided. 


4. PS2 sends notification of Jane’s presence information, according to subscription parameters (it is possible to perform subscription only to some attributes, and/or only for their changing/update). 


5. The request is processed by Interworking Function (i.e. mapped into a IMPS message, properly addressed and routed; presence document translation is also required) and then routed to PS1.


6. Harry receives Jane’s presence information he has subscribed to.


7. As Harry retrieves that Jane is on line, he sends her an IM.


It is observed that:


· An Interworking Function is supposed to be inserted between Presence Servers, in order to perform message mapping between SIMPLE and IMPS technologies. 


· Jane can at any time remove Harry from her access list


Harry can in any time unsubscribe from Jane’s presence information


5.3.6 Alternative Flow


1. Harry performs subscription procedure at Jane’s presence information. The request is authenticated at PS1 and processed at Interworking Function, then it is routed to PS2. 


2. PS2 processes the request. In case Harry is not in Jane’s access list: Reactive Authorization has to be performed. 


3. Jane’s presence information are updated at her home PS (PS2): Jane is now on-line. Presence updating can be both user and network provided. 


4. PS2 sends notification of Jane’s presence information, according to subscription parameters (it is possible to perform subscription only to some attributes, and/or only for their changing/update). 


5. The request is processed by Interworking Function (i.e. mapped into an IMPS message, properly addressed and routed; presence document translation is also required) and then routed to PS1.


6. Harry receives Jane’s presence information he has subscribed to.


7. As Harry retrieves that Jane is on line, he sends her an IM.


5.3.7 Operational and Quality of Experience Requirements


· A user that subscribed with the IM service is able to set up buddy lists containing heterogeneous contacts, i.e. users that are in different mobile networks. Interworking Function SHALL provide proxying and routing mechanisms for such mix of contacts.


· If the IM Service is supported in case of roaming, the user experience SHALL be the same as when using the service in the home network. 


· As IM is a presence enabled service, whenever interworking is supported on Presence, the IM service SHALL be able to collect presence information of its subscribers that are located in these heterogeneous types of networks.


5.4 Use Case <Service Category>, Title


5.5 Use Case <Service Category>, Title

		

		Affected Areas



		

		Device

		Connectivity

		Enabling Services

		Applications

		Content



		Tickmarks (X)

		

		

		

		

		



		Additional Keywords

		

		

		

		

		





Table 1: Affected Areas for <Title>


5.5.1  ASK  \* MERGEFORMAT Short Description


5.5.2 Actors


5.5.2.1 Actor Specific Issues


5.5.2.2 Actor Specific Benefits


5.5.3 Pre-conditions

5.5.4 Post-conditions

5.5.5 Normal Flow


5.5.6 Alternative Flow


5.5.7 Operational and Quality of Experience Requirements


5.6 Use Case <Service Category>, Title


5.7 Use Case <Service Category>, Title


5.8 Open Issues


6. Requirements
(Normative)


6.1 High-Level Functional Requirements


		<Ref: Use Case 5.2> 

		The IMPS User SHALL be able to make a subscription to changes of SIP/SIMPLE User's presence information residing in SIP/SIMPLE System. The subscription MAY contain IMPS User's preference for subscribed presence attributes.



		<Ref: Use Case 5.2>

		The IMPS User SHALL be able to make a one-time query for SIP/SIMPLE User's presence information residing in SIP/SIMPLE System. The query MAY contain IMPS User's preference for queried presence attributes.



		<Ref: Use Case 5.2>

		The IMPS User SHOULD be able to use pre-defined User Lists (stored in the IMPS System) when requesting presence information. The request SHOULD support the same options, e.g., setting a preference for subscribed presence attributes, as "normal" presence information subscription or query.



		<Ref: Use Case 5.2>

		The IMPS User SHALL be able to make serveral concurrent presence information queries and/or subscriptions for the same target User.



		<Ref: Use Case 5.2>

		The IMPS User SHOULD be able to use mechanisms (within presence information request) which reduce data amount conveyed over air interface and via system entities.



		<Ref: Use Case 5.2>

		The IMPS User SHALL be able to end existing presence information subscription to SIP/SIMPLE User's presence.



		

		





Table 2: High-Level Functional Requirements


6.1.1 Security


		Sec-1

		Mechanisms SHALL be provided to enable authentication of applications, watchers, and presentities. 


Existing mechanisms SHALL be reused as far as possible.



		Sec-2

		Presence information (i.e. presence document) SHALL be exchanged in a secure way.



		Sec-3

		The Interworking Function SHALL conform with the security requirements of both IMPS and SIP/SIMPLE Systems.



		Sec-4

		The Interworking Function SHALL ensure that the entities having direct interface to it are properly authenticated, i.e. inter-domain security.



		

		





Table 3: High-Level Functional Requirements – Security Items


6.1.2 Charging



		Crg-1

		Setting up of presence service charging policies between operators SHALL be supported



		Crg-2

		The charging of the IMPS and SIP/SIMPLE Interworking SHALL be possible to be constructed in such a way as to clearly present to the user, and behave in a predictable manner.



		

		





Table 4: High-Level Functional Requirements – Charging Items


6.1.3 Administration and Configuration


		Ad-1

		The involved systems (SIP/SIMPLE and IMPS) SHALL be configurable for enabling message transmission between the systems.



		

		





Table 5: High-Level Functional Requirements – Administration and Configuration Items


6.1.4 Usability


		Use-1

		The user experience of an instant messaging service (and of other presence enabled services) user is independent of the network he is actually connected to.



		Use-2

		Seamless user experience of services SHALL be guaranteed regardless of the system providing the service.



		Use-3

		The User SHOULD get presence information to be shown in the UI of his terminal without additional delays caused by presence information processing, e.g. the format of presence information SHOULD be one of the supported by the terminal and the presence attributes having similar semantics SHOULD converted to supported ones.



		

		





Table 6: High-Level Functional Requirements – Usability Items


6.1.5 Interoperability


		Iop-1

		IMPS and SIMPLE protocols SHALL be mapped, so that messages exchanged can be understood and processed by all involved presence servers.



		Iop-2

		A common presence document SHALL be defined: tags of different presence documents shall be mapped, so that different domains can use the same terminology to refer and understand presence information.



		Iop-3

		Addressing mapping SHALL be performed, in order to guarantee an unambiguous identification of users and to enable domain based message routing.



		Iop-4

		The Interworking Function SHALL support converting all IMPS defined presence attributes [IMPS-PA] to SIP/SIMPLE defined presence information. The Interworking Function MAY support converting IMPS extension attributes to SIP/SIMPLE defined presence information.



		Iop-5

		The Interworking Function SHALL support converting SIP/SIMPLE based presence attributes having semantically similar IMPS attributes to corresponding IMPS attributes. The Interworking Function MAY support converting additional SIP/SIMPLE presence attributes into corresponding IMPS extension attributes.



		

		





Table 7: High-Level Functional Requirements – Interoperability Items


6.1.6 Privacy


		Prv-1

		Presence service users SHALL be aware of the fact that presence information are collected and that they have the possibility to protect those information, i.e. determine who is able to see what under which conditions.



		Prv-2

		Privacy configuration SHALL be done at a central place: the presence server (close to the data to be protected).



		Prv-3

		The experience of the presence service users, with respect to what is published SHALL be always consistent.



		Prv-4

		The User SHALL have control over sharing his presence information.



		

		





Table 8: High-Level Functional Requirements – Privacy Items


6.2 Overall System Requirements


		<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>

		





Table 9: High-Level Functional Requirements – Security Items


<text>


6.3 System Elements


<< This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have sub-subsection(s) covering the requirements on interfaces.  DELETE THIS COMMENT >>


		System Element <letter>:

		<System Element Description>

		<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>





Table 10: System Elements


6.3.1 System Element A


<This section contains numbered high level requirements on System Element A.  DELETE THIS COMMENT >>


		<Nr.>

		





Table 11: Requirements for System Element <A>


6.3.1.1 Interfaces to System Element X


<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.  DELETE THIS COMMENT >>


6.3.1.2 Interfaces to System Element Y


<etc>


6.3.2 Network interfaces


<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Nr.>

		<Ref: SE (letter)>

		





Table 12: Requirements for Network Interfaces
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Appendix B. <Additional Information>


If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.
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