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1 Reason for Change

The scope of the present contribution is to act as Change Request (CR) towards the Requirement Document (RD) for the IMPS–SIP/SIMPLE Inter-Working Function (IWF); the subject Use Case (UC) is “User A adds User B by User ID”.

The presented UC is symmetric with respect to the different OMA IM standards adopted by the service domains of User A and User B. User A and User B are subscribers of IM services based on different OMA IM standards. For instance, it can be assumed that Client A is conformant to the IMPS standard and Client B to the SIMPLE IM standard, or vice versa.

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

To date, the author does not have knowledge of any IPR issue.

5 Recommendation

Review the present CR, consisting of an informative Use Case and the associated Normative Requirements, and reach a consensus about its incorporation into the IMPS/SIMPLE IM IWF Requirement Document (RD).

6 Detailed Change Proposal

(Section 5)

Use Case: User A adds User B by User ID

Short Description

User A decides to add User B as one of his/her contacts by using the User ID. The validity of the User B ID is checked the domain side of the SP/MNO B. Assuming that User B is a valid subscriber on his/her domain then:

· User B can be added to the Contact List of User A.

· If User B has proactive privacy settings, User A may see User B IM Status and signal his/her intentions.

· If User B has reactive privacy settings, User B must authorize User A to see User B IM Status and then message User B.

· Depending on the User B privacy settings, a notification for the “add” may be sent to User B.

It is up to User B to either respond by adding or blocking User A. User B may reciprocally add User A contacts to his/her Contact List. This addition by User B is performed silently. 

Actors

All actors/entities participating in this UC are as follows.

	Actor / Entity
	Description

	User A
	End user subscribed to IM Service Provider A and having a device provisioned with an IM client – irrespective the OMA technology.

	User B
	End user subscribed to IM Service Provider B and having a device provisioned with an IM client – irrespective the OMA technology.

	Client A
	The IM application software resident on the device of User A, which provides access to the IM service offered by SP/MNO A.

	Client B
	The IM application software resident on the device of User B, which provides access to the IM service offered by SP/MNO B.

	Server A
	Network entity that communicates with the IM Client A to achieve the IM service offered by the SP/MNO A. 

	Server B
	Network entity that communicates with the IM Client B to achieve the IM service offered by the SP/MNO B.

	Service Provider A
	The SP/MNO providing IM service to User A based on OMA IMPS (or respectively SIMPLE) standard.

	Service Provider B
	The SP/MNO providing IM service to User B based on OMA SIMPLE (or respectively IMPS) standard.

	Interworking Function (IWF)
	Network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between the OMA IM standards (SIMPLE IM and IMPS).


Actor Specific Issues

	Actor
	Description

	User A
	· In this UC, User B is “known” to User A.

· User A wants to add the contact details of User B in his/her Contact List.

	User B
	· User B is aware about his/her privacy (of User A) and wishes to be informed about his/her contact details being added to other users’ Contact List.

	Client A
	· Allows User A to be benefited by enlarging his/her Contact List.

· Is able to inform User A about User B privacy settings and accordingly continue.

	Client B
	· Allows User B to securely monitor his/her “contact details flow”.

	Server A
	· Requests Server B to inform User B about the intentions of User A. IM Status information, even if the two servers are using different OMA IM standards, of User A is communicated to User in another domain..

	Server B
	· Receives the “add by User ID” request from Server A and is able to accordingly respond even if the two servers are using different OMA IM standards.

· Projects User B privacy settings and accordingly acts.

	Service Provider A
	· Make sure the Contact List intentions of User A are propagated to SP/MNO of User B.

· Provide User A with fair IM services

	Service Provider B
	· Make sure that User B privacy settings are respected.

· Provide User B with fair IM services.

	Interworking Function
	· The function allows servers (and thus subscribers) that are parts of different OMA IM services to interact as if they were using the same OMA IM service enabler.

· The function facilitates technical interworking as the basis service interconnection.


Actor Specific Benefits

	Actor
	Description

	User A
	· Expands his/her Contact List by additional contact(s) of IM user(s).

· Be able to send IM to users based on other domains (both service and technology wise).

	User B
	· Be able to send IM to users based on other domains (both service and technology wise).

· Expands his/her Contact List (assuming reciprocal add).

	Client A
	· Facilitates user-friendly enlargement of Contact List.

· Ensures valid information flow towards User A regarding the privacy settings of User B.

	Client B
	· Facilitate reciprocal user-friendly enlargement of Contact List.

· Ensure security and privacy for User B.

	Server A
	· N/A

	Server B
	· N/A

	Service Provider A
	· SP/MNO A allows its subscribers to expand their Contact List with subscribers from other domains, such as SP/MNO B, as if they were both using the same OMA IM standard.

	Service Provider B
	· It allows its subscribers to be included in the Contact List of subscribers from other domains, such as SP/MNO A, as if they were both using the same OMA IM standard.

	Interworking Function
	· It allows subscribers using different OMA IM standards to interact as seamless as possible.

· It makes possible for SP and MNO, which provide IM services based on different OMA-IM standards, to easier establish an interconnection agreement, thus expanding their business.


Pre-conditions

· User A and User B are both registered IM subscribers, respectively of Service Provider A and Service Provider B.

· Both SP or MNO are offering their respective subscribers IM services but based on different OMA IM standards, for example  IMPS 1.3 and SIMPLE IM.

· An interconnection agreement is in place between the SP/MNO sides in question.

· An Interworking Function entity has been deployed between the Server A and Server B.
· .

· User A has a Presence subscription running on the Contact List where User B is added.
· User A is aware of User B and intents to expand his/her Contact List based on User ID information.

Post-conditions

· User B has notified by Server B about the pending request from User A concerning his/her User ID.

· User B, accordingly to his/her privacy settings, allows (or not) his/her User ID to be used in enhancing User A Contact List.

· User A is accordingly notified about his/her request to proceed (or not) by adding User B ID, thus enlarging his/her Contact List. 

Normal Flow

In the normal flow, we describe the basic series of steps taken by the two users and other actors.

1. User A navigates using his/her client “Add Contact” and chooses to add “by User ID”.

2. User A selects and inputs the User ID of User B and the domain name in Client A.

3. The client forwards the request to Server A. In turn, the server recognizes the domain name as belonging to SP/MNO B and passes information to IWF

4. IWF performs protocol translation and communicates the request to Sever B.

5. Server B checks if the added User ID represents a valid user on the SP/MNO B domain. We assume that this is true.

6. Server B checks the privacy settings of User B. In the basic mode we assume User B having set his privacy setting to proactive; authorization with notification.

7. User A is able to check User B IM Status and decides to add him/her to his/her Contact List via User ID using Client A.

8. Server A informs via IWF Server B about the addition on Client A.

9. If the User B is logged-in, then Server B notifies Client B about the addition (that took place by User A) and thus User B. User A is referenced as a combination of display name and user ID.

10. From this point, User B may choose to reciprocally add User A, block User A or do nothing.

Alternative Flow

In this alternative flow, it is assumed that, User B has chosen to proactive privacy settings. Steps 1 to 5 remain the same as before, then:

1. Server B checks the privacy settings of User B; in this case reactive privacy settings.

2. User B is notified from Server B about the request arising from User A.

3. User B recognizes User A and authorizes the request via his/her client back to Server B.

4. Server B communicates the authorization to Server A via IWF; the necessary protocol translation takes place in the IWF entity.

The rest of the steps remain the same.

Operational and Quality of Experience Requirements

Interworking of OMA IM systems will allow subscribers to add other subscribers by using UserID filed or their equivalent. The subsequent enlargement of contact lists among users will stimulate IM usage across domains based on different OMA service enablers.

(Section 6)

Normative Requirements

1. The Interworking Function (IWF) SHALL receive from Server A requests to add User B contact details using User ID as well as domain.

2. The IWF SHALL perform the necessary protocol translation for information propagation towards Server B.

3. The IWF SHALL be able to receive from Server B responses arising from both User B privacy settings, proactive and reactive.

4. Reciprocal addition of User A contact by User B MAY take place silently.
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