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1 Reason for Change

The scope of the present contribution is to expand the Requirement Document (RD) that defines use cases and requirements for the IMPS–SIP/SIMPLE Inter-Working Function (IWF). 
This updated contribution takes into account the feedbacks received at the last face to face MWG-IM meeting in Frankfurt. 
NOTE 1 - Several editorial changes have been done. For simplicity most of them are not shown as revisions.   
NOTE 2 - During the discussion of this contribution in Frankfurt a suggestion was made to add here also the requirement that the IMPS server shall support other addressing formats beyond Wireless Village, e.g. SIP URI.
Although this requirement is believed to be a valuable one, the author of this contribution – also after some offline consultations with other members - believes that it is not strictly necessary for this specific Use Case. Therefore, for clarity, it must be address in a separate contribution. 
For example, the support of SIP URI by the IMPS server is believed not to be necessary for adding a non-IMPS User B to the Contact List of the IMPS User A, because the IWF could perform a translation from SIP URI to IMPS ID by replacing only the SIP: prefix with the WV: one, and living unchanged the <usernmae>@<domain> syntax. 
Nevertheless, the author still believes that this requirement is a valuable one, which might be worded like the following:

· The IMPS System (Server and Client) SHALL support the SIMPLE IM addressing format and MAY also support other user addressing formats. 

· The SIMPLE IM System (Server and Client) SHALL support the IMPS addressing format and MAY also support other user addressing formats.
Anyway the above suggestions shall be addressed into a separate contribution.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

 

It is anticipated that the introduction of an IWF might have some impacts on SIMPLE IM or IMPS 1.3. However, such impacts still need to be identified, assessed and acted upon.
4 Intellectual Property Rights

The contributor does not have knowledge of any IPR issue.
5 Recommendation

Review the contribution, which consists of one informative Use Case and the associated normative Requirements, and reach a consensus about its incorporation into the IMPS/SIMPLE IM IWF Requirement Document (RD).
The Working Group should also reach an agreement about the right level of granularity desired for the Normative Requirements concerning the Interworking Function, so to pave the way for further refinements, if needed.  
6 Detailed Change Proposal

--- Section 3.2 Definitions ---
	E.164
	ITU-T Recommendation E.164 “The international public telecommunication numbering plan”

	MDN
	Mobile Directory Number

	MSISDN
	Mobile Subscriber ISDN Number


--- Section 5 Use Cases (Informative) ---
Use Case: User A adds User B to Contact List by MSISDN/MDN  
Short Description

User A (subscribed to Service Provider A) wants to add as a new contact User B (subscribed to Service Provider B), whose . mobile telephone number (MSISDN or MDN) he/she is assumed to known.  

Even if Mobile Network Portability applies in any of the two service domains, the originating Server A is able to map the input MSISDN/MDN onto the corresponding Server B that belongs to Service Provider B. The Service Providers A and B are assumed to have an IM-interconnection established. 
Server A forwards the Add Contact request to Server B, which verifies that a User B, who corresponds to the specified MSISDN/MDN, is really provisioned in the system. . Then, Server B returns to Server A the associated UserID and, if available, also the Friendly Name.
Server A uses UserID and Friendly Name information to add User B as a new contact into the specified Contact List.

If User B’s privacy settings are set to Proactive Authorization, then, by effect of adding User B to Contact List, User A is also automatically allowed to watch User B’s IM Online Status and to send him/her instant messages. Depending on Proactive Authorization specific settings, User B can also be notified that User A has added him/her.
Otherwise, if User B’s privacy settings are set to Reactive Authorization, then User B is always notified and, although the Add to Contact List operation is not subject to User B’s authorization, User B is expected to explicitly give his authorization for User A to be able to watch his/her IM Online Status or send him/her instant messages. As an option, when notified, User B may even decide to take no action, thus leaving pending both the IM Online Status watching and the IM sending authorizations. 
From within the notification page, User B can also request to add User A to Contact List on his turn. 
Actors

	Actor
	Description

	User A (or B)
	End user subscribed to IM Service Provider A (or B) and having a device provisioned with an IM client.

	Client A (or B) (*)
	Application which resides in User A (or B)’s device and provides access to the IM service offered by Service Provider A (or B).

	Server A (or B) (*)
	Network entity that communicates with the IM Client A (or B) to achieve the IM service offered by the Service Provider A (or B). 

	Service Provider A and B (*)
	Service Providers A and B are providing OMA-compliant IM services based respectively on IMPS and SIMPLE IM, or viceversa.

	Interworking Function (IWF) 
	Functional network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between different OMA-IM standards, i.e. SIMPLE IM and IMPS IM.

	(*) It is assumed that Service Providers A and B are running IM services based on  different OMA IM standards, e.g. IMPS IM and SIMPLE IM, or vice versa. The exact order is not relevant for the validity of the Use Case. 


Actor Specific Issues

	Actor
	Description

	User A
	· Interact with User B as if they were both using the same OMA-IM standard.  

	User B
	· Interact with User A as if they were both using the same OMA-IM standard.  

	Client A
	· Add User B to Contact List by MSISDN/MDN as if User B was using the same OMA-IM standard.  

· Within the same transaction also allow User B to send IM (Grant List) and authorize him/her to watch/subscribe User A’s Online Status.

	Client B
	· Protect User B’s privacy: 
1) by notifying User B that he/she has been added to User A’s Contact List; 
2) by asking User B’s authorization for User A to watch B’s IM Online Status (if B’s privacy is set to Reactive Authorization); 
3) by asking User B whether to grant or block User A’s permission to send IM to User B. 
· Simplify User B’s service interaction by allowing him/her to Add User A to Contact List without him/her needing to type A’s UserID.   

	Server A
	· Check whether the request to add User B (identified by MSISDN/MDN) cannot be resolved locally, and it must rather be routed towards Server B via IWF. 

NOTE: this requires taking into account the Mobile Number Portability. 

· Receive back from Server B the UserID, and possibly Friendly Name, corresponding to User B’s MSISDN/MDN; add User B to Contact List; and authorize User B to send IM to User A. 

· Route the following User A’s requests to Server B: 
1) subscribe to User B’s IM Online Status; and 
2) authorization to send IM to User B.

	Server B
	· Check if MSISDN/MDN corresponds to a valid User B subscriber; search the corresponding UserID, and possibly the Friendly Name; return UserID and Friendly Name to Server A.

· As a way to protect User B’s privacy, notify Client B that he/she has been added to User A’s Contact List. 
· NOTE: whether this notification will be displayed to User B depends on User B’s privacy settings.

	Service Provider A
	N/A

	Service Provider B
	N/A 

	IWF
	· Allow subscribers using different OMA-IM standards to interact as if they were using the same standard.


Actor Specific Benefits

	Actor
	Description

	User A
	· Expand his/her Contacts Lists to include also subscribers of other Service Providers that use a different OMA-IM standard. 

	User B
	· Be searched, added to contacts, messaged and subscribed by User A, who uses a different OMA-IM standard.

· Receive authorization to send IM to User A, who is using a different OMA-IM standard. 

· Be notified, if so desired, that User A has added him/her to Contact List.

· Authorize, or not, User A to subscribe to his/her IM Presence status and/or to send IM.

	Client A
	N/A.  

	Client B
	N/A

	Server A
	N/A.  

	Server B
	N/A

	Service Provider A
	· Extend the reach of its IM service by allowing its subscribers to contact also subscribers of other Service Providers adopting a different OMA-IM standard.

	Service Provider B
	· Extend the reach of its IM service by allowing its subscribers to contact also subscribers of other Service Providers adopting a different OMA-IM standard.

	IWF
	· Allow Service Provider A and Service Provider B, which provide IM services based on different OMA-IM standards, to establish an interconnect agreement and thus expand their business. 


Pre-conditions

· User A and User B are both registered IM subscribers, respectively of Service Provider A and Service Provider B.

· Service Providers A and B are offering to their respective subscribers IM services based on different OMA-IM standards, e.g. IMPS 1.3 and SIMPE IM.

· User A knows the mobile telephone number, i.e. MSISDN or MDN, of User B. 

· Service Providers A and B have an established IM interconnection.

· An Interworking Function (IWF) entity has been deployed between Server A and Server B.

· User A has a Presence subscription running on the Contact List where User B is added.
Post-conditions

· User B is added to User A’s Contact List.

· User B is authorized to watch User A’s IM Online Status.

· User A is allowed to send IM to User B.
· As an option, User A is authorized to watch User B’s IM Online Status.

· As an option, User A is authorized to send IM to User B.

· As an option, User B has added User A to his/her Contact List.
Normal Flow

For the normal workflow the following assumptions apply:

· The MSISDN/MDN that User A inputs corresponds to a valid User B (IM subscriber);

· User B has set his privacy preferences to “Proactive Authorization with Notification”;

· When the notification of being added by User A arrives to Server B, User B is logged-in to Server B;

· Also User B wants  to add User A to Contact List.

The normal workflow is as follows:

1. User A navigates to the “contacts” section on Client A, selects a Contact List, and chooses to add to that List a new contact by MSISDN/MDN.

2. User A types in User B’s mobile telephone number (assumed known), expressed in any valid E.164 format.

3. Optionally User A can also input a Nickname for User B.

4. Client A sends to Server A a request of:

a. Adding to the selected Contact List the User B, who corresponds to the input MSISDN/MDN, optionally with a Nickname also specified;

b. Adding User B to User A’s Grant List (i.e. User B can send IM to User A);

c. Adding Proactive Authorization for User B (i.e. User B can watch User A’s IM Online Status).

5. Server A resolves the MSISDN/MDN – by taking into account also the Mobile Number Portability that may apply in the recipient domain
 - and recognizes that User B’s MSISDN/MDN belongs to the Service Provider B (assumed to have an IMPS/SIMPLE IM interconnection in place with Service Provider A).

6. Server A routes the Search request to Server B via IWF. 

NOTE: the IWF can be operated by any of the two Service Providers.

7. The IWF performs protocol translation (e.g. from SIMPLE to IMPS 1.3, or vice versa) and relays the Search request to Server B. 

8. Server B verifies whether the input MSISDN corresponds to a subscribed user of Service Provider B (assumed true), and finds out the corresponding UserID and possibly also the Friendly Name.

9. Server B returns the UserID and possibly the Friendly Name of User B to Server A, passing through the IWF, that performs protocol translation (e.g. from IMPS 1.3 to SIMPLE, or vice versa).
10. Server A adds User B by his/her UserID (possibly translated by the IWF) to the specified User A’s Contact List, and as User B’s assigned Nickname the following applies:

a. If User A had specified User B’s Nickname in the original Add request, then Server A uses that Nickname;

b. If User A had specified no Nickname but User B has a Friendly Name set in his/her Public Profile, then Server A uses that Friendly Name (returned by Server B with the initial Search); 

c. Otherwise, by default, Server A sets the Nickname to User B’s UserID. 
11. Server A adds User B to User A’s Grant List (ignore if already there).

12. Server A creates a proactive authorization so that User B is able to watch (subscribe) the IM Online Status of User A (ignore if already there).

13. Server A sends a request to Server B, through the IWF, for:

a. Subscribing User A to User B’s IM Online Status;

b. Adding User A to User B’s Grant List.  

14. The IWF relays Server A’s request to Server B after having performed a protocol translation (e.g. from SIMPLE to IMPS, or vice versa).  

15. Server B receives Server A’s request, and sends a notification of addition to Client B. 

16. Client B receives the notification (assume Client B is logged in) that User A has added User B to a Contact List

NOTE: User A’s ContactListID is not disclosed, but the notification includes the User A’s UserID, and possibly also his/her Friendly name. 

17. The notification of addition is displayed to User B, unless User B requested the contrary (assumed false in this normal workflow, i.e. Proactive Authorization with Notification).


18. Client B looks into User B’s contacts database and checks whether User A is already there:

a. If User A is found, then the Use Case ends here. 
b. Otherwise Client B – e.g. within the same user interface screen used for the notification of addition can ask User B whether he/she wants to:

· add User A to Grant List;

· add User A to a Contact List. 

19. If User B does not wish to add User A to his/her Contact List, then the Use Case ends here.
20. Otherwise (i.e. also User B wants to add User A) Client B starts a new “Add to Contact List by UserID” use case, where A and B are inverted. 

NOTE 1: User A’s UserID is already available, because provided by the Add notification, therefore User B does not need to type it in. 

NOTE 2: no notification of addition is sent to User A, since it is assumed that User A will automatically authorize User B to watch his/her IM Online Status and to send IM, because A has previously added User B.
Alternative Flows

MSISDN/MDN does not correspond to a valid User B

If the added MSISDN/MDN does not represent a valid User B, then the following steps apply:

· Server B returns an error message to Server A, via the IWF (e.g. “unknown user”);

· Server A informs User A that the entered MSISDN/MDN is not valid.

User B does not require notification of being added
If User B does not require notification of being added (i.e. privacy setting “Proactive Authorisation without Notification”), then the Use Case is complete after User B is added to User A’s Contact List. In this case, User B’s IM Online Status is visible immediately on User A’s Contact List.

User B has the privacy setting “Reactive Authorization”
If User B requires authorisation to allow other users to message him/her and watch his/her IM Online Status (i.e. privacy settings “Reactive Authorisation”), then the authorisation request is displayed to User B. From the notification page, User B may optionally:

- add User A to Contact List, as in normal workflow;

- block/grant User A’s rights to send IM;

- do nothing (no response), which means that User A’s authorisations remain pending. 

User B responds to notification by blocking User A

If User B responds to the notification by blocking User A, then User B is always shown as offline in User A’s Contact List. If User A attempts to send messages to User B, these will be blocked by Server B. 

The following sequence diagram provides a logical representation of the normal workflow.
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Figure 1: Sequence diagram (normal flow) of “User A adds User B to Contact List by MSISDN/MDN” Use Case

Operational and Quality of Experience Requirements

The MSISDN/MDN can be typed in by User A in any format allowed by E.164 specification, with no restrictions. In particular, full interoperability must be ensured between the format how MSISDN/MDN are stored in the general phonebook and the format how MSISDN/MDN must be entered in the IM Client A for the purpose of adding User B. 

--- Section 6 Requirements (Normative) ---

Normative Requirements

· 
· 
· The IMPS server SHALL be able to resolve an MSISDN or MDN onto the corresponding Mobile Network Operator by taking into account also the Mobile Number Portability, so to allow direct (single-hop) routing between two interconnected OMA IM domains.  
· The SIMPLE IM server SHALL be able to resolve an MSISDN or MDN onto the corresponding Mobile Network Operator by taking into account also the Mobile Number Portability, so to allow direct (single-hop) routing between two interconnected OMA IM domains.  

· The IWF SHALL perform the necessary protocol translation for propagating the request to Add User to Contact List by MSISDN/MDN between an IMPS domain and a SIMPLE IM domain, and viceversa.   

· EDITOR’S NOTE: the above requirement may need further refinement, e.g. based on the specific transactions described in the Use Cases (e.g. Search, Subscribe Online Status, ecc.). For example, detailed requirements may sound like the following:
· The IWF SHALL receive, translate and forward to a SIMPLE IM (respectively, IMPS) Server B any request from an IMPS (respectively, SIMPLE IM) Server A to Search the User ID and the Friendly Name of the User B associated to an MSISND/MDN.
· The IWF SHALL receive, translate and forward to the IMPS (rspectively, SIMPLE IM) Server A the response from SIMPLE IM (respectively, IMPS) Server B containing either an Error message (User B does not exist) or the User ID and Friendly Name associated to User B.
· ecc. 










� In those Countries where the Mobile Number Portability applies, analyzing the MSISDN prefix is not sufficient to identify the Mobile Network Operator which the MSISDN belongs to. In fact, an interrogation to the national Mobile Number Portability database is necessary to reliably ‘resolve’ an MSISDN.  
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