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1 Reason for Contribution

 To structure how the IM working group should interact with the PAG group to define the IM service use of PAG enabler. Original action item reads:  “Adamu to investigate with PoC and PAG what is the best working procedure for introducing into the OMA Presence specifications new requirements that are specific to the SIMPLE IM enabler”

2 Summary of Contribution

Within the three key elements categorised by the Presence data models, this contribution will mainly focused on service elements. However some presence may be mapped to Person or even Device element that should be decided together with PAG during joint meeting/consultation with PAG. The mapping of the presence semantics to OMA specs, PIDF and its extensions will not be mentioned here.
3 Detailed Proposal

We need to have requirements of presence information that would be needed for the IM services

What information Presentity will need to provide? Possible presence source = IM?

What information would a Watcher be interested in getting from Presentity (IM service)?

-> Presence 2.0 time frame = September 2005?

A look at IM service element: 

 If SIP MESSAGE is used for sending one-shot IM message and MSRP for chatting then there are two-form communications for SIMPLE IM. A client initiates both type of communication and should know when to initiate which type of method. Users do not need to know the different types of communication methods...user only wants to know when to chat or only when to send a message so as not to inconvenient other people who are not willing to chat but willing to send and receive one-short message…

< IM > (This relates to only whether the user is online/offline: Registered user)= Availability

<SIP MESSAGE>

                <Status>

<IM client Capability (Not defined in Presence Phase I, would be needed by IM)>


<Status>

This is different from IM application capability. A user may have IM client installed in different devices e.g. PC. PDA and Mobile Phone, apart from the device capabilities the IM client may have different capabilities depending on the service provider or network operator allowable content type and max. size per content type. So having IM client capability as presence information would be useful for presentity, watcher and service providers....

 <Store and Forward>

(<status>enabled/disabled </status>)

Store and Forward is a functionality of the IM server but a client should have the option/ flexibility of choosing that service i.e. the user should have the control of that presence information:  enabled means the user wants the messages to be forwarded to it even when he’s offline...Client will know if it’s home server supports that feature in that case will decide whether to have that service or not through it's presence information...update can be published (<status>enabled/disabled </status>). When a receiving IM server receives a message for offline user, it fetches the user's presence info from the Presence server …and when the Pres info. indicates disabled for 'store & forward' it discards the message and sends NOTIFICATION to the sender ' message did not reach recipient because he's offline'. If the feature is enabled the message is stored and forwarded. Some IM servers may not have that functionality since it’s not explicitly stated as a mandatory feature in the RD , therefore all clients hosted by the IM server with no such functionality will have the 'store and forward' feature in their Pres. Info disabled

For example, imagine you are in a meeting and you turn off your phone for 3 hours i.e. IM offline for 3 hours. During that period you got about 15 IM messages and probably you’re used to getting messages during that time. Wouldn’t it be nice to have the possibility of turning S &F feature off so that when you are out of the meeting you don’t get flooded with 15 messages coming one after the other? Disabling S&F feature, the senders may re-send the message some other time

<MSRP >

    <status>

This is for chat....

Preferred language <tuple> (Not defined in Presence Phase I, would be needed by IM)/ may also be mapped to Person element

A user with IM willingness may be preferred to be contact in certain language(s). IM system support several language variants...

Group Presence (Not defined in Presence Phase I, may be needed by IM)

In some cases for Public Chat owned by ISP/Network Operator, it would be useful to know if a group session is already active before joining or initiating group communication. The server hosting the chat server should publish the "group activity" status to the Presence server...

There is also the issue of too many listed specific attributes also generates too much signaling traffic (Operators concerned about the data traffic generated by the Presence). Is it enough to assume that ‘Event throttling’ would limit the rate at which presence signaling is generated?

The size of the Presence document vs. available bandwidth vs. compression means?

XDMS

How IM uses RLS: Would the RLS be likely use for IM presence. eg. Public chat groups, etc...

Conference control via XCAP/CPCP should be defined for IM especially in the case of the Temporary group formation, not limited to only SIP mechanism for conference/group control

With regards to creation, modification and management of groups, I did not find much difference from the PoC  (PoC XDMS) use of ‘conference’ as in CPCP, common policy rules as in COMMONPOL and the extensions mentioned in XDMS specs with what we have in mind for the IM. 

Settings, info  & authorization elements, conditions (external-list & other-identity-list), actions and transformation of authorization rules will most likely be the same

Application unique ID of Poc document & User Access policy:

1. PoC group: Application unique ID for PoC groups is set to be “Org.openmobilealliance.poc-groups”

2. PoC User Access policy: Application unique ID for PoC user access policy is set to be “Org.openmobilealliance.poc-rules

Like PoC, the IM will most likely use the same group and user access policy document procedure as described in PoC XDMS i.e. XML schema and constraints in CPCP and the extensions in XDMS. 

However, we have some challenges in some group management IM requirements, which should be still carefully analysed to see the actual impacts on the GM enabler. Requirements such as: NOT-11, GM-2, GM-14, SEC-8 and USE-3, just to mention a few…

Also there’s a requirement in IM RD, see below, that requires the combination of usage of IM and PoC by a user. In that regards, a user should be able to create a PoC group and use it for IM, and vice versa. That means the document format that is understood by the IM and PoC XDM must be the same.

	CHAT-14
	
	Users participating in a conversation SHALL be able to switch to speech conversation and be able to combine text with speech conversation (where available), from the IM Client by selecting the participant’s friendly name.

In many-to-many conversation mode, users SHALL be provided with the ability to set up a speech conference (i.e. conference call, PoC session). The maximum number of participants in the speech conference SHALL be determined by the Service Provider.


4 Intellectual Property Rights

None.

5 Recommendation

Most Presence requirements is not explicitly stated in the IM RD and will be discovered or generated during the actual specification work of the IM RD. Presence 2.0 is estimated to be ready in September 2005 and therefore continuous interaction and consultation with PAG group during the SIMPLE IM specification work would the best working mode to capture all IM presence requirements that are worth being standardized. 

Also, even though the current XDMS specs seems to accommodate much more than what’s in the IM RD, there are still some IM-related XDMS requirements that are not obvious. 

The above draft should be the first document for this interaction
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