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1 Reason for Change

As described in the 11.3 Delta RD (use case 9 and 10), the Public Profile shall be introduced to the IMPS protocol. The related requirements are:

	Ref
	Use Case Title(s)
	Requirements

	PPR-1
	Use Case Add/Update Public Profile
	The concept of Public Profile SHALL be introduced to the IMPS system with the following fields:

Field

Required

Searchable

Comment

Friendly Name

Mandatory

Yes

Age

Mandatory

Yes

Entered as year and month of birth, searched for by age

Gender

Optional

Yes

Intention

Optional

Yes

City

Optional

Yes

Country

Mandatory

Yes

Default to country of MSISDN

Free text

Optional

No



	PPR-2
	Use Case Add/Update Public Profile
	The IMPS system SHALL provide functionality to Retrieve, Update and Clear entirely the Public Profile.

	PPR-3
	Use Case Add/Update Public Profile
	Clearing the Public Profile SHALL NOT clear the Friendly Name field.

	PPR-4
	Use Case Search by Public Profile
	The IMPS system SHOULD provide functionality to Search for users based on their Public Profile.

	PPR-5
	Use Case Search by Public Profile
	The existing IMPS Search mechanism SHALL be extended to support the Public Profile-based Search.

	PPR-6
	Use Case Search by Public Profile
	The IMPS system SHOULD NOT allow searching based on Public Profile if the requesting user did not fill out the mandatory fields in his/her own profile.

	PPR-7
	Use Case Search by Public Profile
	The IMPS server MAY send a system message to users who did not fill in the mandatory part of their Public Profile – explaining the consequences to privacy of filling the Public Profile.

	PPR-8
	Use Case Search by Public Profile
	The IMPS system SHALL NOT include those users in a Public Profile-based search who did not fill out the mandatory fields in their own profiles.

	PPR-9
	
	The IMPS server SHALL allow group administrators to specify a minimum age requirement for joining chat groups.

	PPR-10
	
	The IMPS server SHALL NOT allow those users that are under the age specified in the group properties to join the group.

	PPR-11
	Use Case Search by Public Profile
	If an IMPS server has age restriction for searching based on the age field in the Public Profile, then the restricting server SHALL exclude those users - who are under the restricted age according to their Public Profile - from the search results.

	PPR-12
	Use Case Search by Public Profile
	If Friendly Name exists in the Public Profile of the user then IMPS server SHALL include the Friendly Name with the User-IDs in the search results.

	PPR-13
	Use Case Search by Public Profile
	The IMPS server SHALL accept only full strings (NOT sub-strings) in any searches that use Public Profile fields as search criteria.


OPEN issues:

PPR-13 does not make much sense regarding Intention and Interests/hobbies.

Mixing searches? Kosta did not come back with the AI.
R02: OZ comments:

· Jon commented that Public Profile should be extended to include binary content. Resolution: Zoltán had a separate discussion with Jon about this - key and value approach -, and agreed that the binary content will be left to the extension block.
· An Editorial note “System Message MUST NOT be included“ should be added. Resolution: removed references to System message, only a placeholder is left for the editor.
· GetPublicProfile transaction may be limited by the server and Status code + Status Details are needed.
2 Impact on Backward Compatibility

Not backwards compatible. The public profile does not exist in earlier versions.

3 Impact on Other Specifications

Yes, all specs have to be updated as well. SSP specifications will have an additional element (age from public profile) in the JoinGroupRequest primitive to minimize latency.
4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

Working group to review and approve the change request.

6 Detailed Change Proposal

[Editor to add the following references]

	[ISO3166-1]
	ISO 3166-1: Codes for the Representation of Names of Countries and their Subdivisions – Part 1: Country Codes, 1997. URL: http://www.iso.ch/iso/en/CatalogueDetailPage.CatalogueDetail?CSNUMBER=24591

	[PRIVACY]
	“Privacy requirements for mobile services Version 1.0”, Open Mobile Alliance,
URL: http://www.openmobilealliance.org


[Editor to add this to the definitions:]

	Private Profile
	A user’s profile information that is not available to anyone including the owner user himself/herself – it is maintained by the service provider and is searchable with some restrictions.


7. Common features

The common features provide additional functionalities that are not closely related to any particular service – instant messaging, presence and group chat – but somewhat related to all of these.

In order to achieve minimum level of interoperability both the client and the server MUST support the following functionalities:

· 7.1 Public Profile [Editor to add proper reference here]
The rest of the features are OPTIONAL. The individual client or server implementations MAY decide whether support for a particular transaction is implemented or not.


7.1 Public Profile
The public profile – shortly – is a user’s profile information that MUST be available to the public – it MUST be maintained by the owner user and MUST be searchable with some restrictions.
In order to achieve minimum level of interoperability both the client and server MUST support the following functionalities:
· Retrieve public profile – see the transaction later on in this chapter.

· Clear and Update public profile – see the transaction later on in this chapter.

· Delivery of Friendly Name with UserIDs – see [editor to add correct reference here]
Additionally to the above, the client and the server MAY support the following functionalities:

· Search based on public profile – see the General Search mechanism in chapter 7.2 [editor to add correct reference here]
There is a prerequisite for using the public profile-related features – except the search based on public profile: the user MUST have the mandatory fields of his/her own public profile (see Table 1) filled. If the mandatory fields are empty, attempting to use any of the related features – except search based on public profile – will result in failure – the server MUST verify that the requesting user filled out all of the mandatory fields of his/her public profile, and reply with an error if that is not the case. Similarly, a user MUST NOT  access another user’s public profile when the mandatory elements are missing from the other user’s public profile.The server MUST NOT return those public profiles belonging to those requested users whose public profiles are missing any of the mandatory elementsThis however MUST NOT restrict the requesting user from using the public profile-related features with other users.
The XML Syntax DTD - see [CSP XMLS] - has been defined in a manner that allows custom public profile fields. The client and the server MAY support these custom fields, but MUST ignore (without generating an error) the properties that they are not able to process. For extending the public profile with custom fields, see [editor to insert reference here]. The IMPS protocol defines the following fields:

The client and the server MUST support all of the predefined fields. The ‘Req’ column in the following table describes whether the specific field is REQUIRED (‘M’) or OPTIONAL (‘O’) for using the public profile.
	Field
	Req
	Searchable
	Comment

	Age
	M
	Y
	The year and month of birth.
Format: YYYYMM
, where

YYYY – decimal number indicating the year.

MM – decimal number indicating the month.
Default value: N/A – it MUST be specified by the user.

	Country
	M
	Y
	The country of residency. While filling in the public profile, the client MAY offer this to the user based on the MSISDN.
Format: Country code as defined in [ISO3166-1].
Default value: N/A– it MUST be specified by the user.

	Friendly Name
	M
	Y
	A name that the user suggests for the general public to use as a nickname and is available to all users at all times.

Format: Free text up to 50 characters.
Default value: N/A– it MUST be specified by the user.

	City
	O
	Y
	The city of residency.

Format: Free text up to 50 characters.
Default value: Empty value.

	Free text
	O
	N
	Any kind of information that the user wishes to disclose to the public about himself/herself.

Format: Free text up to 200 characters.
Default value: Empty value.

	Gender
	O
	Y
	The gender of the user.

Format: either one of the following enumerated values:

F – Female

M – Male

U – Unspecified (the user did not disclose it)
Default value: U

	Intention
	O
	Y
	The intention of the user.

Format: Free text up to 100 characters.
Default value: Empty value.

	Interests/hobbies
	O
	Y
	Interests/hobbies of the user.

Format: Free text up to 100 characters.
Default value: Empty value.

	Marital status
	O
	Y
	The marital status of the user.

Format: either one of the following enumerated values:

C – Cohabitant

D – Divorced
E – Engaged
M – Married


S – Single

U – Unspecified (the user did not disclose it)
W – Widowed
Default value: U


Table 1 Public Profile standard fields

Extending the Public profile

The extension creator MUST:

· Consider if the extension belongs to the public profile. There are several issues to consider, whoever it is RECOMMENDED to evaluate the followings:

· Dynamics. The public profile is not updated to the clients automatically, thus it SHOULD include only fields that are more or less static. For frequently updated information the inventor MUST use presence extension mechanism instead. See [PA] for more information for extending presence attributes.

· Privacy. The information included in the public profile is available to every IMPS client, thus the inventor MUST evaluate the sensitivity of the disclosed information. The created public profile field must conform to [PRIVACY].
· Contents. The public profile fields allow only plain text format. The value in a single public profile field MUST NOT exceed 200 characters – the server MUST cut the excess part out and include only the first 200 characters in the public profile field. The information MAY be non-localized.
· Support. All of the custom fields are OPTIONAL. Note that it is possible that an IMPS client or server implementation might not support the public profile field, and MAY ignore it – thus the field SHOULD NOT include information that MUST reach the end-user.
· Define a unique identifier. To guarantee uniqueness, the inventor MUST add a short prefix to the name of the field that reflects the inventor’s credentials. The prefix MUST be terminated with a hash mark (‘#’) character. The client MUST NOT render the text before the first hash mark (‘#’) character on the display – nor the hash mark itself. The rest of the string MUST be rendered on the display – however it MAY be un-localized. For example, a company named ‘Foo Industries’ would like to create an extension that includes the user’s education level: the field name could be:’FOOI#Education level’ –and the receiving client will render it as ‘Education level’.
Transactions
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Figure 1. Retrieve public profile transaction

A user MAY retrieve the public profile of any user. To retrieve public profile(s) of user(s), the client MUST send the GetPublicProfileRequest primitive to the server containing the UserIDs of those user whose public profile is desired. The server MUST repliy with a GetPublicProfileResponse primitive that contains the public profiles of the requested users.
The transaction MUST fail – and the server MUST respond with a Status primitive – when the requesting user did not fill the mandatory fields of his/her own public profile – even if the user is requesting his/her own profile. After the Status primitive the server MAY also send a [editor to insert reference to future system message primitive here] that describes to the user that he/she SHOULD fill in the public profile as well as explaining the privacy issues related to filling in the Public Profile.
The server SHOULD include the requested public profiles of those users that have filled out the mandatory fields in their public profile. The server MUST NOT include the public profile of those users who did not fill in the mandatory fields of their public profile – but it MUST indicate these users with an error code in the Result element.


[image: image4.wmf]UpdatePublicProfileRequest

Client

Server

Status


Figure 2. Clear/update public profile transaction

A user MAY clear and update his/her own public profile. To clear the public profile, the Clear-Public-Profile element can be utilized. To update the public profile, the fields that need update MUST be included in the Public-Profile element. The client MUST sent the UpdatePublicProfileRequest primitive to the server, and the server MUST reply with a Status primitive.
The transaction MUST fail when the requesting user does not have the mandatory fields of his/her own public profile filled and the mandatory fields are not included in the request primitive. After the Status primitive the server MAY also send a [editor to insert reference to future system message primitive here] that describes to the user that he/she SHOULD fill in the public profile as well as explaining the privacy issues related to filling in the Public Profile.

The client MUST NOT send a request that includes Clear-Public-Profile element with ‘F’ (false) value and the whole Public-Profile element is missing.
If the Clear-Public-Profile element indicates ‘T’ (true) the server MUST – with the exception of the Friendly Name field – clear the entire public profile. The default values are to be restored. If the Clear-Public-Profile element indicates ‘F’ (false), clear operation was not requested, thus the server MUST NOT clear the profile.
If both clearing and update operations have been requested, the server MUST perform the clear operation first – before the update. The server MUST update those public profile fields that are included in the Public-Profile element. If the whole Public-Profile element is missing, update operation was not requested, thus the server MUST NOT update any of the public profile fields.
Error conditions

Generic error conditions:

· Service unavailable. (503)

· Not logged in. (604)

GetPublicProfileRequest error conditions:

· Unknown user ID. (531)

· Missing mandatory profile field(s) of requesting user (904)
· Missing mandatory profile field(s)of requested user (905)

· Too many public profiles requested (201/906)

UpdatePublicProfileRequest error conditions:

· Missing mandatory field(s)of requesting user (904)

Primitives and information elements

	Primitive
	Direction

	GetPublicProfileRequest
	Client ( Server

	GetPublicProfileResponse
	Client ( Server

	UpdatePublicProfileRequest
	Client ( Server

	Status
	Client ( Server


Table 2. Primitive directions for public profie management transactions
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetPublicProfileRequest
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Session ID for session.

	User-ID-List
	M
	Structure
	Identifies the user(s) whose public profile is requested.


Table 3. Information elements in GetPublicProfileRequest primitive

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetPublicProfileResponse
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Session ID for session.

	Result
	M
	Structure
	The result of the request.

	Public-Profile-List
	M
	Structure
	The list of Public profiles per UserID.


Table 4. Information elements in GetPublicProfileResponse primitive

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	UpdatePublicProfileRequest
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Session ID for session.

	Clear-Public-Profile
	M
	Boolean
	Indicates whether the public profile is cleared or not.

	Public-Profile
	O
	Structure
	The public profile fields to be updated for the requesting user.


Table 5. Information elements in UpdatePublicProfileRequest primitive

7.2 General search transaction

Transactions
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Figure 3. General search transactions

A user MAY search for users/groups based on various user/group properties. On protocol level there is no difference between searching for users/groups based on various user/group properties – the separation is solely logical based on the search criteria: if the requested search criteria cannot be processed, the server will simply deny the request. The user MAY limit the number of results to be retrieved at a time, and MAY continue the search and go through all the results.

The search is performed using a list of one or more Search-Pairs. The Search-Pair list MUST be included in the first request only, it MUST NOT be included in the subsequent requests.

A Search-Pair consists of a Search-Element and a Search-String. The Search-Element indicates which property of the user/group SHALL be searched for the Search-String. When more than one search pairs are specified in the primitive, logical AND operation MUST be employed between the different pairs.
 Every Search-Element MAY be present only once within the same search request.

A server implementation SHOULD NOT allow searching based on Public Profile if the requesting user has filled out the mandatory fields of his/her public profile. If the server does not allow it, the transaction MUST fail – in this case the server MUST respond with a Status primitive – when a Search-Element refers to a public profile field, and the requesting user did not fill out the mandatory fields of his/her own public profile. After the Status primitive the server MAY also send a [editor to insert reference to future system message primitive here] that describes to the user that he/she SHOULD fill out the public profile as well as explaining the privacy issues related to filling in the Public Profile.

The result of a user search MUST always be User-ID and Friendly Name. If the Friendly Name exists in the public profile of the user then IMPS server MUST include the Friendly Name from the public profile, otherwise the UserID MUST be included in the Friendly Name field instead. Similarly, the result of a group search MUST always be group-ID. The server MUST guarantee that the search results are matching the search criteria.

When searching for users based on public profile fields, the server:
· MUST NOT include those users in the results who have not filled out the mandatory fields in their public profile.
· MUST verify the age field in the public profile of the users that have been found matching according the Search-Pair-List element, and:

· if there is a local age limitation policy – to provide child protection – on the server, it MUST exclude those users from the search results who are under the age limitation according to their public profile.

· if there is no local age limitation policy on the server, it MUST include all users in the search results.

When searching for groups, the server MUST compare the age from the public profile of the requesting user versus the age limitation of the groups that have been found matching according the Search-Pair-List element, and:

· if the age is missing from the public profile, return all groups in the search results.

· if the age field is present in the public profile, return only those groups that do not have age limitation, or the age limitation is smaller than the requested user’s age.

When searching for groups and a restricted group is found, the server MUSTverify that the searching user is a group member (user, moderator or administrator of the group) before this search result is regarded as valid and the Group-ID is delivered to the searching user.

	Search-Element
	Search-String

	USER_AGE
	The Search-String is a decimal integer.

	USER_COUNTRY
	The Search-String is a Country code as defined in [ISO3166-1].

	USER_FRIENDLY_NAME
	The Search-String is a user’s Friendly Name – free text.

	USER_CITY
	The Search-String is a city name – free text.

	USER_GENDER
	The Search-String is an enumerated value as ‘Gender’ described in Table 1. Using the ‘U’ (Unspecified) value is NOT RECOMMENDED – clients SHOULD exlcude the criteria instead.

	USER_INTENTION
	The Search-String is a substring of a user’s intention.

	USER_INTERESTS_HOBBIES
	The Search-String is a substring of a user’s interests or hobbies.

	USER_MARITAL_STATUS
	The Search-String is an enumerated value as ‘Marital status’ described in Table 1. Using the ‘U’ (Unspecified) value is NOT RECOMMENDED – clients SHOULD exlcude the criteria instead.


Table 6. Search elements for public profile-based user search

	Search-Element
	Search-String

	USER_ALIAS
	The Search-String is a substring of a user’s alias.

	USER_ONLINE_STATUS
	The Search-String is the online status value. See [PA].

	USER_EMAIL_ADDRESS
	The Search-String is a substring of a user’s e-mail address.

	USER_FIRST_NAME
	The Search-String is a substring of a user’s firstname.

	USER_ID
	The Search-String is a substring of a UserID.

	USER_LAST_NAME
	The Search-String is a substring of a user’s lastname.

	USER_MOBILE_NUMBER
	The Search-String is a mobile number. [E.164]


Table 7. Search elements for private profile-based user search

Error conditions

Generic error conditions:

· Service not supported. (405)

· Service unavailable. (503)

· Service not agreed. (506)

· Not logged in. (604)

SearchRequest error conditions:

· Unable to parse criteria (Invalid Search-Element). (402)

· Initial search request was not sent (Invalid Search-ID). (424)

· Invalid Search-Index (out of range). (425)

· Search timeout (in case of continued search the subsequent request primitive is late). (535)

· Too many hits (536)

· Too broad search criteria (537)

· Missing mandatory elements of requesting user (904)

· Missing mandatory elements of requested user (905)

StopSearchRequest error conditions:

· Initial search request was not sent (Invalid Search-ID). (424)

Primitives and information elements

	Primitive
	Direction

	SearchRequest
	Client ( Server

	SearchResponse
	Client ( Server

	StopSearchRequest
	Client ( Server

	Status
	Client ( Server


Table 8. Primitive directions for searching

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	SearchRequest
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Identifies the session.

	Search-Pair-List
	C
	Structure
	Searching criteria in terms of user or group properties. Present only in the 1st search request.

	Search-Limit
	C
	Integer
	Indicates the number of maximum search results can be received at a time. Present only in the 1st search request.

	Search-ID
	C
	String
	Uniquely identifies a search transaction. The server assigns this ID when the first search is performed, thus not present in the 1st search request.

	Search-Index
	C
	Integer
	Indicates that the results SHALL be sent starting from this particular index. Present only when the search is continued.


Table 9. Information elements in SearchRequest primitive

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	SearchResponse
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Identifies the session.

	Search-ID
	C
	String
	Uniquely identifies a search transaction. The server assigns this ID when the 1st search is performed successfully.

	Search-Findings
	M
	Integer
	Indicates the number of the current findings.

	Completion-Flag
	M
	Boolean
	Indicates whether the client can expect new results. ‘F’ if server MAY provide new results (still searching), ‘T’ if new results will not be provided.

	Search-Index
	M
	Integer
	Indicates the particular index from which the next search can start. This provides the information to the user where to continue the search.

	Search-Results
	C
	Structure
	Search results.


Table 10. Information elements in SearchResponse primitive

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	StopSearchRequest
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Identifies the session.

	Search-ID
	M
	String
	Identifies the search to be invalidated.


Table 11. Information elements in StopSearchRequest primitive

10.1.5 Group properties

The values of the group properties are defined by the owner, or by group member(s) with sufficient access rights. Only Administrators MAY modify these property values. Each group MAY have the following properties:

· Name: a string that is presented to the user as the name of the group (not necessarily same as GroupID!). Default value is an empty string. This is an OPTIONAL property (the client does not have to specify it in the CreateGroupRequest).

· Accesstype:

· Open (for everyone) or

· Restricted (members only).

Default value is “open”. The client does not have to specify it in the CreateGroupRequest.

· Type
:

· Public (maintained by service provider) or

· Private (maintained by individual user(s)).

· For all user-created groups the server MUST set this property to ‘private’.

· PrivateMessaging:

· T (sending private messages is enabled) or

· F (sending private messages is disabled).

Default value is “F”. The client does not have to specify it in the CreateGroupRequest.

· Searchable:

· T (the group is subject to search) or

· F (the group is no included in searching).

Default value is “F”. The client does not have to specify it in the CreateGroupRequest.

· Topic: a string that describes the subject of discussion in the group. The topic is subject to searching if allowed. The default value is an empty string. This is an OPTIONAL property (the client does not have to specify it in the CreateGroupRequest).

· ActiveUsers
: an integer number that indicates the number of currently joined users.

· MaxActiveUsers: an integer number that indicates the maximum number of joined users at any given time. Default value is set by the group service. This is an OPTIONAL property (the client does not have to specify it in the CreateGroupRequest).

· WelcomeNote: a string that is presented as text to the user when he/she joins the group. The default value is an empty structure. This is an OPTIONAL property (the client does not have to specify it in the CreateGroupRequest).

· History:

· T (message history is supported)

· F (message history is not supported)

If server supports the message history functionality, user/client can request it for a new or existing group.

· AutoDelete:

· T (the group will be automatically deleted) - the server MUST verify the ‘Validity’ property. If the ‘Validity’ property was zero (e.g. the validity has expired), the server MUST automatically delete the group when all joined users have left. If the ‘Validity’ property was non-zero (e.g. the group is valid) the server MUST NOT delete the group.

· F (group will not be automatically deleted) – the server MUST ignore the ‘Validity’ property. In this case, the group is considered permanent. The “permanency” of a group is subject to the local policy of maximum lifetime defined by server vendor or operator.

· If not specified in CreateGroupRequest, the default value is “F”.

· Validity: a non-negative integer number that indicates the time period (in minutes) for which the group is valid. The default value is zero, which means that the group is not valid if and only if all joined user have left the group. The server MUST keep the value up-to-date and the value MUST reflect the remaining time period for which the group is valid. The ‘Validity’ MUST be ignored if ‘AutoDelete’ is ‘F’. Note that the generic XML element of the value of the group property is defined as a String. For this particular ‘Validity’ property, the String is the decimal representation of the non-negative integer number.

· MinimumAge: an integer number that indicates the minimum age for joining/searching the group. The value of zero indicates that any user MAY join the group. A value that is higher than zero indicates that the group is restricted by age. If the group is restricted by age, special handling applies when the user is searching for the group, or attempts to join the group. These restrictions are described in the General Search Transaction and the Join Group transaction [editor to add references].
Default value is “0”. The client does not have to specify it in the CreateGroupRequest.

10.4.1 Transactions
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Figure 4. Join group transaction

A user MAY join a discussion group at any time. The client sends the JoinGroupRequest message to the server containing the ID of the group, his/her screen name shown during the discussion and the joined users’ list request. The server responds with the JoinGroupResponse message containing the list users, identified by their of screen names and user IDs of the currently joined users (if requested), and optionally a welcome note. If there is an error, the server responds with a Status message instead of the expected JoinGroupResponse message. The user-ID is present only if that user has set his ShowID own property to true.

After the user successfully joins the group, the user MAY receive and send messages from/to the particular group.

To retrieve previous messages (history) from the group, the get message list transaction MAY be utilized.

Both the client and the server MUST support the join group transaction, thus its support is not negotiated.

In order to save extra transactions:

· the client MAY request the joined users’ list to be returned in the response. If the Joined-Request element is ‘T’ (true) in the request, the server MUST include the joined users’ list in the response. For more information about the joined users’ list see the particulars of the ‘Get joined users transaction’ in Error! Reference source not found. Error! Reference source not found..

· the client MAY request subscribing to group change notifications. If the Subscribe-Notif element is ‘T’ (true) in the request and the group change notification transaction was agreed during service negotiation, the server MUST subscribe the user to group change notification.

· the client MAY include own group properties for the user in the request. If the own group properties are included in the request, the server MUST apply those properties.

If the group’s MinimumAge property is higher than zero, the server MUST verify this value versus the joining user’s age in his/her public profile, and:

· when the age field is missing from the public profile, the server MUST allow the user to join – providing that the rest of the conditions are met.

· when the age field is present in the public profile, and:

· this age is smaller than the MinimumAge value, the server MUST NOT allow the user to join the group.
· this age is equal or higher than the MinimumAge value, the server MUST allow the user to join the group– providing that the rest of the conditions are met.
The server MUST NOT allow rejected users to join the group from which they are expelled.

The server MUST allow any user – except the rejected users – to join an ‘Open’ group.

The server MUST allow only members to join a ‘Closed’ group.

If the JoinGroupRequest primitive contains the screen name for the user, the server MAY apply the requested screen name, or generate a new screen name. If the screen name was missing from the request, the server MAY generate a new screen name.

If a ‘Welcome Note’ was specified for the group, the server SHOULD include it in the response.

After the user has successfully joined the group, the server MUST start sending all messages that are sent to the group to the newly joined user.

10.4.2 Error conditions

Generic error conditions:

· Not logged in. (604)

· Service not agreed. (506)

· Service not supported. (405)

· Invalid/unsupported group properties (806)

JoinGroupRequest error conditions:

· Group does not exist. (800)

· Insufficient user rights. (816)

· User already joined. (807)

·  User has been rejected. (809)

· Cannot join with the specified screen name; it is already in use. (811)

· The maximum number of allowed users has been reached. (817)

· Minimum age requirement not fulfilled. (818)

[editor to add the following as a new chapter to group status codes into chapter 11.8]

11.8.19 818 – Minimum age requirement not fulfilled
The group has an active age restriction limitation, and the requesting user does not fulfill the requirements needed to perform this transaction. The client SHOULD NOT repeat the request within a reasonable time period.
[editor to add the following to the general status codes to the end of chapter 11.9]

11.9 9xx – General errors

11.9.5 904 – Missing mandatory field(s)of requesting user

The requesting user did not fill in the mandatory fields of his/her public profile. The client MUST NOT repeat the request, and MAY receive a system message – see system message in [editor to insert reference to future system message primitive here].
11.9.6 905 – Missing mandatory field(s)of requested user

The requested user did not fill in the mandatory fields of his/her public profile. The client SHOULD NOT repeat the request within a reasonable time period.
11.9.7 906 – Too many public profiles requested

The client requested too many public profiles in a request. The server has successfully delivered as much public profiles as its implementation allows within a single transactions, however some public profiles have not been delivered due the limitations on server side. The client MAY retrieve the rest of the profiles, however it MUST retrieve the excess of public profiles in a separate transaction.
13.5 Service Access Point (SAP) requirements

13.5.1 Functional requirements

13.5.1.1 Clients

	Item
	Function
	Reference
	Status
	Conditional Requirement

	SAP-C-1
	Support for Status primitive
	Error! Reference source not found.
	M
	

	SAP-C-2
	Support for Communication Initiation Request and PollingRequest primitives
	Error! Reference source not found.
	C
	NOT IF SMS TRANSPORT, OTHERWISE MANDATORY.

	SAP-C-3
	Support for version discovery transaction
	Error! Reference source not found.
	O
	

	SAP-C-4
	Support for 2-way Login transaction
	Error! Reference source not found.
	M
	

	SAP-C-5
	Support for 4-way Login transaction
	Error! Reference source not found.
	O
	

	SAP-C-6
	Support for Logout transaction originating from client
	Error! Reference source not found.
	M
	

	SAP-C-7
	Support for Server originated disconnect
	Error! Reference source not found.
	M
	

	SAP-C-8
	Support for Keep-Alive transaction
	Error! Reference source not found.
	M
	

	SAP-C-9
	Support for Get Service Provider Info transaction
	Error! Reference source not found.
	O
	

	SAP-C-10
	Support for Service negotiation transaction
	Error! Reference source not found.
	M
	

	SAP-C-11
	Support for Client Capability negotiation transaction over SMS transport
	Error! Reference source not found.
	O
	

	SAP-C-12
	Support for Client Capability negotiation transaction if any other transport/syntax than Plain Text Syntax over SMS transport is used
	Error! Reference source not found.
	M
	

	SAP-C-13
	Support for retrieving public profile
	0
	M
	

	SAP-C-14
	Support for clearing/updating the public profile
	0
	M
	

	SAP-C-15
	Support for delivery of Friendly Name with UserIDs
	0
	M
	

	SAP-C-16
	Support for public profile extension fields
	0
	O
	

	SAP-C-17
	Support for searching based on various private profile properties
	0
	O
	

	SAP-C-18
	Support for searching based on various public profile properties
	0
	O
	

	SAP-C-19
	Support for searching based on various group properties
	0
	O
	

	SAP-C-20
	Support for stop search transaction
	0
	O
	SAP-C-17 OR SAP-C-18 OR SAP-C-19

	SAP-C-21
	Support for invitation transaction
	0
	O
	

	SAP-C-22
	Support for cancel invitation transaction
	0
	O
	

	SAP-C-23
	Support for verify ID transaction
	Error! Reference source not found.
	O
	


13.5.1.2 Servers

	Item
	Function
	Reference
	Status
	Requirement

	SAP-S-1
	Support for Status primitive
	Error! Reference source not found.
	M
	

	SAP-S-2
	Support for Communication Initiation Request and PollingRequest primitives
	Error! Reference source not found.
	C
	NOT IF SMS TRANSPORT, OTHERWISE MANDATORY.

	SAP-S-3
	Support for version discovery transaction
	Error! Reference source not found.
	M
	

	SAP-S-4
	Support for 2-way Login transaction
	Error! Reference source not found.
	M
	

	SAP-S-5
	Support for 4-way Login transaction
	Error! Reference source not found.
	M
	

	SAP-S-6
	Support for Logout transaction originating from client
	Error! Reference source not found.
	M
	

	SAP-S-7
	Support for Server originated disconnect
	Error! Reference source not found.
	M
	

	SAP-S-8
	Support for Keep-Alive transaction
	Error! Reference source not found.
	M
	

	SAP-S-9
	Support for Get Service Provider Info transaction
	Error! Reference source not found.
	O
	

	SAP-S-10
	Support for Service negotiation transaction
	Error! Reference source not found.
	M
	

	SAP-S-11
	Support for Client Capability negotiation transaction over SMS transport
	Error! Reference source not found.
	M
	

	SAP-S-12
	Support for Client Capability negotiation transaction if any other transport/syntax than Plain Text Syntax over SMS transport is used
	Error! Reference source not found.
	M
	

	SAP-S-13
	Support for retrieving public profile
	0
	M
	

	SAP-S-14
	Support for clearing/updating the public profile
	0
	M
	

	SAP-S-15
	Support for delivery of Friendly Name with UserIDs
	0
	M
	

	SAP-S-16
	Support for public profile extension fields
	0
	O
	

	SAP-S-17
	Support for searching based on various private profile properties
	0
	O
	

	SAP-S-18
	Support for searching based on various public profile properties
	0
	O
	

	SAP-S-19
	Support for searching based on various group properties
	0
	O
	

	SAP-S-20
	Support for stop search transaction
	0
	O
	SAP-S-17 OR SAP-S-18 OR SAP-S-19

	SAP-S-21
	Support for invitation transaction
	0
	O
	

	SAP-S-22
	Support for cancel invitation transaction
	0
	O
	

	SAP-S-23
	Support for verify ID transaction
	Error! Reference source not found.
	O
	






	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	











� This property is read-only (determined by the server) and it cannot be modified.


� This property is read-only (monitored by the server) and it cannot be modified.
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