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1 Reason for Change

OMA-IM-2004-0059R01-LATE-ClrSsnReestablish was noted as group did not agree to add it to v1.2.

The document was revisited during the Paris interim meeting. Here is the copy from the meeting minutes:

· Status code 422 is to be changed.

· OZ would like to take some time to re-evaluate the input, so we discuss this document later on.

· Roozbeh comments that password should be explicitly mentioned.

· Paolo objects against the second sentence - it should be re-worded.

· Frank found typos - to be corrected, will come back with a list later on.

· New CR to be created with these comments.

R01 was created because the original was corrupt on the web site.
2 Impact on Backward Compatibility

None. Clarification only.

3 Impact on Other Specifications

Status codes are to be added to CSP.

4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

Working group to review and approve the change request.

6 Detailed Change Proposal

6. IMPS Session and Channel MANAGEMENT

The IMPS session and transaction models are independent of the IMPS transport binding and the underlying bearer protocols. The IMPS session does not require persistent underlying bearer for the data channel. The TCP/IP connection or WSP session MAY be disconnected during the session for performance reasons or it MAY be lost for some other reason. If disconnected, the client reestablishes the connection when it needs to send a request or when it receives the CIR.

Servers MAY support the usage of different bearers for the data channel within a single session due to the independence of the session and transaction models from the IMPS transport binding. Clients MUST however not depend on this behaviour since it MAY NOT be supported by the server or disabled by the operator due to security reasons.  Supporting multiple bearers is beneficial for mobile clients that MAY loose connectivity over a preferred bearer while maintaining connectivity over alternative bearers.

The CIR channel is either connectionless, or connection-oriented, or based on polling. If the channel is connection-oriented, the connection needs to be persistent (for the duration of a session). However, if the server discovers that the CIR channel over standalone TCP/IP is disconnected, the server MAY notify the client that the CIR channel is disconnected by setting the CIR flag ‘F’ in an http POST response (see Error! Reference source not found. for the details of WSP/HTTP encapsulation of CSP transactions).
The relation of the channel connections and the IMPS session is illustrated in Figure 1.
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Figure 1. The relation of the IMPS session and bearer.

Clients MAY request re-establishment of a disconnected session. The reason code of the disconnection is not significant – the client MAY request re-establishment of sessions that have been terminated successfully or with some error. The feature is also suitable to switch between different transports as well as switching between clients (transferring the Session-ID from one client to another is not in the scope of the specifications). When the server detects that the ClientID is not the same as it was in the disconnected session, the server MUST force client capability negotiation in the LoginResponse primitive – the server MUST know the supported content types, and CIR channel settings.
In order to re-establish a session the client uses the Login transaction, however it needs to supply - in addition to the normal login credentials - the Session-ID from the session it wishes to restore. The server MUST NOT accept the request if the User-ID, the password and the Session-ID do not match, and it MUST respond with error code 604. When the server is unable to provide exactly the same services that have been negotiated for the disconnected session, the server MUST reject the session re-establishment request with error code 605.
A server MAY choose not to support session re-establishment – it is an OPTIONAL feature. A server MUST reply with error code 501 when it does not support session re-establishment and it receives a session re-establishment request from the client.
When the server supports session re-establishment, it MUST maintain the properties of every disconnected session for a limited period of time. The amount of time is up to the server implementations, however it is RECOMMENDED to be at least five times the last agreed Keep-Alive-Time, and it is NOT RECOMMENDED to be more than 24 hours.

A successfully restored session carries over all credentials from the disconnected session:

· bypasses all negotiations (except the client capability and service negotiation if client capability negotiation  was explicitly requested by the server in the LoginResponse primitive),

· restores presence subscriptions.

Note that the re-joining of group does not take place – except of course those groups that have the AutoJoin flag set to ‘T’ – as the server removes the user from any joined groups before the logout/disconnection takes place.

After a successful session re-establishment it is the client's responsibility to make sure that it has the up-to-date contact lists and any other data that it caches.
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