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1 Reason for Change

As described in the 5.11 Delta RD (use case 11), a mechanism that allows getting map based on location presence attribute shall be introduced to the IMPS protocol. The related requirements are:

	Ref
	Use Case Title(s)
	Requirements

	PRR-2
	Use Case Locate Friend and Show Map
	The IMPS system SHOULD support retrieving location information of users as an image (map).

	PRR-3
	Use Case Locate Friend and Show Map
	The image-based location information (map) SHALL be retrieved based on the existing GeoLocation presence attribute or User-ID.

	PRR-4
	Use Case Locate Friend and Show Map
	If the image-based location (map) is requested based on User-ID, the IMPS server SHALL verify authorization of GeoLocation attribute for the requesting user, and based on that allow/deny sending the location information to the requesting user.


2 Impact on Backward Compatibility

Not backwards compatible. The mechanism does not exist in earlier versions.

3 Impact on Other Specifications

Yes, all other specs – except Arch – have to be updated as well.

4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

Working group to review and approve the change request.

6 Detailed Change Proposal
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[Editor to add it in front of VerifyID.]

7.4 Get Map
7.4.1 Transactions
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Figure 7. Get Map transaction

A user MAY request map information based on location information or UserID..
The IMPS client and server MAY support the Get Map transaction. The service tree leaf that allows negotiation of this transaction is ‘GETMAP’.

When the client requests map information based on location information, the GetMapRequest primitive MUST include the GeoLocation element. The GeoLocation is identical to the GeoLocation presence attribute and its semantics; see GeoLocation in [PA]. The GeoLocation MAY refer to any location.

When the client requests map information based on UserID, the GetMapRequest primitive MUST include the UserID.
The client MUST NOT include both GeoLocation and UserID elements in the request.

When the request contains UserID, the server MUST verify that the requested user has authorized the requesting user for the GeoLocation presence attribute, and the transaction MUST fail if the requesting user is not authorized – the server MUST NOT reveal the fact that the requested user did not authorize the requesting user the GeoLocation attribute, thus the server MUST reply with error code 517 in this case.
If the server is unable to generate a map for the requested location, it MUST reply with error code 517.
The server MUST select a content type – based on the content types that have been agreed during client capability negotiation – that the client is able to handle. If the server does not find such media type, it MUST respond with error 411. If the server found a suitable media type, but the size limitation of the media type is too small to fit the content, it SHOULD attempt to find another content type and convert the media to that type. If the server did not find another media type where the content would fit, it MAY attempt to scale the content down to a smaller size. If the server cannot scale the content down or the scaling would produce content with unreasonable quality, the server MUST respond with error 432.
In order to allow location-aware devices to rotate the image, the image containing the map information SHOULD:

· Contain the requested location in the center of the map.
· Be oriented in a way that an arrow pointing from the geometric center of the map towards the center of the upper edge of the map is the ‘North’ direction.
7.4.2 Error conditions

Generic error conditions:

· Service not supported. (405)

· Service unavailable. (503)

· Service not agreed. (506)

· Not logged in. (604)

GetMapRequest error conditions:

· Unable to find suitable content type (411)
· Response too large (432)
· Location Not Supported (517)
7.4.3 Primitives and information elements

	Primitive
	Direction

	GetMapRequest
	Client ( Server

	GetMapResponse
	Client ( Server


Table 15. Primitive directions for Get Map transaction
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetMapRequest
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	M
	String
	Session ID for session.

	GeoLocation
	C
	Structure
	Contains a GeoLocation presence attribute. It is present only when UserID is not present.

	User-ID
	C
	String
	Identifies the user whose map information is requested. It is present only when GeoLocation is not present.


Table 16. Information elements in GetMapRequest primitive

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetMapResponse
	Message identifier.

	Transaction-ID
	M
	String
	Identifies the transaction.

	Session-ID
	C
	String
	Session ID for session.

	Map
	M
	Structure
	An image that contains the map of the requested location or user.


Table 17. Information elements in GetMapResponse primitive

11.4.10 411 – Unable to find suitable content type

The server cannot deliver the response because the client does not support any suitable content type. The client MUST NOT repeat the request without performing client capability negotiation where it agrees on a suitable content type.
11.4.18 432 – Response too large

The response would be larger than the client is capable to handle according to the limitations agreed during client capability negotiation. The client MUST NOT repeat the request without performing client capability negotiation where it agrees on higher limitations.
11.5.9 517 – Location Not Supported

The server is unable to generate a map for the requested location for some reason. The client MUST NOT repeat the request without modification.
13.5.1 Functional requirements

13.5.1.1 Clients

	Item
	Function
	Reference
	Status
	Conditional Requirement

	SAP-C-1
	Support for Status primitive
	6
	M
	

	SAP-C-2
	Support for Communication Initiation Request and PollingRequest primitives
	6
	C
	NOT IF SMS TRANSPORT, OTHERWISE MANDATORY.

	SAP-C-3
	Support for version discovery transaction
	6
	O
	

	SAP-C-4
	Support for 2-way Login transaction
	6
	M
	

	SAP-C-5
	Support for 4-way Login transaction
	6
	O
	

	SAP-C-6
	Support for Logout transaction originating from client
	6
	M
	

	SAP-C-7
	Support for Server originated disconnect
	6
	M
	

	SAP-C-8
	Support for Keep-Alive transaction
	6
	M
	

	SAP-C-9
	Support for Get Service Provider Info transaction
	6
	O
	

	SAP-C-10
	Support for Service negotiation transaction
	6
	M
	

	SAP-C-11
	Support for Client Capability negotiation transaction over SMS transport
	6
	O
	

	SAP-C-12
	Support for Client Capability negotiation transaction if any other transport/syntax than Plain Text Syntax over SMS transport is used
	6
	M
	

	SAP-C-13
	Support for searching based on various user properties
	7
	O
	

	SAP-C-14
	Support for searching based on various group properties
	7
	O
	

	SAP-C-15
	Support for stop search transaction
	7
	C
	SAP-C-13 OR SAP-C-14

	SAP-C-16
	Support for invitation transaction
	7
	O
	

	SAP-C-17
	Support for cancel invitation transaction
	7
	O
	

	SAP-C-9
	Support for Get Map transaction
	6
	O
	

	SAP-C-18
	Support for verify ID transaction
	6
	O
	


13.5.1.2 Servers

	Item
	Function
	Reference
	Status
	Requirement

	SAP-S-1
	Support for Status primitive
	6
	M
	

	SAP-S-2
	Support for Communication Initiation Request and PollingRequest primitives
	6
	C
	NOT IF SMS TRANSPORT, OTHERWISE MANDATORY.

	SAP-S-3
	Support for version discovery transaction
	6
	M
	

	SAP-S-4
	Support for 2-way Login transaction
	6
	M
	

	SAP-S-5
	Support for 4-way Login transaction
	6
	M
	

	SAP-S-6
	Support for Logout transaction originating from client
	6
	M
	

	SAP-S-7
	Support for Server originated disconnect
	6
	M
	

	SAP-S-8
	Support for Keep-Alive transaction
	6
	M
	

	SAP-S-9
	Support for Get Service Provider Info transaction
	6
	O
	

	SAP-S-10
	Support for Service negotiation transaction
	6
	M
	

	SAP-S-11
	Support for Client Capability negotiation transaction over SMS transport
	6
	M
	

	SAP-S-12
	Support for Client Capability negotiation transaction if any other transport/syntax than Plain Text Syntax over SMS transport is used
	6
	M
	

	SAP-S-13
	Support for searching based on various user properties
	7
	O
	

	SAP-S-14
	Support for searching based on various group properties
	7
	O
	

	SAP-S-15
	Support for stop search transaction
	7
	C
	SAP-S-13 OR SAP-S-14

	SAP-S-16
	Support for invitation transaction
	7
	O
	

	SAP-S-17
	Support for cancel invitation transaction
	7
	O
	

	SAP-S-18
	Support for Get Map transaction
	6
	O
	

	SAP-S-18
	Support for verify ID transaction
	6
	O
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