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1 Reason for Change

As described in the Delta RD (no use case for these reqs), the presence authorization-related changes should be added to the specifications. The related requirements are:
	Ref
	Use Case Title(s)
	Requirements

	PRR-5
	
	The IMPS server SHALL support both proactive and reactive authorization models.

	PRR-6
	
	The IMPS client SHALL support the proactive authorization model.

	PRR-7
	
	The IMPS client SHOULD support the reactive authorization model.


We are aware of the SonyEricsson contribution related to changing the reactive authorization transactions to proactive, however this contribution will not interfere with that as that proposal will remove the entire the reactive authorization as such – updating it for now properly does not hurt.

2 Impact on Backward Compatibility

Not backwards compatible. The negotiation of the newly mandated services disappears from this version.
3 Impact on Other Specifications

All of those that deal with service negotiation: CSP XMLS, CSP WBXML, CSP PTS, SSP specs.
4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.
5 Recommendation

Working group to review and approve the change request.
6 Detailed Change Proposal

10.5 Presence Feature

Server MAY support the Presence feature.  The Presence feature consists of the following nodes in the SSP Service tree:

· Contact List Get node includes the following transactions:

· GetContactList

· GetListMember

· GetListProperties

· Contact List Update node includes the following transactions:

· CreateContactList

· DeleteContactList

· AddListMember

· RemoveListMember

· SetListProperties

· 
· 
· 
· 
· Watcher List node includes the following transaction

· GetWatcherList

· 
· 
· 
· 
· Contact List Addr node indicates if the contacts list is valid for addressing users in the following transactions 

· Subscribe 

· UnSubscribe 

· GetPresence 

· UpdatePresence 

· Suspend Presence

12.3.9 The “GetReactiveAuthStatus” Transaction
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Figure 28. The “GetReactiveAuthStatus” Transaction

The purpose of the “GetReactiveAuthStatus“ transaction is for the requestor server to retrieve the status of the reactive authorization function for a particular user.

The “GetReactiveAuthStatus” transaction MUST be supported by the IMPS system. 
The requestor server sends a “GetReactiveAuthStatusRequest” to the provider server for the reactive authorization status of the publishing users. A “GetReactiveAuthStatusResponse” message from the provider server will contain the current status of the reactive authorization function.

	Primitive
	Direction

	GetReactiveAuthStatusRequest
	Requestor Server ( Provider Server

	GetReactiveAuthStatusResponse
	Requestor Server ( Provider Server


Table  AUTONUM  Primitive Directions for GetReactiveAuthStatus Transaction

5.2.1.1 Primitives

5.2.1.1.1 The “GetReactiveAuthStatusRequest” Primitive

The “GetReactiveAuthStatusRequest“ primitive is used for the requestor server to retrieve the current status of reactive authorizations.

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetReactiveAuthStatusRequest
	Message identifier 

	Meta-Information
	M
	Structure of Meta-Information
	The meta-information (see 5.1).

	User-ID-List
	O
	Structure
	Identifies the user(s) to retrieve the reactive authorization status for.


Table 1 Information elements in CancelAuthRequest Primitive

5.2.1.1.2  The “GetReactiveAuthStatusResponse” Primitive

The “GetReactiveAuthStatusResponse“primitive is used for the provider server to send the current reactive authorization status to the requestor server.

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetReactiveAuthStatusResponse
	Message identifier 

	Meta-Information
	M
	Structure of Meta-Information
	The meta-information (see 5.1).

	ReactiveAuthStatus-List
	M
	Structure
	List of users and presence attributes and corresponding state of the reactive  authorization function.


Table 1 Information elements in CancelAuthRequest Primitive

13.2.9 The “CreateAttributeList” Transaction


[image: image2.wmf]CreateAttrListRequest

Requestor

Server

Provider

Server

Status


Figure 37. The “CreateAttributeList” Transaction

The IMPS system MUST support the “CreateAttributeList” transaction.
A user MAY create a specific attribute list for a contact list, or a member in a contact list through “CreateAttributeList” transaction. The requestor server sends a CreateAttrListRequest to the provider server. The provider server MUST create an attribute list, and attach the attribute list to specified contact list(s) and / or user(s).

An attribute list SHALL be overwritten by creating a new one for the same user or contact list.  This way, an attribute list can be modified.

	Primitive
	Direction

	CreateAttrListRequest
	Requestor Server ( Provider Server

	Status
	Requestor Server ( Provider Server


Table  AUTONUM  Primitive Directions for CreateAttributeList Transaction

5.2.1.2 Primitives

5.2.1.2.1 The “CreateAttrListRequest” Primitive

The CreateAttrListRequest primitive is used to create an attribute list, and attach the attribute list to some contact list(s) and / or user(s).

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	CreateAttrListRequest
	Message identifier 

	Meta-Information
	M
	Structure of Meta-Information
	The meta-information (see 8.1).

	Presence-Attribute-List
	M
	Structure
	A list of presence attributes.

	Default-List
	M
	“Yes” | “No”
	Indicates if the attributes are targeted to the default attribute list instead of a separate attribute list.

	Contact-List-ID-List
	C
	Structure
	Contact list(s) which the attribute list should be attached to.

	User-ID-List
	C
	Structure
	User(s) which the attribute list should be attached to.


Table  AUTONUM  Information elements in CreateAttrListRequest Primitive

7.1.1 The “DeleteAttrList” Transaction
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Figure 38. The “DeleteAttrList” Transaction

The IMPS system MUST support the “DeleteAttributeList” transaction.
A user may delete an attribute list from a user and / or a contact list through “DeleteAttrList” transaction. The requestor server sends a DeleteAttrListRequest to the provider server. The provider server MUST remove the associations of the attribute lists with the contact list(s) and / or user(s). If an attribute list is not associated with any contact list or user, it MUST be cleared from the provider server (garbage collection).

	Primitive
	Direction

	DeleteAttrListRequest
	Requestor Server ( Provider Server

	Status
	Requestor Server ( Provider Server


Table  AUTONUM  Primitive Directions for DeleteAttrList Transaction

5.2.1.3 Primitives

5.2.1.3.1 The “DeleteAttrListRequest” Primitive

The DeleteAttrListRequest primitive is used to delete an attribute list(s).

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	DeleteAttrListRequest
	Message identifier 

	Meta-Information
	M
	Structure of Meta-Information
	The meta-information (see 8.1).

	Default-List
	M
	“Yes” | “No”
	Indicates if the default attribute list should be cleared.

	Contact-List-ID-List
	C
	Structure
	Identifies the contact list(s) to remove the attribute list association

	User-ID-List
	C
	Structure
	Identifies the user(s) to remove the attribute list association


Table  AUTONUM  Information elements in DeleteAttrListRequest Primitive

7.1.2 The “GetAttrList” Transaction
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Figure 39. The “GetAttrList” Transaction

The IMPS system MUST support the “GetAttrList” transaction.
The “GetAttrList“ transaction is used to retrieve the published or subscribed attributes associated with specific contact list(s) and / or user(s). The provider server MUST return the requested attributes. If the user(s) or contact list(s) are not specified in the request, the response MUST include all user-specific and contact list-specific attributes.

	Primitive
	Direction

	GetAttrListRequest
	Requestor Server ( Provider Server

	GetAttrListResponse
	Requestor Server ( Provider Server


Table  AUTONUM  Primitive Directions for GetAttrList Transaction

5.2.1.4 Primitives

5.2.1.4.1 The “GetAttrListRequest” Primitive

The GeAttrListRequest primitive is used to retrieve the published or subscribed attributes associated with specific contact list(s) and / or user(s). 

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetAttrListRequest
	Message identifier 

	Meta-Information
	M
	Structure of Meta-Information
	The meta-information (see 8.1).

	Default-List
	M
	“Yes” | “No”
	Indicates if the default attribute list should be retrieved (“YES”) or not.

	Contact-List-ID-List
	O
	Structure
	Identifies the contact list(s) to retrieve the attribute list association

	User-ID-List
	O
	Structure
	Identifies the user(s) to retrieve the attribute list association


Table  AUTONUM  Information elements in GetAttrListRequest Primitive

5.2.1.4.2 The “GetAttrListResponse” Primitive

The GetAttrListResponse primitive returns the presence attributes.

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetAttrListResponse
	Message identifier 

	Status-Info
	M
	Structure of Status-Primitive
	The status information (see 8.2).

	Attribute-Association-List
	O
	Structure
	A list of attribute list associations with the user and / or the contact list.

	Default-Association-List
	O
	Structure
	The list of presence attributes associated with the default list.


Table  AUTONUM  Information elements in GetAttrListResponse Primitive
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