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1 Reason for Change

New requirements for IMPS 1.3.  This CR introduces the required changes to support following requirements:

IMR-9: The IMPS system SHOULD support reception of, storage of, and subsequent delivery of Instant Messages from logged-in sender users to the logged-out recipient users.
IMR-10: The IMPS specifications SHALL specify the type of the off-line message notification for mechanisms such as SMS and WAP push.
IMR-11: The recipient’s home domain SHALL be responsible for sending off-line message notification. The use of this notification SHALL be optional for the operator.
Impact on Backward Compatibility

2 Impact on Other Specifications

Also impact on other specifications.  CR for OMA-IMPS-CSP-V1_3-20050404-D already submitted.  Others will be created after approval of this CR
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Working group to review and approve the change request.

5 Detailed Change Proposal

############################################Change1#############################################

8. Transport Binding for CIR Channel

8.1 Transport Alternatives and Message Format

The CIR channel is a push-type channel that can be implemented as connectionless or connection-oriented channel. The purpose of the CIR channel is to carry communication initiation requests from the server to the client only. It does not carry any CSP primitives.

For the CIR channel, the following bindings are defined:

1 WAP 1.2 or WAP 2.0 push using WSP unit push message and SMS as a bearer

2 WAP 1.2 or WAP 2.0 push using WSP unit push message and UDP/IP as a bearer

3 Standalone SMS binding

4 Standalone UDP/IP binding

5 Standalone TCP/IP binding

· Standalone HTTP binding

The IMPS client MAY support one or more CIR channel bindings that are indicated in the client capability negotiation defined in CSP.

If CIR channel is connection-oriented, the connection of CIR channel and data channel are independent of each other.

In general, the bindings of CIR channel and data channel are independent. However, if the binding for data channel is WSP, the CIR channel binding MUST use WAP 1.2/2.0 CIR bindings. 

The communication initiation request message is textual message in the following format:

· WVCI <CSP-version> <Session-cookie>

· Where:

· CSP-version is the version number of the IMPS specification. Major version and minor version numbers are separated by the dot (“.”).

· Session-cookie is the client-defined session cookie generated at every client login.

The encoding is UTF-8 Unicode Basic Latin (US-ASCII) by default, unless it is specified otherwise in the specific binding section(s).

The HTTP binding CIR Channel does not use a textual CIR message. Instead, the HTTP reply code is used to trigger the communication on the data channel.

8.1.1 WAP Push Binding

To be able initiate a WAP Push request, the IMPS server MUST be provisioned with an address of WAP PPG and support WAP Push Access Protocol. The IMPS server uses the push submission operation to send CIR to the terminal. Each push message SHOULD contain one CIR. Content type of the content entity of a PAP request is “application/vnd.wv.csp.cir”.

The use of WAP Push does not require that the IMPS client has active PDP context. The Push Proxy Gateway MAY use a SMS bearer to send the initiation request or, if a PDP context is already active and the IP address is known, it MAY push the message over TCP or UDP.

The IMPS client in a mobile handset MAY provide its mobile number in the CSP protocol login transaction (as a part of Client ID). If the mobile number is not present, the IMPS SAP MUST be able to obtain the mobile number if it is required.
For offline notifications (see chapter : editors note: add reference to chapter 9), the MSISDN MUST be available between sessions.  Therefore the MSISDN, received via the login transaction MUST be either cached between sessions or the IMPS SAP MUST be able to obtain the mobile number if it is required.
8.1.2 Standalone UDP/IP Binding

In the case of a standalone UDP/IP binding, the IMPS server sends the client the CIR messages enclosed in UDP datagrams. Each UDP datagram contains exactly one CIR message. To use this binding, IMPS client MUST be able to receive UDP datagrams directly from the IMPS server. 

The IMPS client MAY accept the CIR request either to default UDP port defined in this document or to provide the UDP port in the capability negotiation phase of client login.

Due to the small size of the CIR message, it is guaranteed that the UDP will not be fragmented or rejected because of size. 

After a successful complete login procedure that includes client capability and service negotiation, the IMPS client MUST send an UDP/IP packet to the server comprising the message “HELO” with the Session-ID as a parameter, as defined in section 8.1.3. The packet carrying the "HELO" message allows the server to discover the client's IP address and to overcome possible NATs. The IMPS server replies to the client’s “HELO” message with an “OK” message. The HELO message MUST be sent to the IP and port set by the server in the ClientCapabilityResponse message.

In some cases the public address of the client may be changed (i.e., by a NAT application) and by that not allow the server to communicate with the client. To prevent this from happening, the IMPS client SHOULD periodically send “PING” messages over UDP/IP to maintain its address. The delay between such PING messages is network dependant and thus outside the scope of this document. The server must respond to these messages with the “OK” message. If the client doesn’t receive an “OK” message, it MUST send the “HELO” message again.

Since the IP address assigned to the client may also change due to network considerations (e.g., by GGSN or PDSN), the PING message contains also the session ID, similar to the HELO message. In this case, the server will be able to identify the PING, even if the IP has changed and update its routing table accordingly. 

An example of data traffic on the UDP/IP-based CIR channel (“C(S” indicates client originated messages, “S(C” indicates server originated messages) is:

C(S: HELO abcd123

S(C: OK

S(C: WVCI 1.2 cookie123

C(S: PING abcd123

S(C: OK

The encoding is UTF-8 Unicode Basic Latin (US-ASCII)

Due to the behavior of some NAT servers, it is RECOMMENDED that whenever the server sends a message to the client, it uses the same IP and port used by the client as destination address. This SHOULD be the same address as appeared in the ClientCapabilityResponse.

8.1.3 Standalone TCP/IP Binding

TCP/IP binding uses a persistent connection from the IMPS client to server to provide a low-latency always-on CIR channel.

The IMPS client is responsible for setting up the TCP/IP connection and maintaining its persistency.

The IMPS client opens the CIR TCP/IP connection to the server right after a successful login procedure including client capability and service negotiation. The IP address and port for the CIR channel are provided by the server in the capability negotiation. The IP address and port are valid throughout the session.

As soon as a connection opens, the client MUST send the authentication message “HELO” with Session ID as a parameter. This allows the IMPS server to associate the new TCP/IP connection with one of the existing sessions. If the IMPS server does not receive a “HELO” message in 10 seconds after a new connection has been opened from the client or the received Session ID is unknown, the server MUST terminate the connection. The IMPS server replies to the client’s “HELO” message with an “OK” message. The client is not allowed to open more than one connection to the IMPS server.

In some cases a TCP/IP connection MAY be closed by the intermediate network entities, or a connection MAY be broken due to network problems. To prevent this from happening or to be able to recover, the IMPS client SHOULD periodically send “PING” messages over an opened connection to determine if it is still available. The server MUST respond to these messages with the “OK” message. If client doesn’t receive an “OK” message or detects that the connection is broken, it MUST open a new TCP/IP connection and send the “HELO” message again.

When a server has any data (CSP request or response) that needs to be sent to the client, it sends a CIR message over the TCP/IP connection associated with this client.

All client and server originated messages MUST be terminated with a <CR><LF> (carriage return, line feed) sequence.

The encoding is UTF-8 Unicode Basic Latin (US-ASCII)

The connection establishment for a standalone TCP/IP binding for CIR channel MAY not work directly when the IMPS client is behind a firewall or proxy. The technology alternatives to facilitate the connection initiation and management are:

HTTP Tunnelling [TCPTunnel]

SOCK4

SOCK5

An example of data traffic on the TCP/IP-based CIR channel (“C(S” indicates client originated messages, “S(C” indicates server originated messages) is:

<client opened TCP/IP connection to the server>

C(S: HELO abcd123

S(C: OK

S(C: WVCI 1.3 cookie123

C(S: PING

S(C: OK

<client closes TCP/IP connection>

8.1.4 Standalone SMS Binding for CIR

The standalone SMS binding for the CIR channel uses either GSM short message or CDMA IS-637 short message technology to facilitate the CIR channel. The IMPS client and the short message service center MUST support both mobile-originated (MO) and mobile-terminated (MT) short messages.

The standalone SMS binding for the CIR channel supports both GSM SMS [TS 23.040] and CDMA SMS IS-637 [TIAEIA-637]. Each SMS message SHALL contain exactly one CIR message. The encoding of SMS messages for CIR SHALL be the GSM 7-bit default alphabet defined in [TS 23.038].

After a successful complete login procedure that includes client capability and service negotiation, the IMPS client MUST send an SMS to the server comprising the message “HELO” with the Session-ID as a parameter, as defined in section 8.1.3. The SMS carrying the "HELO" message allows the server to discover the client's mobile number. The IMPS client SHALL NOT periodically send a “PING” message over the CIR channel. The encoding of the “HELO” message SHALL be the GSM 7-bit default alphabet [TS 23.038].
For offline notifications (see chapter : editors note: add reference to chapter 9), the MSISDN MUST be available between sessions.  Therefore the MSISDN received via the “HELO” message must be cached between sessions.
The IMPS client SHALL accept the CIR request through the standalone SMS CIR port defined in section 10.5. However, the CDMA IS-637 SMS does not include a port number or any other field for differentiation between recipient applications. For this purpose, the WAP WDP for IS-637 SMS, which is defined in section 6.5 of WDP specification [WAPWDP], MUST be used.

In order for the SMS-based CIR channel to work properly through a J2ME platform, the guidelines defined in J2ME Wireless Messaging API [JSR120] MUST be followed.

8.1.5 Standalone HTTP Binding

The HTTP binding is used by clients that cannot establish any other CIR channel. The client periodically polls on the CIR channel for a CIR trigger. When a CIR trigger is received, the client performs a CSP PollingRequest transaction to enable the server-initiated transaction in the same way as for the other CIR channels. 

Polling is very resource consuming when it comes to bandwidth and server load. To minimize this overhead, the periodic polling is only done for CIR with a minimal HTTP GET on a non-persistent HTTP connection. 

The URL to be used for the CIR poll is provided by the server in the capability negotiation. The format of the address is such as the server can identify the session but for security reasons the actual Session ID SHOULD never be revealed in the HTTP binding.  Example of poll URL:

MyServiceProvider.com/poll?pc=1234567

The ‘pc=123456’ is a poll cookie that the server generates and internally uses to map to the real session. 

The URL is valid throughout the session and the client closes the HTTP connection after each poll. The HTTP binding always uses HTTP even if the data channel uses HTTPS.
The WV client is responsible for setting up the HTTP connection and to do the polling. The minimum time between two polls is given by the server during client capability negotiation. The WV client starts to poll after successfully logs in and has completed appropriate client capability and service negotiation. . 

It is RECOMMENDED that clients implement an adaptive polling policy. Normally, when polling requests return a CIR trigger to do a CSP PollingRequest Transaction, the client needs to initiate the next polling request after the minimum interval. However, in the case of empty responses, it SHOULD gradually increase the polling intervals (up to 10 seconds or more). This significantly decreases the server load and reduces unnecessary network traffic.
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Figure 4. HTTP binding for CIR channel – the server does not have any queued requests or responses.

[image: image2.wmf]Client

Server

Client Capability Request

CIRHTTPAddress=MyServer.com

/poll=1234

MyServer.com

HTTP GET MyServer.com/poll=1234

200 OK

PollingRequest

<CSP Primitive>


Figure 5. HTTP binding for CIR channel – the server has some queued requests or responses.

The Client uses the HTTP GET method to poll on the HTTP binding.

If CSP messages are queued on the server, the server replies with a ‘200 OK’. The reply substitutes for the textual CIR message that is used in other CIR channel bindings. The client then needs to perform a CSP PollRequest Transaction to retrieve the server initiated transaction.

If there are no queued CSP messages on the server, the server replies with ‘204 No Content’.

############################################Change2#############################################

9. Transport Binding for Offline Notifications

Editors not: please add this chapter after chapter 8: Transport Binding for CIR channel

9.1 Transport Alternatives and Message Format

Offline notifications are used to inform a user of events when being offline (not in IMPS session).  The CIR channel MUST be used to transport these notifications (editors note: add reference to chapter 8).  

Not all bindings from CIR can be used for offline notifications due to the lack of addressing information.

Following bindings defined in the CIR channel MAY be used for offline notifications:

1 WAP 1.2 or WAP 2.0 push using WSP unit push message and SMS as a bearer

2 WAP 1.2 or WAP 2.0 push using WSP unit push message and UDP/IP as a bearer

3 Standalone SMS binding

The CIR channel binding that used for offline notification is negotiated during client capability negotiation independent from the negotiation of CIR channel binding for Communication Initiation Request using the SupportedOfflineBearer setting.  This means that the CIR channel binding for offline notification MAY be different than the CIR channel binding for Communication Initiation Request, however when the CIR channel bindings are the same the client is still REQUIRED to include SupportedOfflineBearer in the negotiation.


The offline notification is based on the textual message in the following format:

· WVON <CSP-version> <Offline-Notification -Type>

· Where:

· CSP-version is the version number of the IMPS specification. Major version and minor version numbers are separated by the dot (“.”).

· Offline-Notification-Type indicates the type of notification.  Currently only “Offline-Message-Notification” value is allowed.  See (editors note: reference to offline message notification chapter).

The encoding is UTF-8 Unicode Basic Latin (US-ASCII) by default, unless it is specified otherwise in the specific binding section(s).

For detailed description about the possible bindings see chapter (editors note: add reference to chapter 8)
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