Doc# Document2[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# Document2
Change Request



Change Request

	Title:
	System Message – continued from OZ proposal.
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA MWG IM

	Doc to Change:
	OMA-IMPS-CSP_WBXML-V1_3-20050419-D

	Submission Date:
	21 April 2005

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Zoltán Ördögh, Nokia, zoltan.ordogh@nokia.com

	Replaces:
	n/a


1 Reason for Change

Section 5.14 of the 1.3 Delta RD describes 3 use cases for different types of System Messages. The related normative requirements are:

	Ref
	Use Case Title(s)
	Requirements

	SYM-1
	Use Cases for System Message
	The IMPS system SHALL support sending a System Message to the IMPS client.

	SYM-2
	Use Cases for System Message
	The IMPS system SHOULD support a way to notify unsupported clients about the reason for denying access to the IMPS service.

	SYM-3
	Use Cases for System Message
	The IMPS system SHOULD be able to identify unsupported client releases (e.g. outdated versions) by means of supported protocol and MAY deny access to the service.

	SYM-4
	Use Cases for System Message
	The technical realization of system messages SHALL support none, one, or more answer options.

	SYM-5
	Use Cases for System Message
	The technical realization of system messages SHALL support an answer option that requires a response from the IMPS client.

	SYM-6
	Use Cases for System Message
	The IMPS system SHALL be able to block access to the IMPS service until the client has responded to the System Message if requested.

	SYM-7
	Use Cases for System Message
	The IMPS system SHALL be able to send the System Message to the IMPS client before the client is logged in to the IMPS service.

	SYM-8
	Use Cases for System Message
	The IMPS client SHALL be able to prompt to the end user with a System Message containing up to 128 characters.

	SYM-9
	Use Cases for System Message
	The IMPS client SHOULD be able to prompt to the end user with a System Message containing up to 512 characters.

	SYM-10
	Use Cases for System Message
	The IMPS client SHALL prompt the answer options to the end user for selection when the client receives the System Message.

	SYM-11
	Use Cases for System Message
	The IMPS system SHALL be able to use the answer option from the IMPS client to decide which level of service is granted.

	SYM-12
	Use Cases for System Message
	The IMPS system SHALL be able to resend the System Message.

	SYM-13
	Use Cases for System Message
	The IMPS client SHALL NOT be visible as online until the level of service has been negotiated.

	SYM-14
	Use Cases for System Message
	The IMPS system SHALL support denying access to the service if no response is received to a System Message within a specific period (e.g. timeout). The time period is implementation specific.

	SYM-15
	Use Cases for System Message
	The technical realization of system messages SHOULD support a way to make sure that the end-user has read and responded to the notification accordingly.

	SYM-16
	Use Cases for System Message
	The technical realization of system messages SHOULD be optimized for mobile transports and SHOULD NOT introduce additional latency to the login sequence, except in the case when a System Message is sent.

	SYM-17
	Use Cases for System Message
	The IMPS system SHOULD send System Messages (e.g. for AoC) to the IMPS client only in case of necessity (e.g. by first time use or if AoC needs to be re-negotiated).

	SYM-18
	Use Cases for System Message
	Offline Message Notification SHALL NOT include any sensitive information (e.g. E.164 numbers, names, etc.).


Parts of the use cases(s) / normative requirements have been implemented through different mechanisms then System Message during the development of IMPS 1.3 (offline message notification / General Notification Transactions).  This CR covers the rest of the functionality from the 1.3 RD and is based on the requirement analysis slides and discussion from the Paris f2f meeting of the MWG-IM group (OMA-IM-2004-0332-13RDUC14Proposal)

2 Impact on Backward Compatibility

Not backwards compatible. The mechanism does not exist in earlier versions.

3 Impact on Other Specifications

Impact on all CSP and SSP specifications.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Working group to review and approve the change request.

6 Detailed Change Proposal

4.2.10 Common code page – continued (0x09)

The following tokens are defined in the common (continued) tag code page (0x09):

	Tag name
	Token

	AnswerOption
	XX

	AnswerOptionID
	XX

	AnswerOptions
	XX

	ChosenOptionID
	XX

	CIR
	05

	Color
	13

	ContentName
	14

	Domain
	06

	ExtBlock
	07

	Font
	10

	FriendlyName
	18

	HistoryPeriod
	08

	IDList
	09

	InText
	XX

	Map
	15

	MaxWatcherList
	0A

	NotificationType
	16

	NotificationTypeList
	17

	ReactiveAuthState
	0B

	ReactiveAuthStatus
	0C

	ReactiveAuthStatusList
	0D

	Size
	11

	Style
	12

	SystemMessage
	XX

	SystemMessageID
	XX

	SystemMessageList
	XX

	SystemMessageResponse
	XX

	SystemMessageResponseList
	XX

	SystemMessageResponse
	XX

	SystemMessageText
	XX

	TryAgainTimeout
	XX

	VerificationKey
	XX

	VerificationMechanism
	XX

	Watcher
	0E

	WatcherStatus
	0F


4.2.11 Access code page – continued (0x0A)

The following tokens are defined in the access (continued) tag code page (0x0A):

	Tag name
	Token

	Notification-Request
	0A

	SubscribeNotification-Request
	08

	SystemMessageRequest
	XX

	SystemMessageUser
	XX

	UnsubscribeNotification-Request
	09

	WV-CSP-VersionDiscovery-Request
	05

	WV-CSP-VersionDiscovery-Response
	06

	VersionList
	07
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