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1 Reason for Contribution

In the IMPS-SIP/SIMPLE Interworking Function Requirements [1] the use case of section 5.1 describes the situation whereby a SIMPLE user is able to obtain the presence information of an IMPS subscriber.  
This use case assumes that from the beginning one user is an IMPS user and the other is a SIMPLE user and does not address the particular situation of a SIMPLE user who was a former IMPS user and known to others by his IMPS user ID. 

Under a migration scenario, it is unclear in the use case how the new SIMPLE user will retrieve the presence information he is authorized to access and how those who have him in their contact lists will be able to message him since now he has a SIMPLE user ID and they know him by his former IMPS user ID. 

The contribution describes one of the most important aspects of the migration from IMPS to SIMPLE related to addressing and proposes corresponding solutions and requirements. It is important to consider the different aspects of the migration from IMPS to SIMPLE in order to provide reasonable and practical solutions to allow operators to deploy SIMPLE services that will co-exist and interwork with the existing IMPS services. Users will not move to SIMPLE from IMPS if they have to start from scratch again by building their contact and authorization lists and by informing one by one their friends about their new user identification.  

2 Summary of Contribution

The migration of an IMPS user to SIMPLE requires special initial handling by the IMPS server and interworking functions.  Consider the use case where Bill is an IMPS user and Jack is a new SIMPLE user who was a former IMPS user. Jack is authorized to see Bill’s online status, Jack is known to Bill and Bill’s IMPS server as an IMPS user; they are not aware of his migration to SIMPLE and as a consequence, Jack will not get Bill’s online status.

To resolve this addressing problem when a user migrates from IMPS to SIMPLE, two solutions are presented. The first one was already proposed and a weak related requirement was adopted [2]. This solution is very simple to implement but it requires that the same user ID be used under the IMPS and SIMPLE services. The second solution does not have such a constraint but requires that the IWF (or the IMPS server) maintains a mapping between old IMPS user IDs and new SIMPLE user IDs. The purpose of this mapping is to help forwarding a message to a new SIMPLE user when his old IMPS user ID is used and to allow the IWF and the IMPS server to notify the originating IMPS user of the change of the destination user ID.

3 Solution Analysis 

Problem statement 

In the use case of the RD section 5.1 [1], Bill is an IMPS user and Jack is a SIMPLE user. The post-condition states “Jack’s terminal is able to show presence information about Bill”.  If Jack was an IMPS user who migrated to the SIMPLE service, although he is still authorized to see Bill’s online status, Bill and Bill’s server are not aware of this migration and Jack will not get Bill’s online status. 

Figure 1 shows Bill’s online status authorization list. Bill as a publisher, authorized others, including Jack  (wv:Jack@somedomain) to see his online status. When Jack migrates to the SIMPLE service under the same service provider, the following happens:

· Jack will get a sip URI-based user ID. For example, sip:Jack@somedomain (hopefully he will be able to keep the same identifier Jack) but in the extreme case he could get another identifier and be assigned to another domain, for example, sip:Jacko-wacko@anotherdomain.

· Jack’s list of authorized subscribers to his online status information and other resources such as his contact lists) will move to the SIMPLE server.  
Jack’s entry in Bill’s authorization list does not automatically change; Jack remains known as wv:Jack@somedomain.
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Figure 1 – Bill’s online status authorization stored by the IMPS server
The following issue results from the migration of Jack from IMPS to SIMPLE:  Jack is already authorized to get Bill’s online status, however, since he has a new user ID and he is listed in Bill’s server authorization list under his former user ID; he will not get Bill’s online status. 

When Bill goes online (Figure 2), the IMPS server sends a notification to his online status subscribers. But since Jack is listed under his former IMPS user ID, the IMPS server will not recognize him as a valid IMPS user anymore and will not send him the online notification he is allowed to get.
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Figure 2 – Jack will not get Bill’s online status information
There are two possible solutions to remedy this situation. The first one requires the use of the same user_part@domain_part under IMPS and SIMPLE services and the second one does not have such requirement because it maintains a mapping between the former IMPS user ID and the new SIMPLE user ID. 

First solution – Same user ID

The first solution requires that the User ID consisting of user_part@domain_part be the same under the two URI schemes wv and sip and refers to the same user. As an example under this solution wv:Jack@somedomain and sip:Jack@somedomain will refer to the same user known as Jack. This solution was presented in a previous contribution [2].

The issue described earlier is solved because when the IMPS server does not find the user Jack@somedomain under the wv scheme, it will forward the IMPS message to the IWF and after processing by the IWF, the IWF will forward the message to the SIMPLE server. The SIMPLE server will recognize that Jack@somedomain is a valid SIMPLE user ID and will be able to forward to Jack’s client Bill’s status information.

Although this solution is simple and enables IMPS and SIMPLE to interwork very easily, it imposes on the service provider the constraint that two URI under different schemes refer to the same resource (i.e. the same user) and also requires that the same fully qualified domain name be used for both IMPS and SIMPLE. The second approach described below avoids imposing such constraints on the service provider.

Second solution – Mapping between User IDs
The second solution does not impose any constraint on the user IDs used in the IMPS and SIMPLE domains. When an IMPS user migrates to SIMPLE he can be assigned any user identification under the sip scheme. The IMPS-SIMPLE IWF (or the IMPS server) maintains a mapping between <old_wv_user_ID> and <new_sip_user_ID>. This mapping enables the IWF to forward a message to a new SIMPLE user using his new SIMPLE user ID.  Note this mapping is also applicable when the IMPS user does not provide the wv scheme. 

Figure 3 illustrates this solution and the message flows: 

1. Bill’s client goes online.

2. The IMPS server sends a notification to those who are authorized to see Bill’s online status. Since Jack is not recognized as a wv user, the IMPS server forwards the notification to the IMPS-SIMPLE IWF.

3. The IWF maintains a mapping of <old_wv_user_ID> and <new_sip_user_ID> and finds that Jack migrated to sip and has a sip-based user ID.  The IWF returns a permanent redirection indication to the IMPS server requesting that any future message to wv:Jack@somedomain must be redirected to sip:Jack@somedomain. The IWF maps the IMPS message to a corresponding sip message and forwards it to the SIMPLE server with Jack’s sip-based user ID.

4. The SIMPLE server sends the notification message to sip:Jack@somedomain.

5. The IMPS server notifies Bill’s client that Jack has a new sip-based user ID.

6. Bill’s client displays the information about Jack’s new user ID to Bill.

7. Bill makes the appropriate changes to his contact lists and authorizations to recognize Jack by his new identification. In the future Bill should use Jack’s new sip identity.

Figure 3 – A SIMPLE client gets the online status update of an IMPS client

From the above solution, we can derive the following IWF and IMPS server requirements.

Additional IWF and IMPS server requirements:


Iop-7: When the IWF receives an unrecognized IMPS UserID, it SHOULD determine the SIMPLE UserID for the unrecognized IMPS UserID if possible. The IWF SHALL return a notification including the SIMPLE UserID to the IMPS server
Iop-8: An IMPS server SHALL forward to the IWF any message with an unrecognized destination UserID   starting with “wv:”  
 

Iop-11: The IMPS server SHALL send an IMPS 1.3 notification primitive with a “permanent redirection” indication to the IMPS client together with the sip-based user ID when it receives such a notification from the IWF.  

4 Intellectual Property Rights

OZ Communications has no knowledge about any IPRs related to this contribution.  

5 Recommendation

The contribution identifies an important use case about the migration of a user from IMPS to SIMPLE not addressed in the RD [1]. The contribution provides also two solutions. The first one is very simple but requires that the same user ID be used under IMPS and SIMPLE. This solution can be restrictive because it requires that the same user_part be used under the IMPS and SIMPLE schemes and the same domain name be used also. Because of that, a weaker requirement was adopted [2]. The second solution does not impose any requirement on the user ID but it is achieved at the price of maintaining a mapping between every old IMPS user ID and new SIMPLE user ID, at least temporarily. Both solutions require that the server notifies the IMPS user that the other user who migrated to SIMPLE changed his user ID. Enhancements to IMPS 1.3 general notification mechanism will be needed and will have to be addressed as soon as possible. It is proposed that OMA MWG IM considers the use case and the solutions provided and adopt the requirements.
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