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1 Reason for Change

This CR provides a solution to the following comment: 

	ID
	Open Date
	Section
	Description
	Status

	009
	
	7.4
	Source: OMA-REL-2005-0106-OZ-Review-Comments-IMPS-V1_3
CPIM and SIP should be removed from figure 4.  HTTPS/SSL, PTS, WBXML, XML encoding of CSP should be added.
	


Ref. OMA-CONRR-IMPS-V1_3-20050520-D.doc, section IMPS 1.3 Architecture, sub-section Recommendations.

At the face-to-face meeting in Reykjavik the group agreed the following:

	ID
	Action Item Description
	Status

	VF-2
	Bring Architecture spec CR vs. CONRR AD 009: CPIM and SIP has to be removed from figure 4, CPIM also from references. Correct typo in Figure 4 caption: "Iterfaces". Vodafone also said they could improve this section.
	OPEN


Accordingly the following changes are introduced here:

1) Addition of some introductory text about the relationship between IMPS-specific application protocols (CSP, SSP, etc.) and their possible bindings with other existing protocols.

2) Delete SIP and CPIM from Figure 4, because they are not used in IMPS 1.3. 

3) CPIM is also deleted from References.

4) Add fixed IP connectivity as a possible transport binding for SSP, and PTS.

N.B. If the motion for deleting CLP from IMPS 1.3 is approved, the Figure 4 will have to be changed accordingly.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Check and approve the CR. 
6 Detailed Change Proposal

>>>>>>>>>>>>>>> START OF CHANGE <<<<<<<<<<<<<<<<<<<<<< 

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/
Ed note: Not sure where is this document

	[CSP SCR]
	"WV-048 Client-Server Protocol Static Conformance Requirement Version 1.2". Open Mobile Alliance. URL:http://www.openmobilealliance.org/

	
	


	[RFC2822]
	Internet Message Format, April 2001, 

ftp://ftp.rfc-editor.org/in-notes/rfc2822.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2778]
	"A Model for Presence and Instant Messaging", February 2000. URL:http://www.ietf.org/rfc/rfc2778.txt?number=2778

	[RFC2779]
	Instant Messaging / Presence Protocol Requirements, Feb. 2000. URL:http://www.ietf.org/rfc/rfc2779.txt?number=2779

	[SSP SCR]
	"WV-055 SSP – Server-Server Protocol Static Conformance Requirement Version 1.2". Open Mobile Alliance. URL:http://www.openmobilealliance.org/

	
	

	
	

	[TS23.040]
	3GPP, Technical realization of the Short Message Service (SMS);

(Release 6), TS 23.040 V6.5.0 September 2004,

URL: http://www.3gpp.org/ftp/Specs/html-info/23040.htm

	[TS23.140]
	3GPP, Technical realization of the Multimedia Messaging Service (MMS), Functional description, Stage 2, (Release 6), TS 23.140 V6.8.0 December 2004, URL: http://www.3gpp.org/ftp/Specs/html-info/23140.htm

	[vCard 2.1]
	“vCard - The Electronic Business Card”, version 2.1,The Internet Mail Consortium (IMC), September 18, 1996, URL: http://www.imc.org/pdi/vcard-21.doc

	[vCalendar 1.0]
	“vCalendar - The Electronic Calendaring and Scheduling Format", version 1.0, The Internet Mail Consortium (IMC), September 18, 1996, URL: http://www.imc.org/pdi/vcal-10.doc


>>>>>>>>>>>>>>> END OF CHANGE <<<<<<<<<<<<<<<<<<<<<< 

>>>>>>>>>>>>>>> START OF CHANGE <<<<<<<<<<<<<<<<<<<<<< 

3. Interfaces and Protocols

IMPS is a bearer-independent enabler. Different bindings can be defined between the new application protocols defined by IMPS and the underlying protocols, as depicted in Figure 4. 


[image: image1.emf]Application:
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SMS, 2.5G/3G wireless IP, Mobile IP, fixed IP 



Figure 4: IMPS Protocol Bindings

The IMPS-specific application protocols are CSP, CLP, PTS and SSP. The IMPS architecture includes also the SMNCP reference point, which is not specified further but left to implementation.   

The session-layer support in IMPS can be provided via either HTTP or WSP/WTP. IMPS transport-layer bindings include TCP, UDP and WDP. Secure transport can be provided using TLS, WTLS or IPSec protocols.

The possible IMPS bearers for CSP include SMS, 2.5G/3G wireless IP, Mobile IP.. When CSP is transported over SMS, other Session, Transport and Security protocols are not needed.

The bearer for SSP is generally a fixed IP connectivity. 

More details on the IMPS protocols are provided in the following sections. 

>>>>>>>>>>>>>>> END OF CHANGE <<<<<<<<<<<<<<<<<<<<<< 
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