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1 Reason for Change

In the IMPS-SIP/SIMPLE Interworking Function Requirements [1] the use cases of sections 5.1 and 5.2 describe respectively the situation whereby a SIMPLE user is able to obtain the presence information of an IMPS user and vice versa.  
These use cases assume that from the beginning one user is an IMPS user and the other is a SIMPLE user and they know about their respective User ID. They do not address the particular situation of a SIMPLE user who was a former IMPS user and is still known to other IMPS users by his IMPS user ID. The allocation of a new User ID under the sip URI scheme and the SIMPLE service causes some problems that must be addressed in the RD to ensure a smooth and continuous service. These problems occur because the new SIMPLE user is still identified by his former IMPS user ID in the IMPS system and by his IMPS friends.
The CR proposes requirements to ensure that:

1. When a user migrates from IMPS to SIMPLE he will still be able to subscribe and get the presence notifications without service interruption he was entitled to get when he was an IMPS user.

2. IMPS users will be able to subscribe to his presence information and get the presence information they were entitled to get when he was an IMPS user.

Although the requirements for the first situation were addressed previously [2], for the sake of completeness this case is covered in this CR but from the presence subscription request perspective because it is one of the first requests that enable a user to receive presence information.

2 Impact on Backward Compatibility

Not impact on backward compatibility.

3 Impact on Other Specifications

 No impact on other specifications
4 Intellectual Property Rights

OZ Communications has no knowledge about any IPRs related to this contribution.  

5 Recommendation

Working group to review and approve the change request.

6 Detailed Change Proposal

6.1 Use case 5.1 and the migration to SIMPLE

In the use case of the RD section 5.1 [1], Bill is an IMPS user and Jack is a SIMPLE user. The post-condition states “Jack’s terminal is able to show presence information about Bill”.  If Jack was an IMPS user who migrated to the SIMPLE service, although he is still authorized to see Bill’s online status, Bill and Bill’s server are not aware of this migration and Jack will not be able to subscribe and get Bill’s online status because he is not known by his current sip User ID (see figure 1). 
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Figure 1 – Jack will not be able to subscribe and get Bill’s online status information 

To enable Jack to subscribe and get Bill’s presence information a proposed solution is shown in figure 2. The processing of Jack’s subscription request is as follows:

1. Jack’s client sends a presence subscription request to the SIMPLE server. The SIMPLE server forwards Jack’s request to the IWF since it contains Bill’s IMPS User ID. This request includes Jack’s sip User ID and Bill’s IMPS User ID.

2. The IWF processes the request. It finds that Jack was a former IMPS User ID who migrated to the SIMPLE service. The IWF includes in the request it forwards to the IMPS server Jack’s former IMPS User ID and current sip User ID with a “permanent redirection” notification to Jack new sip User ID.

3. The IMPS server receives the subscription request from the IWF and sends to Bill’s client a permanent redirection notification, which includes Jack’s former and current user IDs. This notification is followed by a presence subscription request showing Jack’s sip User ID only. 

4. Bill’s client updates its various lists (contact, authorization, grant/block lists) so that in the future it will recognize and use Jack’s current user ID.

5. The IMPS server updates Bill’s lists including Jack authorization and subscription to Bill’s presence information. Jack will be able to receive Bill’s presence updates addressed to his sip User ID.
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Figure 2 – Jack subscription to Bill’s presence information

At the interim meeting held in Iceland in May 2005, this case was discussed and the requirements that resulted from the discussion were included in the revised contribution [2]. They are captured in section 6.3 Proposed changes to the IWF RD for the sake of completeness.

6.2 Use case 5.2 and the migration to SIMPLE

In the use case of the RD section 5.2 [1], we have the same actors Bill and Jack. The post-condition states “Bill’s terminal is able to show presence information about Jack”.  If Jack gets a different user ID under the sip scheme and the SIMPLE service, Bill’s subscription request will not go beyond the IMPS server because he is using Jack’s former IMPS User ID. This is illustrated in Figure 3. Bill sends a presence subscription to his IMPS server. The IMPS server does not recognize as valid the IMPS user ID provided by Bill to identify Jack.  Bill’s request will fail; Bill will not be able to subscribe to Jack’s presence and will not know about Jack change of User ID.
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Figure 2 – The IMPS server does not recognize as valid the IMPS user ID identifying Jack 

To allow Bill to subscribe to Jack’s presence, the following flows are proposed (see figure 4):
1. Bill’s client goes online and requests to subscribe to Jack’s presence. The request includes Jack’s former IMPS User ID.

2. The IMPS server does not recognize Jack’s IMPS user ID and sends a “check User ID” request to the IWF.

3. The IWF recognizes that Jack was a former IMPS user and is now a SIMPLE user. The IWF returns to the IMPS server Jack’s former IMPS User ID with his current sip User ID and a “permanent redirection notification”.  

4. The IMPS server sends an IMPS 1.3 NotificationRequest with a “permanent redirection notification” to Bill’s client. The NotificationRequest includes Jack IMPS and sip user IDs. Since Bill knows Jack by his former IMPS user ID, he will be able to relate the sip user ID to Jack. 

5. Bill and Bill’s client should update Bill’s various lists (contact, authorization and grant/block lists) to identify Jack with his new sip user ID and re-issue the subscription request this time by using Jack’s current sip User ID.


Figure 4 – Bill’s notification that Jack changed user ID
6.3 Proposed changes to the IWF RD 

Add the following requirements in section 6.1.5 of [1]:

(Note: The first 3 requirements are from [2], they resulted from the discussion held during the interim meeting in May 2005 in Iceland).

Iop-7 (use case 5.1): When the IWF receives an unrecognized IMPS UserID; it SHOULD determine the SIMPLE UserID for the unrecognized IMPS UserID if possible. The IWF SHALL return a notification including the SIMPLE UserID to the IMPS server.

Iop-8 (use case 5.1): An IMPS server SHALL forward to the IWF any message with an unrecognized destination UserID starting with “wv:”.  

Iop-9 (use case 5.1): The IMPS server SHALL send an IMPS 1.3 notification primitive with a “permanent redirection” indication to the IMPS client together with the sip-based UserID when it receives such a notification from the IWF.  

Iop-10 (use case 5.2): When the IWF recognizes that in a presence subscription request received from the SIMPLE server, the originating user was a former IMPS 1.3 user, it SHALL forward the request to the IMPS server with the former IMPS UserID and the current sip UserID of the originating user together with a “permanent redirection notification”. 

Iop-11 (use case 5.2): When the IMPS server receives from the IWF a notification about a SIMPLE user identified by a sip UserID and an IMPS UserID, it SHALL send an IMPS 1.3 “permanent redirection notification” to the destination IMPS client including the sip and IMPS UserIDs. 

Iop-12 (use cases 5.1, 5.2): When an IMPS client receives a permanent redirection notification about a user who migrated from the IMPS service to the SIMPLE service, it shall update the various lists (contact, authorization and grant/block lists) with the new sip user ID of that user.

7 References

[1] OMA IMPS-SIP/SIMPLE Interworking Function Requirements, OMA-RD-IMPS-SIP-SIMPLE_IWF-V1_0_0-20050211-D.

[2] OMA-IM-2005-0318R01-IWF-Migration-Addressing, Use case 5.1 and the migration from IMPS to SIMPLE, OZ Communications.
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