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1. Scope
(Informative)

The scope of this SIP/SIMPLE Instant Messaging Architecture Document (AD)is to define the architecture for the IM service enabler based on the IETF SIP/SIMPLE specifications. 


This document fulfils the requirements for functional capabilities of the SIMPLE IM enabler and proposes a functional architecture to support this service enabler as described in the Instant Messaging Requirements document [IM-RD]. Within the context of the OMA Service Environment (OSE), this document defines all functional entities within and external to the SIMPLE IM enabler and all their reference points.
2. References

2.1 Normative References

	[IM-RD]
	“Instant Messaging Requirements ”,Open Mobile Alliance, OMA-RD_IM-V1_0_0, URL:http://www.openmobilealliance.org/

	[PRESRD]
	“Presence SIMPLE Requirements Candidate Version 1.0”, Open Mobile Alliance, OMA-RD-Presence_SIMPLE-V1_0-20050317-C, URL:http://www.openmobilealliance.org/

	[PRESAD]
	“Stage 2 - Presence using SIMPLE Candidate Version 1.0”, Open Mobile Alliance, OMA-AD-Presence_SIMPLE-V1_0-20050317-C, URL:http://www.openmobilealliance.org/

	[XDMAD]
	“XML Document Management Architecture Candidate Version 1.0”, Open Mobile Alliance, OMA-AD-XDM-V1_0-20050317-C, URL:http://www.openmobilealliance.org/

	[OMA OSE]
	“OMA Service Environment”, OMA-Service-Environment-V1_0-20040907-A, URL:http://www.openmobilealliance.org/

	[OMA IMS]
	“Utilization of IMS capabilities, Architecture”, OMA-AD_IMSinOMA-V1_0_5-20050202-D

 URL:http://www.openmobilealliance.org/

	
	

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2778]
	A Model for Presence and Instant Messaging, M. Day et al, February 2000, URL:http://www.ietf.org/rfc/rfc2778.txt

	[RFC2779]
	Instant Messaging / Presence Protocol Requirements, M. Day et al, February 2000, URL:http://www.ietf.org/rfc/rfc2779.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	"Session Initiation Protocol (SIP)-Specific Event Notification", A. B. Roach, June 2002,

URL:http://www.ietf.org/rfc/rfc3265.txt

	[MSRP]
	“The Message Session Relay Protocol”, B. Campbell, May 2004, URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-message-sessions-09.txt

	[MSRP-CHAT]
	“Multi-party Message Sessions using MSRP ”, A. Niemi, January 2004, URL:http://www.softarmor.com/wgdb/docs/draft-niemi-simple-chat-01.txt 

	
	

	[3GPP-IMS]
	“IP Multimedia Subsystem (IMS); Stage 2”, TS 23.228 , v6.5.0, April 2004, URL:http://www.3gpp.org/

	[3GPP2-IMS]
	IP Multimedia Subsystem (IMS); Stage-2, February 2004, URL:http://www.3gpp2.org/


2.2 Informative References

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	[OMA-Charging]
	OMA-AD-Charging-V1_0-20050310-D, URL: http://www.openmobilealliance.org

	
	

	[CONF-Framework]
	A Framework for Conferencing with the Session Initiation Protocol, Internet Draft
http://www.ietf.org/internet-drafts/draft-ietf-sipping-conferencing-framework-04.txt

	
	

	[3GPP-Offline]
	3GPP TS 32.260 Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging (Release 6), March 2004, URL:http://www.3gpp.org/

	[3GPP2-Offline]
	3GPP2 X.S0013-008 All-IP Core Network Multimedia Domain, IP Multimedia Subsystem – Accounting Information Flows and Protocol, URL: http://www.3gpp2.org/

	[3GPP-Online]
	3GPP TS 32.296, Online Charging System (OCS): Applications and interfaces.

	[3GPP2-Online]
	3GPP2 X.S0013-013-A v0.1 IP Multimedia Subsystem -  Online Accounting Information Flows and Protocol


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Conversation
	An ordered exchange of immediate messages in the context of a session between users.

	Group
	A group is a nested collection of addresses or identifiers such as an address or record.  A group is identified by a single address.  

	IM Client
	An IM Service endpoint

	IM Server
	A network entity that provides real-time messaging

	IM Service
	A system application by which a client is able to provide (near) real-time messaging capabilities

	Instant Message (IM)
	A message delivered to a user in an instant, interactive manner. Generally short, even brief. Instant Messages are often called IMs. IMs are often exchanged back-and-forth between users in a conversational fashion. Defined in [RFC2778]

	Interface
	See [OMA-DICT]

	IP Multimedia Subsystem (IMS)
	The 3GPP/3GPP2 IP Multimedia Subsystem (IMS) offering service capabilities such as SIP registration and rendezvous, presence information, and messaging. The IMS has been recognized by the OMA as a major source of relevant resources for the OSE. 

	Multimedia Encapsulation
	Also called MIME. A formatting technique for rich messages originally used for email, but now used for HTTP and many other things. MIME allows serializing one or more message elements into a simple text stream.  The message elements may be text, pictures, and many other types of data, or external references using a URI to an element actually stored elsewhere such as a web page

	Notification
	A message, delivered in response to a subscription, which delivers information about an associated event in the format defined by the relevant event package. Defined in [RFC3265]

	Presence
	Information about the status and reachability of a specific individual, usually a person.

	Presence Information
	Dynamic set of information pertaining to a Presentity that may include presence elements such as the status, reachability, willingness, and capabilities of that Presentity.

Note: This definition is compatible with the 3GPP/3GPP2 definitions, as well as the IETF definition, though the latter is quite generic.

Source: [PRESRD]

	Presence Server (PS)
	A logical entity that receives Presence Information from a multitude of Presence Sources pertaining to the Presentities it serves and makes this information available to Watchers according to the rules associated with those Presentities.

Note: In IETF SIMPLE Presence a Presence Server is referred to as a Presence Agent.

Source: [PRESRD]

	Presence Source
	A logical entity that provides Presence Information pertaining to exactly one or more Presentities to the Presence Server. 3GPP/3GPP2 Presence User Agents, Presence Network Agents, and Presence External Agents are examples of Presence Sources.

Note: In IETF SIMPLE Presence, Presence Sources are referred to as Presence User Agents. In IETF 2778, they are referred to as Presentities.

Source: [PRESRD]

	Presentity
	A logical entity that has Presence Information associated with it. This Presence Information may be composed from a multitude of Presence Sources. A Presentity is most commonly a reference for a person, although it may represent a role such as “help desk” or a resource such as “conference room #27”. Presentities are generally referenced by distinguished names, such as “dean.willis@softarmor.com” or by phone numbers like “+19724735455”. In SIMPLE, Presentities are generally referenced using a sip:, pres: or tel: URL.

Note: This definition maps better to the RFC2778 definition of a Principal, rather than that of RFC2778 Presentity. This definition is compatible with the 3GPP/3GPP2 definitions of presentity, as well as that of IETF SIMPLE Presence.

Source: [PRESRD]

	Proxy
	A SIP node that forwards messages according to the proxy rules defined in [RFC3261]. SIP requests made by nodes using SIMPLE are processed by proxies just like any other SIP request would be

	Reference Point
	See [OMA-DICT]

	Registrar
	A SIP server node that receives and responds to SIP REGISTER messages. A registrar is generally associated with an administrative domain and may be associated with a presence server. The purpose of the registrar is to store the association of a "contact with presentity". This association may also be called a "binding". Defined in [RFC3261]

	Remote Network
	Network comprising of the SIP/IP core and the IM server of the remote IM client

	Session
	A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server

	Session Initiation Protocol (SIP)
	An IETF “Session Initiation Protocol”, intended for the development of session-based applications. [RFC3261]

	SIMPLE
	A methodology and set of extensions to SIP supporting the Instant Messaging requirements defined by IETF

	Subscription
	A persistent relation between a subscriber and an event source (often a presence server for a presentity) by which the subscriber requests notifications of a specific even for a set duration. Defined in [RFC3265]

	System
	An organized assembly of subsystems and components designed to perform a (a set of) specific function(s).

	User
	A human using the described features through a terminal device

	Watcher
	A node that requests presence information for a particular presentity. This request may be a singular fetch operation, in which case the watcher is called a "fetcher". If the fetch operation is repeated periodically, the watcher is called a "poller". If the watcher subscribes to receive notification of changes in the presence of presentity, the watcher is called a "subscriber". In order to avoid confusion with the term "subscriber" as used in mobile phone networks, 3GPP has chosen to call this role a "subscribed watcher". Defined in [RFC2778]


3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AD
	Architecture Document

	GM
	Group Management

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMS
	IP Multimedia Subsystem

	ISC
	IMS Service Control interface

	MIME
	Multipurpose Internet Mail Extension 

	MMD
	Multi Media Domain

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	PS
	Presence Server

	RFC
	Request for Comments

	RD
	Requirement Document

	SIMPLE
	SIP Instant Message and Presence Leveraging  Extensions

	SIP
	Session Initiation Protocol

	URI
	Uniform Resource Identifier

	URL
	Universal Resource Locator

	XCAP
	Extensible mark-up language (XML) Configuration Access Protocol

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server

	XML
	Extensible Mark-up Language


4. Introduction
(Informative)

Instant Messaging (IM) is a set of system capabilities that provides both a framework for future service development and an application allowing real-time exchange of Instant Messaging messages between users, whether using mobile networks or fixed Internet connections. This document defines an architecture for the OMA Instant Messaging service using the IETF SIP [RFC3261] protocol with SIMPLE extensions.  Instant Messaging is described in terms of actions taken by Instant Messaging Client, Instant Messaging Server and various other network elements.

Within the context of the OMA Service Environment (OSE), the IM architecture relies on common OMA enablers such as Presence, XDM and Device Management Services to provide the overall functionality of the SIMPLE IM Enabler. This architecture allows server hosted and client hosted IM conversations. It also supports conferences and peer to peer modes of the IM service.

The reference points between the various network elements are coded according to [ARC-INVENT] and are prefixed with a common “IM” prefix.

4.1 Target Audience

The target audience for this document includes but is not limited to the following:

· The Working Group(s) that will create specifications based on this subject matter

· Architecture Working Group 

· Interoperability Working Group 

· Security Working Group 

· Mobile Commerce and Charging Working Group

· Presence and Availability Group

· Device Management Group

4.2 Use Cases


The purpose of this section is to identify those Use Cases from the IM RD, which are not covered by this release of the SIMPLE IM enabler. With the translation of all Use Cases into specific requirements categories and with the cross-checcking of all requirements in the next section for their fulfillement, the cross-check of the use cases seems to be redundant. Therefore, this sub-clause will be left with no additional text or table. 
4.3 Requirements


1. 
2. 


The technical realization in this architecture is based on the IETF SIP/SIMPLE technology. It is meant to fulfil a set of requirements that are high level and technology agnostic as described in [IM-RD]. The various categories of the requirements are acronymised in the RD as follows:

1. GR:
General Requirements (GR)
2. DM:
IM Data Model (DM)
3. REG:
Registration (REG)
4. SND:
Sending IM (SND)
5. Receiving IM (RCV)
6. IM Message Delivery (DLV)
7. IM Notifications (NOT)
8. Conversation History (HST)
9. Presence in IM (PRE)
10. Group Management (GM)
11. Controlling Privacy & Invisibility (PRI)
12. Security (SEC)
13. Charging (CRG)
14. Administration and Configuration (ADM)
15. Usability (USE)
16. Interoperability (IOP)
17. Lawful Intercept (LI)
18. IM Usage in Enterprise/Corporate Environment (ENT)
19. User Profile (UPROF)
20. IM Location (LOC)
21. Multimedia Content in IM (MMD)
22. IM one-to-one and Chat Communication (CHAT)
23. Message Filtering (FLT
)
24. System Messages (SMSG)
25. Overall System Requirements (SYS)
26. IM User Agent (UA) 
Using the same acronyms, Table 2 below presents those requirements in the RD, which have not been fulfilled with the design of the current version of the SIP/SIMPLE IM architecture (will not be covered by this enabler release.) 
Table 2: Tracking Unfulfilled Requirements
	Req ID/Ref
	Use Case
Title(s)
	Short Description
	M/O

	Remarks

	GR-1
	
	The IM system SHALL support access of IM services from a mobile device
	M
	

	GR-2
	Accessing IM Servicer via Internet Connected Device
	The IM system SHALL support access of IM services from an Internet device
	M
	

	GR-3
	Mobile Originated Chat
	The IM system SHALL support one-to-one messaging
	M
	

	GR-4
	Mobile Originated Chat
	The IM service SHALL support many-to-many instant messaging, including private and public chat
	M
	

	GR-5
	Mobile Originated Chat
	The IM service SHALL support one-to-many-to-one instant messaging
	M
	

	DM-1
	Mobile Originated Chat
	It SHALL be possible to address IM users using a URI
	M
	

	DM-2
	Mobile Originated Chat
	Instant Messages SHALL support text-based messaging
	M
	

	DM-3
	Mobile Originated Chat
	The IM enabler SHALL support multimedia content.
	M
	

	REG-1
	Registration in IM by mobile E.164 number
	The registration data SHALL be sent in a secure way. 
	M
	

	REG-2
	Registration  in IM by mobile E.164 number
	The IM service SHALL support the ability for the Service Provider to configure their IM service so that either of two options is applied for IM Registration:

· User confirmation is NOT needed for registration; i.e. when an individual uses the IM service application for the first time, he/she confirms implicitly, that he/she wants to be registered in the IM service.

· User confirmation is needed for registration; i.e. Users need to explicitly confirm that they want to register in the IM service.


	M
	

	REG-3
	Registration in IM by mobile E.164 number
	Registration from the mobile device SHALL require the minimum typing effort:

· No typing at all if the client is preconfigured, including Username and Password.

· Just typing Username and Password if that information was not preconfigured in the client.

Other relevant information should be provided by default, by the Service Provider. IM User personalization of all other profile information SHOULD be optional or MAY be entered at a later time.
	M
	

	REG-4
	Registration in IM by mobile E.164 number
	IM service SHALL provide a default profile for users. That default profile SHALL be provisioned by the service provider respecting maximum privacy protection and non-intrusion.

Upon registration, the user SHALL be informed that a default profile was created for him/her and SHALL be given the possibility to change it.
	M
	

	REG-5
	Registration in IM by mobile E.164 number
	The registration SHALL be unique, i.e. a user may not be registered more than once.

If registration was performed from another device (e.g. a fixed internet web access), the IM server SHALL have the ability to recognize the user when accessing from his/her mobile device as a registered user and automatically provide the proper configuration to the mobile client.
	M
	

	REG-6
	Registration in IM by mobile E.164 number
	IM registration SHALL be possible from the user’s mobile device or from any internet connected device.
	M
	

	REG-7
	Registration in IM by mobile E.164 number
	When registering, user authentication SHALL be provided.   If registering using an E.164 number, the E.164 number SHALL be authenticated.
	M
	

	SND-1
	Mobile Originated Chat
	It SHALL be possible for the sender to use a nickname when sending messages.

	M
	

	SND-2
	Sending IM
	The IM user SHALL be able to send messages to users in his/her Contact List, including peers and chat rooms.
	M
	

	SND-3
	
	The IM Service SHALL allow users to send off-line messages to members in their Contact List that are not available to receive messages, according to Service Provider policies. 
	M
	

	SND-4
	
	As an option for the Service Provider, where provided, The IM user SHALL be able to send messages to users not in his/her Contact List, including peers and chat rooms.
	M
	

	SND-5
	
	The sender SHALL be informed of the allowed max. message size per content type, and content types by the network.

IMS service MAY allow the sender to take into account the recipient’s terminal capabilities.
	M
	

	SND-6
	
	As an option for the Service Provider, where provided, the IM user SHALL be able to send messages to users not in his/her Contact List, including peers and chat rooms.
	M
	

	RCV-1
	Receiving IM
	IM user SHALL have the ability to receive messages in his/her device
	M
	

	RCV-2
	
	IM user SHALL have the capability to receive Multimedia Content.

The IM service MAY provide content adaptation or alternative ways to retrieve multimedia content. 
	M
	

	RCV-3
	
	Stored offline messages SHOULD be delivered to the destination user at the moment that he/she logs into the IM Service. A time stamp MAY be added by the IM service to stored messages. The Service Provider SHALL have the means to adjust storage time.
	M/O (?)
	

	RCV-4
	
	Service messages, provided by IM Service, SHALL conform to the delivery rules of IM user messages, regarding the recipient’s availability (status) to receive messages.
	M
	

	DLV-1
	Public Chat
	Messages sent SHALL be shown to all users participating in a Public Chat Room except those for whom messaging filtering rules apply.
	M
	

	DLV-2
	IM Conversation History
	The IM system SHALL have the ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.
	M
	

	NOT-1
	Mobile originated chat
	Mobile device SHOULD support a method to notify the user of an incoming invitation for an IM session.
	M/O
	

	NOT-2
	IM Notification
	The IM system SHALL have the ability to alert/notify a user when messages cannot be delivered immediately for one of the following (non-exhaustive) reasons:

a. Intended recipient is unreachable

b. Capabilities of recipient mobile device
	M
	

	NOT-3
	IM Notification
	The IM system SHALL have the ability to provide delivery failure notification 
	M
	

	NOT-4
	IM Notification
	It SHALL be possible to receive an acknowledgement for sent messages
	M
	

	NOT-5
	
	The user MAY be notified when there is a new incoming message
	O
	

	NOT-6
	
	When the user has the conversation screen closed, the user MAY be notified of incoming messages
	O
	

	NOT-7
	
	When the user has the conversation screen open the user MAY be notified of incoming message
	O
	

	NOT-8
	
	To avoid irritation, the user MAY be able to switch notifications off, so that he/she will not be notified when there is a new message.
	O
	

	NOT-9
	
	The notification MAY be audio, vibration, text, and/or graphic
	O
	

	NOT-10
	
	IM service SHALL support a method to notify a user participating in a Chat Session that a new user has joined or left the session
	M
	

	NOT-11
	Add Contact to Contact List
	The IM Service SHALL inform a user that he/she has been added to someone else’s Contact List. 
	M
	

	HST-1
	Conversation History
	The IM service SHOULD provide a possibility to (re)store conversations.
	M/O (?)
	

	HST-2
	Conversation History
	Where conversation histories are provided, the IM subscriber SHALL be able to manage (e.g. save/delete/rename/move into folders) them.
	M
	

	HST-3
	Conversation History
	The Service Provider MAY define a maximum storage limit of conversations.
	O
	

	PRE-1
	Mobile originated chat
	The Contact list SHOULD display contact status.
	M/O (?)
	

	PRE-2
	IM Use of Presence
	The  IM Service SHALL have the ability to utilize the capabilities of a Presence Enabler
	M
	

	PRE-3
	IM Use of Presence
	Presence requirements for IM SHALL be compliant with the requirements stated in the Presence RD [PRESENCE].
	M
	

	PRE-4
	IM Use of Presence
	It SHALL be possible for IM users to use presence capabilities.
	M
	

	PRE-5
	IM Use of Presence
	It SHALL be possible for IM users to utilize the presence service in order to communicate to others certain information and preferences (presence information), such as their willingness and availability to communicate using IM.
	M
	

	PRE-6
	IM Use of Presence
	The presence service MAY allow IM users to communicate this information by creating and activating presence statuses such as “working”, “meeting”, “Out to lunch”, “Discrete, “busy”, “Do Not Disturb” etc.
	O
	

	GM-1
	
	Group Management requirements SHALL be compliant with the requirements stated in the Group Management RD [GM].
	M
	

	GM-2
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search.
	The IM service SHALL provide the ability to add Instant Messaging users in the contact list by User-ID, SIP URI, or by mobile E.164 number which the system replaces automatically with belonging User-ID, by performing a unique look up on mobile E.164 number.

It SHALL be possible for the user to add an IM Contact from contact information stored in the device’s phonebook.

The IM service SHALL provide the ability to add Instant Messaging users in the contact list by performing a search on non-unique criteria, returning a list of User-IDs that can be added to the contact list by the user.
	M
	

	GM-3
	Adavance search
	The IM Service SHALL be able to provide advance search functionality with basic logical relationships (AND, OR, NOT) as well as any level of nesting in the search criteria
	M
	

	GM-4
	
	The IM service SHALL provide the ability to create and manage Contact lists.
	M
	

	GM-5
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search.
	If User B has ‘authorization on’ then, if User A requests to add user B in his/her contact list, this authorization SHALL be agreed by User B before:

· User A can see User B’s status

· User A can send messages to User B

· User B can be added to User A’s contact list
	M
	

	GM-6
	Modify Contact Name
	The uniqueness of the new name SHALL be verified within the contact list in a request to modify the name of an entry in a contact list. 
	M
	

	GM-7
	Modify Contact Name
	The IM Server MAY disallow duplicate name entries in the contact list according to Service Provider policies.
	O
	

	GM-8
	
	The server SHALL be the master of the Contact List, at start-up the client will be synchronized with the server.
	M
	

	GM-9
	
	The Contact List SHALL show a list of groups, the contacts within that group MAY be displayed under friendly names.
	M
	

	GM-10
	
	An IM user MAY be a member of more than one IM group at the same time.
	O
	

	GM-11
	Message Filtering
	The Client or mobile device SHALL provide Contact List whose contacts can be handled by the user to:

· Add: Add contacts (others IM users) to the Contact List. 

·  Modify: The user may change some property of contacts included in the Contact List

·  Block: By blocking a contact, the user filters messages with filtered contact

· Unblock: By unblocking a contact, communication flow is re-established with that contact

 Remove: The contact information is erased from the Contact List
	M
	

	GM-12
	Add Contact to Contact List
	If an IM user tries to Add Contact by E.164 number, a friend not yet registered in the IM service, the IM Service SHALL inform the IM user and invite the friend to join the IM service.
	M
	

	GM-13
	Add Contact to Contact List, Modify Contact Entry
	The IM Client SHALL provide easy ways for the user to handle Group properties associated to his/her profile. For example, Restricted Users’ List, Location List, etc.
	M
	

	GM-14
	Add Contact to Contact List
	The IM Service SHALL provide easy ways for the user to Give/Refuse authorization to be added to someone else’s Contact List.
	M
	

	GM-15
	Add contact to Contact List
	IM Service SHALL automatically update the Contact List of a user that is added to someone else’s Contact List, so that both users are members of each other’s Contact List.
	M
	

	GM-16
	Mobile originated chat
	The client or mobile device SHOULD provide a Contact List, in which groups can be added, modified, or removed by the user.
	M
	

	GM-17
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search
	It SHALL be possible to search for a person in the Contact List
	M
	

	GM-18
	
	The IM service SHALL be capable to allow the user to add and manage contacts.
	M
	

	PRI-1
	
	Privacy requirements SHALL be compliant with the requirements stated in the Privacy RD [PRIVACY]
	M
	

	PRI-2
	Public Chat
	Public Chat user’s anonymity SHALL be ensured.
	M
	

	PRI-3
	Public Chat
	'The user MUST be able to choose a Chat Alias to stay anonymous when participating in Public Chat' 
	M
	

	PRI-4
	Public Chat
	Identity information SHALL NOT be displayed in the public domain (i.e. E-mail address, mobile E.164 number, real name).
	MN
	

	PRI-5
	Public Chat
	It SHALL be possible to protect underage users participating in Public Chat from rogue users.
	M
	

	PRI-6
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search
	The returned result of a search SHALL NOT include anything else than User-ID, the Friendly Name, if it exists, and selected personal values that the search was based on, if any.
	MN
	

	PRI-7
	Add Contact To Contactlist by User-ID or MOBILE E.164 NUMBER or Search
	User’s identity SHALL NOT be revealed in the result of a Search. (i.e. E-mail address, mobile E.164 number, SIP URI, real name).


	MN
	

	PRI-8
	Message Filtering
	The IM service SHALL NOT send any message from the filtered contacts to the user who use message filtering in a group session or one-to-one IM conversation.
	MN
	

	PRI-9
	Message Filtering
	The IM service MAY avoid sending messages from the user who use message filtering to the filtered contacts in a group session or one-to-one IM conversation.
	O
	

	PRI-10
	Add Contact To Contact list by User-ID or MOBILE E.164 NUMBER or Search.
	It SHALL be possible for the service provider to confine the results of searches. For example, the service provider’s policy could prohibit searches on children under the age of 18.
	M
	

	PRI-11
	
	The IM server SHALL provide secure storage for IM subscribers’ personal data such as identity, contact list or conversation history.
	M
	

	PRI-12
	
	Unidentified users SHALL NOT be permitted to use the IM service.
	MN
	

	PRI-13
	
	Users SHALL be able to choose to receive messages from individual contacts in the user’s own contact list only, in which case the IM service SHALL block all messages from all other users not included in that contact list. The service provider SHALL be able to define the default behavior.  
	M
	

	PRI-14
	Public Chat
	Identity information SHALL NOT be displayed in the public domain (e.g. MSISDN, E-Mail, Name)
	MN
	

	PRI-15
	Public Chat
	The Service Provider SHALL have the ability  to exclude users from certain chat-groups under specific criteria (e.g. underage people, etc)
	M
	

	PRI-17
	
	The IM subscriber SHALL be shown to his contacts with presence status “offline” to his contacts when the “invisible” option is switched on
	M
	

	PRI-18
	
	The IM subscriber SHALL be able send and receive messages, having the “invisible” status.
	M
	

	PRI-19
	
	The IM subscriber SHALL be able to see the presence status of others.
	M
	

	SEC-1
	Registration in IM by mobile E.164 number
	Instant Messaging server SHALL be able to authenticate user at login or registration with mobile E.164 number.
	M
	

	SEC-2
	Registration in IM by mobile E.164 number
	Instant Messaging server SHALL be able to lookup the subscriber in the Mobile Number Portability database.
	M
	

	SEC-3
	Registration in IM by mobile E.164 number
	Instant Messaging server SHALL be able to generate a new User ID and password.
	M
	

	SEC-4
	Accessing IM Server via Internet Connected Device
	The IM server SHALL have a mechanism to authenticate user’s User ID and password.
	M
	

	SEC-5
	Registration in IM by mobile E.164 number
	The Instant Messaging server SHALL be able to generate a registration response in a standardized format, such that the registered IM User ID and password are returned to the device and automatically updates the stored IM User ID and password.
	M
	

	SEC-6
	Registration in IM by mobile E.164 number
	The Instant Messaging server SHALL have a mechanism to record user’s registration and login attempts.
	M
	

	SEC-7
	Accessing IM Server via Internet Connected Device
	The user MAY be able to change the password.
	O
	

	SEC-8
	Add Contact To Contact list by User-ID or MOBILE E.164 NUMBER or Search.
	It SHALL NOT be possible to directly add a mobile E.164 number to a contact list without a unique look-up for a User ID.  However it SHALL be possible to directly add a mobile E.164 number to the device phonebook and then subsequently the user SHALL be able to initiate an IM session using this entry.  In this case, the device SHALL perform the appropriate look-up prior to establishing the IM session without the need for user interaction.
	MN
	

	SEC-9
	Registration in IM by mobile E.164 number
	The IM system SHALL have the ability to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.
	M
	

	SEC-10
	Modify Contact Entry
	The IM system SHALL allow the user to confirm the identity of a user in the following cases:

a. A user initiating a message

b. A user accessing profile data (from the perspective of managing policy)

c. A user initiating privacy policy changes
	M
	

	SEC-11
	
	Prior to any IM interactions, such as administration, configuration and IM sessions, the IM service client and the IM service subscriber SHALL be authenticated
	M
	

	SEC-12
	
	Prior to any IM interactions, such as administration, configuration and IM sessions, the IM service client and the IM service subscriber SHALL be logged in
	M
	

	SEC-13
	
	The IM-communication and signaling SHALL be transported in a secure manner
	M
	

	SEC-14
	Registration in IM by mobile E.164 number
	User Authentication SHALL rely on Network Authentication if the registration is from user’s mobile device, or with a secret password securely provided by the Service Provider to the user.
	M
	

	CRG-1
	Accessing IM Server via Internet Connected Device
	The IM server SHALL have the ability to differentiate users accessing the service from Cellular Network from users accessing the service from the Internet, for charging purposes.
	M
	

	CRG-2
	P2P Comm, Auto Registration
	The IM system SHALL be able to associate IM accounts or sessions with a device 
	M
	

	CRG-3
	
	The IM service entity SHALL be able to collect sufficient information needed for charging.
	M
	

	CRG-4
	
	The IM service entity SHALL provide records for failed delivery of messages.
	M
	

	CRG-5
	
	The IM service entity SHALL be able to collect sufficient information needed for charging.
	M
	

	CRG-6
	
	The IM service entity SHALL support sufficient mechanisms to allow various forms of charging such as event-based, volume-based, time-based or a combination of these. Information of relevance SHOULD include but not be limited to, the following items.

(See CRG-7, CRG-8, CRG-9)
	M
	

	CRG-7
	
	For Subscription based Charging

· IM Subscriber status relative to IM subscription, i.e. IM subscribed, IM unsubscribed, IM subscription suspended or temporarily barred (by the service provider).

· Identity of each IM group in which the IM subscriber participates (as configured by the service provider).

· Maximum Size of each IM group (i.e. maximum number of participants who joined the session, regardless of having spoken or not) in which the IM subscriber has participated within a defined period (as configured by the service provider).
	M/O (?)
	

	CRG-8
	
	For Support Traffic based Charging (in addition to that for Subscription based Charging):
· Duration of a session, with start and finish time stamps.

· Number of IM participants, including their identities.

· Number of messages sent

· For each message sent:

· Type of message (i.e. text, multimedia)

· Volume of data

· Destination:

· Per type (to Person or to Group)

· By operator (if for a different operator or service provider)

· Delivery type (online (immediate delivery), offline (deferred delivery))

· Number of sessions initiated, i.e. successful attempts.

· Number of failed session attempts, with time stamps of failed attempts.

· Volume of data (e.g. packets, bytes).

· Type of IM session. (e.g. public/private chat, one-to-one, one-to-many, one-to-many-to-one)

· IM service interactions (e.g. join an IM group, leave an IM group, administer IM groups, etc).

· Use of other service enabler functionality (e.g. presence, location,…)

· Separate Charging Data Records (CDR) generated for originator and terminator of each IM session.

CDRs for the underlying packet connectivity resource SHALL indicate that the connectivity session is being used for IM

Latency SHOULD be a time-based value captured as part of the CDR; this would allow service providers to define their own thresholds for unacceptable latency (e.g. for operational performance measurements).

The IM service entity SHALL provide records for failed delivery of messages.
	M/O (?)
	

	CRG-9
	
	For Support Charging of interconnection between Cellular Operators and Service Providers Interconnecting their IM services

The IM service SHALL provide relevant information for clearing, charging and payment of service between operators and service providers having interconnected their IM services, according to the policies established in their bilateral agreement which may be based upon traffic measured by events, volume, time or a mix of those, for example. 

Provided information SHALL allow identifying incoming and outgoing IM traffic per operator or service provider which SHALL be differentiated from on-network traffic by different means.

Charging information for traffic-based charging between operators or service providers SHALL be provided per operator or service provider, and per user (sender or receiver), within the operator or service provider.

Charging information SHALL cover all cases of traffic related to end users, plus control and negotiation traffic at interconnection between operators or service provider's level.
	M
	

	ADM-1
	Public Chat
	It SHALL be possible for the service provider to remove rogue users from the public chat room and/or from the IM service.
	M
	

	ADM-2
	Public Chat
	A service provider SHALL have the ability to prohibit conversion from public chat to private conversation
	M
	

	ADM-3
	
	The following session management facilities SHALL be available

· Start a session with IM Server

· Stop a session with IM Server

· Restart a session with IM Server
	M
	

	ADM-4
	
	The IM service provider SHALL be able to configure the maximum length of an IM message in an IM session.
	M
	

	ADM-5
	
	The IM service provider SHALL be able to decide the maximum number of IM-participants of an IM group conversation.
	M
	

	ADM-6
	
	The Service Provider SHALL be able to limit the maximum size of the Multimedia content that can be sent
	M
	

	ADM-7
	
	IM service SHALL allow the Service Provider or Operator to define:

· Allowable Content types 

· Allowable Max. message size per content type
	M
	

	ADM-8
	
	Clients SHALL be informed of any policies, rule and regulations, if existed, concerning 

· Allowable Content types 

· Allowable Max. message size per content type
	M
	

	USE-1
	Add Contact To Contact list by User-ID or MOBILE E.164 NUMBER or Search.
	Minimal user input or interaction SHOULD be required for common user actions.
	M/O (?)
	

	USE-2
	
	The IM user SHOULD have the ability to associate his/her IM account with their device(s) in order to ease access to the service (i.e. skip login/password input phase).
	M/O (?)
	

	USE-3
	IM Use of Group Management
	The IM Service SHALL allow users to access an account simultaneously from multiple devices having different capabilities, subject to Service Provider policy.
	M
	

	USE-4
	Mobile Originated Chat
	The IM Service SHALL allow users to have simultaneous conversations. Those conversations can be one-to-one or in a group.
	M
	

	USE-5
	
	Standardizing UTF-8 text representation for the following emoticons: Happy (smile), Sad, Wink, Big grin, Confused, Blushing (embarrassed), Stick-out tongue, Kiss (red lips), Shocked (surprised), Angry, Cool (sunglasses), Worried, Devilish, Crying, Laughing, Straight face (disappointed), Angel (innocent), Nerd, Sleepy, Rolling eyes, Sick, berk, Shhh! No speak (lips sealed), Thinking (pensive), Raised eyebrow (sarcastic look), Rose (flower), Cup of coffee, Drink (cocktail), Idea (light bulb), Love struck (heart),
	M
	

	USE-6
	
	Instant Messaging clients MAY support the display of graphical representations of emoticons and/or shortcuts for a predefined list of emoticons for quick typing.

If an IM client supports an OMA defined emoticon, then its text representation SHALL conform to the standard.
	O/M (?)
	

	USE-7
	
	The IM service entity SHALL NOT prevent the IM subscriber’s operation of other OMA compatible services, for which the IM subscriber is authorized and subscribed.
	MN
	

	USE-8
	
	It SHALL be possible to have more than one conversation at the same time.
	M
	

	USE-9
	
	The IM application on the handset SHALL run concurrently with other applications and services on the device.
	M
	

	USE-10
	Quick Answer
	The user SHALL be able to use any IM capable client to create quick answer messages, and store them to the IM server.
	M
	

	USE-11
	Quick Answer
	The user SHALL be able to use all stored quick answer messages from any IM capable client, irrespective of from which client they were created and stored.
	M
	

	USE-12
	Quick Answer
	The IM server SHALL be able to determine whether the login client has the same quick answer messages with the server. And if not, the IM server SHALL be able to send the different quick answer messages to the client automatically.
	M
	

	USE-13
	Accessing IM Server via Internet Connected Device
	The IM service SHALL allow a cellular network operator to provide mechanisms for its subscribers to access the IM services via Internet connected devices.
	M
	

	USE-14
	
	The request-response time by the network in IM service interactions and the distribution time of the Instant Message SHALL be minimized so as to provide the best possible user experience.
	M
	

	USE-15
	Registration in IM by mobile E.164 number.

IM Conversation History.
	The IM terminal MAY return a “connecting status” to the user while trying to communicate with the IM server.
	O
	

	IOP-1
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support the exchange of instant messages between users using mobile or internet connected devices.
	M
	

	IOP-2
	
	The IM service SHALL support the exchange of instant messages between different Service Providers or domains.
	M
	

	IOP-3
	
	The IM service SHALL allow mobile operator, Internet-based Service Provider and public/private enterprise deployments.
	M
	

	IOP-4
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support interconnection between mobile and Internet terminals
	M
	

	IOP-5
	
	IM SHALL interoperate with other OMA specifications, such as Group Management, Presence & Availability.
	M
	

	LI-1
	
	The IM service enabler SHALL support capabilities to allow lawful interception.
	M
	

	ENT-1
	
	The IM Service SHALL be able to interact with an enterprise or corporate IM system, subject to policy agreement.  When interacting with a corporate environment, the IM Service SHOULD ensure that private addresses used within the environment are not exposed, shared or broadcasted to IM subscribers outside the environment.
	M
	

	UPROF-1
	Registration in IM

IM Use of Presence

Mobile Originated Chat
	User Profile SHALL contain, at least, user’s IM service related information  to assure interoperation with other mobile IM-Services as well as Internet IM.
	M
	

	UPROF-2
	Registration in IM

IM Use of Presence

Mobile Originated Chat 
	The IM-Service SHALL have a User Profile holding, at least, the following information:

· User ID – Public, unique identifier. By default set by Service Provider

· Password – Private. By default set by Service Provider

· Friendly Name – Public.

· Mobile E.164 Telephone number – Private, unique identifier, always set by Service Provider

· Age – Public, Set by user. By default empty

· Gender – Public, Set by the user. By default empty

· e-mail – Public, Set by user. By default empty

· Groups – Private, List of Groups which the user belongs to.

· Black List – Private, List of filtered/blocked users that are not allowed to communicate with user. Set by user or operator. By default empty

· Contact List – Private, List of users. Set by the user.. By default, MAY be empty or include Public Chat Rooms designed by the Service Provider

· Location List – Private, a subset of Contact List, indicating contacts that have permission to locate the user. By default, empty

· Privacy Information/ Permissions (flags) – Private information. Profile should include different permissions that will affect information provided by IM-Service to other users. By default these parameters will be set to most restricted state.

1) To be found in searches (in order to be added to others’ Contact Lists) by E.164 number. By default set to no.

2) To show his IM Status. By default No

3) To be located. By default set to no

4) Invisibility. By default set to no (normal state)

5) Add Contact Authorization. By default set to Yes (User can be added to others’ contact list with authorization)
	M
	

	UPROF-3
	Registration in IM

IM Use of Presence

Mobile Originated Chat
	IM Service SHALL allow Service Provider to change or to set profile parameters’ default values according to its preferences
	M
	

	UPROF-4
	
	The IM system SHALL provide functionality to Retrieve, Update and Clear entirely the Public Profile.
	M
	

	UPROF-5
	
	Clearing the Public Profile SHALL NOT clear the User ID or the Friendly name fields.
	MN
	

	UPROF-6
	
	The IM system SHOULD provide functionality to Search for users based on their Public Profile.
	M/O (?)
	

	UPROF-7
	
	The IM system SHOULD NOT allow searching based on Public Profile if the requesting user did not fill out a set of mandatory fields in his/her own profile.
	M/O (?)
	

	UPROF-8
	
	The IM server SHALL send a system message to users who did not fill in the mandatory part of their Public Profile – explaining the consequences to privacy of filling the Public Profile.
	M
	

	UPROF-9
	
	The IM system SHALL NOT include, in a Public Profile-based search, users who did not fill out the mandatory fields in their own profiles.
	MN
	

	UPROF-10
	
	The IM server SHALL allow group administrators to specify a minimum age requirement for joining chat groups.
	M
	

	UPROF-11
	
	The IM server SHALL NOT allow those users that are under the age specified in the group properties to join the group.
	MN
	

	UPROF-12
	
	If an IM server has age restriction for searching based on the age field in the Public Profile, then the restricting server SHALL exclude those users - who are under the restricted age according to their Public Profile - from the search results.
	M
	

	UPROF-13
	
	If Friendly Name exists in the Public Profile of the user then the IM server SHALL include the Friendly Name with the User-IDs in the search results.
	M
	

	UPROF-14
	
	The IM server SHALL accept only full strings (NOT sub-strings) in any searches that use Public Profile fields as search criteria.
	M
	

	LOC-1
	
	The IM user SHALL be able to control if his/her location information is to be provided or not.
	M
	

	LOC-2
	
	Only contacts in the user’s Location List SHALL be allowed to request the user’s location information.
	
	

	LOC-3
	
	Information SHALL be provided in contextual or graphical form, according to the preference of the user that requests it
	M
	

	LOC-4
	
	IM users MAY request the IM service to provide them with their own location.
	O
	

	LOC-5
	
	The IM user MAY have the capability to request IM Service to send his/her information to his/her communication partner (Peer or Group). It could be done, for example:

· The user IM service sends a service message with the user location directly to partner.

· The location provided by IM service to the user is attached (by the user) to a personal IM message.
	O
	

	MMD-1
	
	A user participating in a one-to-one communication, SHALL be able to send to his/her friend, from the IM client and within the IM session, Multimedia content stored in his/her device
	
	

	MMD-2
	
	A user involved in a Chat conversation, MAY be able to send Multimedia content to active participants of Chat
	O
	

	MMD-3
	
	The IM system SHALL have the capability to notify delivery of Multimedia content
	M
	

	MMD-4
	
	A user participating in one-to-one communication or Chat SHOULD have the possibility to share multimedia content stored outside of the IM Service. For example, by sending pointer or URL to storing device, to other participants. IM Client SHOULD recognize the pointer and present the content.
	M/O (?)
	

	MMD-5
	
	If there’s an original name associated with a multimedia content, the IM Service SHALL support transferring the original name of the multimedia content from the sender to the recipient
	M
	

	CHAT-1
	IM use for Group Management
	IM communication SHALL support one-to-one and Chat Communication. The user SHALL be able to communicate seamlessly in either mode. 
	M
	

	CHAT-2
	Mobile Originated Chat
	There SHALL exist Public and Private Chat rooms.
	M
	

	CHAT-3
	Public Chat
	A user SHALL be able to search for Public Chat Rooms (in a similar a way as he/she searches for friends: e.g. by name, preferences,..) and add them in his/her Contact List. 
	M
	

	CHAT-4
	Public Chat
	A user SHALL be able to join a Public Chat by selecting it in his/her Contact List. 
	M
	

	CHAT-5
	Public Chat
	The IM Service Provider SHALL have the possibility to create Public Chat Rooms
	M
	

	CHAT-6
	IM use for Group Management
	A user SHALL be able to create one or several Chat Rooms. At creation time, the user SHALL have the possibility to declare it Public or Private. The user that created the Chat Room SHALL be considered the “owner” of that Chat Room.
	M
	

	CHAT-7
	Temporary Group
	A Chat Room SHALL exist as long as there are users participating in conversation.
	M
	

	CHAT-8
	Temporary Group
	A Chat Room SHALL be erased (no longer be available at users´ Contact List) after some time that no user is participating in it. The Service Provider SHALL have the possibility to set that amount of time.
	M
	

	CHAT-9
	IM use for Group Management
	A user SHALL be able to join a Private Chat Room only if he/she is invited by someone participating in that Private Chat Room. 
	M
	

	CHAT-10
	IM use for Group Management
	A user participating/being invited to participate in group conversation SHALL be notified that another user he or she has blocked has joined/exists in the group conversation
	M
	

	CHAT-11
	Public Chat
	A user SHALL join a Chat Room by selecting it in his/her Contact List.
	M
	

	CHAT-12
	Public Chat
	A user that is participating in a group conversation, SHALL be able to establish a parallel one-to-one communication with another user participating in that group conversation
	M
	

	CHAT-13
	Mobile Originated Chat, IM use of Group Management
	A user participating in a one-to-one communication SHALL have the ability to invite some one else in his/her contact list to join the conversation. Then the one-to-one communication SHALL become a Private Chat Room, in a transparent way for these users.
	M
	

	CHAT-14
	
	Users participating in a conversation SHALL be able to switch to speech conversation and be able to combine text with speech conversation (where available), from the IM Client by selecting the participant’s friendly name.

In many-to-many conversation mode, users SHALL be provided with the ability to set up a speech conference (i.e. conference call, PoC session). The maximum number of participants in the speech conference SHALL be determined by the Service Provider.
	M
	

	CHAT-15
	Mobile originated chat
	Mobile device SHOULD support a method to invite a user for a conversation.
	M/O (?)
	

	CHAT-16
	Public Chat
	In public chat, IM subscribers SHALL have the ability to join and leave a chat-group by themselves.
	M
	

	CHAT-18
	Public Chat
	Users SHALL have the ability to arrange a chat-group about a certain topic.
	M
	

	CHAT-19
	
	An IM user who has been disconnected from an IM group session SHALL be able to rejoin the same IM group if it is still ongoing and the maximum allowed number of IM users is not exceeded.
	M
	

	CHAT-20
	Message Filtering, IM use for Group Management 
	The owner of a private chat room SHALL have the possibility to block/unblock users from his private chat room.
	M
	

	FLT-1
	Message Filtering
	IM user SHALL have the ability to filter rogue users, blocking messages from rogue users from being delivered to his/her device.
	M
	

	SMSG-1
	
	The IM system SHALL support sending a System Message to the IM client.
	M
	

	SMSG-2
	
	The IM system SHOULD be able to identify unsupported client releases (e.g. old client versions) and MAY block access to the service.

The IM system SHOULD support a way to notify unsupported clients about the reason for denying access to the IM service.
	M/O (?)
	

	SMSG-3
	
	System Messages SHALL support an answer mode that requires a response from the IM client.

System Messages SHALL support the following answer options:

· No answer required (i.e. information message)

· Two options (e.g. accept/refuse)

· More than two options
	M
	

	SMSG-4
	
	The IM system SHALL be able to block access to the IM service until the client has responded to a System Message if requested.
	M
	

	SMSG-5
	
	The IM system SHALL be able to send the System Message to the IM client before the client is logged into the IM service.
	M
	

	SMSG-6
	
	The IM system SHALL be able to send a System Message containing at least 128 characters.

The IM system SHOULD be able to send a System Message containing at least 512 characters.
	M
	

	SMSG-7
	
	The IM client SHALL be able to prompt to the end user with a System Message containing at least 128 characters.

The IM client SHOULD be able to prompt to the end user with a System Message containing at least 512 characters.
	M
	

	SMSG-8
	
	The IM client SHALL prompt the answer options to the end user for selection when the client receives the System Message.
	M
	

	SMSG-9
	
	The IM system SHALL be able to use the answer option from the IM client to decide which level of service is granted.

The end user SHALL NOT be visible as online until the level of service has been negotiated.
	M
MN
	

	SMSG-10
	
	The IM system SHALL be able to send the System Message at anytime.(e.g. system shutdown)
	M
	

	SSMG-11
	
	The IM client SHALL be able to receive the System Message at any time.
	M
	

	SMSG-12
	
	The IM system SHALL be able to deny access to the service if no response is received to a System Message within a specific period of time (e.g. timeout).

The timeout period is implementation specific (i.e. selectable by Service Provider).
	M
	

	SMSG-13
	
	The IM service SHOULD support a way to make sure that the end-user has read and responded to the system notification accordingly.
	M/O (?)
	

	SMSG-14
	
	The IM system SHOULD send System Messages (e.g. for AoC) to the IM client only in case of necessity (e.g. by first time use or if AoC needs to be re-negotiated), in order to minimize latency during transactions such as login.
	M/O (?)
	

	SMSG-15
	
	System Messages SHALL NOT include any sensitive information (e.g. E.164 numbers, names, etc.)
	MN
	

	SYS-1
	
	The IM Service Enabler SHALL support the UTF-8 character sets for all known languages (e.g. English, German, Japanese, Chinese, Korean, Russian, etc.) to allow chatting in the users native languages.
	M
	

	SYS-2
	
	The IM system MAY support mobile terminals that do not contain an IM User Agent
	O
	

	SYS-3
	
	IM Service SHALL support critical functionality on legacy mobile terminals that do not contain an IM User Agent.
	M
	

	UA-1
	
	IM User Agent SHALL provide full interworking with Presence, Group Management, Messaging, and other User Agents resident in the device.
	M
	

	UA-2
	
	IM User Agent SHALL be able to provide partial IM service, when other User Agents (e.g. presence) are not available on the mobile device; i.e. some functionality associated to the missing User Agents may not be available.
	M
	


4.4 Planned Phases

Editor’s Note: Need to determine if phases are needed.
5. Architectural Model

5.1 Dependencies

The OMA IM Service is generally dependent on the OMA Service Environment (OSE) as specified by [OMA-OSE] for interactions with other OMA enablers and in particular the IM Service is dependent on OMA Presence and XDM Enablers for presence and group management capabilities, respectively. Although the IM Service can operate without Presence functionality, this OMA enabler is needed to realize all of the requirements in the Instant Messaging RD [IM-RD].  Because of this tight relationship, this document explicitly shows architectural components from both the OMA Presence and XDM enablers along with IM components created in this document. Generally, in the IM Architecture:

· Interfaces to retrieve presence information specific to IM are provided by the OMA Presence Service [OMA-PRES].

· Interfaces to create, delete, or modify IM groups are provided by the OMA XDM Service [OMA-XDM]. In addition, the OMA XDM Service provides the foundation to create, delete and modify IM specific policy in the IM XDM.

· Further, the IM Service is dependent on an underlying SIP infrastructure to transport SIP messages between IM entities. The architecture in this document refers to this infrastructure as the SIP/IP Core. A particular manifestation of the SIP/IP Core is an IP Multimedia Subsystem as specified in either 3GPP [3GPP-IMS] or 3GPP2 [3GPP2-IMS].

Finally, the IM Service is dependent on some specifications developed in the Internet Engineering Task Force (IETF). 

· The base protocol for session based IM is based on [MSRP]. Procedures to perform public and private group chats are specified in [MSRP-CHAT].

5.2 Architectural Diagram

Figure 1 shows all functions that both directly and indirectly contribute to the realization of the SIMPLE IM service. It includes all reference points to the external as well internal functional entities interacting with the SIMPLE IM server.


[image: image2.emf]SIP / IP Core 

IM Client

XDM-3

IM-1

Remote SIP/IP Core

Bold boxes and lines identify IM Functional 

Entities and reference points, respectively.

Aggregation Proxy

IM

Server

Presence

Server

Presence

XDMS

Shared XDMS

PRS-5

PRS-7

PRS-8

IM-3

IM-4

IM-2

PRS-3

IM

XDMS

IM-5

IM-6

GM-10

XDM-2

XDM Client

SIP / IP Core 

XDM-1

PRS-1

PRS-2

Remote

IM

Server

Remote

IM

Client

IM-7

IM-9

IP-1

IM-8

PRS-6

Pres Client: Source

Pres Client: Watcher

Charging

CH-x

DMC

DMS

DM-1


Figure 1: SIMPLE Instant Messaging Functional Architecture

5.3 IM Functional Entities

5.3.1 IM Client

The IM Client resides on the mobile terminal and is used to access the IM service.

The IM Client SHALL be able to:

· Perform registration with the SIP/IP Core.

· Authenticate the IM user to the SIP/IP Core.

· Allow IM session initiation, participation, and termination.

· Send and receive instant messages from peer IM Clients, or the IM Server.

· Incorporate IM configuration data downloaded by the provisioning system (e.g. over-the-air activation)

The IM Client MAY:

· Handle presence information (e.g. publish presence information and subscribe to presence information).

5.3.2 IM Server

The IM Server SHALL be able to:

· Manage (send and receive) IM from users in one-to-one and many-to-many modes.

· Interoperate mobile originated and terminated clients, and internet based clients

· Interoperate remote IM systems

· In the case of session based messaging, act as conference focus and maintain public and private chat rooms [MSRP-CHAT]

· In the case of session based messaging, act as an MSRP switch including the replication of messages within chat rooms [MSRP].

· Provide online delivery of message

· Store messages for offline delivery or notifications 

· Maintain session history

· Use presence to allow efficient delivery according to the recipient availability

· Use IM XDMS for IM related policies and rules (such as block lists)

The IM Server SHOULD be able to:

· Store the IM conversation upon user’s request.

· Limit the storage size dedicated to the IM conversations for users.

· Notify the users about the size of stored IM conversation.

The IM Server MAY be able to:

· Inform clients on message delivery.

IM Server behaviour

The list of functions in the IM Server can be categorized into IM specific functionalities and Generic functionalities. The generic set of functions offering group communications or conferencing services for the IM are listed under Controlling IM Function, and the IM specific set of functions are listed under Participating IM Function. The Controlling IM Function acts as a conference server providing centralized session handling, media distribution (in IM case only MSRP), participants information, and executes conference control policies. The Participating IM Function and the Controlling IM Function may be either collocated in a single network device or interoperate using OMA standardized interface i.e. using the interfaces IM-2 and IM-8 of the IM architecture from Figure 1.  

An IM server assumes the role of Participation IM Function or Controlling IM Function depending on which set of functions it is executing in a particular active IM session. This means that an IM server may play the role of either Participating IM Function or Controlling IM Function or both at the same time.

An IM Server assumes these roles during session set up and the role lasts for the duration of the IM session.  For example, in case of ad hoc chat group session or 1-to-1 IM session, the IM server of the inviting user assumes the Controlling IM Function role as shown in Figure 2
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Figure 2 User A creates ad hoc chat room and invites User B to the chat session

1-to-1 IM sessions can be considered as ad hoc conference with only two participants. This makes it easier for 1-to-1 sessions to be extended to 1-to-many ad hoc conferencing. Controlling IM Function can be optional in 1-to-1 IM sessions in the case of Peer-to-Peer IM communication since the need for centralised control point would not be not be necessary. Peer-to-Peer IM commnunication may be enabled depending on Service Provider / Network Operator policy but it is out of the scope of this document.  

For IM server roles in the case of group communication or conference services, the group that owns / hosts the group identity shall assume the Controlling IM Funtion role. Figure 3 depicts the case of a group communication where a 3rd network hosts the conferencing server i.e. chat server in the case of IM , and partcicipants of the chat room are located in different networks.
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Figure 3 Chat room hosted by Network 3

Distribution by group mechanisms or message explosion is another form of group communication and is categorised as one of the functions under the Controlling IM function see Figure 4
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Figure 4 Message distribution by either group mechanism or message exploder

In Figure 4 User A (client A) initiates the group communication either by sending a message to a group URI or to a message exploder URI. IM serverA assumes the role of Controlling IM Function in this message session since IM serverA has to perform the controlling functions for the group communication i.e. IM serverA does the fan out of the message to the individual recipients in the URI-list or the members of the group. 

Nested Group

In the case of the nested group within the message exploder URI service i.e. one or more group URIs is actually included in the URI-list sent to the message exploder, then the server that owns the group URI in the original URI-list will have to resolve the group URI on receiving the IM message.  This leads to re-distribution of the message to the individual members of the embedded URI, thereby resulting in multiple explosions along the communication path. In this special case of  the message exploder URI-list service, every server that does redistribution/explosion  (i.e. owns/hosts a group URI) plays a controlling IM functional role for that particular message distribution path.

OMA IM Conference Model

The conferencing model in this document is limited to tightly coupled conferencing model as in [3GPP TS 29847] and [OMA PoC AD],  a subset of  the  IETF defined generice framework for conferencing services[CON-Framework]. That means there is a central point of control to which each participant connects. Therefore in general, in every IM group /conference session, there can be only one controlling IM function and one or more participating IM functions, except in the case nested group in message exploder URI-list service
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Figure 5 General relationship between Participation IM function, Controlling IM function and IM clients

 The general relationship between the IM functional roles in Figure 5 shows that, in a particular group/conferencing IM session, a Controlling IM functional role, i.e. IM server in Network 3, can manage X +Y numer of SIP and media session communication paths.

 Where ,

· X = number of Participating IM functional roles from Network 1 to the chat server 

· Y = number of Participating Functional roles from Network 2 to the chat server.

· The ratio between participating IM function and IM client is always 1:1. 

The variables X and Y ranges from 1 to a certain maximum number, where the maximum number can be a limit set by the Network Operator.

 IM Server Roles

An IM server performs Participation IM Function role, when the set of functions it performs for a particular active IM session includes:

Participation IM Function

· Provides SIP session handling
· Provides policy enforcement for incoming/outgoing IM

· Service authorisation

·  IM user service profile

· Preferences, User privacy
· Execution of IM network Inbox configuration and settings

· Blocklist/ Rejectlist, etc

· Provides message delivery requirements

· Storage requirements

· Message filtering 

· Provides ‘Store and Forward’ feature for one-shot messages

· Charging reports, may be optional, if detailed charging reports are not required in some network

· Legal interception, optional
An IM server performs Controlling IM Function role, when the set of functions it performs for a particular active IM session includes:

Controlling IM Function
· Provides Group and Conferencing functionalities 
· Provides centralised IM Media session handling

· MSRP switch

· Provides SIP session handling

· Conference focus which also hosts the chat URI

· Provides Policy enforcement for participating in a group 

· Provides the group participants information, i.e. maintains the list of participants

· Provides centralised charging reports

· Provides Uri-list service: the explosion and delivery reports (if required) of sessionless/session-based messages i.e. explosion of a SIP MESSAGE/ad hoc chat to multiple recipientss
5.3.3 IM XML Document Management Server (XDMS)

The IM XDMS is an XCAP Server that manages XML documents (e.g. IM Buddy Lists and conversations) which are specific to the IM service enabler. Management features include operations such as create, modify, retrieve, and delete.
The IM XDMS SHALL be able to:

· Performs authorization of incoming SIP and XCAP requests.

· Maintain reference to the stored IM conversations, that allows these conversations to be managed (resaved, renamed, deleted, etc.).

· Manage XML documents (e.g., policies for blocking communication with certain users and allowing communication with certain users.) specific to the IM service enabler.

· Accept subscriptions and notify watchers of changes to the stored IM specific documents.
5.4 External Entities Providing Services to IM

Within the context of the OMA Service Environment (OSE) specification [OMA OSE], the IM server interacts with entities that are external to the IM server. These entities may be located within the OSE (e.g., Presence, XDMS) or outside the OSE (e.g., IMS, SIP/IP-Core). OMA service environment.  For the interactions of the IM server with these entities, the OSE also provides an optional feature to enforce policy related to authentication, In dealing with these entities and if desired, the OSE provides a policy-based mechanism to manage these interactions through appropriate security mechanism, charging information inquiries, logging and enforcement of user privacy or preferences, etc. The OSE architecture also manages the procedures that can be applied between the IM server and those entities that reside outside the OMA service environment, e.g., IMS capabilities as identified and referenced in the “IMSinOMA” documents [OMA IMS].

Note: The SIMPLE IM Server is in its current version does not rely on, nor makes any use of, the external functionality provided by the OSE policy enforcement mechanism.

5.4.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed to support of the IM Service:

· Routes SIP signalling between the IM Client and the IM Server

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of IM Client based on user’s service profile

· Maintains the registration state 

· Provides charging information

· Provides capabilities to Lawful Interception.    

Note: Part of the Lawful Interception functionality may be supported by the access network.

The interface to the SIP/IP Core in the IM architecture is not limited to the use of 3GPP and 3GPP2 IMS, and it is open to other SIP core networks. In the context of “IMS in OMA”, the OMA IM SHALL utilize the capabilities of IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.P0013.2]) and referenced in the IMSinOMA documents [OMA IMS]. In the context of other networks, a network of SIP proxies and registrars providing the aforementioned functionality may be utilized.

5.4.2 Shared XML Document Management Server (XDMS)

The functionality of the Shared XDMS is described in [XDMAD].

5.4.3 Aggregation Proxy

The functionality of the Aggregation Proxy is described in [XDMAD].

5.4.4 Presence Server (PS)

The functionality of the Presence Server is described in [PRESAD].
5.4.5 Charging Entity

The OMA charging model states that its “Charging Enabler” facilitates interaction between various OMA service enablers and the charging functional entity (either offline, online or both), which may reside in various domains, e.g., 3GPP/3GPP2 Service Provider [OMA-Charging]. As an external entity residing in the operator's domain this charging entity takes various roles, which network operators and/or service providers need to perform the charging activities.
5.4.6 Device Management Server

This is an external entity, which may reside in the service provider's domain. This entity takes various roles, which are needed for remote manipulation of the IM Client mobile device, security and policy to control the access to a particular resource in the mobile device. 

5.4.7 IM Conversation Storage Database Entity 

The IM Conversation Storage Database SHOULD be provisioned in the IM service. The IM service  SHALL store IM conversations.  

A user MAY request the network to store a particular IM conversation. When requested, the IM Conversation Storage Database SHALL deliver the conversation to the requesting user.

The IM server SHALL add time stamp to each message when storing it in the IM Conversation Storage Database entity. 

5.4.8 IM Deferred Message Storage Database 

The IM server SHALL store IM Deferred Messages. The Deferred Message Storage Database SHALL be employed when a user sends a SIP Message [RFC 3428] or a Pager Mode Message with MSRP [MSRP] to an end user.

5.5 Reference Points

Reference points named IM are related specifically to the IM functionality and they are newly defined and elaborated in this document. In addition, a listing of other relevant reference points using existing or in-progress OMA specified interfaces is provided, e.g., a charging defined reference point C-1 from the IM Enabler to the charging entity.

5.5.1 Reference Point IM-1: IM-Client ( SIP/IP-Core

The IM-1 reference point supports the communication between the IM client and the SIP/IP Core. The protocol for the IM-1 reference point is SIP. 

This reference point SHALL support the following:

· IM session signaling between the IM client and the IM server

· Provides discovery and address resolution services

· Provides SIP compression

· Performs authentication and authorization of the IM user at the IM Client based on the IM user’s service profile

· Provides IM client registration

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM-1 reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

5.5.2 Reference Point IM-2: IM-Server ( SIP/IP-Core

The IM-2 reference point support the communication between the SIP/IP core and the IM Server for SIP session control. The protocol for the IM-2 reference point is SIP.

The IM-2 reference point SHALL support the following:

· IM session signaling between the IM client and the IM server

· Provides address resolution services

· Publication of Presence Information from the IM server to the Presence Server

· Subscription to Presence Information by the IM Server to the Presence Server

· Notification of Presence Information by the Presence Server to the IM Server

· Subscription to the modification of XML documents stored in the IM XDMS or Shared XDMS

· Notification of modifications made to XML documents stored in the IM XDMS or Shared XDMS

· Subscription of conference event package from the XDM server

· Notification of conference event package to the IM server

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM-2 reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

5.5.3 Reference Point IM-3: IM-Server ( IM XDMS

The IM-3 reference point support the communication between the IM Server and IM XDMS. The protocol for the IM-3 reference point is XCAP.

The IM-3 reference point SHALL support the following:

· IM-specific XML document management (e.g., create, modify, retrieve, delete).

5.5.4 Reference Point IM-4: IM-Server ( Shared XDMS

The IM-4 reference point support the communication between the IM Server and the Shared XDMS. The protocol for the IM-4 reference point is XCAP.

The IM-4 reference point SHALL support the following:

· Retrieval of URI Lists from the Shared XDMS.

5.5.5 Reference Point IM-5: IM XDMS ( SIP/IP Core

The IM-5 reference point supports communication between the IM XDMS and SIP/IP Core. The protocol for the IM-5 reference point is SIP.

The IM-5 reference point SHALL support the following:

· Subscription to modifications of IM-specific XML documents.

· Notification of the modifications to IM-specific XML documents.

5.5.6 Reference Point IM-6: IM XDMS ( Aggregation Proxy

The IM-6 reference point supports communication between the IM XDMS and Aggregation Proxy. The protocol for the IM-6 reference point is XCAP.

The IM-6 reference point SHALL support the following:

· IM-specific XML document management (e.g., create, modify, retrieve, delete).

5.5.7 Reference Point IM-7: IM-Client ( IM-Server

The IM-7 reference point support the communication between the IM Client and the IM Server for session based messaging within the same domain. The protocol for the IM-7 reference point is MSRP [MSRP]. In an optional configuration, a remote IM Client from a different domain may communicate with the IM Server for session based messaging over this interface.

The IM-7 reference point SHALL support:

· Messaging transportation.

· Support of text based media types.

The IM-7 reference point MAY support the following:

· Support for a richer set of MIME types.

5.5.8 Reference Point IM-8: IM-Server ( IM-Server

The IM-8 reference point support the communication between the remote IM Server and the IM Server for session based messaging across different domains. The protocol for the IM-8 reference point is based on MSRP [MSRP].

The IM-8 reference point SHALL support:

· Messaging transportation.

· Support of text based media types.

The IM-8 reference point MAY support the following:

· Support for a richer set of MIME types.

5.5.9 Reference Point IM-9: IM-Client ( Remote IM-Client

The IM-9 reference point support the direct peer to peer connection for messaging between IM clients either in the same domain or in different domains. While IM-7 and IM-8 reference points for the “Via IM Server” solution is “mandatory”, this IM-9 reference point to enable  the “direct peer-to-peer link” solution is “optional.” The protocol for the IM-9 reference point is MSRP as described in  [MSRP]

The IM-9 reference point SHALL support the following:

· One-on-one direct messaging session transportation and context.

· Direct messaging session from hosting client to participant client in multiple chat IM.

· Support of text based media types.

The IM-9 reference point MAY support the following:

· Support for a richer set of MIME types.

5.5.10 Reference Point IP-1: SIP/IP Core ( SIP/IP Core

The IP-1 reference point supports the communication between the SIP/IP Cores.  The protocol for the IP-1 reference point is SIP.

The IP-1 reference point SHALL support the following:

· communication and forwarding of SIP signalling messaging between SIP/IP Cores
· transfer of inter-provider charging information.
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the IP-1 reference point SHALL conform to the Mw reference point [3GPP TS 23.002] and [3GPP2 X.P0013.0]. 

5.5.11 Reference point C-1: IM Server - Charging entity

The C-1 reference point supports the communication between the IM server and the Charging entity to perform the IM-related charging activity. This reference point is realized through the interface to be designated to support Reference Point IM-2 between the IM server and the SIP/IP-Core entity.

When the SIP/IP Core entity corresponds to 3GPP IMS or 3GPP2 MMD, then the C-1 reference point SHALL include the functionality provided over the Ro and Rf reference points as described in [3GPP-Online] and [3GPP-Offline] or the Ro and Rf reference points as described in [3GPP2-Online] and [3GPP2-Offline], respectively.

5.5.12 Reference Point XDM-1: XDM Client – SIP/IP Core

The XDM-1 reference point is described in [OMA XDMAD]. 

5.5.13 Reference Point XDM-2: Shared XDMS – SIP/IP-Core

The XDM-2 reference point is described in [OMA XDMAD].
5.5.14 Reference Point XDM-3: XDM Client- Aggregation Proxy Server

The XDM-3 reference point is described in [OMA XDMAD].

5.5.15 Reference Point PRS-5: Presence Server – Shared XDM Server

The PRS-5 reference point is described in [OMA PRESAD].

5.5.16 Reference Point PRS-6: Presence XDM Server – SIP/IP Core

The PRS-6 reference point is described in [OMA PRESAD].

5.5.17 Reference Point XDM-10: Aggregation Proxy – Shared XDMS

The XDM-10 reference point is described in [OMA XDMAD].

5.5.18 Reference Point PRS-7: Aggregation Proxy –Presence XDM Server 

The PRS-7 reference point is described in [OMA PRESAD].

5.5.19 Reference Point PRS-8: Presence Server - Presence XDM Server

The PRS-8 reference point is described in [OMA PRESAD].

5.5.20 Reference Point PRS-1: Presence Source – SIP/IP Core

The PRS-1 reference point is described in [OMA Presence AD].

5.5.21 Reference Point PRS-2: Presence Watcher – SIP/IP Core network

The PRS-2 reference point is described in [OMA Presence AD].

5.5.22 Reference Point PRS-3: SIP/IP Core – Presence Server

The PRS-3 reference point is described in [OMA Presence AD].
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� The use of acronym RCV in the RD for this category of requirements is confusing (being the same for the Receiving IM. 


� The words Mandatory (M) and Optional (O) refere to the the key words used in the requiremenets description such as “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” as interpreted in [RFC2119]. The acronym MN stands for “Mandatory No”, a litteral interpretation of the words “MUST NOT” and “SHALL NOT.”
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