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1 Reason for Change

This CR create a chapter for session context.  The reason for this is that in the CSP doc the session context is often referenced but no clear description exists.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None
4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

Review and agree
6 Detailed Change Proposal
5. IMPS session

5.3 Session management

The Instant Messaging and Presence Service session is a framework in which the IMPS services are provided to the IMPS client. The IMPS session is transport-independent. If the transport connection is broken, the client MAY reconnect the transport connection and MUST be able to continue the session (see [CSP Trans]). The client device MAY be even turned on and off and the session MAY still be continued.

In order to establish a session, the client MUST log into a SAP using one of the available CSP protocol versions, transport mechanisms (see [CSP Trans]) and a CSP syntax definition ([CSP XMLS], [CSP WBXML] or [CSP PTS]) that is supported over the selected transport. The client and the server MUST maintain the initial protocol version, and syntax definition that was used during the login transaction throughout the whole session – until logout or disconnect. The server MAY deny access if the protocol version, the transport, or the syntax definition is not supported.

The IMPS session is established when the client logs in and terminated when either the client logs out or the SAP decides to disconnect the session. The session is identified by a Session-ID. In addition, the IMPS client MUST provide at login phase a client-unique session cookie for the session, which is used by the server to trigger communications in some cases.

The client and the server MUST use the same version of the CSP protocol that was used in the login primitive in every transaction throughout the whole session. The versions supported on the server side MAY be retrieved any time – it is independent from IMPS sessions. Please refer to chapter 5.2 Version Management and 6.3 Version Discovery Transaction for further information of this mechanism.

If the server for some reason does not accept the IMPS version that the client used in LoginRequest, the client MAY initiate version discovery transaction to retrieve the list of supported versions from the server, and select an IMPS version (to be used in the login phase again) that is supported on both client and server side. 

The authentication of the user is done at the login phase. The authentication is, in general, considered to be valid throughout the session. However, the server MAY, at any time disconnect the session and request the client to re-login. In this case, the client provides the old Session-ID. After valid authentication, the IMPS server MAY accept to re-establish the old session.

During the IMPS session, both the client and SAP MUST maintain session context (editor note: add reference to session context chapter). 

Associated with each session is an auto logout timer value. The client MAY request a particular value or request an infinite time-to-live time. The server can set any timer value and the client MUST obey that. Server implementers SHOULD NOT however select a lower time-to-live value then the one requested by the client.

When the session is terminated and a new session is established, the IMPS server MAY still maintain some services. This is an implementation issue in the IMPS server.

In order to provide minimum interoperability between clients and servers, both the client and the server MUST support the features required to establish, terminate, and maintain a session. These features are:

· 5.3 Addressing
· 6.1 Status Primitive
· 6.4 Logging in
· 6.6 Logging out and Disconnecting
· 6.7 Keep Alive
· 6.9 Service and Capability Negotiation
The server MAY provide support for Fundamental Features, Instant Messaging, Presence, Group and Content services, however at least one of these services MUST be supported and negotiated. The features and the related transactions are negotiated between the client and the SAP after a successful login. See chapter 6.4 and 6.9.

Normally all transaction are performed within an established session. The ‘Type’ of all transactions that are sent within a session MUST be ‘Inband’. There might be special cases when a client desires to perform a transaction without having an established session. The ‘Type’ of all transactions that are sent outside of a session MUST be ‘Outband’. Inband transactions MUST include a Session-ID. Outband transactions MUST NOT include Session-ID. To all transaction requests that include Session-ID the response MUST include the identical Session-ID.

Session context
The session context contains dynamic information of a session of the user.  During the session, the session context MUST be maintained on both client and server.  The session context MUST contain the following session information:

· Negotiated services: the services negotiated during the ServiceNegotiation transaction (see chapter xx, editor to add reference)
· Negotiated client capabilities: client capabilities negotiated during the ClientCapabilityNegotiation transaction (see chapter xx, editor to add reference)
· Presence subscriptions:  the current presence subscription (see chapter xx, editor to add reference)
· General notifications subscriptions:  the current subscriptions to general notifications (see chapter xx, editor to add reference)
· Joined groups:  The groups the user has currently joined
Each session has 1 session context.  The user MUST have as many session contexts as active sessions.

The server MAY store the session context for a period of time after the session is terminated.  The time period a session is stored on the server is a server wide setting and can go from 0 to infinite:
· 0: the session context is not stored

· Infinite: the session context is stored until the user sets up another session with the same client.

It is RECOMMENDED not to store session for unlimited period of time because clients MAY change Client-ID and users MAY not use the same client ever again.   The IMPS server stores the session context after termination to allow the users to restore the session (see chapter xx, editor to add reference).
6.4.4  Session Recovery
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Figure xx. Session Recovery

A client MAY attempt to recover a session To do this, the client MUST perform the normal login transaction (either using 2-way access control or 4-way access control) using the Session-ID of the desired session context.

The IMPS server MAY recover the session.  In that case the session of the user MUST be reestablished in the same state as it was at the time the session was terminated and the server MUST perform the required actions to bring the session in this state..  E.g. if the session context contains subscriptions to presence information, the IMPS server MUST re-subscribe to this presence information during the session recovery. 

If the IMPS server is not able to recover the session, it MUST respond the 1st LoginRequest with a LoginResponse indicating that the server is not able to recover the session (error code 502).  The user MUST NOT be logged in.  To login again, the client MUST perform normal login transaction (either using 2-way access control or 4-way access control) without the Session-ID information element.  
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