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1 Reason for Change

When the client negotiates SMS based CIR with the server, there is no method for the client to find out the MSISDN of the SMSC to send messages to. This CR introduces a new ClientCapability element for this purpose.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None
4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

OMA MWG-IM to review and agree on this change request.
6 Detailed Change Proposal
6.9 Service and Capability Negotiation

6.9.1 Transactions

The Client Capability Response primitive MUST contains an element the “Agreed- Capabilities” element that conveys the agreed capability information back to the client. The agreed capability information includes the following derived elements: 

· AcceptedContentType – Structure(s) containing the media types and the related credentials of those content types that the SAP accepted to support. The SAP MAY accept all of the AcceptedContentType credentials not only when it supports it, but also when the SAP offers content transcoding – however in this case the SAP MUST transcode the content to a media format that the client supports before the content is delivered to the client. When the SAP accepts without any changes all of the AcceptedContentType credentials that have been specified by the client in the ClientCapabilityRequest, the server MUST NOT include this element in the ClientCapabilityResponse primitive – however if any changes are applied to any of the AcceptedContentType credentials, the server MUST include the entire list of the accepted content types, whereas the list MUST be empty when none have been accepted. The server MUST NOT change the ContentType, but it MAY change the AcceptedRichContentLength, ContentPolicy and ContentPolicyLimit, however not all changes are permitted. The AcceptedRichContentLength in ClientCapabilityResponse MUST NOT be higher than the AcceptedRichContentLength in ClientCapabilityRequest. The permitted changes to the ContentPolicy are: ‘N’(’C’, ‘N’(’R’ and the server MUST add ContentPolicyLimit in both cases. When the ContentPolicy in the ClientCapabilityRequest is ‘R’, the ContentPolicyLimit in the ClientCapabilityResponse MUST NOT be higher than the ContentPolicyLimit in the ClientCapabilityRequest. The server MUST NOT include the plain text/plain content type – it is negotiated separately using PlainTextCharset and AcceptedTextContentLength. Applicable only when Any-Content is “F” or missing, and the server did not update any credentials. If there is support for presence delivery on the server side, the SAP MUST publish all of the agreed content types along with the related credentials in the ClientInfo/ClientContentLimit/ AcceptedContentType presence attribute after the service negotiation has been completed. The structure contains the followings:

· ContentType – the MIME type of the media object.

· AcceptedRichContentLength – An integer number in character count that indicates the length of this particular media type that the SAP accepted to support without special conditions. See ContentPolicy for special conditions.

· ContentPolicy – An enumerated value that indicates whether if there is a special handling policy active regarding this media type. It MUST be one of the following values:

· C – the SAP will add extra cost to the customer based on the extra size of the media content when the size of the media content is higher than the size defined in ContentPolicyLimit. The ContentPolicyLimit MUST be present.

· N – No active policy meaning that the SAP does not limit this particular content type in any way. The ContentPolicyLimit MUST NOT be present.

· R – the SAP will reject those instant messages and not deliver those presence attributes where the size of the media content is higher than the size defined in ContentPolicyLimit. The ContentPolicyLimit MUST be present.

· ContentPolicyLimit – An integer value that indicates the special handling policy limitation regarding this particular media type. The SAP MUST make sure that when ContentPolicyLimit specified, the ContentPolicy is either ‘C’ or ‘R’, and the ContentPolicyLimit value is higher than the AcceptedRichContentLength value.

· AcceptedTextContentLength – An integer number in character count that indicates the length of the text messages that the SAP accepts to support. The SAP MUST accept or override the value. If the SAP accepts the value without changes, it MUST NOT include AnyContent in the ClientCapabilityResponse primitive. If the SAP overrides the value, the AcceptedTextContentLength in the ClientCapabilityResponse primitive MUST NOT be higher than the AcceptedTextContentLength in the ClientCapabilityRequest primitive. If there is support for presence delivery on the server side, the SAP MUST publish this value in the ClientInfo/ClientContentLimit/AcceptedTextContentLength presence attribute after the service negotiation has been completed.

· AcceptedTransferEncoding – The list of supported transfer-encoding methods – such as “BASE64” – that the SAP accepts to support. The SAP MAY accept all of the AcceptedTransferEncoding credentials not only when it supports it, but also when the SAP offers content transcoding – however in this case the SAP MUST transcode the content to a transfer-encoding method that the client supports before the content is delivered to the client. When the SAP accepts without any changes all of the AcceptedTransferEncoding credentials that have been specified by the client in the ClientCapabilityRequest, the server MUST NOT include this element in the ClientCapabilityResponse primitive – however if any changes are applied to any of the AcceptedTransferEncoding credentials, the server MUST include the entire list, whereas the list MUST be empty when none have been accepted. If there is support for presence delivery on the server side, the SAP MUST publish the AcceptedTransferEncoding list in the ClientInfo/ClientContentLimit/AcceptedTransferEncoding presence attribute after the service negotiation has been completed.

· AcceptedPullLength – An integer number in character count that indicates the maximum length of content (either plain text/plain or multimedia object) that the SAP accepts to support using the notify/get mechanism. See 9.1.6 Message Notification Transactions and 9.1.8 Get Message Transactions[editor to insert reference to 9.1.6 Message notification and 9.1.7 Get Message transactions]. The SAP MUST accept or override the value. If the SAP accepts the value without changes, it MUST NOT include AcceptedPullLength in the ClientCapabilityResponse primitive. If the SAP overrides the value, the AcceptedPullLength in the ClientCapabilityResponse primitive MUST NOT be higher than the AcceptedPullLength in the ClientCapabilityRequest primitive. If there is support for presence delivery on the server side, the SAP MUST publish this value in the ClientInfo/ClientContentLimit/MaxPullLength presence attribute after the service negotiation has been completed.

· AcceptedPushLength – An integer number in character count that indicates the maximum length of content (either plain text/plain or multimedia object) that the SAP accepts to support using the push mechanism. See 9.1.5 New Message Transactions[editor to insert reference to 9.1.5 NewMessage transaction]. The SAP MUST accept or override the value. If the SAP accepts the value without changes, it MUST NOT include AcceptedPushLength in the ClientCapabilityResponse primitive. If the SAP overrides the value, the AcceptedPushLength in the ClientCapabilityResponse primitive MUST NOT be higher than the AcceptedPushLength in the ClientCapabilityRequest primitive. If there is support for presence delivery on the server side, the SAP MUST publish this value in the ClientInfo/ClientContentLimit/MaxPushLength presence attribute after the service negotiation has been completed.

· AcceptedTextContentLength – An integer number in character count that indicates the length of the text messages that the SAP accepts to support. The SAP MUST accept or override the value. If the SAP accepts the value without changes, it MUST NOT include AcceptedTextContentLength in the ClientCapabilityResponse primitive. If the SAP overrides the value, the AcceptedTextContentLength in the ClientCapabilityResponse primitive MUST NOT be higher than the AcceptedTextContentLength in the ClientCapabilityRequest primitive. If there is support for presence delivery on the server side, the SAP MUST publish this value in the ClientInfo/ClientContentLimit/AcceptedTextContentLength presence attribute after the service negotiation has been completed.

· AcceptedTransferEncoding – The list of supported transfer-encoding methods – such as “BASE64” – that the SAP accepts to support. The SAP MAY accept all of the AcceptedTransferEncoding credentials not only when it supports it, but also when the SAP offers content transcoding – however in this case the SAP MUST transcode the content to a transfer-encoding method that the client supports before the content is delivered to the client. When the SAP accepts without any changes all of the AcceptedTransferEncoding credentials that have been specified by the client in the ClientCapabilityRequest, the server MUST NOT include this element in the ClientCapabilityResponse primitive – however if any changes are applied to any of the AcceptedTransferEncoding credentials, the server MUST include the entire list, whereas the list MUST be empty when none have been accepted. If there is support for presence delivery on the server side, the SAP MUST publish the AcceptedTransferEncoding list in the ClientInfo/ClientContentLimit/AcceptedTransferEncoding presence attribute after the service negotiation has been completed.

· AnyContent – A Boolean value indicating that the SAP accepted to support all content types. When the server does not accept all content types, the server MUST change this value to ‘F’ and indicate the list of accepted content types in AcceptedContentType. If the SAP accepts the value without changes, it MUST NOT include AnyContent in the ClientCapabilityResponse primitive. If there is support for presence delivery on the server side, the SAP MUST publish this value in the ClientInfo/ClientContentLimit/AnyContent presence attribute after the service negotiation has been completed.

· CIRHTTPAddress – A URL used for HTTP binding of CIR channel. See [CSP Trans]port Binding specification for description on how to use this binding.

· MultiTrans – Integer value indicating the maximum number of open transactions from both client and server side at any given time. The value MUST be greater than 0, however it MUST NOT be greater than the value requested by the client in ClientCapabilityRequest.

· PlainTextCharset – The list of character sets that the server accepts to support for plain text/plain documents in the client device. Integer number assigned by IANA (see MIBenum numbers in [IANA]). The SAP MAY accept all of the PlainTextCharset credentials not only when it supports it, but also when the SAP offers character set transcoding – however in this case the SAP MUST transcode the content to a character set that the client supports before the content is delivered to the client. When the SAP accepts without any changes all of the PlainTextCharset credentials that have been specified by the client in the ClientCapabilityRequest, the server MUST NOT include this element in the ClientCapabilityResponse primitive – however if any changes are applied to any of the PlainTextCharset credentials, the server MUST include the entire list, whereas the list MUST be empty when none have been accepted. If there is support for presence delivery on the server side, the SAP MUST publish the AcceptedTransferEncoding list in the ClientInfo/ClientContentLimit/PlainTextCharset presence attribute after the service negotiation has been completed.

· SAPSessionLimit – Integer number indicating the maximum number of concurrent sessions for the user over the SAP that the client is currently using. Since every SAP MUST support concurrent sessions, this value MUST NOT be less than 2. When there is no such limitation, SAPSessionLimit MUST NOT be included in the response.

· ServerPollMin – integer value indicating the minimum time interval (in seconds) that MUST pass before two subsequent PollingRequest transactions. If the SAP accepts the value without changes, it MUST NOT include ServerPollMin in the ClientCapabilityResponse primitive.

· SessionPriority – an integer number from 0 (lowest) to 65535 (highest) indicating the adjusted priority value of the session. The server MUST NOT include SessionPriority when no changes have been made to it.

· SupportedBearer – the list of supported bearers (HTTP(S), WSP, SMS) that both the client and server support.

· SupportedCIRMethod – the list of CIR methods that both the client and server support. The list MUST be in the prioritized order given by the client in the request. The server MUST at any time use the highest priority CIR method available, and the client SHOULD be able to receive CIR messages by means of all agreed methods.

· SupportedOfflineBearer – the list of bearers for offline message notifications (WAP PUSH, SMS), supported by both client and server that will be used in with this client. The list MUST be in the prioritized order given by the client in the request. The server MUST at any time use the highest priority offline bearer available, and the client SHOULD be able to receive offline notifications by means of all agreed methods.

· TCPAddress – If the client indicates that it supports STCP in the request and the server accepted it in SupportedCIRMethod, the server MUST provide an IP address for standalone TCP/IP CIR method described in [CSP Trans]. It is an IP address.

· TCPPort – If the client indicated that it supports STCP in the request and the server accepted it in SupportedCIRMethod the server MUST provide a port number if it is different from the default port for the standalone TCP/IP CIR method described in [CSP Trans]. Decimal integer number.

· ServerPollMin – integer value indicating the minimum time interval (in seconds) that MUST pass before two subsequent PollingRequest transactions.

· CIRHTTPAddress – A URL used for HTTP binding of CIR channel. See [CSP Trans] for description on how to use this binding.

· CIRSMSAddress – The MSISDN of the SMSC used for SMS-bearer based CIR method. 
· UDPAddress – if the client indicates that it supports SUDP in the request and the server accepted it in SupportedCIRMethod, the server MUST provide an IP address for standalone UDP/IP CIR method described in [CSP Trans]. It is an IP address.

· UDPPort – If the client indicated that it supports SUDP in the request and the server accepted it in SupportedCIRMethod, the server MUST provides a port number if it is different from the default port for the standalone UDP/IP CIR method described in [CSP Trans]. It is a decimal integer number.

· UserSessionLimit – Integer number indicating the maximum number of total concurrent sessions for the user over all SAPs. Since every user MUST be given at least two concurrent sessions, this value MUST NOT be less than 2. The value MUST be equal or higher than the value in SAPSessionLimit. When there is no SAPSessionLimit specified, UserSessionLimit is not applicable, thus it MUST NOT be included. When SAPSessionLimit is specified however there is no such limitation on the number of overall sessions, UserSessionLimit MUST NOT be included in the response.

The client MAY and the server MUST support client capability negotiation over SMS transport, however the only negotiated capabilities are ‘SessionPriority’, ‘ClientType’, ‘DefaultLanguage’, ‘MultiTrans’, ‘OfflineETEMHandling’, ‘ParserSize’, ‘SAPSessionLimit’ and ‘UserSessionLimit’. – which if used by the client MUST result in an empty response: the response from the server MUST NOT contain the ‘Agreed-Capabilities’ element.

The client and server MUST support – with all capabilities – client capability negotiation over any other transports than SMS. When SMS transport is utilized, the client and the server MUST support client capability negotiation, however the only negotiated capabilities for SMS transport are ‘SessionPriority’, ‘ClientType’, ‘DefaultLanguage’, ‘MultiTrans’, ‘OfflineETEMHandling’, ‘ParserSize’, ‘SAPSessionLimit’ and ‘UserSessionLimit’.

The client MAY and the server MUST support repeating the client capability negotiation during the session at any time.

The server MUST NOT provide capabilities that were not requested by the client. The server MUST NOT assume and use capabilities that are not supported by the client. The client MUST accept and store the agreed capabilities.

The ClientCapabilityResponse primitive MUST contain the list of capabilities that the server agrees to provide or have been updated by the server..

If the client indicates the use of WAP SMS or WAP UDP binding for CIR, the server MUST NOT provide the IP-address or TCP port in the response.

The server MUST use the agreed addresses and port numbers for CIR channel.

The following settings SHOULD be agreed between all clients/server:

· Generic settings:

· ClientType,

· DefaultLanguage,

· MultiTrans,

· OfflineETEMHandling,

· ParserSize,

· SAPSessionLimit,

· UserSessionLimit,

· SessionPriority,

· Transport settings for CIR channel:

· CIRHTTPAddress,

· CIRSMSAddress,
· SupportedCIRMethod,

· TCPAddress,

· TCPPort,

· UDPAddress,

· UDPPort,

· Transport settings for data channel:

· ServerPollMin,

· SupportedBearer,

· SupportedOfflineBearer,

· IM/Presence related settings:

· AcceptedContentType or AnyContent,

· AcceptedPullLength,

· AcceptedPushLength,

· AcceptedTextContentLength,

· InitialDeliveryMethod,

· PlainTextCharset.

The generic settings are independent of other capability settings – except ParserSize, which MUST be higher than the content size limitations in AcceptedPullLength, AcceptedPushLength, AcceptedTextContentLength or any media type limitation in AcceptedContentType.

The transport settings for CIR channel are negotiated using the SupportedCIRMethod setting. When the server accepts STCP for CIR channel, it MUST provide an IP address to the client in TCPAddress, and if the port number is not the same as the default port number, then the server MUST provide a port number in TCPPort. When the server accepts SUDP for CIR channel, it MUST provide an IP address to the client in UDPAddress, and if the port number is not the same as the default port number, then the server MUST provide a port number in UDPPort. When the server accepts SHTTP for CIR channel, the server MUST provide an HTTP address in CIRHTTPAddress that is valid through the session. When the server accepts SMS-bearer for CIR channel, it MUST provide an MSISDN address to the client in the CIRSMSAddress. After the agreements have been made, the client SHOULD establish the agreed connection-oriented CIR channels, and listen to CIR messages on the agreed connectionless and connection-oriented channels.

The transport settings for data channel are negotiated using the ServerPollMin, SupportedBearer, SupportedOfflineBearer settings. ServerPollMin MUST be agreed when the client intends to use the PollingRequest primitive. The SupportedBearer setting might seem informational since the session has been established already, but it is a valuable information for the client in case it needs to find another bearer when the currently used bearer becomes unavailable. SupportedOfflineBearer MUST be agreed to use offline notifications.

The IM/Presence related settings convey the content type limitations of the client/server that apply to both IM and presence – where plain text/plain or rich content can be added. Either AnyContent or AcceptedContentType(s) MUST be agreed, both settings MUST NOT be agreed. AcceptedPullLength MUST be agreed when the ‘NEWM’ feature will be used. AcceptedPushLength MUST be agreed when the ‘NOTIF’ feature will be used. AcceptedTextContentLength MUST be always agreed as plain text/plain is a mandatory content type. InitialDeliveryMethod MUST be agreed when any IM-Features are used. PlainTextCharset MUST be agreed during the negotiation.
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