Doc# OMA-Template-ChangeRequest-20050101-I.doc[image: image3.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-Template-ChangeRequest-20050101-I.doc
Change Request



Change Request

	Title:
	SSP User Profile
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MWG-IM

	Doc to Change:
	OMA-IMPS-SSP-V1_3-20050425-D

	Submission Date:
	2005-07-15

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jon Ingi, OZ Communications

	Replaces:
	 OMA-IMPS-2005-0495-SSP_User_Profile


1 Reason for Change

This CR addresses OZ AI towards the OMA IMPS SSP specification from the IMPS 1.3 consistency review.  The following AI is covered by this CR:
No AI number - SSP CONRR 009: CSP client capability negotiation now includes session related parameters that are not supported in SSP (session priority, session limit, etc), but need to be handled in SSP.  These should be reflected in the User Profile (or some other mechanism.
Note: Bearer related information has not been included since the SAP is responsible for the transport handling.
Updated based on comments received on phone conference.  CR has been synced with OMA-TS-IMPS-CSP-V1_3-20050727-D
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

The author of this change request does not have knowledge of any IPR related to this CR

5 Recommendation

Working group to review and consider the proposed change for inclusion in the specification. 

Group to identify whether changes since OMA-IMPS-CSP-V1_3-20050425-D need to be reflected in the SSP document.
6 Detailed Change Proposal

11.1 User Profile

User Profile consists of general user information and service-specific user information. The general user information includes the services to which the user subscribes, the service status (active / inactive), the privacy status with regard to network service capabilities (e.g. user location, user interaction), terminal capabilities, user account status, etc. The service-specific user information includes the user-related information for each specific service element.  Terminal capabilities information is associated with a specific client-id and each key may be repeated for each client in use by the end-user.
The general user information is defined as follows:

	General UP Attribute
	Value
	Description

	User.Account.Status
	“ON” | “OFF”
	Status of user account – active or inactive

	User.Privacy.Location
	“ON” | “OFF”
	Status of location privacy – private or not

	User.Privacy.Interaction
	“ON” | “OFF”
	Status of Interaction privacy – private or not

	Services.Common
	“YES” | “NO”
	Whether or not Common service is subscribed

	Services.Common.PSE
	Domain
	PSE of Common service. See 6.3.1 for Domain definition.

	Services.Common.Status
	“ON” | “OFF”
	Status of Common service – active or inactive

	Services.IM
	“YES” | “NO”
	Whether or not IM service is subscribed

	Services.IM.PSE
	Domain
	PSE of IM service. See 6.3.1 for Domain definition.

	Services.IM.Status
	“ON” | “OFF”
	Status of IM service – active or inactive

	Services.Presence
	“YES” | “NO”
	Whether or not Presence service is subscribed

	Services.Presence.PSE
	Domain
	PSE of Presence service. See 6.3.1 for Domain definition.

	Services.Presence.Status
	“ON” | “OFF”
	Status of Presence service – active or inactive

	Services.Group
	“YES” | “NO”
	Whether or not Group service is subscribed

	Services.Group.PSE
	Domain
	PSE of Group service. See 6.3.1 for Domain definition.

	Services.Group.Status
	“ON” | “OFF”
	Status of Group service – active or inactive

	Services.Content
	“YES” | “NO”
	Whether or not Content service is subscribed

	Services.Content.PSE
	Domain
	PSE of Content service. See 6.3.1 for Domain definition.

	Services.Content.Status
	“ON” | “OFF”
	Status of Content service – active or inactive

	Terminal.Delivery
	“PUSH” | “NOTIFY”
	Preferred message delivery method in client

	
	
	

	Terminal.Content.encoding
	encoding {, encoding }
	Supported transfer encoding in client. See RFC 2045 for standard “transfer-encoding”.

	Terminal.TextContent.length
	Integer in Byte
	Supported message size in client for text messages

	Terminal.Content.protocol
	Protocol {, Protocol }
	Supported out-band protocol in client for binary message retrieval.

	Terminal.RichContent
	ContentType, AcceptedRichContentLength, ContentPolicy, ContentPolicyLimit
	Comma separate list containing the media types and the related credentials of those content types that the client supports.  See [CSP].

	Terminal.PullLength
	Integer in character count
	An integer number in character count that indicates the maximum length of content (either text/plain or multimedia object) that the client accepts for client-originated content delivery transactions.

	Terminal.PushLength
	Integer in character count
	An integer number in character count that indicates the maximum length of content (either text/plain or multimedia object) that the client accepts for server-originated content delivery transactions

	Terminal.Content.any
	"YES" | "NO"
	A Boolean value indicating that the client accepts any rich content types.

	Terminal.ClientType
	String
	The type of the client.  See [PA].

	Terminal.DefaultLanguage
	String
	The language code is specifying that the client prefers to receive text information in the indicated language from the server.

	Terminal.MultiTrans
	Integer
	The maximum number of open transactions from both client and server side at any given time.

	Terminal.MultiTransPerMessage
	Integer
	Integer value indicating the maximum number of primitives that the client can handle within the same transport message at any given time.

	Terminal. OfflineETEMHandling
	"PRIORITYREJECT" | "PRIORITYSTORE" | "REJECT" | "SENDREJECT" | "SENDSTORE"
	Enumerated value indicating how the client expects the server to handle end-to-end messages that have been addressed particularly to this client after the client logged out or was disconnected.  See [CSP]

	Terminal.OnlineETEMHandling
	"DETECT" | "SERVERLOGIC" | "FORKALL"
	Enumerated value indicating how the user expects the server to handle end-to-end messages that have not been addressed to any specific client/application of the user while the user is online.

	Terminal.ParserSize
	Integer in BYTE
	The maximum character (byte) count of XML (WBXML, SMS - depending on the actual encoding) primitive size that the parser can handle.

	Terminal.TextContent.charset
	
	

	Terminal.Session.priority
	Float
	An floating point number from 0 (lowest) to 1 (highest) indicating the priority of the session for end-to-end messages.

	x.key
	String
	A service provider may define new key-values. These service provider specific keys are prefixed with x[.].


Table  AUTONUM  General User Profile

Each piece of user profile information is organized in a “(name, value)” pair. Terminal capability information also contains a client-id for the client that originated that specific “(name, value)” pair.  The General User Profile is the list of “(name, value)” pairs, which are separated with “; ”. An example of a General User Profile is as follows:

(User.Account.Status, ON); (Services.IM, ON); (Services.IM.PSE, im.wv.com); (Services.IM.Status, ON); (Terminal.Delivery, PUSH); (Terminal.Content.type, text/plain; charset=US-ASCII, text/xml; charset=UTF-8, image/wbmp); (Terminal.Content.encoding, BASE64); (Terminal.Content.length, 256); (Terminal.Content.protocol, HTTP, SIP, RTP, RTSP) ); (x.MaxNumberOfConatctLists, 100)

11.2 Transactions

11.2.4 The “GetUserProfile” Transaction
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Figure 19. The “GetUserProfile” Transaction

SSP supports the exchange of user profile information among the IMPS domains including the list of services to which a user subscribes, the service status (active / inactive), privacy status with regard to network service capabilities (e.g. user location, user interaction), terminal capabilities etc. The user profile information is discovered through a “GetUserProfile” transaction.  .  Servers MAY support the “GetUserProfile” transaction.  The service tree node that allows negotiation of this transaction is ‘User Profile Management’.
The GetUserProfileRequest request is issued from the requestor server to request the user profile information from the provider server. The provider server sends the UserProfile response to provide the requestor server with the user profile information.

	Primitive
	Direction

	GetUserProfileRequest
	Requestor Server ( Provider Server

	UserProfile
	Requestor Server ( Provider Server


Table  AUTONUM  Primitive Directions for GetUserProfile Transaction

11.2.4.1 Primitives

11.2.4.1.1 The “GetUserProfileRequest” Primitive

The GetUserProfileRequest primitive is issued to discover the available user profile information.

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	GetUserProfileRequest
	Message identifier 

	Meta-Information
	M
	Structure of Meta-information
	The necessary meta-information in a service request defined in 8.1.

	User-ID-List
	M
	Structure
	Identifies the users whose User Profiles are requested. If it is empty, all users’ User Profiles are requested.


Table  AUTONUM  Information elements in GetUserProfileRequest Primitive

11.2.4.1.2 The “UserProfile” Primitive

The UserProfile primitive is issued from the provider server to provide the user profile information.

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	UserProfile
	Message identifier

	Status-Info
	M
	Structure of Status-Primitive
	The status information (see 8.2).

	User-Profile-List
	M
	Structure of User-Profile
	A list of User Profiles. Each User profile contains User-ID and a list of (name, value) pairs.


Table  AUTONUM  Information elements in UserProfile Primitive

11.2.5 The “UpdateUserProfile” Transaction
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Figure 20. The “UpdateUserProfile” Transaction

Servers MAY support the “UpdateUserProfile” transaction.  The service tree node that allows negotiation of this transaction is ‘User Profile Management’.  The requestor server may update the user profile information in the provider server through an “UpdateUserProfile” Transaction.

The requestor server sends an UpdateUserProfile request to the provider server and provides the updated user profile information. After the provider server finishes processing the request, it sends a Status response to the requestor server and confirms that it has updated the user profile information.

	Primitive
	Direction

	UpdateUserProfile
	Requestor Server ( Provider Server

	Status
	Requestor Server ( Provider Server


Table  AUTONUM  Primitive Directions for UpdateUserProfile Transaction

11.2.5.1 Primitives

11.2.5.1.1 The “UpdateUserProfileRequest” Primitive

The UpdateUserProfileRequest primitive is issued to update the user profile information.

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	UpdateUserProfileRequest
	Message identifier

	Meta-Information
	M
	Structure of Meta-Information
	The meta-information (see 8.1).

	Updated-User-Profile-List
	M
	Structure of User-Profile
	A list of User Profiles. Each User profile contains User-ID and a list of (name, value) pairs.


Table  AUTONUM  Information elements in UpdateUserProfileRequest Primitive
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