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1 Reason for Change

The purpose of this CR is to address the following comment in the IMPS1.3 CONRR:

CSP #149, CSP #154, CSP #159, CSP #160, CSP #161.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None
4 Intellectual Property Rights

The authors of this document do not have knowledge of IPRs related to this contribution.

5 Recommendation

OMA MWG-IM to review and agree on this change request.
6 Detailed Change Proposal
7.3 Public Profile

The public profile is a user’s profile information that MUST be available to the public. The public profile MUST be maintained by the owner user and MUST be searchable.

In order to achieve minimum level of interoperability both the client and server MUST support the following functionalities:

· Retrieve public profile – see the transaction later on in this chapter.

· Clear and Update public profile – see the transaction later on in this chapter.

· Delivery of Friendly Name with UserIDs – see 5.3.1 Addressing introduction.

Additionally to the above, the client and the server MAY support the following functionalities:

· Search based on public profile – see the 7.4 General search transactions

An empty value for a public profile field MUST be treated as if it was not filled in.

The XML Syntax DTD - see [CSP XMLS] - has been defined in a manner that allows custom public profile fields. The client and the server MAY support these custom fields, but MUST ignore (without generating an error) the properties that they are not able to process. For extending the public profile with custom fields, see 7.3.1 Extending the Public profile. The IMPS protocol defines the fields described in Table 41. An empty value for a public profile field in all related transactions MUST be treated as if it was not filled in.

The client and the server MUST support all of the predefined fields defined in Table 36. The ‘Req’ column in the following table describes whether the specific field is REQUIRED (‘M’) or OPTIONAL (‘O’) for using the public profile.

	Field
	Req
	Searchable
	Comment

	Age
	M
	Y
	The year and month of birth.

Format: YYYYMM, 
where

YYYY – decimal number indicating the year.

MM – decimal number indicating the month.

Default value: N/A – it MUST be specified by the user.

	Country
	M
	Y
	The country of residency. While filling in the public profile, the client MAY automatically fill this field for the user based on the MSISDN.

Format: Two-letter “Alpha-2” format as defined in [ISO3166-1].

Default value: N/A– it MUST be specified by the user.

	Friendly Name
	M
	Y
	A name that the user suggests for the general public to use as a nickname and is available to all users at all times.

Format: Free text up to 50 characters.

Default value: N/A– it MUST be specified by the user.

	City
	O
	Y
	The city of residency.

Format: Free text up to 50 characters.

Default value: Empty value.

	Free text
	O
	N
	Any kind of information that the user wishes to disclose to the public about himself/herself.

Format: Free text up to 200 characters.

Default value: Empty value.

	Gender
	O
	Y
	The gender of the user.

Format: either one of the following enumerated values:

F – Female

M – Male

U – Unspecified (the user did not disclose it)

Default value: U

	Intention
	O
	Y
	The intention of the user.

Format: Free text up to 100 characters.

Default value: Empty value.

	Interests/hobbies
	O
	Y
	Interests/hobbies of the user.

Format: Free text up to 100 characters.

Default value: Empty value.

	Marital status
	O
	Y
	The marital status of the user.

Format: either one of the following enumerated values:

C – Cohabitant

D – Divorced

E – Engaged

M – Married

S – Single

U – Unspecified (the user did not disclose it)

W – Widowed

Default value: U


Table 36 Public Profile standard fields

7.5.1 Extending the Public profile

The extension creator MUST:

· Consider if the extension belongs to the public profile. There are several issues to consider, however it is RECOMMENDED to evaluate the followings:

· Dynamics. The public profile is not updated to the clients automatically, thus it SHOULD include only fields that are more or less static. For frequently updated information the inventor MUST use presence extension mechanism instead. See [PA] for more information for extending presence attributes.

· Privacy. The information included in the public profile is available to every IMPS client, thus the inventor MUST evaluate the sensitivity of the disclosed information. The created public profile field must conform to [PRIVACY].

· Contents. The public profile fields allow only text/plain format. The value in a single public profile field MUST NOT exceed 200 characters – the server MUST cut the excess part out and include only the first 200 characters in the public profile field.

· Support. All of the custom fields are OPTIONAL. Note that it is possible that an IMPS client or server implementation might not support the public profile field, and MAY ignore it – thus the field SHOULD NOT include information that MUST reach the end-user.

· Define a unique identifier. To guarantee uniqueness, the inventor MUST add a short prefix to the name of the field that reflects the inventor’s credentials. The prefix MUST be terminated with a hash mark (‘#’) character. The client MUST NOT render the text before the first hash mark (‘#’) character on the display – nor the hash mark itself. The rest of the string MUST be rendered on the display – however it MAY be un-localized. For example, a company named ‘Foo Industries’ would like to create an extension that includes the user’s education level: the field name could be:’FOOI#Education level’ –and the receiving client will render it as ‘Education level’.

7.5.2 Transactions
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Figure 24. Retrieve public profile transaction

A user MAY retrieve the public profile of any user including his/her own. To retrieve public profile(s) of user(s), the client MUST send the GetPublicProfileRequest primitive to the server containing the UserIDs of those users whose public profile is desired. The server MUST reply with a GetPublicProfileResponse primitive that contains the public profiles of the requested users.

The service provider MAY restrict the retrieval of public profile by imposing the following rule: the requesting user MUST have the mandatory fields of his/her own public profile (see Table 36) filled. If the mandatory fields are empty, attempting to use retrieve another users public profile will result in failure. The server MUST verify that the requesting user filled out all of the mandatory fields of his/her public profile, and the transaction MUST fail. The server MUST respond with a Status primitive – when the requesting user did not fill the mandatory fields of his/her own public profile – except-when the user is requesting his/her own public profile. After the Status primitive the server MAY also send a System Message that describes to the user that he/she SHOULD fill in the public profile as well as explaining the privacy issues related to filling in the Public Profile.

The server SHOULD include the requested public profiles of those users that have filled out the mandatory fields in their public profile. The server MUST NOT include the public profile of those users who did not fill in the mandatory fields of their public profile – but it MUST indicate these users with an error code in the Result element.
The server MUST allow the user to retrieve his/her own public profile even if it is empty. 
********************************CHANGE 2***********************************************************

7.4 General search transactions

7.4.1 Transactions


[image: image2.wmf]SearchRequest (1

st

)

Client

Server

SearchResponse

SearchRequest (continued)

SearchResponse


Figure 26. General search transactions

A user MAY search for users/groups based on various user/group properties. On protocol level there is no difference between searching for users/groups based on various user/group properties – the separation is solely logical based on the search criteria: if the requested search criteria cannot be processed, the server will simply deny the request. The user MAY limit the number of results to be retrieved at a time, and MAY continue the search and go through all the results.

The search is performed using a list of one or more Search-Pairs. The Search-Pair list MUST be included in the first request only, it MUST NOT be included in the subsequent requests.

A Search-Pair consists of a Search-Element and a Search-String. The Search-Element indicates which property of the user/group SHALL be searched for the Search-String. When more than one search pairs are specified in the primitive without using advanced search, logical AND operation MUST be employed between the different pairs. The advanced search feature allows defining a more flexible search criteria. The advanced search is described in details in 7.4.2 Advanced search mechanism. Every Search-Element MUST NOT be present more than once within the same search request.

The service provider MAY restrict the searching based on public profile by imposing the following rule: the user MUST have the mandatory fields of his/her own public profile (see Table 36) filled. If this is the case the IMPS server MUST NOT allow searching based on Public Profile if the requesting user has not filled out the mandatory fields of his/her public profile. If the server does not allow it, the transaction MUST fail – in this case the server MUST respond with a Status primitive – when any Search-Element refers to a public profile field, and the requesting user did not fill out the mandatory fields of his/her own public profile. The Status primitive MAY also contain a System Message  that describes to the user that he/she SHOULD fill out the public profile as well as explaining the privacy issues related to filling in the Public Profile.

The result of a user search MUST always be User-ID and Friendly Name. If the Friendly Name exists in the public profile of the user then IMPS server MUST include the Friendly Name from the public profile, otherwise the UserID MUST be included in the Friendly Name field instead. Similarly, the result of a group search MUST always be Group-ID. The server MUST guarantee that the search results are matching the search criteria.

When searching for users based on public profile fields, the server:

· MUST NOT include those users in the results who have not filled out the mandatory fields in their public profile.

· MUST verify the age field in the public profile of the users that have been found matching according the Search-Pair-List element, and:

· if there is a local age limitation policy – to provide child protection – in the requesting user’s home domain, the server MUST exclude those users from the search results who are under the age limitation according to their public profile. When a server extends the search to other servers, the remote servers MUST NOT return the protected users as results – see [SSP].

· if there is no local age limitation policy in the requesting user’s home domain, the server MUST include all matching users in the search results. When a server extends the search to other servers, the remote servers MUST NOT return the protected users as results – see [SSP].
While searching based on public profile, the local age limitation refers to the age limitation setting on the home domain of the user who is queried as a possible search result.
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