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1 Reason for Change

This CR assumes that 2005-0371 is approved.

OnlineETEMHandling correction – there is no way to get the current value. Also added some text saying that clients should not change the value unless the user explicitly requested it. Also added the setting to the general notification table.

AI NO-135: Create CR to define what should happen if a message delivery report has to be sent to a user while the user is offline.

AI NO-140: Create CR to define "History" in CSP ("the server MAY also include the History-Period in the response") Get Watcher List, MaxWatcherList are explained but history inf. element is not explained.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
5 Recommendation

Working group to review and approve the change request.
6 Detailed Change Proposal

3.2 Definitions

	Watcher
	Users that currently of formerly subscribed to a publisher’s presence information or used the Get Presence Transaction to obtain presence information.

	Watcher history
	The list of watchers and their status that has been collected by the server over some time period.


In chapter 6.9.1:
For the request:
· OnlineETEMHandling – enumerated value indicating how the user expects the server to handle end-to-end messages that have not been addressed to any specific client/application of the user while the user is online. The value MUST NOT be a per-client setting, it MUST be an overall setting for the user. During login the clients SHOULD retrieve the current value instead of setting a value explicitly. Clients SHOULD change the value during the session upon explicit request from the user. The server MUST either accept the requested value, or override and return the new value in the ClientCapabilityResponse. All servers MUST support either ‘SERVERLOGIC”, ‘FORKALL’, or both methods. In some cases, the server might not find a suitable/online client to deliver the end-to-end message. When the server is unable to find suitable/online clients, the server MUST either store the end-to-end message for later delivery (when offline storage is supported), or reject the requested transaction. When the end-to-end message has been stored for later delivery, the server MUST attempt to deliver the end-to-end message when there is an online client for the user that supports the transactions that are essential to deliver the end-to-end message. The client MAY request one of the following values for OnlineETEMHandling:

· DETECT – the client does not request any particular value, it simply asks the server to return the current user setting.
· SERVERLOGIC – the server MUST route all end-to-end messages to a single client of the recipient user that supports the transactions that are essential to deliver the end-to-end message. The server MUST select the appropriate client using an intelligent decision based on the available information, such as: SessionPriority, presence status, Application-ID, content type and size limitations, etc. 

· FORKALL – the server MUST send all end-to-end messages that have been addressed to this user to all of his/her online clients that support the transactions that are essential to deliver the end-to-end message.

For the response:
· OnlineETEMHandling – enumerated value indicating how the server agrees to handle end-to-end messages that have not been addressed to any specific client of the user while the user is online. OnlineETEMHandling MUST NOT be included in the ClientCapabilityResponse primitive when the server agrees to provide the setting that was requested by the client in the ClientCapabilityRequest primitive, unless the “DETECT” value has been used when the server MUST return the current setting.

In 7.2.1:
	Notification-Type
	Requested elements
	Description

	Invitation-Rejected
	Invite-ID
	Server MUST send notification whenever another client (of the same user) rejects an invitation. The notified client is responsible for updating its local cache (if applicable) with the change.

	OnlineETEMHandling-Updated
	OnlineETEMHandling
	Server MUST send notification whenever another client (of the same user) updates the user’s OnlineETEMHandling setting.


Table 31. General notification types

In 7.2.3:
	Information Element
	Req
	Type
	Description

	Invite-ID
	C
	String
	Identifies the invitation that has been:

· accepted, or

· rejected, or

· cancelled.

	OnlineETEMHandling
	C
	String
	The newly set OnlineETEMHandling setting for the user.

	Presence-Attribute-List
	C
	Structure
	The presence attribute list that have been assigned to the indicated user(s), contact list(s) and/or the Default-List.


Table 35. Information elements in NotificationRequest primitive

In 8.3.2.1:
The user MAY get the list of watchers. The requesting client MUST send a GetWatcherListRequest primitive to the server. If no error occurs, the server MUST respond with a GetWatcherListResponse primitive including the list of the subscribing users, otherwise the server MUST respond with a Status primitive.

9.1.9.1 Transactions
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Figure 53. Delivery Status Report Transaction

 Delivery status report MAY be requested when the instant message is sent; see 9.1.1 Send Message Transaction. If the sender did request a delivery report, the server

·  MUST inform the client about successful delivery. In case of point-to-point messaging the delivery status report MUST be sent when the MessageDelivered primitive has been successfully received from the recipient client. In case of group messaging the delivery status report MUST be sent when the GRSE has accepted the message for delivery.

· MAY inform the client about unsuccessful delivery attempt(s) due to various detected error conditions on the recipient client/server side.

To inform the client about delivery status report(s) the server MUST send the DeliveryReportRequest primitive to the client. The DeliveryReportRequest primitive MAY include Delivery-Time element containing the timestamp of the successful/unsuccessful delivery attempt. The DeliveryReportRequest primitive MUST include:

· Result element describing success/failure of the instant message, and

· Message-Info structure that provides information about the instant message in question. The Message-Info structure MUST be conformant to the Message-Info structure requirements described in [editor to add reference to 9.2].

If the client – to which delivery report sending is imminent – is offline, the server MUST send the delivery report according to the offline client’s OfflineETEMHandling setting.
The client MUST respond to the DeliveryReportRequest primitive with a Status primitive.
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