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1 Reason for Contribution

This contribution is to fulfil the Nokia action items in  (OMA-IM-2005-0196R03-SIMPLE-AD-Issue-Tracker.zip):

“1.  Need text for Use Cases/Requirements section (4.2/4.3) that lists which requirements will NOT be covered by this enabler.”

This contribution  analysed the requirements  under the Part V of the ‘IM Groupings’ whether these requirements can be supported in the architecture defined by the AD document OMA-AD-IM_SIMPLE-V1_0_0-20050602.                                                                            

2 Summary of Contribution

This contribution addresses Part V of the  ‘IM requirements Grouping’ in OMA-IM-2005-0580R01-SIMPLE-AD_RD-Cross_Checking_AP.doc .
Part V consist of the following requirement categories:

    6.1.16 Interoperability

   6.1.17 Lawful Intercept

   6.1.18 IM Usage in Enterprise/Corporate Environment

   6.1.19 User Profile

   6.1.20 IM Location

   6.1.21 Multimedia Content in IM

In Summary: there are open issues about UProf and SEARCH on the AD.  Interaction with other network elements/servers for e.g. LOCATION SERVER/ Services may need some discussion.
3 Detailed Proposal

Requirements are divided into categories using acronyms:

IOP:

Interoperability (IOP)

LI:


Lawful Interception (LI)

ENT:

IM Usage in Enterprise/Corporate Environment (ENT)

UProf: 

User Profile (UProf)

LOC:

IM Location (LOC)

MMD:

Multimedia Content in IM (MMD)

Please refer to the “Remarks” column in the table below for the comments from the analysis.

	Req ID/Ref
	Use Case

Title(s)
	Short Description
	M/O

	Remarks 

(What section of the SIMPLE AD or the SIMPLE IM Architecture fulfilled this requirement item?) 

	IOP-1
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support the exchange of instant messages between users using mobile or internet connected devices.
	M
	Supported.

Network to Network interface defined

	IOP-2
	
	The IM service SHALL support the exchange of instant messages between different Service Providers or domains.
	M
	Supported.

Network-to-Network interface defined.

	IOP-3
	
	The IM service SHALL allow mobile operator, Internet-based Service Provider and public/private enterprise deployments.
	M
	Supported.

IM server utilises SIP/IP core as the generic network service platform

	IOP-4
	Accessing IM Server via Internet Connected Device
	The IM system SHALL support interconnection between mobile and Internet terminals
	M
	Supported.

Internet terminals are terminals connected to the Internet, see IOP-1

	IOP-5
	
	IM SHALL interoperate with other OMA specifications, such as Group Management, Presence & Availability.
	M
	Supported.



	LI-1
	
	The IM service enabler SHALL support capabilities to allow lawful interception.
	M/O
	Supported.

IM server is a B2BUA, it should be possible to forward a copy of every message passing through the IM server to a local server of the Service Provider’s own choice. If there is any interface (universal) defined for lawful interception, IM can use that interface but no new interface needs to be introduced in IM AD for that purposes.

	ENT-1
	
	The IM Service SHALL be able to interact with an enterprise or corporate IM system, subject to policy agreement.  When interacting with a corporate environment, the IM Service SHOULD ensure that private addresses used within the environment are not exposed, shared or broadcasted to IM subscribers outside the environment.
	O 
	Supported.

This is about Enterprise/IMS -IM security issues and therefore more about a platform level security issues…. 

The user data/ transport level security can be addressed at SIP level and MSRP (S) but the network/platform will depend on the inherited platform. 

	UPROF-1
	Registration in IM

IM Use of Presence

Mobile Originated Chat
	User Profile SHALL contain, at least, user’s IM service related information  to assure interoperation with other mobile IM-Services as well as Internet IM.
	M
	 Not Supported currently. Will be supported after IM-PAG XDMS task force work

AD may need to be updated: Where or which XDMS Will a user UAProf  be stored

	UPROF-2
	Registration in IM

IM Use of Presence

Mobile Originated Chat 
	The IM-Service SHALL have a User Profile holding, at least, the following information:

· User ID – Public, unique identifier. By default set by Service Provider

· Password – Private. By default set by Service Provider

· Friendly Name – Public.

· Mobile E.164 Telephone number – Private, unique identifier, always set by Service Provider

· Age – Public, Set by user. By default empty

· Gender – Public, Set by the user. By default empty

· e-mail – Public, Set by user. By default empty

· Groups – Private, List of Groups which the user belongs to.

· Black List – Private, List of filtered/blocked users that are not allowed to communicate with user. Set by user or operator. By default empty

· Contact List – Private, List of users. Set by the user.. By default, MAY be empty or include Public Chat Rooms designed by the Service Provider

· Location List – Private, a subset of Contact List, indicating contacts that have permission to locate the user. By default, empty

· Privacy Information/ Permissions (flags) – Private information. Profile should include different permissions that will affect information provided by IM-Service to other users. By default these parameters will be set to most restricted state.

1) To be found in searches (in order to be added to others’ Contact Lists) by E.164 number. By default set to no.

2) To show his IM Status. By default No

3) To be located. By default set to no

4) Invisibility. By default set to no (normal state)

5) Add Contact Authorization. By default set to Yes (User can be added to others’ contact list with authorization)
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work

	UPROF-3
	Registration in IM

IM Use of Presence

Mobile Originated Chat
	IM Service SHALL allow Service Provider to change or to set profile parameters’ default values according to its preferences
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work

	UPROF-4
	
	The IM system SHALL provide functionality to Retrieve, Update and Clear entirely the Public Profile.
	M
	Not Supported currently.

 Will be supported after IM-PAG XDMS task force work.

AD need to be updated when the functionality is ready

	UPROF-5
	
	Clearing the Public Profile SHALL NOT clear the User ID or the Friendly name fields.
	M
	Not Supported currently. Will be supported after IM-PAG XDMS task force work

	UPROF-6
	
	The IM system SHOULD provide functionality to Search for users based on their Public Profile.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work

AD need to be updated when functionality is ready

	UPROF-7
	
	The IM system SHOULD NOT allow searching based on Public Profile if the requesting user did not fill out a set of mandatory fields in his/her own profile.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work.

	UPROF-8
	
	The IM server SHALL send a system message to users who did not fill in the mandatory part of their Public Profile – explaining the consequences to privacy of filling the Public Profile.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work

	UPROF-9
	
	The IM system SHALL NOT include, in a Public Profile-based search, users who did not fill out the mandatory fields in their own profiles.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work

	UPROF-10
	
	The IM server SHALL allow group administrators to specify a minimum age requirement for joining chat groups.
	M/O (?)
	Supported. 

Will be clarified after IM-PAG XDMS task force work.



	UPROF-11
	
	The IM server SHALL NOT allow those users that are under the age specified in the group properties to join the group.
	M/O (?)
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work.

AD may need to be updated. 

Depending on the location UAProf in the IM Architecture, the IM server needs to access it to execute the age limit authorisation.

	UPROF-12
	
	If an IM server has age restriction for searching based on the age field in the Public Profile, then the restricting server SHALL exclude those users - who are under the restricted age according to their Public Profile - from the search results.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work.



	UPROF-13
	
	If Friendly Name exists in the Public Profile of the user then the IM server SHALL include the Friendly Name with the User-IDs in the search results.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work.



	UPROF-14
	
	The IM server SHALL accept only full strings (NOT sub-strings) in any searches that use Public Profile fields as search criteria.
	M
	Not Supported currently. 

Will be supported after IM-PAG XDMS task force work.



	LOC-1
	
	The IM user SHALL be able to control if his/her location information is to be provided or not.
	O/M (?)
	Not Supported currently. 

About IM presence feature.

Will be supported after PAG task force work



	LOC-2
	
	Only contacts in the user’s Location List SHALL be allowed to request the user’s location information.
	MN
	Supported.

Presence authorisation

Will be supported after PAG task force work.

	LOC-3
	
	Information SHALL be provided in contextual or graphical form, according to the preference of the user that requests it
	M
	Not Supported.

IM interaction with other network servers/service needs to be discussed and defined: Example of this is LOCATION SERVER

How do get location (Location retrieval from location server (DB)). Do we define interface from IM server to a location server?  P-CSCF /I-CSCF perform location queries? 

	LOC-4
	
	IM users MAY request the IM service to provide them with their own location.
	M
	Not Supported.

IM interaction with other network servers/service needs to be discussed and defined: Example of this is LOCATION SERVER,  see LOC-3

	LOC-5
	
	The IM user MAY have the capability to request IM Service to send his/her information to his/her communication partner (Peer or Group). It could be done, for example:

· The user IM service sends a service message with the user location directly to partner.

· The location provided by IM service to the user is attached (by the user) to a personal IM message.
	M
	Not Supported.

IM interaction with other network servers/service needs to be discussed and defined: Example of this is LOCATION SERVER, see LOC-3

	MMD-1
	
	A user participating in a one-to-one communication, SHALL be able to send to his/her friend, from the IM client and within the IM session, Multimedia content stored in his/her device
	M
	Supported.

 To guarantee IOP at a minimum case, TS needs to mandate some basic/common codecs, format, etc. Though in theory it should be possible to negotiate anything

	MMD-2
	
	A user involved in a Chat conversation, MAY be able to send Multimedia content to active participants of Chat
	M
	Supported.

 To guarantee IOP  at a minimum case, TS needs to mandate some  basic/common codecs, format, etc. Though in theory it should be possible to negotiate anything.

	MMD-3
	
	The IM system SHALL have the capability to notify delivery of Multimedia content
	M
	Supported.

Notification

	MMD-4
	
	A user participating in one-to-one communication or Chat SHOULD have the possibility to share multimedia content stored outside of the IM Service. For example, by sending pointer or URL to storing device, to other participants. IM Client SHOULD recognize the pointer and present the content.
	M
	supported.

Not AD issue but very interesting REQ. How will authorisation an authentication be done here…URL http or https or just don’t care?

Not AD issues if the content is outside IM service

I.

	MMD-5
	
	If there’s an original name associated with a multimedia content, the IM Service SHALL support transferring the original name of the multimedia content from the sender to the recipient
	O
	Supported.

Not AD issue and could be achieved at the TS level




4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that, the MWG-IM working review this CR and consider the necessary actions proposed.

� The words Mandatory (M) and Optional (O) refere to the the key words used in the requiremenets description such as “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” as interpreted in [RFC2119]. The acronym MN stands for “Mandatory No”, a litteral interpretation of the words “MUST NOT” and “SHALL NOT.”
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