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1. Scope
(Informative)


The scope of the present Requirement Document (RD) is to define use cases and requirements for the IMPS – SIP/SIMPLE Interworking Function (IWF). The document captures the overall interworking description, primarily from the user's point of view, but it does not include the details of the human interface itself. The information is applicable to network operators, service providers and terminal and infrastructure manufacturers.


This document contains the core requirements and main use cases for Presence and Instant Messaging Interworking. By means of this, together with IMPS and SIP/SIMPLE Presence and Instant Messaging service enablers and other OMA enablers, a service provider SHALL be able to provide a complete interworking service.


2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



		

		



		

		





2.2 Informative References


		[IMPS-PA]

		“WV-049 Presence Attributes Version 1.2”, Open Mobile Alliance, OMA-IMPS-WV-PA-V1_2, URL:http://www.openmobilealliance.org/



		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		E.164 

		ITU-T Recommendation E.164 “The international public telecommunication numbering plan”



		MDN

		Mobile Directory Number



		MSISDN

		Mobile Subscriber ISDN Number



		

		





3.3 Abbreviations


		IMPS

		(Wireless Village Mobile) Instant Messaging and Presence Services



		OMA

		Open Mobile Alliance



		SIMPLE

		SIP for Instant Messaging and Presence Leveraging Extensions



		SIP

		Session Initiation Protocol



		WV

		Wireless Village



		

		



		

		



		

		





4. Introduction
(Informative)


<< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification.  DELETE THIS COMMENT >>


<text>


Figure 1: Example Figure


5. Use Cases
(Informative)


5.1 SIP/SIMPLE User getting IMPS User’s Presence Information


5.1.1 Short Description


This use case describes how a user who has an enabled service subscription to a SIP/SIMPLE System is able to find out the best communication means for contacting his friends. The information of his friends change irregularly, but the terminal of the user is able to show at least nearly up-to-date information. The friend whose information the user is interested in (this time) has a presence service subscription to an IMPS system.


5.1.2 Actors


IMPS Service Provider: Service Provider providing Presence Service based on the OMA IMPS technology; IMPS Presence Service


IMPS User: A user providing presence information and having subscription with IMPS Service Provider; Bill


SIP/SIMPLE System: Communication system based on SIP/SIMPLE technology


SIP/SIMPLE User: A user being a subscriber of a network operator having SIP/SIMPLE System, and having a SIP/SIMPLE capable terminal; Jack and Jack's terminal.


5.1.2.1 Actor Specific Issues


IMPS Service Provider


· Wants to provide presence information to wider target group (covering also users that have SIP/SIMPLE technology for utilizing the presence services).


IMPS User


· Wants to provide his own presence information to users regardless of their presence service technology or network operator/service provider.


SIP/SIMPLE System


· Wants to provide presence information for IMPS Users to see. 


SIP/SIMPLE User


· Wants to receive presence information from all users regardless of their presence service technology or network operator/service provider.


5.1.2.2 Actor Specific Benefits


IMPS Service Provider


· Gets wider target group for the presence service usage


· Gets longer life cycle for the presence service


· Solution for converging two systems


· Provides interworking.


IMPS User and SIP/SIMPLE User


· Presence service usage is not limited to one system (IMPS or SIP/SIMPLE)


· No need to have either several network subscriptions to different network operators or a terminal supporting several technologies


· Similar user experience regardless of the system providing presence service.


SIP/SIMPLE System


· Solution for converging two systems


· Provides interworking.


5.1.3 Pre-conditions

Bill has an IMPS Presence Service provisioned and enabled.


Bill has supplied his presence information into the system.


Bill has configured his service authorization so that Jack is authorized to access and get Bill’s presence information.


Jack has a Presence capable terminal, and an active service subscription to a SIP/SIMPLE system. 


The SIP/SIMPLE system and the IMPS system have been configured to enable interworking. Namely, the SIP/SIMPLE system has access to the Presence Service provided by the IMPS Service Provider.


5.1.4 Post-condition


Jack’s terminal is able to show presence information about Bill.


5.1.5 Normal Flow


1. Jack's terminal has made a presence subscription for getting notifications about changes in some or all of Bill's presence information.


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that Bill is currently in a meeting and is best reached by an instant message (IM). Jack sends an IM to Bill.


4. After a while Bill's meeting ends. Bill changes his status at the terminal, switching it from the meeting mode to a normal working mode, thus automatically triggering a presence information update.


5. Jack's terminal receives a notification of a presence information change and updated information from the IMPS Presence Service. If Jack so wishes, he could now also reach Bill via a voice call, since the presence information now shows availability of also this communication mean.


5.1.6 Alternative Flow (i)


1. Jack's terminal has made a presence subscription for getting notifications about changes in some or all of Bill's presence information.


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that the Bill is currently in a meeting and is best reached by an instant message (IM). Jack does not have Bill's IM address so he chooses to get more than the basic information about Bill.


4. Jack's terminal makes a new one-time request to Bill's presence information having specific presence attributes listed.


5. The IMPS Presence Service returns the requested presence attributes to Jack's terminal and Jack is able to see them.


5.1.7 Alternative Flow (ii)


1. When Jack turns his terminal on the terminal makes presence information requests to a number of pre-defined users (including Bill).


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that the Bill is currently in a meeting so he decides to wait before calling to Bill. 


4. After a certain period Jack's terminal makes new presence information requests to the pre-defined users.  

5. The IMPS Presence Service returns the current presence information to Jack's terminal and Jack is able to see that Bill is now available for a voice call.

5.1.8 Alternative Flow (iii)


1. Jack's terminal has made a presence subscription which expires in half an hour, for getting notifications about changes in some or all of Bill's presence information.


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that the Bill is currently in a meeting and is best reached by an instant message (IM). Jack does not have Bill's IM address so he chooses to get more than the basic information about Bill.


4. Jack's terminal makes a new one-time request to Bill's presence information having specific presence attributes listed.


5. The IMPS Presence Service returns the requested presence attributes to Jack's terminal and Jack is able to see them.


6. Jack’s terminal doesn’t refresh the subscription before the expiry and hence the subscription expires.


7. Jack’s terminal receives the most recent presence and also comes to know that the subscription has been terminated


5.1.9 Alternative Flow (iv)


1. Jack's terminal has made a presence subscription which expires in half an hour, for getting notifications about changes in some or all of Bill's presence information.


2. Jack picks up his terminal in order to communicate with Bill. He chooses Bill from the user list in the terminal.


3. Jack is able to see that the Bill is currently in a meeting and is best reached by an instant message (IM). Jack does not have Bill's IM address so he chooses to get more than the basic information about Bill.


4. Jack's terminal makes a new one-time request to Bill's presence information having specific presence attributes listed.


5. The IMPS Presence Service returns the requested presence attributes to Jack's terminal and Jack is able to see them.

6. Jack’s terminal doesn’t refresh the subscription before the expiry and hence the subscription expires.


7. Jack’s terminal receives the most recent presence and also comes to know that the subscription has been terminated.


5.1.10 Operational and Quality of Experience Requirements


· The Interworking Function SHALL allow several concurrent presence information subscriptions for the same IMPS User from the same SIP/SIMPLE User.


· The Interworking Function SHALL enable seamless user experience of the Presence Service regardless of the system providing the Presence Service by e.g. mapping of presence attributes in an appropriate way.


· The IMPS User SHALL have full control over his presence information.


· The Interworking Function SHOULD support means for reducing the amount of data conveyed over an air interface access (and via the SIP/SIMPLE System).


· The IMPS User SHOULD be able to receive the presence information and render it in the UI of his terminal without additional delays caused by presence information processing, e.g. the Interworking Function should minimize the terminal processing needs by providing presence information in the format supported (by default) by a terminal.


· The charging of the involved users SHALL be possible to be constructed in such a way as to clearly present to the user, and behave in a predictable nature.


· The Interworking Function allows the SIP/SIMPLE User to make a duration bound presence information subscription of an IMPS user.


· On subscription expiry or termination, the Interworking Function will be able to relay the most recent presence information of an IMPS User and also indicate SIP/SIMPLE User about the subscription termination.


· The Interworking Function will be able to distinguish between SIP/SIMPLE User’s request for subscription refresh, fetching presence and unsubscription, of an IMPS User.


5.2 IMPS User Getting SIP/SIMPLE User’s Presence Information


5.2.1  ASK  \* MERGEFORMAT Short Description


This use case describes how a user who has an enabled service subscription to an IMPS System is able to find out the best communication means for contacting his friends. The information of his friends change irregularly, but the terminal of the user is able to show up-to-date information. The friend whose information the user is interested in (this time) has a presence service subscription to a SIP/SIMPLE system. 


5.2.2 Actors


SIP/SIMPLE Service Provider: Service Provider providing Presence Service based on SIP/SIMPLE technology; SIP/SIMPLE Presence Service


SIP/SIMPLE User: A user providing presence information and having subscription with SIP/SIMPLE Service Provider; Jack


IMPS System: Communication system based on the OMA IMPS technology


IMPS User: A user being a subscriber of an IMPS System and having IMPS capable terminal; Bill and Bill's Terminal


5.2.2.1 Actor Specific Issues


SIP/SIMPLE Service Provider


· Wants to provide presence information to wider target group (covering also users that have IMPS technology for utilizing the presence services).


SIP/SIMPLE User


· Wants to provide his own presence information to users regardless of their presence service technology or network operator/service provider.


IMPS System


· Wants to provide presence information for SIP/SIMPLE Users to see.


IMPS User


· Wants to receive presence information from all users regardless of their presence servcie technology or network operator/service provider.


5.2.2.2 Actor Specific Benefits


SIP/SIMPLE Service Provider


· Gets wider target group for the Presence Service usage


· Gets earlier start to the life cycle of the Presence Service


· Gets usage to the Presence Service before the SIP/SIMPLE technology support in terminals increases.


· Solution for converging two systems


· Provides interworking.


IMPS User and SIP/SIMPLE User


· Presence Service usage is not limited to one system (IMPS or SIP/SIMPLE)


· No need to have either several subscriptions to different network operators or a terminal supporting several technologies


· Similar user experience regardless of the system providing the Presence Service.


IMPS System


· Solution for converging two systems


· Provides interworking.


5.2.3 Pre-conditions


Jack has a SIP/SIMPLE Presence Service provisioned and enabled.


Jack has provided his presence information into the system.


Jack has configured his service authorization so that Bill is authorized to access and get Jack's presence information.


Bill has a Presence capable terminal, and an active service subscription to an IMPS System. 


The IMPS System and the SIP/SIMPLE System have been configured to enable interworking. Namely, the IMPS System has access to the Presence Service provided by the SIP/SIMPLE Service Provider.


5.2.4 Post-conditions


Bill's terminal is able to presence information about Jack.


5.2.5 Normal Flow

1. Bill's terminal has made a presence subscription for getting notifications about changes in some or all of Jack's presence information.


2. Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


3. Bill is able to see that Jack is currently in a meeting and is best reached by an instant message (IM). Bill sends an IM to Jack.


4. After a while Jack's meeting ends. Jack changes his status at the terminal, switching it from the meeting mode to a normal working mode, thus automatically triggering a presence information update.


5. Bill's terminal receives a notification of a presence information change, and updated information from the SIP/SIMPLE Presence Service. If Bill so wishes, he could now also reach Jack via a voice call, since the presence information now shows availability of also this communication mean.


5.2.6 Alternative Flow (i)


1. Bill's terminal has made a presence subscription for getting notifications about changes in some or all of Jack's presence information.


2. Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


3. Bill is able to see that the Jack is currently in a meeting and is best reached by an instant message (IM). Bill does not have Jack's IM address so he chooses to get more than the basic information about Jack.


4. Bill's Terminal makes a new one-time request to Jack's presence information having specific presence attributes listed.


5. The SIP/SIMPLE Presence Service returns the requested presence attributes to Bill's terminal and Bill is able to see them.


5.2.7 Alternative Flow (ii)


1. When Bill turns his terminal on the terminal makes presence information requests to a number of pre-defined users (including Jack).


2. Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


3. Bill is able to see that the Jack is currently in a meeting and decides to wait before calling to Jack. 


4. After a certain period Bill's terminal makes new presence information requests to the pre-defined users. 


5. The SIP/SIMPLE Presence Service returns the current presence information to Bill's terminal, and Bill is able to see that Jack is now available for a voice call.

5.2.8 Alternative Flow (iii)


· Bill's terminal has made a presence subscription for getting notifications about changes in some or all of Jack's presence information.


· Bill picks up his terminal in order to communicate with Jack. He chooses Jack from the user list in the terminal.


· Bill is able to see that the Jack is currently in a meeting and is best reached by an instant message (IM). Bill does not have Jack's IM address so he chooses to get more than the basic information about Jack.


· Bill's Terminal makes a new one-time request to Jack's presence information having specific presence attributes listed. Bill’s previous subscription state is not altered with this request.


· The SIP/SIMPLE Presence Service returns the requested presence attributes to Bill's terminal and Bill is able to see them.


· Bill’s terminal is able to get Jack’s presence information again.


· Bill’s terminal unsubscribes Jack’s presence information and stops receiving notifications about Jack’s presence information.


Note: Refresh subscription is requested to the SIP/SIMPLE Presence Service before the subscription expires.

5.2.9 Operational and Quality of Experience Requirements


· The Interworking Function SHALL allow several concurrent presence information requests and/or subscriptions for the same SIP/SIMPLE User from the same IMPS User.

· The Interworking Function SHALL enable seamless user experience of the Presence Service regardless of the system providing the Presence Service by e.g. mapping of presence attributes in an appropriate way.


· The SIP/SIMPLE User SHALL have full control over his presence information.


· The Interworking Function SHOULD support means for reducing the amount of data conveyed over an air interface accss (and via the IMPS System).


· The SIP/SIMPLE User SHOULD be able to receive the presence information and render it in the UI of his terminal without additional delays caused by presence information processing, e.g. the Interworking Function should minimize the terminal processing needs by providing presence information in the format supported (by default) by a terminal.


· The charging of the involved users SHALL be possible to be constructed in such a way as to clearly present to the user, and behave in a predictable nature.


· The Interworking Function will be able to refresh the subscriptions before its expiration, to retain the subscription.


5.3 Use Case 3 – IM Service between mobile buddies of different MNOs


5.3.1 Short Description


This use case aims to investigate presence based services (IM service) interoperability between users belonging to different MNOs. Users are supposed to access their home presence services both from their home networks or whilst roaming.


Within the scope of this use case, it is assumed that the buddy list management and presence information publishing are always handled by the home presence server: the analysis is focused on presence information exchange.


5.3.2 Actors


Harry.


Jane.


5.3.2.1 Actor Specific Issues


Harry belongs to Domain1 (MNO1).


 Harry is an IMPS user.


Jane belongs to Domain2 (MNO2).


Jane is a SIMPLE user.


Harry and Jane can be within their Home Network or in roaming.


Harry performs subscription to Jane’s presence information (Harry is the watcher; Jane is the presentity): the simplest case could be discover whether Jane is on-line so that Harry will send her an IM. 


Jane discloses her presence information (both user and network provided) to Harry


5.3.2.2 Actor Specific Benefits


Both Harry and Jane can exchange IM, at first instance, and then can share other Presence enabled services, even if belonging to different Domains/technologies, i.e. Harry to IMPS and Jane to SIMPLE.

5.3.3 Pre-conditions


Both Harry and Jane are under the control of their Home domain.


Both Harry’s and Jane’s terminals support Presence and IM service.


Domain1 and Domain2 supports Presence and IM services, implementing IMPS and SIMPLE technology platforms respectively.


Basic presence service interaction models valid within existing solutions are not modified in interoperability scenarios.


Jane relies on her Home PS (PS2) for each specific subset of presence information (even when roaming).


Harry relies on proxy function provided by his Home domain.

5.3.4 Post-conditions


Harry is able to see when Jane is on-line and sends her an IM. Harry is able to receive the delivery report for the IM sent to Jane. More widely, Harry has access to Jane’s presence information


5.3.5 Normal Flow


1. Harry performs subscription procedure at Jane’s presence information. The request is authenticated at PS1 and processed at Interworking Function, then it is routed to PS2. 


2. PS2 processes the request. In case Harry is in Jane’s access list, he is successfully subscribed (Proactive Authorization). 


3. Jane’s presence information are updated at her home PS (PS2): Jane is now on-line. Presence updating can be both user and network provided. 


4. PS2 sends notification of Jane’s presence information, according to subscription parameters (it is possible to perform subscription only to some attributes, and/or only for their changing/update). 


5. The request is processed by Interworking Function (i.e. mapped into a IMPS message, properly addressed and routed; presence document translation is also required) and then routed to PS1.


6. Harry receives Jane’s presence information he has subscribed to.


7. As Harry retrieves that Jane is on line, he sends her an IM.


8. Harry requests for delivery report when he sends IM to Jane.


9. Harry then receives appropriate delivery report (Successful, Rejected, Expired, Forwarded etc) based on the action performed on IM from Jane’s side.

It is observed that:


· An Interworking Function is supposed to be inserted between Presence Servers, in order to perform message mapping between SIMPLE and IMPS technologies. 


· Jane can at any time remove Harry from her access list


Harry can in any time unsubscribe from Jane’s presence information


5.3.6 Alternative Flow


1. Harry performs subscription procedure at Jane’s presence information. The request is authenticated at PS1 and processed at Interworking Function, then it is routed to PS2. 


2. PS2 processes the request. In case Harry is not in Jane’s access list: Reactive Authorization has to be performed. 


3. Jane’s presence information are updated at her home PS (PS2): Jane is now on-line. Presence updating can be both user and network provided. 


4. PS2 sends notification of Jane’s presence information, according to subscription parameters (it is possible to perform subscription only to some attributes, and/or only for their changing/update). 


5. The request is processed by Interworking Function (i.e. mapped into an IMPS message, properly addressed and routed; presence document translation is also required) and then routed to PS1.


6. Harry receives Jane’s presence information he has subscribed to.


7. As Harry retrieves that Jane is on line, he sends her an IM.


8. Harry requests for delivery report when he sends IM to Jane.


9. Harry then receives appropriate delivery report (Successful, Rejected, Expired, Forwarded etc) based on the action performed on IM from Jane’s side.

5.3.7 Operational and Quality of Experience Requirements


· A user that subscribed with the IM service is able to set up buddy lists containing heterogeneous contacts, i.e. users that are in different mobile networks. Interworking Function SHALL provide proxying and routing mechanisms for such mix of contacts.


· If the IM Service is supported in case of roaming, the user experience SHALL be the same as when using the service in the home network. 


· As IM is a presence enabled service, whenever interworking is supported on Presence, the IM service SHALL be able to collect presence information of its subscribers that are located in these heterogeneous types of networks.


· A user that subscribed with the IMPS service is able to receive a delivery report when a IM is sent to a SIMPLE user, if requested.


5.4 Use Case 4 - User A Adds User B by User ID


5.4.1  ASK  \* MERGEFORMAT Short Description


User A decides to add User B as one of his/her contacts by using the User ID. The validity of the User B ID is checked the domain side of the SP/MNO B. Assuming that User B is a valid subscriber on his/her domain then:


· User B can be added to the Contact List of User A.


· If User B has proactive privacy settings, User A may see User B IM Status and signal his/her intentions.


· If User B has reactive privacy settings, User B must authorize User A to see User B IM Status and then message User B.


· Depending on the User B privacy settings, a notification for the “add” may be sent to User B.


It is up to User B to either respond by adding or blocking User A. User B may reciprocally add User A contacts to his/her Contact List. This addition by User B is performed silently. 


5.4.2 Actors


All actors/entities participating in this UC are as follows.


		Actor / Entity

		Description



		User A

		End user subscribed to IM Service Provider A and having a device provisioned with an IM client – irrespective the OMA technology.



		User B

		End user subscribed to IM Service Provider B and having a device provisioned with an IM client – irrespective the OMA technology.



		Client A

		The IM application software resident on the device of User A, which provides access to the IM service offered by SP/MNO A.



		Client B

		The IM application software resident on the device of User B, which provides access to the IM service offered by SP/MNO B.



		Server A

		Network entity that communicates with the IM Client A to achieve the IM service offered by the SP/MNO A. 



		Server B

		Network entity that communicates with the IM Client B to achieve the IM service offered by the SP/MNO B.



		Service Provider A

		The SP/MNO providing IM service to User A based on OMA IMPS (or respectively SIMPLE) standard.



		Service Provider B

		The SP/MNO providing IM service to User B based on OMA SIMPLE (or respectively IMPS) standard.



		Interworking Function (IWF)

		Network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between the OMA IM standards (SIMPLE IM and IMPS).





5.4.2.1 Actor Specific Issues


		Actor

		Description



		User A

		· In this UC, User B is “known” to User A.


· User A wants to add the contact details of User B in his/her Contact List.



		User B

		· User B is aware about his/her privacy (of User A) and wishes to be informed about his/her contact details being added to other users’ Contact List.



		Client A

		· Allows User A to be benefited by enlarging his/her Contact List.


· Is able to inform User A about User B privacy settings and accordingly continue.



		Client B

		· Allows User B to securely monitor his/her “contact details flow”.



		Server A

		· Requests Server B to inform User B about the intentions of User A. IM Status information, even if the two servers are using different OMA IM standards, of User A is communicated to User in another domain..



		Server B

		· Receives the “add by User ID” request from Server A and is able to accordingly respond even if the two servers are using different OMA IM standards.


· Projects User B privacy settings and accordingly acts.



		Service Provider A

		· Make sure the Contact List intentions of User A are propagated to SP/MNO of User B.


· Provide User A with fair IM services



		Service Provider B

		· Make sure that User B privacy settings are respected.


· Provide User B with fair IM services.



		Interworking Function

		· The function allows servers (and thus subscribers) that are parts of different OMA IM services to interact as if they were using the same OMA IM service enabler.


· The function facilitates technical interworking as the basis service interconnection.





5.4.2.2 Actor Specific Benefits


		Actor

		Description



		User A

		· Expands his/her Contact List by additional contact(s) of IM user(s).


· Be able to send IM to users based on other domains (both service and technology wise).



		User B

		· Be able to send IM to users based on other domains (both service and technology wise).


· Expands his/her Contact List (assuming reciprocal add).



		Client A

		· Facilitates user-friendly enlargement of Contact List.


· Ensures valid information flow towards User A regarding the privacy settings of User B.



		Client B

		· Facilitate reciprocal user-friendly enlargement of Contact List.


· Ensure security and privacy for User B.



		Server A

		· N/A



		Server B

		· N/A



		Service Provider A

		· SP/MNO A allows its subscribers to expand their Contact List with subscribers from other domains, such as SP/MNO B, as if they were both using the same OMA IM standard.



		Service Provider B

		· It allows its subscribers to be included in the Contact List of subscribers from other domains, such as SP/MNO A, as if they were both using the same OMA IM standard.



		Interworking Function

		· It allows subscribers using different OMA IM standards to interact as seamless as possible.


· It makes possible for SP and MNO, which provide IM services based on different OMA-IM standards, to easier establish an interconnection agreement, thus expanding their business.





5.4.3 Pre-conditions


· User A and User B are both registered IM subscribers, respectively of Service Provider A and Service Provider B.


· Both SP or MNO are offering their respective subscribers IM services but based on different OMA IM standards, for example  IMPS 1.3 and SIMPLE IM.


· An interconnection agreement is in place between the SP/MNO sides in question.


· An Interworking Function entity has been deployed between the Server A and Server B.

· .


· User A has a Presence subscription running on the Contact List where User B is added.


· User A is aware of User B and intents to expand his/her Contact List based on User ID information.


5.4.4 Post-conditions


· User B has notified by Server B about the pending request from User A concerning his/her User ID.


· User B, accordingly to his/her privacy settings, allows (or not) his/her User ID to be used in enhancing User A Contact List.


· User A is accordingly notified about his/her request to proceed (or not) by adding User B ID, thus enlarging his/her Contact List.


5.4.5 Normal Flow


In the normal flow, we describe the basic series of steps taken by the two users and other actors.


1. User A navigates using his/her client “Add Contact” and chooses to add “by User ID”.


2. User A selects and inputs the User ID of User B and the domain name in Client A.


3. The client forwards the request to Server A. In turn, the server recognizes the domain name as belonging to SP/MNO B and passes information to IWF


4. IWF performs protocol translation and communicates the request to Sever B.


5. Server B checks if the added User ID represents a valid user on the SP/MNO B domain. We assume that this is true.


6. Server B checks the privacy settings of User B. In the basic mode we assume User B having set his privacy setting to proactive; authorization with notification.


7. User A is able to check User B IM Status and decides to add him/her to his/her Contact List via User ID using Client A.


8. Server A informs via IWF Server B about the addition on Client A.


9. If the User B is logged-in, then Server B notifies Client B about the addition (that took place by User A) and thus User B. User A is referenced as a combination of display name and user ID.


10. From this point, User B may choose to reciprocally add User A, block User A or do nothing.


5.4.6 Alternative Flow


In this alternative flow, it is assumed that, User B has chosen to proactive privacy settings. Steps 1 to 5 remain the same as before, then:


1. Server B checks the privacy settings of User B; in this case reactive privacy settings.


2. User B is notified from Server B about the request arising from User A.


3. User B recognizes User A and authorizes the request via his/her client back to Server B.


4. Server B communicates the authorization to Server A via IWF; the necessary protocol translation takes place in the IWF entity.


The rest of the steps remain the same.


5.4.7 Operational and Quality of Experience Requirements


Interworking of OMA IM systems will allow subscribers to add other subscribers by using UserID filed or their equivalent. The subsequent enlargement of contact lists among users will stimulate IM usage across domains based on different OMA service enablers.

5.5 Use Case 5 – User A Blocks User B

5.5.1  ASK  \* MERGEFORMAT Short Description


An IM service subscriber, User A, may block messages from User B by placing User B in his/her “block list”. User B is not removed from User A Contact List, s/he rather marked as “blocked”. In this respect:


· The IM Status of User A is shown as “off-line” on User B Contact List.


· Should User B attempt to send an off-line IM to User A, the message will not be delivered.


User B is not notified that his/her messages are blocked.

5.5.2 Actors


All actors/entities participating in this UC are as follows.


		Actor / Entity

		Description



		User A

		End user subscribed to IM Service Provider A and having a device provisioned with an IM client – irrespective the OMA technology.



		User B

		End user subscribed to IM Service Provider B and having a device provisioned with an IM client – irrespective the OMA technology.



		Client A

		The IM application software resident on the device of User A, which provides access to the IM service offered by SP/MNO A.



		Client B

		The IM application software resident on the device of User B, which provides access to the IM service offered by SP/MNO B.



		Server A

		Network entity that communicates with the IM Client A to achieve the IM service offered by the SP/MNO A. 



		Server B

		Network entity that communicates with the IM Client B to achieve the IM service offered by the SP/MNO B.



		Service Provider A

		The SP/MNO providing IM service to User A based on OMA IMPS (or respectively SIMPLE) standard.



		Service Provider B

		The SP/MNO providing IM service to User B based on OMA SIMPLE (or respectively IMPS) standard.



		Interworking Function (IWF)

		Network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between the OMA IM standards (SIMPLE IM and IMPS).





5.5.2.1 Actor Specific Issues


		Actor

		Description



		User A

		· User A does not want to be in IM communication with User B without deleting the respective contact details from his/her Contact List.



		User B

		· User B is unaware that is being blocked.



		Client A

		· Allows User A to stay in control about his/her IM communication preferences. 


· In co-operation with Server A the client preserves the privacy of User A.


· The client provides the choice of being not contactable without being irreversible.



		Client B

		· Client B is not notified about the choice of User A. 



		Server A

		· Preserves the privacy of User A.


· Administers the IM Status subscription of User B as far as User A is concerned.



		Server B

		· Administers the IM Status subscription of User B.



		Service Provider A

		· The SP/MNO A is obliged to protect privacy of User A.



		Service Provider B

		· The SP/MNO B remains discreet.



		Interworking Function

		· The gateway function allows servers (and thus subscribers) that are parts of different OMA IM services to interact as if they were using the same OMA IM service enabler.


· The function facilitates technical interworking as the basis service interconnection.





5.5.2.2 Actor Specific Benefits


		User A

		· User A achieves desired privacy without deleting entries from his/her Contact List.


· User A is able to revoke the blocking and engage IM communication with User B.



		User B

		· User B contact details are not deleted from User A Contact List.


· User B sensitivity is respected.



		Client A

		· N/A



		Client B

		· N/A



		Server A

		· N/A



		Server B

		· N/A



		Service Provider A

		· The SP/MNO A protects the privacy of User A.


· Provides flexible IM service that allows control and management by User A as far as his/her Contact List entries are concerned.



		Service Provider B

		· Respects the sensitivity of User B.



		Interworking Function

		N/A





5.5.3 Pre-conditions


· User A and User B are both registered IM subscribers, respectively of Service Provider A and Service Provider B.


· The two SP/MNO have adopted different OMA IM standards.


· User A does not want to be in IM communication with User B.


· User B is unaware of User A preferences and sends IM to User A.


5.5.4 Post-conditions


· User A is not contacted.


· The privacy of User A is preserved without irreversible effects.


· User B is not notified concerning the block put in place by User A.


· User B continues to be unaware of the block put in place by User A.


5.5.5 Normal Flow


Prior to the signal flow, User A navigates to his/her Contact List entries and sees User B as one of the entries. User A chooses User B entry and blocks it by choosing the appropriate option.


1. Client A signals Server A about the choice of User A. Now User B entries are included in the “block list”.


2. User B initiates an IM communication via his/her client towards User A.


3. Server B propagates the request to the IWF; the necessary protocol translations and adaptations take place.


4. The IWF propagates the request to Server A; the message is not delivered to Client A and a blocking response is sent back to Server B and forward to User B.


The response is the same response as if User A is off-line.


5.5.6 Alternative Flow


No alternative flow is specified.

5.5.7 Operational and Quality of Experience Requirements


Interworking of OMA IM systems will allow subscribers to block other users (i.e. not receiving IM originated from selected users) in a as seamless as possible way hiding domain specifics from the users.


5.6 Use Case: User A deletes User B from Contact List


5.6.1 Short Description


User A and User B are subscribed to the IM services offered by two different Service Providers. Just to fix the ideas - but the exact order is not important for the validity of the Use Case - User A is subscribed to the IMPS service offered by Service Provider A, whilst User B is subscribed to the SIMPLE IM service provided by the Service Provider B. 


Since the Use Case is about User A deleting User B from one or more of his/her Contact Lists, of course User B must be assumed to be already present in at least one of User A’s Contact Lists. 


Deleting User B from one Contact List can have two different effects: a) User B is no longer in any of User A’s Contact Lists; or, alternatively, b) User B remains in some other User A’s Contact List. In the first case, User A no longer receives updates about User B’s IM Online Status. In the second case, User A can still continue to receive updates about User B’s Online Status.


User B is not informed that that he/she has been deleted from some User A’s Contact List, mainly in order to protect User A’s privacy, but also not to hurt User B’s susceptibility. 


Finally, the fact that User A deletes User B has no affect on User B as far as the permission to send IM to User A is concerned. 


Instead, since the permission for User B to watch User A’s IM Online Status may depend on the Contact List from where User B has been deleted, then the deletion of user B may cause User B to be unsubscribed from User A’s Online Status.


5.6.2 Actors


		Actor

		Description



		User A (B)

		End user subscribed to the IM Service Provider A (B) and having a device provisioned with an IM client.



		Client A (B) (*)

		Application which resides in User A (B) device and provides access to the IM service offered by Service Provider A (B).



		Server A (B)

		Network entity communicating with IM Client A (B) to achieve the IM service offered by Service Provider A (B). 



		Service Providers A and B

		Service Providers A and B are providing OMA-compliant IM services based respectively on IMPS and SIMPLE IM, or vice versa.



		IWF 

		Functional network entity providing interworking between Server A and Server B, allowing the information translation between the two domains, i.e. SIMPLE IM and IMPS IM, or vice versa.



		(*) Domains A and B are based on different OMA IM standards, IMPS and SIMPLE IM. The exact order is not relevant for the validity of the Use Case.





5.6.2.1 Actor Specific Issues


		Actor

		Description



		User A

		· Interact with User B as if they were both using the same OMA IM standard.  



		User B

		· User A’s deletion of User B does not affect the following:


· User B’s permission to send instant messages to User A


· Composition of User B’s Contact Lists



		Client A

		· Delete User B from some User A’s Contact List, as if User A and User B were using the same OMA IM standard.  



		Client B

		· Protect User A’s privacy,  and User B’s sensibility, by not notifying User B that User A has deleted him/her from some User A’s Contact List.



		Server A

		· Request Server B to stop sending updates about User B’s IM Online Status, as if the two servers were conformant to the same OMA IM standard.



		Server B

		· Receive and execute request from Server A to stop sending updates about User B’s Online Status, as if the two servers were conformant to the same OMA IM standard.



		Service Provider A (B)

		· Interconnect with Service Provider B (A), as if they were not using different OMA IM standard service enablers.



		IWF

		· Allow subscribers of different OMA IM services to interact, as if they were using the same OMA-IM technology.





5.6.2.2 Actor Specific Benefits


		Actor

		Description



		User A

		· Remove the unwanted User B from his/her Contact List, even if User B belongs to a service domain based on a different OMA IM enabler.



		User B

		· User A’s deletion of User B does not affect the following:


· User B’s permission to send instant messages to User A


· Composition of User B’s Contact Lists.



		Client A

		· Delete User B from Contact List even if Client B is using a different OMA IM standard.  



		Client B

		· Protect User A’s privacy, and User B’s sensibility, by not notifying User B that he/she has been deleted from some User A’s Contact List.



		Server A

		· Request Server B to stop sending updates about changes in User B’s IM Online Status, if, after the deletion of User B, User B is no longer present in any of User A’s Contact Lists.



		Server B

		· Stop updating Server A about changes in User B’s IM Online Status, if so requested by Server A.



		Service Provider A (B)

		· Allow its subscribers to interact with subscribers of Service Provider B (A), as if they were both using the same OMA IM enabler.



		IWF

		· Allow subscribers using different OMA IM enablers to interact as if they were using the same standard.


· Allow Service Provider A and Service Provider B, which provide IM services based on different OMA IM standards, to establish an interconnection agreement to expand their business.





5.6.3 Pre-conditions


· User A and User B both have valid IM service subscriptions with their respective Service Providers.


· Service Provider A and Service Provider B are offering IM services based on different OMA IM standards, IMPS  and SIMPLE IM, or vice versa.


· An IWF is deployed between Server A and Server B.

· An interconnection agreement is in place between the two Service Providers A and B.


· User B is present in at least one of User A’s Contact Lists.


· User A has a Presence subscription running on the Contact List(s) from where User B is being deleted, therefore User A is authorized to watch (subscribed to) User B’s IM Online Status.


5.6.4 Post-conditions


· User B is deleted from the specified User A’s Contact List.


· If, by effect of the deletion, User B does no longer appear in any of User A’ Contact Lists, then User A is no longer subscribed to User B’s IM Online Status.


· User B is not notified that User A has deleted him/her from some Contact List. 


5.6.5 Normal Flow


The normal flow assumes that, after deletion, User B is no longer present in any of User A’s Contact Lists. 


11. Navigating through his/her Contact List(s), User A selects User B from a Contact List and chooses to delete him/her.


12. After receiving the deletion request from Client A, Server A deletes the contact User B from the specified User A’s Contact List.


13. Server A checks whether User B appears elsewhere in User A’s Contact Lists. Since this condition is assumed false in this normal flow, Server A notifies Server B that User A does no longer want to be notified about User B’s IM Online Status.


14. Server B stops sending to Server A (i.e. to User A) notifications about User B’s IM Online Status changes.


15. From User B’s point of view, the deletion of User B from User A’s Contact List has no effect either on the contents of User B’s Contact Lists or on User B’s permission to send IM to User A.


16. Previous User B’s subscription to User A’s IM Online Status is discontinued. (NOTE: since the authorization for User B to watch User A’s IM Online Status is associated to one or more Contact Lists, the deletion of user B from the selected Contact List causes User B to be unsubscribed from User A’s Online Status, because the normal flow assumes that user B is no longer present in any other User A’s Contact List after his/her deletion). 


5.6.6 Alternative Flow


The alternative flow assumes that User B, after the deletion from User A’s Contact List, is still present in at least one of User A’s Contact Lists. 


It is also assumed that in at least one of the other User A’s Contact Lists where User B continues to remain present after the deletion, an authorization for User B to watch User A’s Online Status is still in place. 


Symmetrically, the alternative flow assumes that in at least one of the other Contact lists where user B remains present after the deletion, User A has specified a subscription for watching User B’s Online Status. As a direct consequence of this assumption, also after his/her deletion of User B User A continues to receive updates about User B’s IM Online Status. 


5. Navigating through his/her Contact List(s), User A selects User B from a Contact List and chooses to delete him/her.


6. After receiving the deletion request from Client A, Server A deletes the contact User B from the specified User A’s Contact List.


7. Server A checks whether User B appears elsewhere in User A’s Contact Lists. Since this condition is assumed true in this alternative flow, Server A does not request Server B to stop sending updates about User B’s IM Online Status. 


8. The Server B continues to send User B’s IM Online Status notifications to Server A (i.e. to User A).


9. From User B’s point of view, the deletion of User B from User A’s Contact List has no effect either on the contents of User B’s Contact Lists or on User B’s permission to send IM to User A. 


10. Previous User B’s subscription to User A’s IM Online Status is not affected. (NOTE: even if User B has been deleted from a Contact List, User B still remains present in some other User A’s Contact List, which – by explicit assumption – contains the authorization for User B to subscribe to User A’s Online Status). 
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Figure 2:  “User A deletes User B from Contact List”: Normal flow.


5.6.7 Operational and Quality of Experience Requirements


The deletion of User B from some User A’s Contact List does not affect previous User B’s permission to send IM to User A. Instead, depending on how Presence authorizations for User B are scattered across User A’s Contact Lists, the deletion of User B may discontinue his/her subscription to User A’s Online Status. 


5.7 Use Case: User adds new contact to Contact List by using the mobile phone number


5.7.1 Short Description


User A (B) is a subscriber of the IMPS (SIMPLE IM) service offered by Service Provider A (B). The associations A (( IMPS and B (( SIMPLE IM could be reversed without affecting the validity of the Use Case. 


Service Providers A and B – that are running IM services based on different OMA enablers - have an IM-interconnection in place, technically enabled by an IMPS-SIP/SIMPLE Interworking Function (IWF). Because of this interconnection, User A can add User B as a new IM-service contact by using his/her mobile telephony number (MSISND or MDN), which is supposed to be already known.   


5.7.2 Actors


		Actor

		Description



		User A (B)

		· A subscriber of the IM service offered by Service Provider A (B). 



		Client A (B)

		· Application residing in User A’s (B’s) device and providing access to the IM service offered by Service Provider A (B).



		Server A (B)

		· Network entity communicating with IM Client A (B) to achieve the IM service offered by Service Provider A (B). 



		Service Providers A and B

		· They are providing IM services based on different OMA-compliant enablers, i.e. IMPS and SIMPLE IM, in whatsoever order (*).



		IWF 

		· Functional network entity providing interworking between Server A and Server B, i.e. allowing information translation between the SIMPLE IM and IMPS domains, and vice versa.



		(*) The exact order is not relevant for the validity of the Use Case.





5.7.2.1 Actor Specific Issues


		Actor

		Description



		User

		· Adding another User B to a Contact List by using his/her MSISDN/MDN, irrespective of the fact that they are subscribers of two different Service Providers adopting two different OMA IM standards.  



		Client

		· Handling a UserID that is defined in another OMA IM standard. 



		Server

		· Deciding whether a request to Add another User - identified by MSISDN/MDN - can be resolved within the local service domain, or whether the support of an interconnected Server B is required. 


· Taking into account the Mobile Number Portability.


· Routing requests through the IWF in order to reach a peer Server in another interconnected service domain. 


· Handling a UserID that is defined in another OMA IM standard. 



		Service Provider

		· Interconnecting with another Service Provider that is using a different OMA IM standard.



		IWF

		· Allowing service interaction between subscribers using different OMA IM standards.





5.7.2.2 Actor Specific Benefits


		Actor

		Description



		User

		· Expanding his/her Contacts Lists by including also subscribers of other Service Providers using a different OMA IM standard. 



		Client

		n.a.  



		Server

		n.a.  



		Service Provider

		· Extending its IM service by allowing subscribers to interact also with users in other IM service domains based on a different OMA IM standard.



		IWF

		· Allowing Service Providers to expand their business by enabling the establishment of IM interconnection agreements, even if they are using different OMA IM standards.





5.7.3 Pre-conditions


· User A and B are IM subscribers of Service Provider A and B, respectively. 


· Service Providers A and B are offering their services based on IMPS and SIMPLE IM, in any order. 


· Service Providers A and B have an IM interconnection in place, which is technically based on an IWF deployed between Server A and Server B.


· User A has at hand the MSISDN/MDN of User B. 


· User A has a Presence subscription running on the Contact List where User B is going to be added.


5.7.4 Post-conditions


· User B that corresponds to the specified MSISDN/MDN is: 


· added to the specified User A’s Contact List


· notified of the addition to User A’s Contact List 


· authorized to subscribe to User A’s IM Online Status 


· depending on User B’s decision, User A is: 


· possibly authorized to subscribe to User B’s IM Online Status


· possibly authorized to send IM to User B


· possibly added to User B’s Contact List


5.7.5 Normal Flow


The normal flow is based on the following assumptions: 


· The MSISDN/MDN specified by User A corresponds to a valid User B IM subscriber of Service Provider B;


· User B has set his Presence privacy preferences to “Proactive Authorization with Notification”;


· When the notification of addition arrives, User B is logged onto Server B;


· As an option, User B decides that he/she also want to add User A to Contact List.


The normal flow is as follows:


5. User A decides to add a new IM buddy to a Contact List.


6. By specifying a Contact List, an MSISDN/MDN – in any valid E.164 format - and optionally also a Nickname as input parameters, Client A requests Server A to:


a. add to the specified Contact List the User B that corresponds to the specified MSISDN/MDN 


b. enable delivery of IM coming from User B  (i.e. User B is added to User A’s Grant List)


c. Proactively authorize User B to subscribe to User A’s IM Online Status.


7. Server A resolves the MSISDN/MDN
, i.e. it finds out that the mobile phone number belongs to a Service Provider B (with whom it is here assumed that an IWF-enabled IM interconnection is in place). 


8. Server A issues a Search request, whose target destination is Serve B, towards the IWF. (NOTE: for the validity of the Use Case it is not important which Service Provider operates the IWF).


9. The IWF performs the necessary protocol translation (e.g. from SIP/SIMPLE to IMPS SSP, or vice versa) in order to pass on an equivalent Search request to Server B. 


10. Server B verifies that the input MSISDN/MDN corresponds to a valid subscriber User  B (assumed true), and finds out the corresponding UserID and also the Friendly Name, if available.


11. Server B returns User B’s UserID and Friendly Name to Server A through the IWF.


12. Server A uses the returned UserID (possibly translated by the IWF) to add User B to the specified User A’s Contact List. Notice that the following rules apply as far as the added Nickname is concerned:


a. If a Nickname was specified by User A in the Add request, then Server A uses that Nickname;


b. If no Nickname was specified by User A and a Friendly Name was returned from the Search operation, then Server A uses the Friendly Name as a Nickname;  


c. In all other cases, by default Server A uses the returned User B’s UserID as a Nickname. 

13. Server A adds User B to User A’s Grant List, unless User B is already there.


14. Server A creates a Proactive authorization for User B to subscribe to User A’s IM Online Status, unless User B is already authorized. 


15. Server A issues a request to IWF targeted for Server B asking for:


a. User A’s subscription to User B’s IM Online Status


b. User A’s inclusion into User B’s Grant List.  


16. After having performed all the necessary protocol translations (e.g. from SIMPLE to IMPS, or vice versa), the IWF routes Server A’s request to Server B.  


17. Server B receives the translated Server A’s request, and notifies Client B that he has been added to Contact List. The notification includes only User A’s UserID and Friendly name, if available. 


18. Client B displays the notification of addition to User B, unless differently specified by User B (assumed false in this normal flow, i.e. Proactive Authorization with Notification). As part of the notification, Client B asks User B whether he/she also wants to add User A to Contact List. 


a. If User B does not wish to add User A to his/her Contact List, then this Use Case ends here.


b. Otherwise (i.e. User B also wants to add User A to Contact List) Client B issues an ‘Add to CL by UserID’ request towards Server B (see UC “User A adds User B to CL by UserID”). Notice that User B does not need to type it in User A’s UserID, because it is already provided to Client B by the Add notification. 


5.7.6 Alternative Flows


5.7.6.1 MSISDN/MDN does not correspond to a valid User B


If the specified MSISDN/MDN does not represent a valid User B, then the following steps apply:


· Server B returns an error message to Server A, via the IWF (e.g. “unknown user”);


· Server A informs User A that the entered MSISDN/MDN is not valid.


5.7.6.2 User B does not require notification of being added


If User B does not require notification of being added (i.e. privacy setting “Proactive Authorisation without Notification”), then the Use Case is complete after User B is added to User A’s Contact List. In this case, User B’s IM Online Status is visible immediately on User A’s Contact List.


The following sequence diagram provides a logical representation of the normal flow.
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Figure 3: Use Case “User A adds User B to Contact List by MSISDN/MDN” (normal flow). 


5.7.7 Operational and Quality of Experience Requirements


The MSISDN/MDN of User B can be expressed in any format allowed by the E.164 specification, with no restrictions. 


For customer’s benefit, all the operations described in this Use Cases would be better performed with minimal user intervention, e.g. minimizing the need for the user to type in input data. 


5.8 Use Case: SIP/SIMPLE User uses IMPS Chat room


5.8.1 Short Description


This use case describes how a SIP/SIMPLE user, who is interested in a chat room of an IMPS System, uses an IMPS Chat room and communicates with his/her friends. The SIP/SIMPLE user can join in an IMPS Chat room by inputting the chat room ID or searching the chat room. 

5.8.2 Actors


All actors/entities participating in this UC are as follows.


		Actor / Entity

		Description



		User A

		End user subscribed to IM Service Provider A and having a device provisioned with an IM client – irrespective the OMA technology.



		User B

		End user subscribed to IM Service Provider B and having a device provisioned with an IM client – irrespective the OMA technology.



		Client A

		The IM application software resident on the device of User A, which provides access to the IM service offered by SP/MNO A.



		Client B

		The IM application software resident on the device of User B, which provides access to the IM service offered by SP/MNO B.



		Server A

		Network entity that communicates with the IM Client A to achieve the IM service offered by the SP/MNO A. 



		Server B

		Network entity that communicates with the IM Client B to achieve the IM service offered by the SP/MNO B.



		Service Provider A

		The SP/MNO providing IM service to User A based on OMA SIMPLE standard.



		Service Provider B

		The SP/MNO providing IM service to User B based on OMA IMPS standard.

Providing a public chat room service or a private chat room created by User B



		Interworking Function (IWF)

		Network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between the OMA IM standards (SIMPLE IM and IMPS).





5.8.2.1 Actor Specific Issues


		Actor

		Description



		User A

		· In this UC, chat room B is “known” to User A.


· User A wants to join the chat room B and chat.



		User B

		· User B joined the chat room B and chatting.



		Client A

		· Allows User A to chat by inputing a chat room ID 



		Client B

		· Allows User B join  chat room Band chat.



		Server A

		· Requests Server B to enable User A  to join/leave the chat room B. 



		Server B

		· Receives the “use the chat room” requests from Server A and is able to accordingly respond even if the two servers are using different OMA IM standards.



		Service Provider A

		· Make sure the chat intentions of User A are propagated to SP/MNO of User B.


· Provide User A with fair IM services



		Service Provider B

		· Make sure that User A can use the chat room B.


· Provide User B with fair IM services.



		Interworking Function

		· The function allows servers (and thus subscribers) that are parts of different OMA IM services to interact as if they were using the same OMA IM service enabler.


· The function facilitates technical interworking as the basis service interconnection.





5.8.2.2 Actor Specific Benefits


		Actor

		Description



		User A

		· Expands his/her friends from other domain’s chat room.


· Be able to chat with users based on other domains (both service and technology wise).



		User B

		· Expands his/her friends from other domain’s chat room.

· Be able to chat with users based on other domains (both service and technology wise).



		Client A

		· Facilitates user-friendly enlargement of Chat room

· Ensures valid information flow towards User A regarding the settings of Chat room B.



		Client B

		· Facilitate reciprocal user-friendly enlargement of friends.



		Server A

		· N/A



		Server B

		· N/A



		Service Provider A

		· SP/MNO A allows its subscribers to join chat room from other domains, such as SP/MNO B, as if they were both using the same OMA IM standard.



		Service Provider B

		· It allows its chat rooms to be opened to subscribers from other domains, such as SP/MNO A, as if they were both using the same OMA IM standard.



		Interworking Function

		· It allows subscribers using different OMA IM standards to interact as seamless as possible.


· It makes possible for SP and MNO, which provide IM services based on different OMA-IM standards, to easier establish an interconnection agreement, thus expanding their business.





5.8.3 Pre-conditions


· User A and User B are both registered IM subscribers, respectively of Service Provider A and Service Provider B.


· Service Provider A is offering subscribers IM services based on SIMPLE IM and Service Provider B is based on IMPS

· Service Provider B is offering chat room functions.

· An interconnection agreement is in place between the SP/MNO sides in question.


· An Interworking Function entity has been deployed between the Server A and Server B.

· User A is aware of chat room B and intents to join in it based on chat room ID information.


5.8.4 Post-conditions


· User B has notified by Server B that User A has joined in  the chat room.

· User B can add User A to his/her Contact List.


· User A chats with chat room B subscribers, such as User B and others. 


5.8.5 Normal Flow


In the normal flow, we describe the basic series of steps taken by the two users and other actors.


17. User A navigates using his/her client “Join Chat Room” and chooses to join “by Chat Room ID”.


18. User A selects and inputs the Chat Room ID with the IMPS domain which belongs to Service Provider B.


19. The client forwards the request to Server A. In turn, the server recognizes the domain name as belonging to IMPS domain of SP/MNO B and passes information to IWF.

20. IWF performs protocol translation and communicates the request to Sever B.

21. Server B checks if the added Chat Room ID represents a valid chat room on the SP/MNO B domain. We assume that this is true.


22. Server B checks the block settings of Chat Room B. In the basic mode we assume Chat room B having not set block list.


23. Server B accepts the requirement of User A and response “successful joined chat room”.

24. User A is able to get the joined users of chat room.

25. If the User B joined the chat room, then Server B notifies Client B that the User A has joined the chat room.


5.8.6 Alternative Flow


In this alternative flow, it is assumed that, User A has chosen to search the chat room ID. Steps 1 to 2 replace as following:


11. User A navigates using his/her client “Search Chat Room” and chooses to search “by Topic”.


12. User A selects a Chat room from the searching result and selects “join Chat Room”.

The rest of the steps remain the same.


5.8.7 Operational and Quality of Experience Requirements


Interworking of OMA IM systems will allow SIMPLE subscribers to join IMPS chat room by using chat room ID or searching. The subsequent enlargement of communications among users will stimulate IM usage across domains based on different OMA service enablers.


5.9 Use Case: IMPS User uses SIP/SIMPLE Chat room


5.9.1 Short Description


This use case describes how an IMPS user, who is interested in a SIP/SIMPLE chat room of a System, uses a SIP/SIMPLE Chat room and communicates with his/her friends. The IMPS user can join in a SIP/SIMPLE Chat room by inputting the chat room ID or searching the chat room. 

5.9.2 Actors


All actors/entities participating in this UC are as follows.


		Actor / Entity

		Description



		User A

		End user subscribed to IM Service Provider A and having a device provisioned with an IM client – irrespective the OMA technology.



		User B

		End user subscribed to IM Service Provider B and having a device provisioned with an IM client – irrespective the OMA technology.



		Client A

		The IM application software resident on the device of User A, which provides access to the IM service offered by SP/MNO A.



		Client B

		The IM application software resident on the device of User B, which provides access to the IM service offered by SP/MNO B.



		Server A

		Network entity that communicates with the IM Client A to achieve the IM service offered by the SP/MNO A. 



		Server B

		Network entity that communicates with the IM Client B to achieve the IM service offered by the SP/MNO B.



		Service Provider A

		The SP/MNO providing IM service to User A based on OMA IMPS standard.



		Service Provider B

		The SP/MNO providing IM service to User B based on OMA SIMPLE standard.

Providing a public chat room service or a private chat room created by User B



		Interworking Function (IWF)

		Network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between the OMA IM standards (SIMPLE IM and IMPS).





5.9.2.1 Actor Specific Issues


		Actor

		Description



		User A

		· In this UC, chat room B is “known” to User A.


· User A wants to join the chat room B and chat.



		User B

		· User B joined the chat room B and chatting.



		Client A

		· Allows User A to chat by inputing a chat room ID 



		Client B

		· Allows User B join  chat room Band chat.



		Server A

		· Requests Server B to enable User A  to join/leave the chat room B. 



		Server B

		· Receives the “use the chat room” requests from Server A and is able to accordingly respond even if the two servers are using different OMA IM standards.



		Service Provider A

		· Make sure the chat intentions of User A are propagated to SP/MNO of User B.


· Provide User A with fair IM services



		Service Provider B

		· Make sure that User A can use the chat room B.


· Provide User B with fair IM services.



		Interworking Function

		· The function allows servers (and thus subscribers) that are parts of different OMA IM services to interact as if they were using the same OMA IM service enabler.


· The function facilitates technical interworking as the basis service interconnection.





5.9.2.2 Actor Specific Benefits


		Actor

		Description



		User A

		· Expands his/her friends from other domain’s chat room.


· Be able to chat with users based on other domains (both service and technology wise).



		User B

		· Expands his/her friends from other domain’s chat room.

· Be able to chat with users based on other domains (both service and technology wise).



		Client A

		· Facilitates user-friendly enlargement of Chat room

· Ensures valid information flow towards User A regarding the settings of Chat room B.



		Client B

		· Facilitate reciprocal user-friendly enlargement of friends.



		Server A

		· N/A



		Server B

		· N/A



		Service Provider A

		· SP/MNO A allows its subscribers to join chat room from other domains, such as SP/MNO B, as if they were both using the same OMA IM standard.



		Service Provider B

		· It allows its chat rooms to be opened to subscribers from other domains, such as SP/MNO A, as if they were both using the same OMA IM standard.



		Interworking Function

		· It allows subscribers using different OMA IM standards to interact as seamless as possible.


· It makes possible for SP and MNO, which provide IM services based on different OMA-IM standards, to easier establish an interconnection agreement, thus expanding their business.





5.9.3 Pre-conditions


· User A and User B are both registered IM subscribers, respectively of Service Provider A and Service Provider B.


· Service Provider A is offering subscribers IM services based on IMPS and Service Provider B is based on SIMPLE IM

· Service Provider B is offering chat room functions.

· An interconnection agreement is in place between the SP/MNO sides in question.


· An Interworking Function entity has been deployed between the Server A and Server B.

· User A is aware of chat room B and intents to join in it based on chat room ID information.


5.9.4 Post-conditions


· User B has notified by Server B that User A has joined in  the chat room.

· User B can add User A to his/her Contact List.


· User A chats with chat room B subscribers, such as User B and others. 


5.9.5 Normal Flow


In the normal flow, we describe the basic series of steps taken by the two users and other actors.


26. User A navigates using his/her client “Join Chat Room” and chooses to join “by Chat Room ID”.


27. User A selects and inputs the Chat Room ID with the SIP/SIMPLEand the domain name which belongs to is Service Provider B.


28. The client forwards the request to Server A. In turn, the server recognizes the domain name as belonging to SIP/SIMPLE domain of SP/MNO B and passes information to IWF.

29. IWF performs protocol translation and communicates the request to Sever B.

30. Server B checks if the added Chat Room ID represents a valid chat room on the SP/MNO B domain. We assume that this is true.


31. Server B checks the block settings of Chat Room B. In the basic mode we assume Chat room B having not set block list.


32. Server B accepts the requirement of User A and response “successful joined chat room”.

33. User A is able to get the joined users of chat room.

34. If the User B joined the chat room, then Server B notifies Client B that the User A has joined the chat room.


5.9.6 Alternative Flow


In this alternative flow, it is assumed that, User A has chosen to search the chat room ID. Steps 1 to 2 replace as following:


13. User A navigates using his/her client “Search Chat Room” and chooses to search “by Topic”.


14. User A selects a Chat room from the searching result and selects “join Chat Room”.

The rest of the steps remain the same.


5.9.7 Operational and Quality of Experience Requirements


Interworking of OMA IM systems will allow SIMPLE subscribers to join IMPS chat room by using chat room ID or searching. The subsequent enlargement of communications among users will stimulate IM usage across domains based on different OMA service enablers.


5.10 Use Case: Search By Public Profile


5.10.1 Short Description


This use case describes the search for another user. UserA fills all conditional criteria friendly name, age, gender, intention, city and country. The client requests a search, and receives in return a set of zero or more search results, which including IMPS users or SIP/SIMPLE users. From these results, UserA may add one or more of the returned users to his Contact List.


5.10.2 Actors


All actors/entities participating in this UC are as follows.


		Actor / Entity

		Description



		User A

		End user subscribed to IM Service Provider A and having a device provisioned with an IM client



		Client A

		The IM application software resident on the device of User A, which provides access to the IM service offered by SP/MNO A.



		Server A

		Network entity that communicates with the IM Client A to achieve the IM service offered by the SP/MNO A. 



		Server B

		Network entity achieving the IM service offered by the SP/MNO B. 



		Service Provider A

		The SP/MNO providing IM service to User A based on OMA IMPS (or respectively SIMPLE) standard.



		Service Provider B

		The SP/MNO providing IM service to Users based on OMA SIMPLE (or respectively IMPS) standard.



		Interworking Function (IWF)

		Network entity providing interworking between Server A and Server B, allowing the information translation between the two domains and bridging the gap between the OMA IM standards (SIMPLE IM and IMPS).





5.10.2.1 Actor Specific Issues


		Actor

		Description



		User A

		· User A wants to search users to add his/her contact list.



		Client A

		· Allows User A to Search other users irrespective users OMA standard.


· Allows User A to be benefited by enlarging his/her Contact List.



		Server A

		· Search the users meeting the conditions

· Requests Server B to search users meeting the conditions.



		Server B

		· Search the users meeting the conditions



		Service Provider A

		· Make sure that Users privacy settings are respected.

· Make sure the Searching of User A are propagated to SP/MNO B.

· Provide User A with fair IM services.



		Service Provider B

		· Make sure that Users privacy settings are respected.



		Interworking Function

		· The function allows servers (and thus subscribers) that are parts of different OMA IM services to interact as if they were using the same OMA IM service enabler.


· The function facilitates technical interworking as the basis service interconnection.





5.10.2.2 Actor Specific Benefits


		Actor

		Description



		User A

		· Expands his/her friends from other domain’s.


· Be able to send IM and chat with users based on other domains (both service and technology wise).



		Client A

		· Facilitates user-friendly enlargement of Contact list

· Ensures valid information flow towards User A regarding the settings of searched users.



		Server A

		· N/A



		Server B

		· N/A



		Service Provider A

		· expand their Contact List with subscribers from other domains, such as SP/MNO B, as if they were both using the same OMA IM standard.



		Service Provider B

		· It allows its subscribers to be included in the Contact List of subscribers from other domains, such as SP/MNO A, as if they were both using the same OMA IM standard.



		Interworking Function

		· It allows subscribers using different OMA IM standards to interact as seamless as possible.


· It makes possible for SP and MNO, which provide IM services based on different OMA-IM standards, to easier establish an interconnection agreement, thus expanding their business.





5.10.3 Pre-conditions


· User A is registered IM subscribers of Service Provider A.


· Both SP or MNO are offering their respective subscribers IM services but based on different OMA IM standards, for example  IMPS 1.3 and SIMPLE IM.


· An interconnection agreement is in place between the SP/MNO sides in question.


· An Interworking Function entity has been deployed between the Server A and Server B.

5.10.4 Post-conditions


· User A can enlarge his/her Contact List by searching result.

5.10.5 Normal Flow


In the normal flow, we describe the basic series of steps taken by the user.

Following assumed that ServerA is IMPS Server, UserA is IMPS User and ServerB is SIP/SIMPLE Server:


35. UserA (assumed IMPS user) navigates to the Contact List page on his Client, and chooses an option named “Search by Public Profile”.


36. The Client (assumed IMPS Client) requests a search for users fulfilling the search criteria, and forwards the request to Server A (assumed IMPS Server).

37. Server A searches users matching the search criteria, and then forwards the search request to IWF according to the SP/MNO’s service requirement of interworking.

38. IWF performs protocol translation and communicates the request to Sever B (assumed SIP/SIMPLE Server).

39. Server B searches users matching the search criteria, if the number of users in search results does not exceed a pre-set limit, the Server B returns a list of these users to IWF.

40. IWF performs protocol translation and communicates the response to Sever A.

41. Server A returns search results as a list of Friendly Names and User-IDs, etc., but with no mobile E.164 number displayed.

42. UserA (assumed IMPS user) browses through the results, clicking on the friendly names to look at the contacts’ Public Profiles 


43. UserA (assumed IMPS user) may choose one or more of the returned users, and add them to his Contact List.

10.  If UserA is SIP/SIMPLE user, Server A is SIP/SIMPLE Server and Server B is IMPS Server, the normal flow is the same as the above step 1-9. 


5.10.6 Alternative Flow

Too many Results


· If more results are returned than UserA can reasonably read (maximum to be specified and depending on the used client device) then one of the following options could be used.


· The search dialog could be re-opened, and UserA must refine his search criteria.


· The server may return a selection (e.g. random) back to the device.


· The server may return a series of selection (chunking) back to the device.

· If both Server A and Server B have search results, the search results are returned according to the above rules or the search results of Server A are returned firstly.

No results returned


If the search produces no results, then the search dialogue is re-opened, and UserA must relax his search criteria or exit the search.

5.10.7 Operational and Quality of Experience Requirements


· In order to make the search result comprehensible for the searching user, the Friendly Name of the returned user SHALL be presented before the User ID.


· Users, which have not filled out the mandatory part of their public profile SHALL NOT be returned by a search and SHALL NOT be able to search


The search result SHALL NOT include identifying information such as name, MSISDN, email address.

6. Requirements
(Normative)


6.1 High-Level Functional Requirements


		Use Case 5.1

		The Interworking Function SHALL allow SIP/SIMPLE User to make a duration bound presence information subscription to an IMPS user.



		Use Case 5.1

		On subscription expiry or termination, the Interworking Function SHALL be able to relay the most recent presence information of an IMPS User and also indicate SIP/SIMPLE User about the subscription termination.



		Use Case 5.1

		The Interworking Function SHALL be able to understand SIP/SIMPLE User’s request for presence services such as fetching presence, subscription to presence, refreshing subscription and unsubscription.



		Use Case 5.2 

		The IMPS User SHALL be able to make a subscription to changes of SIP/SIMPLE User's presence information residing in SIP/SIMPLE System. The subscription MAY contain IMPS User's preference for subscribed presence attributes.



		Use Case 5.2

		The IMPS User SHALL be able to make a one-time query for SIP/SIMPLE User's presence information residing in SIP/SIMPLE System. The query MAY contain IMPS User's preference for queried presence attributes.



		Use Case 5.2

		The IMPS User SHOULD be able to use pre-defined User Lists (stored in the IMPS System) when requesting presence information. The request SHOULD support the same options, e.g., setting a preference for subscribed presence attributes, as "normal" presence information subscription or query.



		Use Case 5.2

		The IMPS User SHALL be able to make serveral concurrent presence information queries and/or subscriptions for the same target User.



		Use Case 5.2

		The Interworking Function SHALL be able to refresh the IMPS User subscriptions to SIP/SIMPLE User before its expiration, to retain the subscription.



		Use Case 5.2

		The IMPS User SHOULD be able to use mechanisms (within presence information request) which reduce data amount conveyed over air interface and via system entities.



		Use Case 5.2

		The IMPS User SHALL be able to end existing presence information subscription to SIP/SIMPLE User's presence.



		

		If requested, the IMPS User SHALL be able to receive the delivery report when an instant message is sent to a SIP/SIMPLE User.



		 Use Case 5.1

		The Interworking Function SHALL allow SIP/SIMPLE User to make a duration bound presence information subscription to an IMPS user.



		 Use Case 5.1

		On subscription expiry or termination, the Interworking Function SHALL be able to relay the most recent presence information of an IMPS User and also indicate SIP/SIMPLE User about the subscription termination.



		Use Case 5.1

		The Interworking Function SHALL be able to understand SIP/SIMPLE User’s request for presence services such as fetching presence, subscription to presence, refreshing subscription and unsubscription



		Use Case 5.2

		The Interworking Function SHALL be able to refresh the IMPS User subscriptions to SIP/SIMPLE User before its expiration, to retain the subscription.



		Use Case 5.8

		The Interworking Function (IWF) SHALL allow SIP/SIMPLE User to use (e.g. join, leave etc.) an IMPS domain chat room.



		Use Case 5.8

		The IWF SHALL be able to receive responses from IMPS Server 



		Use Case 5.9

		The Interworking Function (IWF) SHALL allow IMPS User to use (e.g. join, leave etc.) an SIP/SIMPLE domain chat room



		Use Case 5.9

		The IWF SHALL be able to receive responses from SIP/SIMPLE Server



		

		



		

		





Table 1: High-Level Functional Requirements


6.1.1 Security


		Sec-1

		Mechanisms SHALL be provided to enable authentication of applications, watchers, and presentities. 


Existing mechanisms SHALL be reused as far as possible.



		Sec-2

		Presence information (i.e. presence document) SHALL be exchanged in a secure way.



		Sec-3

		The Interworking Function SHALL conform with the security requirements of both IMPS and SIP/SIMPLE Systems.



		Sec-4

		The Interworking Function SHALL ensure that the entities having direct interface to it are properly authenticated, i.e. inter-domain security.



		

		





Table 2: High-Level Functional Requirements – Security Items


6.1.2 Charging



		Crg-1

		Setting up of presence service charging policies between operators SHALL be supported



		Crg-2

		The charging of the IMPS and SIP/SIMPLE Interworking SHALL be possible to be constructed in such a way as to clearly present to the user, and behave in a predictable manner.



		

		





Table 3: High-Level Functional Requirements – Charging Items


6.1.3 Administration and Configuration


		Ad-1

		The involved systems (SIP/SIMPLE and IMPS) SHALL be configurable for enabling message transmission between the systems.



		

		





Table 4: High-Level Functional Requirements – Administration and Configuration Items


6.1.4 Usability


		Use-1

		The user experience of an instant messaging service (and of other presence enabled services) user is independent of the network he is actually connected to.



		Use-2

		Seamless user experience of services SHALL be guaranteed regardless of the system providing the service.



		Use-3

		The User SHOULD get presence information to be shown in the UI of his terminal without additional delays caused by presence information processing, e.g. the format of presence information SHOULD be one of the supported by the terminal and the presence attributes having similar semantics SHOULD converted to supported ones.



		Use-4

		The IWF SHALL negotiate IM session set up with the SIMPLE IM client on behalf of the IMPS client.



		Use-5

		The client capabilities provided by IMPS to IWF should include whether a recipient has blocked a sender.



		

		





Table 5: High-Level Functional Requirements – Usability Items


6.1.5 Interoperability


		Iop-1

		IMPS and SIMPLE protocols SHALL be mapped, so that messages exchanged can be understood and processed by all involved presence servers.



		Iop-2

		A common presence document SHALL be defined: tags of different presence documents shall be mapped, so that different domains can use the same terminology to refer and understand presence information.



		Iop-3

		Addressing mapping SHALL be performed, in order to guarantee an unambiguous identification of users and to enable domain based message routing.



		Iop-4

		The Interworking Function SHALL support converting all IMPS defined presence attributes [IMPS-PA] to SIP/SIMPLE defined presence information. The Interworking Function MAY support converting IMPS extension attributes to SIP/SIMPLE defined presence information.



		Iop-5

		The Interworking Function SHALL support converting SIP/SIMPLE based presence attributes having semantically similar IMPS attributes to corresponding IMPS attributes. The Interworking Function MAY support converting additional SIP/SIMPLE presence attributes into corresponding IMPS extension attributes.



		Iop-7

		When the IWF cannot derive the new SIMPLE user ID from the old IMPS user ID, it SHALL maintain a mapping between <old_wv_user_ID> and <new_sip_user_ID> as long as they are under the same service provider.



		Iop-8

		An IMPS server SHALL forward to the IWF any message with a destination user ID starting with “wv:” it does not recognize as belonging to a valid IMPS user within its domain.



		Iop-9

		The IWF SHALL replace the <old_wv_user_ID> with the <new_sip_user_ID> when it finds that the destination of a message migrated to SIMPLE and has a sip-based user ID.



		Iop-10

		The IWF SHALL return a permanent redirection indication to the IMPS server with the sip-based user ID when it replaces an <old wv user ID> with the <new sip user id> of a user who migrated from IMPS to SIMPLE.



		Iop-11

		The IMPS server SHALL send an IMPS 1.3 notification primitive with a “permanent redirection” indication to the IMPS client together with the sip-based user ID when it receives such a notification from the IWF.



		Iop-12

		The IMPS server SHALL immediately forward any transaction it receives with “Non-WV” addressing scheme format to the IWF



		Iop-13

		When IMPS 1.3 server checks a destination address of USERID with no specific scheme and found out that it belongs to the local domain but do not correspond to a valid IMPS user, the IMPS 1.3 server SHALL forward the request to an IWF.



		Iop-14

		When the IMPS server receives an address for the local domain (wv: user@localdomain.com) but after checking the local User information, it considers that it is not an IMPS user, the IMPS 1.3. server SHALL return an error response for wrong address/user non-existent.



		Iop-15 

		As part of processing a SEARCH request, the IMPS server should also forward the search request to IWF in order to extend the request to include users/groups in SIP/SIMPLE technology domain.



		Iop-16 

		IMPS system and IWF SHALL be able to exchange client capability information in order to support session negotiation



		Iop-17 

		The client capabilities provided by IMPS to IWF should include whether a recipient has blocked a sender



		Iop-18

		IWF SHALL negotiate IM session set up with the SIMPLE IM client on behalf of the IMPS client.



		Iop-19

		The IMPS 1.3 system MUST allow arbitrary address length for “Non-WV” addresses



		Iop-20

		The IMPS 1.3 system MUST maintain the maximum length of 50 characters for WV: specific addresses (IMPS addresses).



		Iop-21

		The IWF SHALL perform the necessary protocol translation to propagate from IMPS SSP to SIP/SIMPLE a request to update User A’s subscription to User B’s Presence status.



		Iop-22

		The IWF SHALL perform the necessary protocol translation to propagate from SIP/SIMPLE to IMPS SSP a request to update User A’s subscription to User B’s Presence status.



		Iop-23

		The IWF SHALL perform the necessary IMPS SSP to SIP/SIMPLE protocol translation for enabling an IMPS User A to add a SIMPLE IM User B to a Contact List, where User B is identified by his/her MSISDN/MDN.   



		Iop-24

		The IWF SHALL perform the necessary SIP/SIMPLE to IMPS SSP protocol translation for enabling a SIMPLE IM User A to add an IMPS User B to a Contact List, where User B is identified by his/her MSISDN/MDN. 



		Iop-25

		The IWF SHALL translate from IMPS SSP to SIP/SIMPLE a request (originated by an IMPS Server A) to Search the User ID and Friendly Name associated to a specified MSISND/MDN, and then forward it to the corresponding SIP/SIMPLE IM Server B.



		Iop-26

		The IWF SHALL translate from SIP/SIMPLE to IMPS SSP a request (originated by a SIP/SIMPLE IM Server A) to Search the User ID and Friendly Name associated to a specified MSISND/MDN, and then forward it to the corresponding IMPS Server B.



		Iop-27

		The IWF SHALL translate from SIP/SIMPLE to IMPS a response from SIMPLE IM Server B containing either an Error message (e.g. ‘User B associated to MSISDN/MDN does not exist’) or the User ID and Friendly Name associated to User B, and relay the response to Server A via IMPS SSP.



		Iop-28

		The IWF SHALL translate from IMPS to SIP/SIMPLE a response from IMPS Server B containing either an Error message (e.g. ‘User B associated to MSISDN/MDN does not exist’) or the User ID and Friendly Name associated to User B, and relay the response to Server A via SIP/SIMPLE.





Table 6: High-Level Functional Requirements – Interoperability Items


6.1.6 Privacy


		Prv-1

		Presence service users SHALL be aware of the fact that presence information are collected and that they have the possibility to protect those information, i.e. determine who is able to see what under which conditions.



		Prv-2

		Privacy configuration SHALL be done at a central place: the presence server (close to the data to be protected).



		Prv-3

		The experience of the presence service users, with respect to what is published SHALL be always consistent.



		Prv-4

		The User SHALL have control over sharing his presence information.



		Prv-5

		The Interworking Function SHALL relay the IM request from User A to Server B where it will be blocked.



		Prv-6

		The Interworking Function (IWF) SHALL receive from Server A requests to add User B contact details using User ID as well as domain



		Prv-7

		The IWF SHALL be able to receive from Server B responses arising from both User B privacy settings, proactive and reactive.



		Prv-8

		Reciprocal addition of User A contact by User B MAY take place silently.





Table 7: High-Level Functional Requirements – Privacy Items


6.1.7 Search Requirements


		Use Case 5.8

		The Interworking Function (IWF) SHALL receive requests of searching users from IMPS Server (or SIP/SIMPLE Server) and forward the requests to the target domain



		Use Case 5.8

		The IWF SHALL be able to receive responses arising from searching users from SIP/SIMPLE Server (or IMPS Server) and forward the search results to the original Server which initiated the search



		

		The search functionality of the IWF SHALL support the advanced search with basic logical relationships (AND, OR, NOT)





Table 8: High-Level Functional Requirements – Search Items


6.2 Overall System Requirements


		

		The IWF SHALL perform the necessary protocol translation for information propagation towards Server B.



		

		IMPS system and IWF SHALL be able to exchange client capability information in order to support session negotiation.



		

		





Table 9: High-Level Functional Requirements


<text>


6.3 System Elements


<< This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have sub-subsection(s) covering the requirements on interfaces.  DELETE THIS COMMENT >>


		System Element <letter>:

		<System Element Description>

		<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>





Table 10: System Elements


6.3.1 System Element A


<This section contains numbered high level requirements on System Element A.  DELETE THIS COMMENT >>


		<Nr.>

		





Table 11: Requirements for System Element <A>


6.3.1.1 Interfaces to System Element X


<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.  DELETE THIS COMMENT >>


6.3.1.2 Interfaces to System Element Y


<etc>


6.3.2 Network interfaces


<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Nr.>

		<Ref: SE (letter)>

		





Table 12: Requirements for Network Interfaces
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Appendix B. <Additional Information>


If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.


Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.


DELETE THIS COMMENT


B.1 App Headers


<More text>


B.1.1 More Headers


� In most cases, the resolution of the MSISDN/MDN will require taking into account also the Mobile Number Portability.  
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