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1 Reason for Change

This contribution proposes the changes addressing the System Message requirements that are in SIMPLE IM RD into the technical specification.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

This contribution may have impact on the IM XDM specification.
4 Intellectual Property Rights

None.
5 Recommendation

Group is requested to review the contribution and accept the content to the OMA-TS-IM-SIMPLE-V1_0 specification.
6 Detailed Change Proposal

SYSTEM MESSAGE REQUEST
The IM Server: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of  [RFC3428]; 

· 2. SHALL include System Message specific content in the form of MIME vnd.oma.system-message+xml body.  The IM Server:
a) SHALL include the <smsg-type> element with the value set to “request”;
b) SHALL include the <smsg> element with the “id” attribute value set to a unique number, in order to associate the response;
c) SHALL include the <smsg-text> element with the value set to free text containing the message to be conveyed to the user;
d) SHALL include the <smsg-response-type> element with the value set to either
i. “no-answer” in case where no response is expected from the user for e.g., only for user’s information; or

ii. “only-one-answer” in case where the expected response may contain only one answer for e.g., Accept/Refuse or Yes/No; or

iii. “multiple-answer” in case where the expected response may contain multiple answers;
e) MAY include the <answer-options> element which contains child elements

i. <answer-option-id> with the value set to a unique number to identify an answer option; and

ii. <answer-option-text> with the value set to an answer option free text;
 This element may occur zero or more times.

f) MAY include the <verification> element which contains child elements

i. <verification-text> with the value set to a code, which the user has to re-enter in the response; or

ii. <verification-uri> with the value set to an URI where the code is available for the user to re-enter in the response;

g) MAY include the <time-out> element with the value set to a duration within which the user has to respond back to Server;

h) MAY include the <restrict-access> element if present, insists the client to block further access to the IM service until user responds to a System Message.
NOTE 1: The vnd.oma.system-message+xml is specified in the subclause "System Message".
· 3. SHALL set the Request-URI according to the IM Server's selection to an IM Address of a IM User;

· 4. SHALL include the IM Address of the IM Server in the Authenticated Originator's IM Address as specified in subclause  “Authenticated Originator's IM Address”;

· 5. SHALL include the User-Agent header to indicate the IM release version as specified in subclause “Release version in User-agent and Server headers”; and,

· 6. SHALL send the SIP MESSAGE request towards the IM Client according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4].

IM CLIENT TERMINATION PROCEDURES

IM Client receiving a System Message
Upon receipt of a SIP MESSAGE request the IM Client: 

· 1. MAY reject the SIP MESSAGE request with an appropriated reject code specified in [RFC3428] and [RFC3261] e.g.

a) when the IM Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

b) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject the SIP MESSAGE request can e.g. be based on procedures between the IM Client and the IM User outside the scope of this specification. 

· 2. SHALL generate a 200 "OK" response according to rules and procedures of [RFC3428];

· 3. SHALL include Server header to indicate the IM release version as specified in subclause “Release version in User-agent and Server headers”; and,

· 4. SHALL send the SIP 200 "OK" response towards the IM Server according to rules and procedures of the SIP/IP Core.

NOTE 2:
The IM Client can act based on the received System Message e.g.
1. by showing the System Message to the IM User,
2. restricting further access to IM service until the IM User responds to the System Message.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4]. 

IM CLIENT ORIGINATING PROCEDURES

IM Client sending a System Message response
Upon a request from an IM User to send a System Message response, the IM Client: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of  [RFC3428]; 

· 2. SHALL include IM specific content in the form of MIME vnd.oma.system-message+xml body.  The IM Client:

a) SHALL include the <smsg-type> element with the value set to “response”;
b) SHALL include the <smsg> element with the “id” attribute value set to the value contained in “id” attribute of the System Message request;
c) SHALL include the <answer-option-id > element with the value set to IM User selected answer option;

 This element may occur zero or more times.

d) MAY include the <verification> element with the value set to a code, which the user has re-entered;

NOTE 1: The vnd.oma.system-message+xml is specified in the subclause "System Message".

· 3. SHALL set the Request-URI according to the IM User's selection to a IM Address of a IM Server;

· 4. SHALL include the IM Address of the IM User in the Authenticated Originator's IM Address as specified in subclause “Authenticated Originator's IM Address”;

· 5. SHALL include the User-Agent header to indicate the IM release version as specified in subclause “Release version in User-agent and Server headers”; and,

· 6. SHALL send the SIP MESSAGE request towards the IM Server according to the procedures of the SIP/IP Core.

NOTE 2:
Privacy cannot be applied with System Message. If anonymity is required by the sending IM User, the System Message should not be sent, because the IM Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4].

IM content types

This subclause describes the IM specific content types.

System Message
1
Structure of the System Message Document

A System Message is an XML document that must be well-formed and has to be valid. System Message document is based on XML 1.0 and uses UTF-8 encoding. This specification makes use of XML namespaces for identifying System Message documents and document fragments. The namespace URI for elements defined by this specification is a URN, using the namespace identifier 'oma'. This URN is:

      urn:oma:params:xml:ns:im:system-message
A System Message document begins with the root <system-message> element. It consists of <smsg-type> element that indicates whether the System Message is of the type “request” or “response”; <smsg> element that contains an “id” attribute with the value set to a unique number in order to associate the response to a System Message request; <smsg-text> element that gives some information to be rendered to the IM User; <smsg-response-type> element that indicates user the type of response expected from the IM User whether it is “no-answer” or “only-one-answer” or “multiple-answer”; a number of <answer-options> element that gives the IM User to select the response from a list; <verification> element to confirm that the IM User has read the System Message; <time-out> element to indicate user the duration within which the user response is expected; and <restrict-access> element, if present, insists the client to block further access to the IM service until user responds to a System Message.

Each <answer-options> element contains a <answer-option-id> child element that contains a unique number to identify an answer option. The <answer-option-text> child element gives free text answer option.

<verification> element contains either <verification-text> or <verification-uri> child elements.

A System Message document shall be identified with the MIME content type " vnd.oma.system-message+xml".

2
Example of a System Message document

<?xml version="1.0" encoding="UTF-8"?>

<system-message
      xmlns="urn:oma:params:xml:ns:im:system-message"

      xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

      xsi:schemaLocation="urn:oma:params:xml:ns:im:system-message ">


<smsg-type>request</smsg-type>


<smsg id = "ghi789">



<smsg-text>Do you wish to continue?</smsg-text>



<smsg-response-type>only-one-answer</smsg-response-type>



<answer-options>




<answer-option-id>1</answer-option-id>




<answer-option-text>Agree</answer-option-text>



</answer-options>



<answer-options>




<answer-option-id>2</answer-option-id>




<answer-option-text>Disagree</answer-option-text>



</answer-options>



<verification>




<verification-uri>http://mysite.mydomain.com</verification-uri>



</verification>



<timeout>60</timeout>


</smsg>

</system-message>

3
XML schema for System Message
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

     targetNamespace="urn:oma:params:xml:ns:im:system-message"

     xmlns:xs="http://www.w3.org/2001/XMLSchema"

     xmlns="urn:oma:params:xml:ns:im:system-message"

     elementFormDefault="qualified"

     attributeFormDefault="unqualified">

<xs:element name="system-message">

    <xs:complexType>

      <xs:sequence>

        <xs:element name="smsg-type" minOccurs="1">

        <xs:simpleType>

          <xs:restriction base="xs:string">

                <xs:enumeration value="request"/>
    <xs:enumeration value="response"/>
          </xs:restriction>

        </xs:simpleType>

        </xs:element>

        <xs:element name="smsg" minOccurs="1" maxOccurs="unbounded">

          <xs:complexType>

            <xs:sequence>

              <xs:element name="smsg-text" type="xs:string" minOccurs="1" />

              <xs:element name="smsg-response-type" minOccurs="1">

                <xs:simpleType>

                        <xs:restriction base="xs:string">

                                <xs:enumeration value="no-answer"/>

                                <xs:enumeration value="only-one-answer"/>

                                <xs:enumeration value="multiple-answer"/>

                        </xs:restriction>

                </xs:simpleType>

              </xs:element>

              <xs:element name="answer-options" minOccurs="0" maxOccurs="unbounded">

                <xs:complexType>

                  <xs:sequence>

                    <xs:element name="answer-option-id" type="xs:string" minOccurs="1" />

                    <xs:element name="answer-option-text" type="xs:string" minOccurs="0" />

                  </xs:sequence>

                </xs:complexType>

              </xs:element>

              <xs:element name="time-out" type="xs:positiveInteger" minOccurs="0" />

              <xs:element name="restrict-access" type="xs:empty" minOccurs="0" />

              <xs:element name="verification" minOccurs="0">

                <xs:complexType>

                  <xs:choice>

                    <xs:element name="verification-text" type="xs:string" minOccurs="0" />

                    <xs:element name="verification-uri" type="xs:anyURI" minOccurs="0" />

                  </xs:choice>

                </xs:complexType>

              </xs:element>

            </xs:sequence>

            <xs:attribute name="id" type="xs:string" use="required"/>

          </xs:complexType>

        </xs:element>

Editor's Note:  OMA should define the namespace for XML schemas. "urn:oma:params:xml:ns:im:system-message" is used here.   

Definitions:

System Message Request

smsg-type

indicates whether “request” or “response”

smsg


unique number to associate the response

smsg-text

System Message text

smsg-response-type
 expected response type “no-answer” or “only-one-answer” or “multiple-answer”

answer-options

list of answer options

answer-option-id

a unique number to identify an answer option or to identify user selected answer option in case of
                                           response
answer-option-text
free text answer option

verification 

to confirm that the User has read the System Message

verification-text

verification code that user has to re-enter in the response

verification-uri

URI of the location from where user has to enter the code in the response

time-out


duration within which the user response is expected

restrict-access

insists the client to block further access to the service until user responds to a System Message
Editor's Note:  OMA should define the namespace for XML schemas. "urn:oma:params:xml:ns:im:system-message" is used here.   
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