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1 Reason for Change

To contribute the generic part of the Controlling IM Function in the OMA IM TS as part of the fulfilment of the action item taken during the Beijing interim meeting

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

None

5 Recommendation

To be agreed as TS contribution on Terminating Procedure of Controlling IM Function and should be added to section 

7.5 of the TS.  Section 7.5.1 describes the Terminating procedures 

6 Detailed Change Proposal

***********************************************************************

General

7.5.1
Request Terminating Controlling IM Function

7.5.1.1 General

On receipt of an initial SIP INVITE request the IM Server 

· 1. SHALL store the supported SIP methods if received in the Allow header.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the IM Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include the Server header with the IM release version as specified in subclause "Release version in User-agent and Server headers";

· 3. SHOULD include an Allow header with all the supported SIP methods;

· 4. SHALL include Authenticated Originator’s IM Address as specified in subclause 5.2 “Authenticated Originator's IM Address”
a) set to the Conference-factory-URI in case of 1-1 IM Session or Ad-hoc IM Group Session or

b) set to the IM Group Identity  in the case of  pre-defined  IM Group 

· 5. SHALL include in a Contact header the IM Session Identity with the feature tag 'isfocus' and the IM feature tag '+g.oma.sip-im' 

When sending a SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with all the supported SIP methods;

· 3. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [draft-ietf-sip-session-timer]; 
· 4. SHALL include Authenticated Originator’s IM Address as specified in subclause 5.2 “Authenticated Originator's IM Address”
a) set to the Conference-factory-URI in case of 1-1 IM Session or Ad-hoc IM Group Session  or  with a pre-defined IM group

· 5. SHALL include in a Contact header the IM Session Identity with the feature-tag 'isfocus' and the IM feature-tag '+g.oma.sip-im’,
· 6. SHALL include the Server header with the IM release version as specified in subclause "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.5.1.2
Receiving SIP Message request

7.5.1.3
Receiving IM Session request for Pager mode

7.5.1.4
Receiving a request to create a conference

7.5.1.4.3 Ad-hoc IM Group  setup request

1-to-1 IM  is special case of ad hoc IM group chat with only one participant in the Uri-list
Upon receiving of an initial SIP INVITE request the IM Server:

· 1. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause [Error handling] 
"Conference-factory URI does not exist" if it is not allocated;

· 2. SHALL check whether the Accept-Contact header includes the IM feature-tag '+g.oma.sip-im' and if it does not the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's IM Address  and authorize the request, and if it is not authorized by the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. SHALL establish an IM Session and allocate an IM Session Identity for the IM Session;

· 5.; SHALL check the SDP parameters in the SDP offer of the inviting User
· 6. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc IM Group Session is not exceeded. If exceeded, IM Server SHALL return SIP 486 “Busy Here” response with the warning header set to “too many participants”. Otherwise, continue with the rest of the steps; and,

· 7. SHALL invite the IM Users listed in the MIME resource-lists body as specified in subclause 7.5.2 [originating procedures of controlling IM Function] "IM Session invitation request".

NOTE:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP180 "Ringing" response as specified in subclause 7.2.2.2 "IM Session Invitation Request" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting IM Client, the IM Server:

· 1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting IM Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause [originationg procedure for controlling IM function] "IM Session invitation request" the IM Server:

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.5.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting IM Client otherwise do not proceed with the rest of the steps;

· 2. SHALL include in the SIP 200 “OK” response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] ,[RFC2327]  and [draft-ietf-simple-message-sessions-12.txt] as follows:

a) A path attribute of the  IM Server for the MSRP Session;

b) Media line proposing MSRP and the codec(s)  selected by the IM Server from both those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network; 

c) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from b those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network 

d) Optionally “tb-granted” indication as specified in “SDP Extensions”.  

· 3. SHALL send a SIP 200 "OK" response to the Inviting IM Client; and

· 4. SHALL interact with MSRP switch  as specified in [7.5.3.2] .

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the IM Server: 
· 1. SHALL send the SIP final response towards the Inviting IM Client, if a SIP final response was received from all the Invited IM Clients and the SIP 200 "OK" response is not yet sent.  The SIP final response SHALL include the Status-Code defined by the IM Server according to local policy e.g. the lowest value received from the Invited IM User(s); or, 

· 2. SHALL remove Inviting IM Client from the IM Session as specified in subclause 7.5.2.5 "Remove of Participant from IM Session", if a SIP final response other than 2xx or 3xx was received from all the Invited IM Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.5.1.4.3 Pre-defined  IM Group Session setup request

Upon receiving an initial SIP INVITE request the IM Server:

· 1. SHALL check whether the Accept-Contact header includes the IM feature-tag '+g.oma.sip-im' and if it is not included the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check that the IM Group Identity in the Request-URI identifying a Pre-defined IM Group is owned by this IM Server and if it is not then the IM Server SHALL perform the actions specified in subclause [Error handling]  "Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the IM Server performing the Controlling IM Function SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL perform actions to verify the Authenticated Originator's IM Address of the Inviting IM User and authorize the request as specified in subclause 7.5.1.16 “IM Session initiation policy” and if it is not authorized the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether the Authenticated Originator's IM Address of the joining IM User is allowed to join by performing the actions specified in subclause  "IM Session joining policy". If it is not allowed to join the IM Server performing the Controlling IM Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 6. SHALL check whether privacy is allowed for the Authenticated originator’s IM Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the IM Server SHALL respond with a SIP 403 "Forbidden" error response to the originating network. Allowing privacy for a specific Authenticated Originator’s IM Address is defined using <allow-anonymity> element of the IM Group’s authorization rules as specified in [IM XDM 2.0 Specification].  Otherwise, continue with the rest of the steps;

· 7. SHALL validate that the MSRP Media Parameters are acceptable for the IM Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 8. if the IM Group does not have already an Active IM Session then the IM Server:

a) SHALL invite members of the Pre-defined IM Group as specified in subclauses 7.5.1.16 "IM Session initiation policy" and 7.5.2.2 "IM Session invitation request";

b) SHALL interact with MSRP Switch as defined in   "Controlling IM Function procedures at IM Session initialization" and do not continue the rest of the steps.

· 9. if the IM Group has already an active IM Session then IM Server:

a) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

b) SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer according to rules and procedures of [RFC3264] ,  [RFC2327]  and [draft-ietf-simple-message-sessions-12.txt]with the following information;

i. A path attribute of the  IM Server for the MSRP Session;

ii. Media line proposing MSRP and the codec(s)  selected by the IM Server from those contained in the SDP offer in the incoming SIP INVITE request from the originating network. In addition, the IM Server MAY limit the number of codec(s) and MSRP attributes  included in the SDP answer in SIP 200 “OK” response based either on the codec(s) and MSRP attributes contained in SDP answers received or sent in SIP 200 “OK” responses from or to other IM Session Participants(s) or the codec(s) and MSRP attributes  that are currently used in a IM Session;

c) SHALL send the SIP 200 "OK" reponse towards the Inviting IM Client according to the rules and procedures of SIP/IP Core; and,

d) SHALL interact with MSRP switch as specified in  "Controlling IM Function procedures at IM Session initialization".

e) SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that the Inviting IM User has joined in the IM Group Session, as specified in subclause  "Generating a SIP NOTIFY request".

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.5.2.2 "IM Session invitation request" and the SIP final response or a SIP 180 “Ringing” response has not yet been sent to the Inviting IM Client, the IM Server: 

· 1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.5.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting IM Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "IM Session invitation request" the IM Server: 

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting IM Client.  Otherwise do not proceed with the rest of the steps;

· 2. SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264]  [RFC2327], an d [draft-ietf-simple-message-sessions-12.txt] as follows:

a) A path attribute of the  IM Server for the MSRP Session;

b) Media line proposing MSRP and the codec(s)  selected by the IM Server from both those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network; 

c) Include all the ‘a’ attributes accompanying the MSRP media line selected by the IM server from both those contained in the original SDP offer from the originating network and those contained in the received SDP answer in the SIP 200 “OK” response from the terminating network 

d) Optionally “tb-granted” indication as specified in “SDP Extensions”".

· 3. SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 4. SHALL interact with MSRP switch as specified in "Controlling IM Function procedures at IM Session initialization"; and,

· 7. SHALL send a notification to the IM Clients, which have subscribed to the conference state event package that the Inviting IM User has joined in the IM Group Session, as specified in subclause  "Generating a SIP NOTIFY request".

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the IM Server either: 
· 1. SHALL send the SIP final response towards the Inviting IM Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited IM Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the IM Server according to local policy e.g. the lowest value received from the Invited IM User(s); or,

· 2. SHALL remove the Inviting IM Client from the IM Session as specified in subclause 7.5.2.5 "Removal of Participant from IM Session", if a SIP final response other than 2xx or 3xx was received from all the Invited IM Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.5.1.7
Leaving IM Session request

7.5.1.8
IM Session modification

7.5.1.9
IM Session Participant information request

.7.5.1.10
SIP SUBSCRIBE request


7.5.1.11 SIP REFER request


7.5.1.12
SIP CANCEL request

7.5.1.13
SIP BYE request from IM Client

7.5.1.14
Group Advertisement request

7.5.1.15
SIP Session refresh procedure

7.5.1.16
IM Session initiation policy

7.5.1.17
IM Session adding policy

7.5.1.18
IM Session release policy

7.5.1.18 IM Session release policy
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