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1 Reason for Contribution

Details of functionality and requirements related to access policy definition need to be clarified more.

2 Summary of Contribution

Editor’s notes related to access policy definition of the IM XDM TS are introduced and briefly discussed.

3 Detailed Proposal

It is proposed that MWG-IM discusses the details of the following issues, and based on the discussions provides more detailed guidelines to PAG/XDM for further progressing access policy definition in IM XDM.

One of the open issues relate to the <conditions> element. The current conditions where the actions of the access policy can be based on are mainly related to originator's identity/address, namely the <identity>, <external-list> and <other-identity> elements are supported. Should there be a possibility for the user to use other criteria than those previously mentioned for filtering received messages by the terminating participating IM Server? 

The following editor’s note in IM XDM TS relates to this:

Editor’s Note: in addition to the conditions listed above it should be considered if the conditions should contain also e.g. “size limit” or “content type limit”.

In IM RD there are e.g. the following requirements which details could be clarified more:

· RCV-2: “… The IM Service MAY provide content adaptation or alternative ways to retrieve multimedia content.” 

· DLV-1: “Messages sent SHALL be shown to all users participating in a Public Chat Room except those for whom messaging filtering rules apply.”

The following Editor’s Note also relates to the previous requirements (especially to the RCV-2): 

Editor’s Note: it is FFS if the access/filtering policy should contain transformations elements, e.g., content restriction/ adaptation, storing request...
So, is there a need to have a possibility for the user to define content restriction or indirection (storing) e.g. based on the content type or size of the content or originator's identity?
Currently the <actions> element supports the <allow-session> and <allow-pager-mode-message> with values “reject” or “accept”. Is there a need to support also other values, e.g., a “polite blocking” meaning that the message is being blocked without sending a reject response to the originator.

Editor’s Note: to be further clarified whether there is a need to have more action values, e.g., a polite blocking type of functionality.

The last open issue to be clarified is the following: 

Editor’s Note: to be further clarified whether there is an operator specified, allowing type of policy defined for all the users as a default one or alternatively there is a need for a user to specify an access policy before getting any messages through.










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

