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1 Reason for Change

To complete the following sections:

7.9.1.11 Of the Request Terminating at the IM controlling Function part of the IM TS                                                            

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

None

5 Recommendation

MWG-IM is requested to review and agree to this contribution

6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7.9.1.11 Leaving IM Session request

1.9.1.1.1 SIP BYE request received in an IM Group Session 

Upon receiving a SIP BYE request the IM Server:
1. SHALL send a SIP 200 "OK" response towards the IM Client according to rules and procedures of the SIP/IP Core;

2. SHALL release MSRP resources towards the Participating IM Function (or towards the IM Client if there is no Participating IM Function on the MSRP path);
3. SHALL check IM Session release policy as specified in the subclause 7.9.1.18 “IM Session release policy” and according to the applied release policy perform for each Participant of the IM Session the procedures as specified in the subclause 7.9.2.5 "Removal of Participant from the IM  Session", if needed;
4. SHALL generate a notification to the IM Clients, which have subscribed to the conference state event package that an IM User has left the IM Group Session, as specified in subclause 7.9.1.13.2 "Generating a SIP NOTIFY request”; 
5. SHALL check the subscription termination policy as specified in subclause 7.9.1.13.3 "Terminating the subscription" and for all IM Clients terminate the existing subscription to the conference state event package, if needed; and,

6. SHALL send the SIP NOTIFY request to the IM Clients according to rules and procedure of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

Change 2:  (optional)Brief description of specific change

1.9.1.1.2 SIP REFER BYE request received when using IM Group  Session

Upon receiving from the IM Client a SIP REFER request with the method parameter set to value "BYE" in the Refer-To header the IM Server:

· 1. SHALL perform the actions to verify the Authenticated Originator’s IM Address of the IM Client and authorize the request and if it is not authorized the IM Server SHALL return a SIP 403 "Forbidden" response;

· 2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI is an identity of an existing IM Session and Participant referred by the Authenticated Originator’s IM Address of the SIP REFER request is participating in the IM Session then the IM Server: 

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the IM Server SHALL include in the response to the SIP REFER request a Supported header with the option tag “norefersub” according to rules and procedures of [draft-norefersub];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value “false” then the IM Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to “false” according to rules and procedures of [draft-norefersub];

iv. SHALL send the SIP response to the SIP REFER request towards the IM Client according to rules and procedures of the SIP/IP Core; 

v. SHALL remove the Participant referred by the Authenticated Originator’s IM Address from the IM Session by performing the procedures as specified in subclause 7.9.2.5 " Removal of Participant from the IM Session";

vi. SHALL check the IM Session release policy as specified in subclause 7.9.1.18 "IM Session release policy" and according to the applied release policy perform for each Participant of the IM Session the procedures specified in subclause 7.9.2.5 "Removal of Participant from the IM Session", if needed;

vii. SHALL generate a notification of the current state of the IM Session to the IM Client(s), which have subscribed to the conference state event package, as specified in subclause 7.9.1.13.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.9.1.13.3 "Terminating of subscription" and for each IM Clients terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the IM Client(s) according to rules and procedure of the SIP/IP Core.
b) if the URI is not an identity of an existing IM Session or the Participant referred by the Authenticated Originator’s IM Address of the SIP REFER request is not participating in the IM Session then the IM Server:

i. SHALL return a SIP 403 "Forbidden" response.

· 3. SHALL if the Refer-Sub header is not present or is set to “true” in the SIP REFER request, generate and send to the IM Client SIP NOTIFY request(s) as specified in subclause 7.9.1.19 “Generating a SIP NOTIFY request to the SIP REFER request” based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event “refer” in case the Refer-Sub header is not present in or is set to “true”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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