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We received your Liaison Statement about the GSMA IM SPT. This reply contains OMA MWG-IM answers to your questions.
Schedule alignment: 
Q1: The IM SPT would like to request from the OMA Messaging Working Group what are the current status of development of the OMA IMPS v1.3 and OMA  SIMPLE IM v1.0 specifications and their schedule for completion until the approved status.
A1: Before addressing the current status of IMPS v1.3 and SIMPLE IM v1.0 enabler, we will start by identifying the main steps and milestones an OMA enabler has to go through.
An OMA enabler has to go through a number of steps and milestones before being approved and services and products can claim compliance. The main steps are: 

· Writing and approving the requirements document
· Writing and approving the architecture document 

· Writing one or more specifications. The requirements and architecture documents together with the specification(s) constitute the “draft enabler”.
· Reviewing and approving the draft enabler as a “candidate enabler”

· Writing and approving the interoperability test plan and specifications
· Conducting several successful interoperability testing

· Approving the candidate enabler

The status of the IMPS v1.3 and SIMPLE IM v1.0 enablers is as follows:
 IMPS v1.3 status
IMPS 1.3 reached the Candidate Enabler status in October 2005, which means that the technical specifications development phase is now completed. The specifications are now in the Interoperability Testing (IOP) phase. The IOP Test Specifications for IMPS 1.3 are close and are expected to be approved in February 2006. The first interoperability testing is scheduled in March 2006. After additional successful interoperability test events in 2006, it is planned to submit IMPS v1.3 for approval in the fourth quarter of 2006. The primary factor that would impact its approval in 2006 is whether sufficient test events have occurred. 
SIMPLE IM v1.0 status
SIMPLE IM v.10 draft enabler is still under development, we are planning to complete the specification activity in X {proposal: X= April-June 2006} time frame. We expect to approve it as a “candidate enabler” in Y {proposal: Y=July-August} 2006 and the interoperability phase can start after that milestone. By “interoperability phase” we refer to the process of writing and approving the test plan and specification and performing a number of successful test events. Because of the number of steps and milestones SIMPLE IM v1.0 still has to go through, we cannot be very accurate in our estimates. For the time being, we are targeting the Q {proposal: Q=third/fourth} quarter of 2007 as the time frame for having an approved SIMPLE IM v1.0 enabler.
Q1a: We understand that several requirements in the present Instant Messaging Requirements Document may be removed as formal requirements from the final specifications.  

Can you please indicate which IM Requirements have been or will be removed from the delivery of  the OMA SIMPLE specifications?
A1a: No requirement will be actually dropped; they will simply be differed to the next version (e.g. 1.1 or 2.0) of the SIMPLE IM enabler. Which ones will not be implemented by SIMPLE IM v1.0 enabler is still under discussion and should be decided by February 2006?  
Q1b: What is the status of the OMA IMPS-SIP/SIMPLE Interworking Function activity?
A1b: IMPS v1.3/SIMPLE IM v1.0 interworking status
This work item has been postponed until we complete SIMPLE IM v 1.0 specification phase.  We require a completed SIMPLE IM v1.0 enabler before writing the interworking specification between IMPS and SIMPLE IM. We do not expect to have an approved interworking enabler before the end of 2007 or in 2008.
Q1c: Does the schedule of SIMPLE IM v1.0 in OMA fit the roll out schedule for IM SPT Phase 2? (ie roll out  from 2007 onwards)
A1c: As indicated in A1, we are planning to have an approved SIMPLE IM v1.0 in the Q {proposal: Q=third/fourth} quarter of 2007. In addition to requiring an approved OMA enabler, IM SPT Phase 2 roll out based on SIMPLE IM v1.0 necessitates the deployment of  IMS and SIP-capable mobile devices.
Gap Analysis:

Emoticons:

Q2: The IM SPT would like to know the status of the technical realization of the OMA SIMPLE IM requirements on emoticons. Additionally, the IM SPT stresses the importance of the topic”.
A2: There are several SIMPLE IM requirements about emoticons. They will be supported in SIMPLE IM v1.0 enabler.
Roaming:
Q3: The IM SPT would like to ask the OMA-MWG whether this roaming- topic is currently addressed in existing specifications or being addressed in ongoing developments. Should the topic not be addressed anywhere we would like some advice on how best to proceed in order to fill the gap
A3: How the underlying network layers perform roaming and transfer roaming-related information to the application service platform layer, for example IMPS or SIMPLE IM server, is outside of MWG IM activities.  However, it is also possible to have roaming requirements that pertain to applications. One such requirement is barring of service when roaming. 
In both OMA IM enablers, IMPS and SIP/SIMPLE IM, there are no roaming requirements included in any of the requirement documents and therefore no features have been included at the architecture and protocol levels. We cannot provide a definitive answer without understanding which roaming requirements are specifically sought. For example, it might be the case that some of the roaming-related requirements (e.g. managing flexibly the roaming charges) could be resolved solely at charging level, whereas some others requirements (e.g. service barring when roaming) might require specific support from the IM (IMPS or SIMPLE IM) enabler.
In conclusion, our recommendation to the GSMA IM SPT would be to provide a more detailed description of the desired roaming requirements and MWG IM would be happy to analyze the impacts on the existing enabler specifications and identify the subsequent course of actions.
Queuing of reactive authorization requests in IMPS:

In the IM SPT Service Definition, when reactive authorization is used, it is said the subscribed user will appear as either “pending” or “offline” on the buddy list, until he or she has accepted the request.

This would mean in the case the client is not able to receive the presence authorization request that the server needs to queue those requests and deliver them at al later time.

In our analysis, we could not find where in the IMPS specification it is said what to do if the server is unable to deliver the presence authorization request at all. This appears to be left as a server implementation decision whether those requests are queued or discarded. There is a concern about the feasibility of protocol translation to other domains if the behavior is not consistent across IMPS implementations.

Q4: The IM SPT is seeking expert advice on this issue
A4: First we would like to make the following observation about the first paragraph of the preamble:  “In the IM SPT Service Definition, when reactive authorization is used, it is said the subscribed user will appear as either “pending” or “offline” on the buddy list, until he or she has accepted the request.” Please note that according to IMPS CSP if the subscriber is not yet authorized, he/she will get “empty” values to the presence attributes for which he/she is not yet authorized to get.  In CSP section 8.3.2.1 we read the following: “The server MAY deliver some presence attributes with empty value – note that however the Qualifier of the presence attribute MUST be ‘F’ in this case”.
In IMPS1.3 reactive authorization is created with the general notification mechanism; this is a major difference with IMPS 1.2. In IMPS 1.3, the publisher of the presence attributes must subscribe to receive notifications about an unauthorized user requesting presence information in order to authorize him/her. In addition, the reactive notification requests are not queued because the server must cancel the reactive notification requests when the presence publisher’s client logs off.  The following is copied from IMPS v1.3 CSP chapter 7.2:  “The subscription MUST NOT be persistent through different sessions – the server MUST remove all notification subscriptions for the particular client that logged out or was disconnected”.  We will address interworking with IMPS v1.3 reactive authorization in details in our IMPS/SIMPLE IM interworking work.
If you have any other question, please do not hesitate to contact us. OMA MWG-IM is looking forward to collaborate with you on IM matters.
___________________________________
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