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1 Reason for Change

 Per action item with ID=5 , I have re-arranged sections 75, 7.6 and 7.7 of the TS.
 I have also moved the content of Appendix I into the above section.
New additions to the content of Appendix are marked with  Track changes

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

None

5 Recommendation

MWG-IM WG is requested to review  and agree to the contribution 

6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

Change 2:  (optional)Brief description of specific change

7.5
DEFERRED MESSAGING IM FUNCTION PROCEDURES


7.5.1
REQUEST INITIATED BY THE SERVED IM USER


Upon receiving an IM Session request initiated by the served IM user, the IM Server

1. SHALL check whether the Accept-Contact header includes the feature-tag '+g.oma.sip-im' and if it does not the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

2. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to send an Instant Message and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. Otherwise, continue with the rest of the steps; .

3. SHALL check the Operator policies specified for the service and for the user as defined in [IM-XDM Specification]. If the request do not conform to specified policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;  

4. SHALL check whether the Request URI contains an IM identity owned by the IM server’s message store entity

5. SHALL verify that the SDP direction attribute is set to a= RecOnly
6. SHALL check the settings of Delivery of deferred messages  <deferred-settings>. If the “active” attribute of the <offline-delivery > element is set to “false” as defined in “Appendix E. IM Service Settings”, then the  IM server ;

i. SHALL perform the procedures in “7.7.2.1 Request to Select a particular Message to be Retrieved”, if IM identity in the request URI refers to a particular message ID in the message store entity of the IM User

ii. SHALL perform the procedures in “7.7.2.2 Selecting and Retrieving Multiple Deferred Messages “, If the SIP INVITE request contains Uri-list

iii. SHALL perform the procedures in “7.7.2.3 Retrieving All Deferred Messages “, if the Request URI refers to the IM server’s message store of the IM User

When sending a SIP 200 "OK" response,  the IM Server:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHALL include a Server header to indicate the IM release version as specified in subclause xxx “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

3. SHOULD include an Allow header with all supported SIP methods, when responding to INVITE requests;

4. SHALL include the feature tag “automata” in the contact header according [RFC 3840]
    5. SHALL include in the SIP 200 “OK” response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] ,[RFC2327]  and [draft-ietf-simple-message-sessions-13.txt] as follows:

· A path attribute of the IM Server for the MSRP Session;

·  Media line proposing MSRP and the codec(s)   by the IM  Server

c) Include all the ‘a’ attributes accompanying the MSRP media line by the IM server and those contained in the original SDP offer 
 d) Optionally “tb-granted” indication as specified in “SDP Extensions”.  

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.5.1.1  Retrieval of Messages 

7.5.1.2 Request to Select a Particular Message to be Retrieved


7.5.1.3 Selecting and Retrieving Multiple Deferred Messages

7.5.1.4 Retrieving all Deferred Messages


7.5.2 REQUEST TERMINATED AT THE SERVED IM USER


7.5.2.1 General


7.5.2.2 Receiving SIP INVITE request 

   Upon receiving an IM request to be terminated at the served IM user, the IM Server 

· SHALL Perform the procedures as defined in “ 7.4 Terminating  Participation Function”
· SHALL check the availability status of the subscriber for pager mode based on the subscriber registration status. If the subscriber is unable to receive the message (i.e., the subscriber has not registered the IM feature-tag ‘+g.oma.sip-im’), the IM server SHALL receive the SIP INVITE as follows

i. SHALL verify the SIP INVITE request is for page mode as defined in “6.1.3.3.2 Establishment of Page Mode IM Session”
1. SDP directional attribute is set to a= SendOnly, and

2. Size attribute is set to a: Filelength = actual size
ii. SHALL store the list of supported SIP methods if received in the Allow header; and,
iii. SHALL store as the IM Session Identity the content of the Contact header
iv. SHALL store relevant headers of SIP INVITE as defined in “7.5.2.4 Storage”
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the IM Server:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
· 2. SHALL include Server header to indicate the IM release version as specified in subclause xxx “Release version in User-agent and Server headers”;
· 3. SHALL include the feature tag “automata” in the contact header according [RFC 3840]
· 4. SHALL include the Date header field containing date and time 

· 5. SHALL include in the SIP 200 “OK” response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] ,[RFC2327]  and [draft-ietf-simple-message-sessions-13.txt] as follows:

· A path attribute of the IM Server for the MSRP Session;

·  Media line proposing MSRP and the codec(s)   by the IM Server

c) Include all the ‘a’ attributes accompanying the MSRP media line by the IM server and those contained in the original SDP offer as defined in “ 6.1.3.3.2 Establishment of a Pager Mode Message IM Session “

 d) Optionally “tb-granted” indication as specified in “SDP Extensions”.   

· 5. SHOULD include an Allow header with all supported SIP methods; 
· 6. SHALL include the IM Address of the IM message store Sever as the Authenticated Originator's IM Address as specified in subclause xxx “Authenticated Originator's IM Address”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause

7.5.2.3 Sending INVITE request


  Each time an IM client successfully performed a registration and de-registration of the IM feature tag ‘+g.oma.sip-im’ procedures as defined in “6.1.1.2 IM service registration and de-registration” the IM server 

· SHALL check the settings of Delivery of deferred messages  <deferred-settings>. If the “active” attribute of the <offline-delivery > element is set  to “true” as defined in “Appendix E. IM Service Settings”, and there are deferred messages for the User,  then the  IM server ;

· SHALL generate an initial SIP request according to rules and procedures of  [RFC3261].  The IM Server:
i. SHALL set the Request-URI of the SIP INVITE request to the served IM User

ii.  SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] 

iii.  SHALL include a User-Agent header to indicate the IM release version as specified in subclause “Release version in User-agent and Server headers”;
iv.  SHOULD include an Allow header with all supported SIP methods;
v.  SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header

vi.  SHALL include  the feature tag “automata” in the contact header according [RFC 3840]
vii.  SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
viii.  SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to rules and procedures of [RFC3264] and [RFC2327]; and,

1.    set the path attribute a=path: to the msrp path

2.    include the codec(s) and Media Parameters being offered by the IM Server for the IM Service:
3. SDP directional attribute is set to a= SendOnly
ix. SHALL send the SIP INVITE request towards the served IM User according to rules and procedures of the [RFC3621].
On receipt of a SIP final response or SIP provisional response to the SIP request, the IM Server: 

· 1. SHALL store the list of SIP methods that the IM Client supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the IM Server:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL store the IM Session Identity  in the Contact header

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the IM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.5.2.4 Storage

Each time the IM server receives a message to be stored on behalf of the served IM User who is offline, the IM Server:

· SHALL, in case of SIP MESSAGE, store the complete message including headers and body of the SIP MESSAGE

· SHALL, in the case of MSRP session for page mode, store the following

· Relevant headers of SIP INVITE and 200 OK of the session establishment of the deferred message i.e. “From”, “To”, “P-Asserted-Identity”, “Subject” “Date”, etc.

· The MSRP SEND request including the timestamp the IM server receives the complete msrp messages

· Relevant headers of the SIP BYE

· SHALL assign a unique MESSAGE-ID for each deferred message whose general format is “sip: username@hostname“ with the following clarification:

· Call-ID of the SIP Request as “username” 

· The Sender of the SIP Request’s domain as the hostname

· SHALL store the deferred message in the served IM user’s account of the IM server’s message store entity
NOTE:  A deferred message’s MESSAGE-ID will be “ Call-Id of the SIP Request@Sender’sdomain “ i.e. if Alice from the “ example.org” domain sends a message that is to be stored for John from “atlanta.com” who is offline, then John’s IM Server will store this particular message with the a unique MESSAGE-ID as sip: d0982dkjs@alicepc.example.org
7.5.2.5 Cancelling of SIP INVITE request


7.5.2.6 Pushing Deferred Messages 

After the IM server has established an IM session to deliver deferred messages to the served IM User, the IM Server constructs MSRP SEND request for each deferred message. The IM server sends MSRP SEND with the encapsulated deferred IM message and the timestamp received by the IM server to the IM client through the MSRP channel established as follows:

· SHALL generate MSRP SEND request for each deferred Message

· Each generated MSRP SEND request SHALL be of content-type “Multiparty/mixed” and carry the deferred Message as payload with the following clarification:

· Each Deferred message SHALL include the timestamp received by the IM Server
· The Original headers in the deferred messages, i.e. Call-IDs and message-id in case of MSRP SEND, SHALL not be altered by the IM Server
· SHALL encapsulate “SIP MESSAGE” message with the Content-Type message/sip or message/sipfrag
· SHALL encapsulate “MSRP SEND” messages (i.e. page mode with MSRP session) with the Content type message/msrp. 

· SHALL encapsulate the relevant headers of the deferred message indicated below:

· To

· From

· Date, 
· Subject
· Priority
· Call-ID
· P-Asserted-Identity

· After sending all the deferred messages, the IM Server SHALL send a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the IM Client.
7.5.2.7 Subscription and Notification for message waiting indication

When an IM server receives a SUBSCRIBE request for the event package “message-summary” from the served IM User, the IM server will act as a NOTIFIER and generates NOTIFY request according [RFC 3842] with the following Clarification, the IM Server SHALL:

·  Include SIP Message Headers   as follows:
· To

· From

· Date, 
· Subject
· Priority
· Message-ID
· P-Asserted-Identity

Editor’s Note: other methods of notification may need to be evaluated against “message-summary” indication .
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