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1 Reason for Change

Review and update Chapter 11.3.1 “REQUEST INITIATED BY THE SERVED IM USER TO STORED MESSAGE”
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree this CR and update TS.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

11.3.1 REQUEST INITIATED BY THE SERVED IM USER TO STORED MESSAGE


Upon receiving a SIP INVITE request initiated by the served IM user, the IM Server

1. SHALL check whether the Accept-Contact header includes the feature-tag '+g.oma.sip-im' and if it does not the IM Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

2. SHALL check whether the Authenticated Originator's IM Address is of an IM User that is allowed to retrieve deferred messages and if it is not the IM Server serving the originating IM Client SHALL respond with a SIP 403 "Forbidden" response to the IM Client. Otherwise, continue with the rest of the steps; .

3. SHALL check the Operator policies specified for the service and for the user as defined in [IM-XDM Specification]. If the request does not conform to specified policies, the IM Server SHALL respond with a SIP 403 “Forbidden” response to the IM Client. Otherwise, continue with the rest of the steps;  

4. SHALL check whether the Request-URI contains a SIP URI  owned by the IM server’s message store entity and if it does not the IM Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of steps; 
5. SHALL verify the SDP description. If the SDP does not contain a session attribute ‘recvonly’ or if the SDP does not contain a media attribute ‘recvonly’ modifying the “m=message” media stream, then the IM server SHALL respond with 403 “ Forbidden”  . Otherwise, continue with the rest of the steps;

6. SHALL check the service settings value of element in <deferred-settings> to decide the delivery mode of deferred messages . If the “active” attribute of the <offline-delivery > element is set to “false” as defined in “Appendix E. IM Service Setting”, then the  IM server SHALL perform the procedures in “11.3.1.1 Retrieving Deferred Message(s)”




When sending a SIP 200 "OK" response,  the IM Server:

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHALL include a Server header to indicate the IM release version as specified in ‎Appendix F “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

3. SHOULD include an Allow header field that includes all the supported methods within the INVITE-initiated dialog, when responding to INVITE requests, according to the procedures of [RFC3261];ts;

4. SHALL include the feature tag “automata” in the Contact header field according [RFC 3840]

    5. SHALL include in the SIP 200 “OK” response a  SDP body as a SDP answer according to rules and procedures of [RFC3264], [ draft-ietf-mmusic-sdp-new ] and [draft-ietf-simple-message-sessions-13.txt]

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the IM Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Editor’s Note:  Check the use  of ‘require’ & ‘ explicit’  with IM feature for the overlapping functions of IM 1.0

11.3.1.1  Retrieving Deferred Message(s)

The “Deferred Messaging Function”  extracts the deferred message(s)  representing the Message-ID(s) in the Uri-list  from the User’s account storage  if the received request contains Uri-list body or extracts all deferred messages from the User’s account storage, if the received request does not contain Uri-list body.  The Deferred Messaging Function  then  sends the deferred message(s )  to the user as defined in section  ‎11.3.2.5 “Pushing Deferred Messages”

The retrieval of one or multiple deferred message is performed by setting up a conference between the requesting client and virtual SIP UAs.  These virtual SIP UAs represent the deferred messages in the message store.  The list of deferred message to retrieve is specified during the setup of the session according [draft-URI-list]. The retrieval of all deferred messages is preformed by setting up a conference between the requesting Client and virtual SIP UAs according to [draft-Conf-FW].
11.3.1.1.1 General

The “message store” server host is modelled as a virtual entity composed of:

· An URI-list server or focus for SIP INVITE transactions, also known as a conference server in [draft-URI-list] and  [draft-Conf-FW]. The Deferred Messaging function is associated with URI : Deferred@hostname.

· One or more virtual SIP User Agents, also contained in the same “message store” server host. Each of these virtual SIP User Agents represents a resource, which in this case, is effectively a deferred message.

A characteristic is that each deferred message is identified by a unique uniform resource identifier (URI).

11.3.1.1.2 Procedure for retrieval at the Deferred Messaging Function 
On receiving such INVITE request targeted to Deferred@hostname:

· 1. The IM Server SHALL check that the originator has a  User account in the ‘message store’ and then authorize the request. If the originator of the request is not authorized, the IM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. If one or multiple selected deferred message(s) is to be retrieved, the following procedure is performed:
· a.   The “URI-list server for SIP INVITE transactions” component part of the “message store” server, SHALL initiate the INVITE request to each of the virtual SIP User Agents that identify the stored message, as defined in [draft-URI-list]. 

· b.    The “URI-list server for SIP INVITE transactions” SHALL send an INVITE request that includes SDP to each of the URIs indicated in the URI list of the incoming INVITE. This creates a virtual centralized conference between the end user and each of the virtual SIP User Agents that identify a given message. 
· 3. If all deferred message are to be retrieved, the following procedure is performed:

-    a. The  focus for SIP INVITE , SHALL initiate the INVITE request to each and all virtual SIP User Agents that identify the stored message, as defined in [draft-Conf-FW]. This creates a virtual centralized conference between the end user and each of the virtual SIP User Agents that identify a given message

· 4.   Then each of these virtual SIP User Agents SHALL send the deferred message to the “URI-list server/SIP Focus for SIP INVITE transactions”, which in turn, relays them to the end user, as defined in [draft MSRP-Relay]

· 5.    Messages in the MSRP SEND requests MUST be sent as defined in section  ‎11.3.2.5 “Pushing Deferred Messages “

NOTE : The procedure for retrieving deferred in section  ‎11.3.1.1 describes the generic case where the virtual SIP User Agents and the “URI-list server ”/ SIP focus components of the “message store” server are considered to be located in different hosts. 

In the case of OMA SIMPLE IM 1.0 scenario, all components of the “message store” server are in the same host, therefore the interface between these components is a matter of server internal implementation i.e. internal calls or a defined APIs.
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