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1 Reason for Change

As a follow up of the contribution [OMA-IM-2006-0232-SendOnly--or-RecvOnly-SDP-parameters-discussion.doc]
Also a per action item from Herentals :

·   Action item to Adamu to submit a CR  for the TS to include this clarification.. Action item to MWG-IM to send this document to IETF for clarification

IETF has already agreed on these changes and are going through the process of including the clarification mentioned in OMA-IM-2006-0232
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To  accept the changes as place holder/reminder in IM TS pending the changes in IETF .
6 Detailed Change Proposal

For background of this CR, please see the attached document
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5. Common procedures

1.1 General

1.2 Authenticated Originator’s IM Address

The Authenticated Originator's IM Address is the IM Address of the originating IM Client that has been authenticated by the SIP/IP Core or the Group Identity when the IM Server performing the Controlling IM Function invites users to a Group Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, then the Authenticated Originator's IM Address is contained in the P-Asserted-Identity header according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4]. The IM Client MAY insert a P-Preferred-Identity header, which contains a client preferred identity, for the SIP/IP Core to be used inside the P-Asserted-identity header. If privacy is required, the From header SHALL contain an anonymous URI according to RFC 3323 and optionally a nickname or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to RFC3323 and RFC3325. 

The From header MAY be used to carry the Authenticated Originator's IM Address, and MAY be supported by the IM Server. The IM Server MAY be able to support an Authenticated Originator's IM Address in the From header if the IM Server has transitive trust with the SIP/IP Core, and if the SIP/IP Core is able to perform proxy authentication of the IM Client.

If the IM Server cannot obtain an Authenticated Originator's IM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. 

1.3 IM service registration

5.3.1 General

The IM Client SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subclauses.

The IM client:

· SHALL generate a SIP REGISTER request; 

· SHALL include the IM feature-tag '+g.oma.sip-im' in the Contact header of the SIP REGISTER request;

· SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]; and,

SHALL include the User-Agent header in the SIP REGISTER request to indicate the IM release version as specified in  ‎Appendix F “Release version in User-agent and Server headers”.SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core

5.3.2   Service registration and re-registration

When the IM Client sends a SIP REGISTER or SIP re-REGISTER request to the SIP/IP Core the IM Client:

1. SHALL generate a SIP REGISTER request as specified in subclause ‎5.3.1"General";

2. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; and,
Each time the IM Client has successfully performed an initial registration the IM Client SHALL publish the IM service settings as specified in subclause  ‎6.1.5 "IM service settings procedure".
NOTE 1: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.

NOTE 2:
Periodical application level re-registration is initiated by the IM Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

NOTE 3: E.164 type of identity can be registered using implicit registration.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the IM Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
  5.3.3                            IM service de-registration

When the IM Client deregisters it:

· 1. SHALL generate a SIP REGISTER request as specified in subclause ‎5.3.1  "General";
· 2. If the terminal needs to remain SIP/IP Core registered the IM Client SHALL reregister with the SIP/IP Core without including the IM feature-tag  '+g.oma.sip-im'  

· 3. If the terminal also needs to deregister from the SIP/IP Core, the IM Client SHALL send a SIP REGISTER request with an Expires header set to 0, as defined in [TS24.229] / [3GPP2 X.S0013.4]

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS the IM Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Editor’s note-1 :
MSRP based session in ‘sendonly’ SHOULD still receive control messages such as transaction status and delivery report status
Editor’s note:
MSRP based session in ‘recvonly’ SHOULD still send control messages such as transaction status and delivery report status.
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1 Reason for Contribution


To discuss the Use of the SendOnly and RecvOnly SDP media level parameters  and interpretation in OMA IM and MSRP in general

2 Summary of Contribution


The Use of ‘SendOnly’ and ‘RecOnly’ SDP parameters with RTP… IETF recommendation with RTP

The Use of ‘SendOnly’ and ‘RecOnly’ SDP parameters with MSRP media...OMA IM recommendation for MSRP


3 Detailed Proposal


RTP


Media transmission with RTP consists of Data part and the Control part. The protocol handling data stream is RTP i.e. RTP provides the support for the data stream and since RTP supports data with real-time characteristics it provides the following functionalities: sequencing of packet; intra-media synchronisation, content, source identification, frame indication, etc.  

The protocol handling the control part of media transmission is called RTCP. RTCP provides functionality for sending and receiving reports (Sender Report, Receiver Report), source description, bye, feedback on QoS, etc

MSRP


MSRP is a text-based, connection-oriented protocol for exchanging instant messages of any mime type. Media transmission with MSRP consists of Data and control part. The data part is provided by the SEND request MSRP method. i.e. SEND requests are used   to deliver a complete message or a chunk (a portion of a complete message).


The control part is provided by (1) MSRP transaction status and (2) Delivery Report status

1) The hop by hop delivery of status is referred to as "transaction status" and may   be returned in response to a request. Some of the response codes that may be used in MSRP transaction responses are: 200, ‘successful transaction’, 400, ‘request was unintelligible’, 403, ‘attempted action is not allowed’,  408, ‘downstream transaction did not complete in the allotted time’ 413, ‘the receiver wishes the sender to stop sending the particular message’

501,  506, etc

 2) The final status of a request at the receiving MSRP end point is referred to as "delivery status" and may be returned in a REPORT request. REPORT requests report on the status of a previously   sent message, or a range of bytes inside a message.

Extract on ‘SendOnly’ and ‘RecvOnly’ attributes from  Sdp-new draft

“

a=recvonly


         This specifies that the tools should be started in receive only    mode where applicable.  It can be either a session or media   attribute, and is not dependent on charset.  Note that recvonly     applies to the media only, not to any associated control    protocol (e.g. an RTP based system in recvonly mode SHOULD    still send RTCP packets).  “

Please NOTE that RTP is used as an example here and in case of RTP the data part is provided by the RTP and the control part provided by RCTP…that’s why it is specifically mentioned that RTCP packet should still be sent in RecvOnly) ..The generic semantic for any media can be considered that the RecvOnly applies to data part and not the associated control part

Using MSRP as an example, the RecvOnly should be applicable to Data part which is the SEND request and not the associated control messages i.e. transaction and delivery report status 


a=sendonly


“

         This specifies that the tools should be started in send-only  mode.  An example may be where a different unicast address is   to be used for a traffic destination than for a traffic source. In such a case, two media descriptions may be used, one   sendonly and one recvonly.  It can be either a session or media    attribute, but would normally only be used as a media   attribute.  It is not dependent on charset.  Note that sendonly   applies only to the media, and any associated control protocol    (e.g.  RTCP) SHOULD still be received and processed as normal “

Please NOTE that RTP is used as an example here and in case of RTP the data part is provided by the RTP and the control part provided by RCTP…that’s why it is specifically mentioned that RTCP packet should still be received in SendOnly) ..The generic semantic for any media can be considered that the ‘sendonly’ applies to data part and not the associated control part

Using MSRP as an example, the ‘sendonly’ should be applicable to Data part which is the SEND request and not the associated control messages i.e. transaction and delivery report status 


RECOMMENDATION


It is therefore  recommended to clarify the semantics for SDP attributes ‘sendonly’ and ‘recvonly’  with MSRP protocol  as it was clarified with the RTP example in the [draft-ietf-mmusic-sdp-new-26.txt] to avoid mis-interpretation of the attributes…. 


This has to be resolved globally in order to ensure interoperability with the base IETF MSRP implementation, hence it is strongly recommended to contact IETF and the authors of MSRP draft to resolve the issue.  


With regards to OMA MWG-IM, the suggestion is to insert Editor's note in OMA IM Specification   as place holder  for the expected resolution from IETF: 

Editor’s Note 1: MSRP based session in ‘sendonly’ SHOULD still receive control messages such as transaction status and delivery report status

Editor’s Note 2: MSRP based session in ‘recvonly’ SHOULD still send control messages such as transaction status and delivery report status
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